
RSG-3000 Wireless Smart Gateway 
User Manual


ROSONIX TECHNOLOGY

Date Released:  Oct. 20, 2015

Rosonix Technology, Inc. 
10F, No.235, Sec. 4, Chengde Rd.,Taipei, Taiwan 
Tel: +886-2-88612358 
sales@rosonix.com 
http://www.rosonix.com

mailto:sales@rosonix.com
http://www.rosonix.com
mailto:sales@rosonix.com
http://www.rosonix.com


Hardware Setup


UNPACK YOUR ROUTER 

The box contains the following items: 

• RSG-3000 Wireless Smart Gateway 
• AC power adapter (plug varies by region) 
• Power cable 
• RJ-45 ethernet cable 

RJ-45 ethernet cable

Power cable

Power adapter
RSG-3000 Wireless Smart Gateway



 
TOP PANEL 

The RSG-3000 Wireless Smart Gateway has the status LEDs shown in the above figure. 

MicroSD Solid: The MicroSD card is mounted and ready for getting access. 
Off: The MicroSD card is not accessible.

WLAN Solid: The wireless LAN is ready. 
Blinking: The wireless LAN radio is working.

ZigBee Solid: There is no formed ZigBee network. 
Slow blinking: The ZigBee network is working. 
Quick blinking: The ZigBee network is allowed join.

ColorRing LED Breathing Green: Normal 
Blinking Red: Warning 
Blinking Purple: Software upgrading

ColorRing LED
Application Button

MicroSD WLAN ZigBee



REAR PANEL 
 

The rear panel has has the connectors and buttons shown in the above figure. 

MicroSD Power RJ-45 USB SD Eject Reset



POSITION YOUR ROUTER 
The gateway lets you get access of your 2.4Ghz WiFi and ZigBee network from virtually anywhere within the 
operating range of your wireless network. However, the operating distance of range of your wireless 
connection can vary significantly depending on the physical placement of your router. For example, the 
thickness and number of walls the wireless signal passes through can limit the range. For best results, place 
your gateway: 
• Near the centre of the area where your computers or sensor devices operate, and preferably within the line 

of sight to your wireless devices. 
• Keeping the number of walls and ceilings between the gateway and your devices to a minimum. 
• Away from electrical devices that are potential sources of interference. Equipment that might cause 

interference includes ceiling fans, microwaves, computers, the base of a cordless phone, or a 2.4Ghz 
cordless phone. 

• Away from any large metal surfaces, such as a solid metal door or aluminium studs. Large expanses of 
other materials such as glass, insulated walls, fish tanks, mirrors, brick, and concrete can also affect your 
wireless signal. 



Getting Started

ROUTER SETUP PREPARATION 
RSG-3000 supports various network topology for your application. Before you setup your wireless smart 
gateway, you have to determine the topology you are going to setup and gather the needed information as 
much as possible in order to configure the networks properly. 

WIRED ETHERNET SETUP 
The RJ45 port is for wired ethernet connection. RSG-3000 supports either Local Area Network (LAN) or Wide 
Area Network (WAN) for the RJ45 port. 

The WAN mode supports following IP configurations. 

• DHCP client 
• PPPoE 
• Static IP address 



LAN mode setup 



WAN mode with DHCP client setup 

The IP address of the RJ45 port for WAN access will be obtained from the uplink router which supports DHCP 
server to lease an IP address to the gateway. 



WAN mode with PPPoE setup 

The IP address of the RJ45 port for WAN access will be obtained via PPP over Ethernet (PPPoE) from your 
Internet Service Provider (ISP). The account and password information for PPPoE authentication should be 
obtained from your ISP. 

    



WAN mode with Static IP address setup 

The IP address of the RJ45 port for WAN access will be set to static. Please consult your ISP for the IP, 
Netmask, and Gateway IP address for Internet access. 



WIRELESS ETHERNET SETUP 
The wireless ethernet of RSG-3000 supports both Access Point (AP) and Client mode. 



Wireless Ethernet with AP mode setup 

To setup the AP mode, check the ‘Enable Wifi AP’ checkbox and config the SSID and Auth Key for WiFi client 
authentication. The default authentication mode is WPA2 with AES encryption. 



Wireless Ethernet with WiFi Client mode setup 

To setup the WiFi client mode, check the ‘Enable Wifi Client’ checkbox and then ‘Scan’ the environment, pick 
the WiFi AP you would like to connect. Fill the authentication password to get WiFi access for the AP router. 



Regulatory Compliance Information


FCC REQUIREMENTS FOR OPERATION 
This device complies with Part 15 of the Federal Communications Commission (FCC) Rules. The FCC ID for 
this device is YUDRSG3000.  

Operation is subject to the following two conditions: 

(1) This device may not cause harmful interference, and 
(2) This device must accept any interference received, including interference that may cause undesired 

operation. 

CAUTION: 
Changes or modifications to this device not expressly approved by the party responsible for compliance could 
void the user’s authority to operate the equipment. 

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to 
Part 15 of FCC Rules. These limits are designed to provide reasonable protection against harmful interference 
in a residential installation. This equipment generates, uses, and can radiate radio frequency energy and, if not 
installed and used in accordance with the manufacturer’s instructions, may cause interference harmful to radio 
communications. 

To comply with FCC RF exposure compliance requirements, a separation distance of at least 20cm must be 
maintained between the antenna of this device and all persons. This device must not be co-located or 
operating in conjunction with any other antenna or transmitter. 

There is no guarantee, however, that interference will not occur in a particular installation. If this equipment 
does cause harmful interference to ratio or television reception, which can be determined by turning the 
equipment off and on, the user is encouraged to try to correct the interference by one or more of the following 
measures: 

(1) Reorient or relocate the receiving antenna. 
(2) Increase the separation between the equipment and receiver. 
(3) Connect the equipment to an outlet on a circuit different from that to which the receiver is connected. 
(4) Consult the dealer or an experienced ratio or TV technician for help. 



EUROPE-EU DECLARATION OF CONFORMITY AND RESTRICTIONS 

Hereby, Rosonix Technology., Inc. declares that the RSG-3000 is in compliance with essential requirements 
and other relevant provisions of Directive 1999/5/EC. 

This equipment is marked with the CE symbol and can be used throughout the European community. 

This indicates compliance with the R&TTE Directive 1999/5/EC and meets the relevant parts of following 
technical specifications: 

EN 300 328, Electromagnetic compatibility and Radio spectrum Matters (ERM); Wideband Transmission 
Systems; Data transmission equipment operating in the 2.4Ghz ISM band and using spread spectrum 
modulation techniques; Harmonised EN covering essential requirements under article 3.2 of the R&TTE 
Directive. 

EN 301 489-17, Electromagnetic Compatibility and Radio spectrum Matters (ERM); Electromagnetic 
Compatibility (EMC) standard for radio equipment and services; 

Part 17: Specific Conditions for Wideband Data and HYPERLAN Equipment. 

EN 60950-1, Safety of Information Technology Equipment. 

EN 62311, Assessment of electronic and electrical equipment related to human exposure restrictions for 
electromagnetic fields (0 Hz ~ 300 Ghz) 

France - 2.4Ghz for Metropolitan France: 

In all Metropolitan départements, wireless LAN frequencies can be used under the following conditions, either 
for public or private use: 
• Indoor use: maximum power (EIRP) of 100mW for the entire 2400-2483.5MHz frequency band 
• Outdoor use: maximum power (EIRP) of 100mW for the 2400-2454MHz band and with maximum power 

(EIRP) of 10mW for the 2454-2483.5MHz band  



NCC WARNING STATEMENT 
NCC 

 NCC  
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