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Copyright

The contents of this publication may not be reproduced in any part or as a whole, stored, transcribed in
an information retrieval system, translated into any language, or transmitted in any form or by any means,
mechanical, magnetic, electronic, optical, photocopying, manual, or otherwise, without the prior written

permission.

Trademarks

All product, company, brand names are trademarks or registered trademarks of their respective
companies. They are used for identification purpose only. Specifications are subject to be changed without

prior notice.

CE Energy-Related Products Directive 2009/125/EC Information

Please ask the local distributor, supplier or importer below information:
The related information of Recycle or disposal.
The related information of spare parts issue.

Maintenance service

Please switch the power button to “AP OFF” when you do not use the function of AP router, in order to save

electricity power.

RF exposure warning

This equipment must be installed and operated in accordance with provided instructions and the antenna(s)
used for this transmitter must be installed to provide a separation distance of at least 20 cm from all persons
and must not be co-located or operating in conjunction with any other antenna or transmitter. End-users and
installers must be provide with antenna installation instructions and transmitter operating conditions for

satisfying RF exposure compliance.
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FCC Radiation Norm

This equipment has been tested and found to comply with limits for a Class B digital device pursuant to 47
CFR, Part 2 and Part 15 of the Federal Communication Commission (FCC) rules. Operation is subject to the
following two conditions:

1.  This device may not cause harmful interference

2. This device must accept any interference received including interferences that may cause

undesired operations.

CE Radiation Norm

This equipment has been tested and found to comply with the limits of the European Council Directive
99/5/EC on the approximation of the law of the member states relating to EN 300 328 V1.7.1 (2006-10), EN
301 489-1 V1.8.1 (2008-04) and EN 301 489-17 V1.3.2 (2008-04) and EN 60950.

FCC & CE Compliance Statement

These limits are designed to provide reasonable protection against radio interference in a residential
environment. This equipment can generates, uses and radiate radio frequency energy and, if not installed

and used in accordance with the instructions, may cause harmful interference to radio communications.

However, there is no guarantee that interference will not occur in a particular installation. If this equipment
does cause harmful interference to radio or television reception, which is found by turning the equipment ON

and OFF, the user is encouraged to try to reduce the interference by one or more of the following measures:

Reorient or relocate the receiving antenna

Increase the separation between the equipment and the receiver

Connect the equipment into an outlet on a circuit different from that to which the receiver is connect to

Consult a dealer or an experienced technician for assistance

¢ (¢

CAUTION!

The Federal Communication Commission warns the user that changes or modifications to the unit not
expressly approved by the party responsible for compliance could void the user’s authority to operate the

equipment.
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Chapter 1 Introduction

Thank you for choosing the outstanding repeater. The repeater works with your wireless router to extend
the wireless coverage.

To protect the data privacy, the repeater can encrypt wireless transmissions. Security features include
Wi-Fi Protected Access 2 (WPA2) security, which encrypts data on your wireless networks. The Repeater

support WPS feature..

N
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1.1 Features

[ ] Functions

. Support Repeater.

B Wireless
. IEEE 802.11b/g/n standards compliant.
. Support data rates up to 150Mbps ( Auto-Rate Capable ).
. Support WEP/WPA/WPAZ2 Encryption.
. Support WPS.

B Ethernet Interface
. 1 Port Ethernet Interface compliant with IEEE 802.3x standards.
. Automatic MDI/MDIX crossover for 10/100 Base-T port.

. Auto-negotiation and speed-auto-sensing support.

®  Network Management
. Web-based Management
. Firmware upgrade via HTTP/TFTP
. System Log
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1.2 System Requirement

Check and confirm that your system is with the following minimum requirements:

B Personal computer ( PC/Notebook ).

®  Pentium Il compatible processor and above.

B Wireless LAN card or IEEE 802.11b/g/n Wireless adaptor installed with TCP/IP protocol.
® 64 MB RAM or more.

B 50 MB of free disk space (Minimum).

| Internet Browser.

[ | CD-ROM Dirive.
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1.3 Package Contents

The Repeater package contains the following items:

| One Repeater

B One Quick Setup Guide

If any of the above items are damaged or missing, please contact your dealer immediately.
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Chapter 2 Knowing The Repeater

2.1 LED Indicator

The Repeater’s LED indicators display information about the device’s status.

Static: Repeater connect to root AP successfully

Green
Flashing : initial WPS

Orange |Flashing when repeater cannot link to root AP

Red Repeater is booting

Repeater
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2.2 Ports

The ports of the Repeater contain LAN Ethernet port, Reset Button and WPS button.

To “Reset” the repeater to factory defaults:
B Ensure that the device is powered on.
B Press the Reset button for more than 5 seconds and release. Wait for 60 seconds after release the
Reset button. Do not power off the device during the reset process.

B The default settings are now restored after 60 seconds.
To setup WPS via WPS button:

[ | Press the WPS button and release.

2.3 Power ON/OFF

The Power ON/OFF Button of Repeater.

aporr” APON

*

o
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Chapter 3 Configuration

For your convenience, the web GUI allows you to configure Repeater using web browser.
This chapter will explain all the functions in this Web GUI.

Please turn ON the wireless adapter of PC first.
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3.1 Setup Wireless Connection

Step 1: Open Control Panel -> Network and Sharing
Center.

S+ Contml Panel + AN Contral Fanet Rema +

Adjust your computer's settings

W action Center s Administrative Tools |; AutoPlay
o ol Color Managemest @ Credential Manager
W cesttop Gadgens J Dievice Manager

D 5 of cosss conter WA Flash Player

| ]
il Programs and features
@ soune 1) Speech Recognition
* Taskbar and Start Menu N Troubleshooting R user dccounts
B windows Cardspace B84 windows Deferder " JET— — B Windowes Updste 3

Step 2: Click on the Connect to a network..

View your basic network infrmation and set up connections

Slarerys o el 'Y " (%) om il
T e T ]
Change stancrd shaneg Tt somptans
g
Vi e st aterks Comment e n etk
o ar cumenthy nt cnmected 1s sy metacrhs
Change ou networking
o, ol 40
Secie hemargy wd ary e
coes ey and pintirs o ated 02 ot rabwork compuen, o7 Chimgt ihasng settngs.
e R e ——
1t
tematiey
bt gt
At Bt

Step 3: Choose 7018n to connect.

Currently connected to: O
TP-LINK_PocketAP_E2C37E
287 Internet access
@h Identifying... (7018n) =
. Mo Internet access

Wireless Metwork Connection 3 ~

7018n Connected il |

edimax_6574n al

TOTOLINK N200RA o

SmartStream_AP-955 o

dlink A

IDEA+020A91 M
Lrmea o ™

Open Metwork and Sharing Center

Step 4: Fill in Security Key “12345678", then

press “ OK”

% Connect to a Network
Type the network security key

Security key: I 12345678 I

[T]Hide characters

Repeater
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3.2 Login

To access the Repeater configuration screens, follow the following steps will enable you to log into the
Repeater.

1. Launch your web browser, and enter the Repeater’s IP Address: “10.10.10.254" in the
address field then press the “Enter” key to login.

ﬁ Blank Page - Windows Internet Explorer

@O - | &) http/192168.1681

'i:} ol [ﬁﬂlankpage

2. Enter the default User name: “admin” and Password: “admin”. Then press “OK" to login.

g ™

The server 1921681681 at GoAhead requires a username and password.

Warning: This server is requesting that your username and password be
zent in an insecure manner (basic authentication without a secure
connection),

| esees| |

["] Remember my credentials

Repeater 12



Here is the Homepage.

7 Ralink

m}i)m) o)biliw
open all | close all Ralink APSoC

¥ Ralink __ -
E-{7] Internet Settings English e
{7 Wireless Settings

-] Administration

—Select Language

Status
Statistic
Managermert

Ly

CERTIFIED®

Wi-Fi PROTECTED

SETUP

goahead

WEBSERVER

Repeater
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3.3 Setup Repeater

3.3.1 Setup wireless connection through WPS button

If your root wireless router supports the WPS function through Push Button Configuration (PBC), you can

setup a wireless connection between the repeater and the root wireless router by pressing the WPS button.

1.

Press the WPS button of your root wireless router.

Press the WPS button of Repeater. The LED will start to blink. When the LED is static Green, it

indicates that the Repeater connects to the root wireless router successfully.

Connect your Laptop or Mobile to the SSID of repeater and they will get the IP address from root

wireless router.

3.3.2 Setup wireless connection through Web GUI

You could setup repeater mode and connect to root AP to extend wireless coverage.

1.

2.

Click Wireless Settings-> repeater mode. Click Scan network button first.

2 Ralink

epen all | cloge all

i Ralink
E-] Internet Settings
=5 Wireless Settings

B+ Administration

m}i)m)o)l;aili'r-,z

Station Site Survey

Site survey page shows information of AFS nearby. You may choose ane of these APs connacting
ar adding it to profile.

.
=1={1n] BESID Channel Encryption Mode Signal Select

Select a root AP and click connect.

Repeater
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open all | close all

 Ralink
&7 Internet Settings

H-] administration

2 Ralink

Station Site Survey

m}i)m)o)biliry

Site sUrvey page shows information of APs nearby, You may choose one ofthese APS connecting ar

adding it to profile.

e S5ID BESID Channel | Encryption Mode || Signal || Select

Security BCH_Express dE3mE228Tah |2 WRAZPSKIAES T1bigin | 34 O

s edimax_B574n || 00:1F1£19:08:48 |3 WRAZFSKIAES tbgn|7s | o

repeater mode

Station List Pantek 1caff7:95:09:30 5 WIPATPSKWPAZPSKITKIPAES | 11hiain || 15 (o)

Statistice Pantek 1caff7aa083 |5 WPATPSKINPAZPSKITKIPAES | 11hiamn |15 (2]
TyHEL 00:1 Qch:1FB2:2e |6 WIPATPSKWPAZPSKITKIPAES [ 11kfa {10 (5]
dimaho 00:a0FreTdas (7 WIPATPSKWPAZPSKITKIPAES | 11kia || 5 @
ggnsansneam_,ap- T4'a543:00 3034 | 8 NOMNE tbgmles | O
HOAM catBea¥ededed (11 WIRARSKIAES 11higin |15 O
BCH-All 00:d0:41:cadg:a8 | 11 WVIPAZPSKIAES 11higin | 39 (2]
shirley o0Atiftarbaac |11 WEP T1higin | 20 O
TOTOLINK 78:44:7R:dd:06:2¢ | 11 NOME 11hiain | 81 (2]
dlink 34:08:04:da:5d:9d | 11 VIPA1PSKIWPAZPSKISES 11hfain || 65 ®

[Scan network ] [Connect ]

) @ http://192.168.168.1 /wireless/apcli.asp DB X

AP Client Feature

You could configure AP Client parameters here.

Fill in the wireless password of root AP in Pass Phrase and click Apply.

AP Client Parameters

SSID

dlink

MAC Address (Optional)

34:08:04:da-hd-9d

Security Mode WPAZPSK -
Encryption Type AES -
Pass Phrase 12345678

[ Apply ] [ Cancel

= ="

Repeater
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3.4 LAN Setting

The Internet Settings configures the device the LAN IP address and DHCP server.

mnk

open all | cloze all

¢ Ralink

E-5 Internet Settings
[ LaN

{7} DHCP clients
H-{~7] Wireless Settings
J Administration

Local Area Network (LAN) Settings

Yau may enable/dizable networking functions and configure their parameters as your wish.

LAN Setup

m) i)m) 0) bi

IP Address 192.168.168.1
Subnet Mask 25626562550
LAN 2 OEnable @ Disable

LAMZ IP Address

LAMZ Subnet Mask

Default Gateway

Frimary DMS Server

168.95.1.1

Secondary DMS Server

0888

WA Address

001 364701801

CHCP Type

Serer (¥

Start IP Address

192.168.168.100

End IF Address

1592.168.168.200

Subnet Mask

26526525510

Primary DHS Server

168.95.1.1

Secondary DMS Server

5.8.88

Default Gateway

192.168.168.1

Lease Time

oe400

Statically Assiuned

TAC:

Statically Assigned

Statically Assigned

802.1d Spanning Tree

Disable |+

Repeater
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3.4.1 Internet Settings — LAN

This page is used to configure the parameters for local area network which connects to the Repeater. Here

you may change the setting for IP address, subnet mask, DHCP, etc..

ZE_HTink m) i)m) 0) bility

Local Area Network (LAN) Settings

You may enable/disable networking functions and configure their parameters as yourwish.

open all | clese all

¢ Ralink

£+ T ept Settings
L -0 BN essee |
. L) DHCP clients IP Address 192.168.168.1

; ] Wireless Settings

B Administration Subnet Mask 2652552550
LAN 2 OEnable @ Dizable

LAMZ IP Address

LAMZ Subnet Mask

Default Gateway

Frirnary DMNE Server 168.95.1.1
Secondary DMNS Server 5.5888

MAC Address 0012647018
DHCP Type Server (¥

StartIP Address| [192.168.165.100

End IP Address| 192,168, 168.200

Subnet Mask| |255.255.265.0

Primary DMS Server| |[168.95.1.1

Secondary OME Server| 5888

Default Gateway| [192.168.165.1

Leaze Time| [BE400

WAL
Statically Assigned
IF:
WA
Statically Assigned
IP:
WA
Statically Assigned
IF:
802.1d Spanning Tree Disahle
Fields in this page:
Field Description
IP Address The device’s IP Address.
Subnet Mask The device’s Subnet Mask.
LAN2 Enabled/Disabled 2" LAN networks.
LAN2 IP Address LAN2 IP Address.
LAN2 Subnet Mask LAN2 Subnet Mask.

Repeater
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Default Gateway

The Default Gateway Address assigned to DHCP clients.

Primary DNS Server

The primary DNS Server Address assigned to DHCP clients.

Secondary DNS Server

The secondary DNS Server Address assigned to DHCP clients.

MAC Address

MAC Address of device.

DHCP Type

Server or Disable. If you already have a DHCP server on your network, then

select Disable.

Start IP Address

The Start IP Address specifies the starting IP address of the range of address

assigned by your device when it functions as a DHCP Server.

End IP Address

The End IP Address specifies the ending IP address of the range of address

assigned by your device when it functions as a DHCP Server.

Subnet Mask

The Subnet Mask assigned to DHCP clients.

Lease Time

The Lease Time is the amount of time a network user will be allowed connection

to the device with their current dynamic IP address.

Statically Assigned

Assign a Static IP address to a specified MAC address.

802.1d Spanning Tree

Enabled/Disabled 802.1d Spanning Tree.

LLTD

Enabled/Disabled Link Layer Topology Discovery(LLTD).

IGMP Proxy

Enabled/Disabled IGMP Proxy.

Device Advertisement

Enabled/Disabled Device Advertisement.

PPPoE Relay

Enabled/Disabled PPPoE Relay.

Function buttons in this page:

Apply

Click to save the setting to the configuration.

Repeater 18




3.4.2 Internet Settings — DHCP clients

You may monitor DHCP clients here.

7 Ralink

open all | close all

i Ralink

-3 Internet Settings
: D LA

- ={) DHCP clignts
-] Wireless Settings
B Adrministration

DHCP Client List

You could monitar DHCP clients here.

m}i)m)o)bilir',a

DHCP Clients

Hosthame MAC Address P Address Expires in

Repeater
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3.5 Wireless Settings

You can view Wireless Settings link in the left navigation bar. Following are the options available under
Wireless Settings:
B Basic
Advanced
Security
WPS
Repeater mode

Station List

Statistics

Repeater



3.5.1 Wireless Settings — Basic

To configure the wireless basic settings, click on the Basic link ( Wireless Settings > Basic ) in the left

navigation bar. A screen is displayed as shown in following figure.

2 Ralink

open all | clozse all

4 Ralink

B3 Internet Settings

..... [} LaM

[} DHCP clients

-5 Wireless Settings
- Basic

[ Advanced

[ Security

[ WPS

- repeater mode

D

0

Station List
Statistics
E-] Administration

m}i)m)o)l;aiii'r-;

Basic Wireless Settings

You could canfigure the minimum number of Wireless settings for communication, such as
Metwork Mame (SSI00 and Channel The Access Point can be set simply with only the minimum

setting items.

Wireless Network

Driver Wersion 2500

Radio Onfoff

WIFi OnfOff

Metwork Mode |11ha’gfn mixed mode V|

Metwork Mame({3510)

7018n | Higden O 1solated OJ

Broadeast Metwark Mame (SSI0)

® Enable O Disable

AP 1solation

O Enable @ Disable

BSSID

Q01 3:64:70:18:02

Freguency (Channel)

Cperating Mode

HT Physical Mode

[2412MHz (Channel 1) +|

@ Mixed Mode O Green Field

Channel Bandyidth Oz0 @ 20140
Guard Interval O Long @ 2uto

Reverse Direction Grant{RDG)

O Disable @ Enable

Extension Channel

[ 2432MHz (Channal 5) +|

Space Time Block CodingiSTEC)

O Disable @ Enable

Aggregation MEDLIA-MSDLD

® Disable O Enable

Alto Block ACK

O Disable @ Enable

Decline BA Request

@ pisable O Enatle

HT Disallow TKIP

O Disable @ Enable

HT TuStream
HT RxStream
Fields in this page:
Field Description
Wireless Network
Radio On/Off Click RADIO ON button to enable Radio. Click RADIO OFF button to disable
Radio.
WiFi On/Off Click WiFi ON button to enable WiFi. Click WiFi OFF button to disable WiFi.
Network Mode From this drop-down menu, you can select the wireless standards running on
your network.

Repeater
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11b/g mixed mode
11b only
11g only

11b/g/n mixed mode
11n only(2.4G)

Network Name(SSID)

The SSID(Service Set Identifier) is the network name shared by all devices in
a wireless network. It is case-sensitive and must not exceed 32 keyboard

characters.

Broadcast Network

Enabled/Disabled SSID broadcast. When wireless clients survey the local

Name(SSID) area for wireless networks to associate with, they will detect the SSID
broadcast by the device. To broadcast the device’s SSID, keep Enabled. If
you do not want to broadcast the device’s SSID, then select Disabled.

AP isolation Wireless Client isolation. Prevent one wireless client communicating with

another wireless client.

MBSSID AP isolation

MBSSID wireless client isolation. Wireless client in SSID1 cannot

communicate with wireless client in SSID2~7.

BSSID

Display device’s BSSID.

Frequency (Channel)

Select the appropriate channel for your wireless network.

Function buttons in this page:

Apply

Click to save the setting to the configuration.

Repeater 22




3.5.2 Wireless Settings — Advanced

This page allows advanced users who have sufficient knowledge of wireless LAN. These setting shall

not be changed unless you know exactly what will happen for the changes you made on your device.

2 Ralink

epen all | clozse all

o Ralink

mM@%MM

Advanced Wireless Settings

Llse the Advanced Setup page to make detailed settings for the Wireless. Advanced Setup
includes items that are not available from the Basic Setup page, such as Beacon Interval, Control

-] Internet Settings
E-£3 Wireless Settings
{1 Basic
Advanced
Security

WPS

repeater mode
Station List
Statistics

] ] el g

Tx Rates and Basic Data Rates.

Advanced Wireless
B Protection Mode
Beacon Interal oo ms (ranoe 20 - 999, default 1 00)

Drata Beacon Rate (DTIM)

ms (range 1 - 255, default 1)

Fields in this page:

-7 Administration

Fragment Threshold 2346 (range 256 - 2346, default 2346)

2347 (range 1- 2347, default 2347
(range 1 - 100, default 100)

@ Enable O Disable

RTS Threshold

TH Power

Short Freamble

Short Slot ® Enable O Disable

T Burst ® Enable O Disable

Flt_Aggregate @ Enable O Disable

IEEE 802.11H Support O Enable @ Disable(only in & band)

Country Code |Nune V|

Wi-F Multimedia

wihint Capable ® Enable O Disable

APSD Capable O Enable @ Disable

DLS Capable O Enable @ Disable

Wil Configuration

Whihd Parameters

Multicast-to-Unicast Cormverter

mMulticast-to-Unicast O Enable @ Disable
Apply

Field Description
Advanced Wireless
BG Protection Mode Auto/On/Off

Beacon Interval

The Beacon Interval value indicates the frequency interval of the beacon. Enter a
value between 20 and 1024. A beacon is a packet broadcast by the device to

synchronize the wireless network. The default is 100.

Data Beacon
rate(DTIM)

A Delivery Traffic Indication Message(DTIM) is a kind of Traffic Indication
Message(TIM) which informs the clients about the presence of buffered

multicast/broadcast data on the access point The default is 1ms.
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http://en.wikipedia.org/w/index.php?title=Traffic_Indication_Message(TIM)&action=edit&redlink=1
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Fragment Threshold

This value should remain at its default setting of 2346. It specifies the maximum size
for a packet before data is fragmented into multiple packets. If you experience a high
packet error rate, you may slightly increases the “Fragment Threshold” value within

the value range of 256 to 2346. Setting this value too low may result in poor network

performance. Only minor modifications of this value are recommended.

RTS Threshold

This value should remain at its default setting of 2347. Should you encounter
inconsistent data flow, only minor modifications are recommended. If a network
packet is smaller than the preset “RTS threshold” size, the RTS/CTS mechanism will
not be enabled. The AP sends Request to Send (RTS) frames to a particular
receiving station and negotiates the sending of a data frame. After receiving an RTS,
the wireless station responds with a Clear to Send (CTS) frame to acknowledge the

right to begin transmission.

TX Power

The TX power of Device. The default is 100.

Short Preamble

The Preamble Type defines the length of the CRC block for communication between
the AP and mobile wireless stations. Note that high network traffic areas should use

the short preamble type.

Short Slot

Enable to reduce the guard interval time.

Tx Burst

Enable Tx Burst.

Pkt _Aggregate

Enable: Packet will be aggregated before be sent.

IEEE 802.11H Support

Enable IEEE 802.11H.

Country Code Select your country for wireless region.
Wi-Fi Multimedia
WMM Capable Wi-Fi Multimedia (WMM) is a wireless Quality of Service feature that improves

quality of audio, video, and voice applications by prioritizing wireless traffic. To use

this feature, the wireless client devices in your network must support Wireless WMM.

APSD Capable

Enable/Disable APSD(Automatic Power Save Delivery) Capable.

DLS Capable

Enable/Disable DLS Capable.

WMM Parameters

Configure WMM parameters.

Multicast-to-Unicast

Converter

Multicast-to-Unicast

Enable to allow multicast traffic to pass through the Device from the Internet.

Function buttons in this page:

Apply

Click to save the setting to the configuration.

Repeater 24




3.5.3 Wireless Settings — Security

This screen allows you to setup the wireless security. Turn on WEP or WPA by using encryption keys

could prevent any unauthorized access to your WLAN.

2 Ralink

epen all | cloze all

i Ralink

-] Internet Settings
=5 Wireless Settings
-} Basic

- Asdvanced
SecLrity

WRS

repeater mode
Station List

{7 Statistics

B Administration

UODDDD

m}i)m)o)uiii'r-,a

Wireless Security/Encryption Settings

Setup the wireless security and encryption to prevent fram unauthorized access and monitaring.

551D choice 70180 v

Security Mode |Disahle V|

Access Policy

Fields in this page:

Policy

Add a station Mac: | |

[ Apply ] [ Cancel ]

Field

Description

SSID choice

Select SSID which you will configure security.

Security Mode

Disable, OPEN,SHARED,WEPAUTO,WPA,WPA-PSK,WPA2, WPA2-PSK,
WPAPSKWPA2PSK, WPA1IWPA2, 802.1X.

WEP WEP is a basic encryption method, which is not as secure as WPA.

Input 5 or 13 characters of WEP key. Select a default key.
WPA-PSK WPA Algorithms: TKIP or AES.
WPA2-PSK Enter a Passphrase 8 to 63 characters.
WPA If the 802.1X, WPA, WPA?2 is selected at Security Mode, the port (default is 1812), IP
WPA2 address and shared secret of external RADIUS server are specified here.
WPA1WPA2

Access Policy

Policy

Disable/Allow/Reject

Add a station MAC

Fill in MAC address of a Station which you want to allow or reject.

Function buttons in this page:

Apply

Click to save the setting to the configuration.
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3.5.4 Wireless Settings — WPS

This page allows you to change the setting for WPS( Wi-Fi Protected Setup). Using this feature could let

your wireless client automatically synchronize its setting and connect to the Device in a minute without any
hassle.

2 Ralink

epen all | close all

i Ralink
-] Internet Settings
B3 Wireless Settings

i) Advanced
“[) Security

-] repeater mode
[ Station List

----- [ Statistics
B+ Adrministration

m}i)m)o)';aiiii-,a

Wi-Fi Protected Setup

You could setup security easily by choosing PIM or PBC method to do Wi-Fi Protected Setup.

WPS Config

WPS:
Apply
WiPS Current Status: Idle
WWPS Configured: Yes
WPS 55ID: T018n
WS Auth Mode: Qpen
WWPS Encryp Type: Mone
WiPS Default Key Index: 1
WPS KeyiASCI
AP PIN: 73461784
Reset OOB
WPS Progress
WPS mode @rn OFBC
Apply
'WPS Status
USC: Idle

There are three methods available. Use the method that applies to the client device you are configuring.

Note: WPS configures one client device at a time. Repeat the instructions for each client device that supports

WPS.

e WPS button Use this method if your client device has a WPS button.

Click or press the WPS button on the client device.

a.

b.

Click the WPS button on the Device’'s WPS button.

The WPS LED flashes for two minutes during the WPS process and lights up when the WPS
process is successful.
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Enter Client Device PIN on Device Use this method if your client device has a WPS PIN (Personal

Identification Number).

a.  Enter the PIN from the client device in the field on the Device’'s WPS setup screen.

b.  Click the Apply button on the Device’s WPS setup screen.

Enter Device PIN on Client Device Use this method if your client device asks for the Device’s PIN.
a.  On the client device, enter the PIN listed on the Device's WPS setup screen.

b.  Refer to your client device or its documentation for further instructions.
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3.5.5 Wireless Settings — repeater mode

You could setup repeater mode and connect to root AP to extend wireless coverage.
1. Click Scan network button first.

mﬂk m}i:]m)o)oilii-,z

Station Site Survey

epen all | cloge all

) Site sUrvey page shows infarmation of APS nearby. You may choose one of these APS connecting
»__-{ Ralink or adding it to profile.
#-{] Internet Settings

a0 weless settinos - R
“[) Basic |_
advanced S5ID BSEID Channel Encryption Mode Signal Select

Security

O
&
0 wes
)
B

repeater mode
Station List

[ Statistics

B+ Administration

2. Select aroot AP and click connect.

mﬂk m}i)m) o) bility

Station Site Survey

open all | close all

_ Site survey page shows information of APs nearky. vWou may choose one ofthese AP s connecting or
'3 Ralink adding itto profile.
®-{] Internet Settings

aAdvanced 551D BSEID Channel | Encreption hode Signal [ Select
Security BCH_Express dE: 3622597 ah |2 WRAZPSKIAES T1higin | 34 O
ks edimax_B574n || 00F1£19:98:48 |3 WPAZPSKIAES e
repeater mode
Station List Pantek 1caff708:00:20 |8 YWRATPSRWPAZPSKITKIPAES | 11bigin || 15 (&)
Statistics Pantek 1eafffa5:09:31 |5 WPATPSKWPAZPSKITKIPAES | 11h/gin || 15 @
H-{] Administration
TyHEL 001 Aeh FE2:2e (|6 WRATPSKWPAZPEKITKIPAES | 110ig |10 (2]
dimaho O0:A0:7Fe0:7d:as ||7 WRATPSKWPAZPSKITKIPAES | 11bigin || & (3]
SmartStream_AP- IR
o 74:25:43:89:3e:a4 || 8 MOME 11higin | 65 (3]
HDA cabic87.cdched |11 WRPAPSKIAES T1higin|f15 O
BCH-AI 00:d:41 candd:as || 11 YWRAZPSKISES 11hiin | 34 o
shirley omAfAfarheac |11 YWEP 11higin | 20 (&)
TOTOLIMK TE44:7E:dd: 062 || 11 MOME 11higin || 81 @
dlink 34:08:04:da:5d:9d || 11 WRATPEKNPAZPEKIAES 11higin | 68 ®

Scan network ] [ Connect
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3. Fillin the wireless password of root AP in Pass Phrase and click Apply.

AP Client Feature

You could configure AP Client parameters here.

AP Client Parameters

Ss8ID dlink

MAC Address (Optional) 34:08:04:da-hd-9d

Security Mode WPAZPSK -

Encryption Type AES -

Pass Phrase 12345678

Apply | Cancel
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3.5.6 Wireless Settings — Station List

You could monitor stations which associated to the Device here.

mnk m}i)m)o)bilir,z

Station List

You could maonitor stations which associated to this AP here.

apen all | close all

iy Ralink

E-{] Internet Settings

E--a Wireless Setkings
.0 Basic MAC Address 2id |PEM  |MimoPS mcs  [Bw |56l |STBC

: Advanced 00:13:64:00:00:28 2 1] 3 7 400 1 0

Security

WRS

repeater mode

Station List

Statistics

-] Administration

Wireless Network

3.5.7 Wireless Settings — Statistics

You could monitor wireless TX and RX statistics here.

Zﬁ;nk m}i)m)o)bilir',a

AP Wireless Statistics

Wireless T and Rx Statistics

epen all | close all

4 Ralink
B+ Internet Settings
E-3 Wireless Settings

Transmit Statistics

) Basic Tx Success 1470
[ advanced Tx Retry Count a7, PER=5.6%
) Security Ty Fail after retry 0, PLR=0.08+00
1 WRS RTS Sucessiully Recelve CTS 0
- repeater mode = =
{3 Station List RTS Fail To Receive CTS 1}
-] Administration Frames Received Successfully 7178
Frames Received With CRC Errar 13335, FER=65.0%

SMR 13, nia, nia
Reset Counters
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3.6 Administration

The Administration page allows you to manage your device.
You can view Administration link in the left navigation bar. Following are the options available under
Management:
Management
Upload Firmware
Settings Management
Status
Statistics

System Command

System Log

Repeater
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3.6.1 Administration — System Management

You may configure administrator account and password.

7}: % Ralink m}i)m)o)biliiy

open ll | close gl System Management

:J You may configure administrator account and password, MTP settings, and Dynamic DME
W Ralink

. seftings here.
B Internet Settings
-] Wireless Settings

: ==s e Adminstrator Settings
E-25 Administration - - |
~{) Management Account admin |

----- [ Upload Firmware

~[) Settings Manageme  |Password | """ |
[ Status

..... {7} Statistics WatchDog Oenable O Disable
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3.6.2 Administration — Upload Firmware

The Upgrade Firmware screen allows you to upgrade the Device’s firmware. Do not upgrade the firmware

unless you are experiencing problems with the Device or the new firmware has a feature you want to use.
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3.6.3 Administration — Settings Management

You might save system settings by exporting them to a configuration file, restore them by importing the file,

or reset them to factory default.

2 Ralink

open all | close all

i Ralink
E“S Internet Settings

Ea Wireless Settings
- Basic

-] Advanced
[ Security

]_'] WPS

-] repeater mode
-] Station List
--[] Statistics
=55 Administration
-] Management

-] Upload Firmware

- Status
-] Statistics

Fields in this page:

m}i)m)o)bilir',a

Settings Management

You might save system settings by exporting them to a configuration file, restore them by
importing the file, or reset them to factory default.

Export Settings

Export Button Export

Import Settings
Settings file location

[ Import l ’ Cancel l

Load Factory Defaults
Load Default Button Load Default

Field

Description

Export Settings

Export Button

Press Export button to export a configuration.

Import Settings

Settings file location

Click Browse button to select a configuration file then click Import button to

import a configuration file.

Load Factory Defaults

Load Default Button

Click Load Default button to reset to factory default.
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3.6.4 Administration — Status

The Status screen displays information about the Device and its current settings.

ZFTaEnk m}i)m)o) bility

Access Point Status
epen all | close all

Let's take a look at the status of Ralink 5o Flatform.

i Ralink
--{j wireless Sethngs [soKversion  |zeo0eptdziin |
EB I Systern Up Time amins, 52 secs
) Management
[ Upload Firmware Systern Platform RT5350 embedded switch
{1 Settings Manageme Operation Mode Repeater Mode
1) Status
+-{@) Statistics Lacal IP Address 192.168.168.1
Local Metmask 2565.255.255.0
MAC Address 00:13:64:70:18:01
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3.6.5 Administration — Statistics

Check all statistics for Memory, LAN and All interfaces.

mnk

epen all | close all

4 Ralink

---_‘| Internet Settings

w7 Wireless Settings
=3 Administration

i Management
Upload Firmware
Settings Manageme

{7 Statistics

m}i)m)o

S

Statistic

Take a look atthe Ralink So0C statistics

Mermaory total: 13816 kB
Memary [eft: 1100 kB
w_—__
LAM Rx packets: 12249
LAM R bytes: 132965
LAM T packets: 1276
LAM Ty hytes: 893459
Mintotaces
Marme eth2

Rx Packet a

R Byte i}

Tx Packet 383

Ti Byte 7a161
Marne o

Rx Facket 14

R Byte 2253

Tx Packet 14

Ty Biyte 2253
Marme rad

Rx Packet 13831
R Byte 3259000
Tx Packet 2763

Tx Biyte 1250042
Marme eth2.1
R Packet 0

R Byte i}

T Packet a

Ti Biyte 410
Marme etha.2
Rx Packet a

R Byte i}

Tx Packet G

Ti Byte 4493
Marne fard
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