7.The encoder display will prompt you to place
an RFID tag, and a sound notification is heard.

Figure 18

' 8.The encoder display will state when the
RFID tag has been written, and a sound
notification is heard.

Figure 19

9.The encoder display will show 'Done' when
the encoding has finished and the RFID tag
can be removed from the encoder. A sound
notification is heard.

Figure 20

10. A message 'Key for XX was successfully created' will be shown in Vostio.

[ @ Vostio b+ -
€« —> C @& https)//vostio.assaabloy.com/#/guestkey o~ % @ i
freall-houston-prod o - o -
HOUSTON PROD o\ AFCREOOMS, of: Stal Front Desk 1 r;: ?

D GUEST KEY Key for 101 was successfully created X

{5 EVENTS

@ Booking reference (optional)

D STAFF

Figure 21
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5. Web interface

Note: A Linux platform is installed on the encoder at delivery, but it is mandatory
to check if it is the latest available platform version; follow the steps in section
5.4.1 to do this. If it is not, follow the steps in section 5.4.2 to upgrade the
platform. The required encoder apps are automatically downloaded when Vostio
Service Tool is connected to the encoder, so the steps in section 5.4.3 should
normally not need to be performed.

In the web interface, it is also possible to
e change network settings (e.g. set a static IP address for the encoder)
e modify the volume of the encoder sound
e view logs for apps and for Linux platform

Note: 1t is recommended to use Google Chrome for the web interface.

1. If Show admin credentials was chosen in
the Encoder setup screen in Vostio Service
Tool (or when setting up an encoder again
according to section 2.1), a screen as in the
example in Figure 22 is shown. The username
is the login username for Vostio Service Tool.

Admin credentials

Use these credentials to login to the device admin

interface The password is a one time password which
Usemame k-prod can be used for logging into the encoder web
Passuiord 774532575 interface; see step 6 below.

Please don't remove cable until you're done 2.1n the Web brOWSEI', enter

https://<ipaddress>/admin
or https://[<ipv6address>]/admin.
The IP address is shown in the encoder display.
The IPv6 address is correlated to the MAC address
(which is found on the label on the encoder)
according to the formula
MAC address 00:17:7a:0f:00:05
IPv6 address fe80::217:7aff:fe0f:0005

green = fixed value (fe80 is Link Local)
purple = serial number

Figure 22

3.When the IP address or IPv6 address is entered as above, there will be warnings
from the web browser; see Figures 23-24. The warnings are expected and appear
since a certificate based on an ASSA ABLOY Global Solutions certificate authority
is used. Dismiss the warnings by following steps 4-5 below.

4.Click 'Advanced' at the bottom of the screen shown in Figure 23.
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A Not secure \ hitps://192.168.1.39

A

Your connection is not private

Attackers might be trying to steal your information from 192.168.1.39 (for example,
passwords, messages, or credit cards). Learn more
NET:ERR_CERT_AUTHORITY_INVALID

|:| Help improve Safe Browsing by sending some system information and page content to Google,

Privacy policy

ADVANCED Back to safety

Figure 23

5.A message as in Figure 24 will be shown; click 'Proceed to..." at the bottom.

A Notsecurs \ https://192.168.1.39

A

Your connection is not private

Attackers might be trying to steal your information from 192.168.1.39 (for example,
passwords, messages, or credit cards). Learn more
NET:ERR_CERT_AUTHORITY_INVALID

O Help improve Safe Browsing by sending some system information and page content to Google.

Privacy policy

HIDE ADVANCED| Back to safety

This server could not prove that it is 192.168.1.39; its security certificate is not trusted by
your computer's operating system. This may be caused by a misconfiguration or an
attacker intercepting your connection.

I Proceed to 192.168.1.39 (unsafe) I

Figure 24

6.In the login dialog which will be shown (see Figure 25), enter the username and
password which were shown in the Admin credentials screen.
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uUsername k-prod

Fassword
-ancel m

Figure 25

7.A web interface with a menu bar as in Figure 26 will be shown.

[
Figure 26

5.1 Changing network settings
1.Under Settings in the web interface menu, choose Network.

@ Status of Settings ~

Figure 27

e 2. DHCP (Dynamic Host
CIWOIR SETINgS Configuration Protocol)

is by default enabled;

DHeP see Figure 28.

P

10.241.50.190

Subnet Mask

2552552550

Default Gateway

10.241 50 1

IPVE
fe80-0000:0000-:0000:0217 7aff-fe16:0141

MAC
00:17:7a:16:01:41
Figure 28
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i 3.If instead a static IP address

Lhtvon = ings should be set, click the
e T Disabled button under
oHep Network Settings.
4.At IP, enter the desired
‘"' | static IP address; see

example in Figure 29.
5.Click Save.

Subnet Mask

| 255.255.255.0

Default Gateway

10.241.50.2

1PvE
1e80°0000:0000-0000:0217-7aff fe16:0141

MAC
00:17:7a:16:01:41

Figure 29

Linux Platform 6. A message 'The device has a
el new IP address' as in Figure 30
[P © will be shown.

The device has a new IP address.
Click here to load new address.

DHCP

Enabled Disabled

P

| 10241.50.170 |

Subnet Mask

| 255.255.255.0

Default Gateway

| 10241502

IPVE
1e80:0000:0000:0000:0217 7aff fe16:0141

MAC
00:17:7a:16:01:41

The device has a new IP address.
Click here to load new address.

Figure 30

7.Click the link 'Click here to load new address'; the IP address in the address field
of the browser will be updated.

10.241.50.170,

Figure 31
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5.2 Modifying encoder volume

1.Under Settings in the web interface menu, choose Sound.

& Status of Settings -

Figure 32

2.The below page in the web interface will be shown, where the volume
of the encoder sound can be adjusted or the sound be disabled.
3.Make the desired changes and click Save.

Linux Platform

Sound Settings

Sound Settings
o

Volume Level: 74%

Figure 33

5.3 Viewing logs

To look at a log, choose the Logs alternative in the menu and then mark the
applicable one of Linux Platform or any of the applications.

@ Status

Figure 34
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5.4 Installing platform and apps

5.4.1 Viewing version for platform and apps

Linux Platform
Status
Installed Apps
Click on an app to access its settings
Bootstrap Application .
RFID Encoder 4010 Application .
Vostio .

MAC: 00:17:72:16:01:32
DHCP: true

IP: 10.241.50.126

‘Subnet Mask: 255.255.255.0 ‘
Gateway: 10.241.50.2 ‘

1PV6: fe80:0000:0000:0000:0217:7aff1e16:0132

Versions

Linux Platform: v0.0.17 ‘

Linux Kernel: 4.9.83 |

I
g
8

Figure 35

Linux Platform
Apps Management

Installed Apps

Bootstrap Application ‘

S ol
0§
88
=
El

Vostio .
Version
1.0-018779

©a
g
85
=
&

1 Webpages

Figure 36

1.The Linux platform version is shown on
the Linux platform Status page, under
Versions; see lower part of Figure 35.
The Status page is shown directly when
you log in to the web interface, and can
also be reached by clicking Status in the
menu bar of the web interface.

2.If the platform version is not the latest
available one, the upgrade steps in section
5.4.2 should be followed.

To view the app versions:

1.Click Apps in the menu bar of the web
interface. The versions are shown as in
Figure 36.
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5.4.2 Upgrading Linux platform
Note that upgrading of apps is done according to section 5.4.3 and not from the

Firmware Upgrade dialog.

Firmware Upgrade

Upgracing the ASSA ABLOY Global Solutions platform firmware requires the
device to be rebooted. The entire process can take a few minutes. Please be patient

Firmware

Select Firmware B
Figure 37

Firmware Upgrade

Upgrading the ASSA ABLOY Global Solutions platform firmware requires the
device o be rebooled. The entire process can lake a few minules. Please be patient

Firmware

signed-encoder-platiorm-v0.0.17 tar.gz B

Figure 38

1. Click Firmware Upgrade in the menu bar;
a screen as in Figure 37 will be shown.
2. Click the

3 button and select the desired version.

3.In the dialog shown in Figure 38, click Upload
firmware; the upgrade procedure will start
and screens as in Figures 39-41 will be shown.

Firmware Upgrade

Upgracing the ASSA ABLOY Global Solutions platform firmware requires the
device to be rebooted. The entire process can take a few minutes. Please be patient.

Uploading the firmware to the device, please wait...

Figure 39

Firmware Upgrade

Upgrading the ASSA ABLOY Global Solutions platform firmware requires the
device to be rebooted. The entire process can take a few minutes. Please be patient.

.o
.0
Upload completed, running firmware upgrade script...

Preparing work directory

Current index is 1, write index is @
Erase flash partition
Mounting flash partition
Moving tarball <o flash
Unpacking firmware upgrade

Figure 40
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Firmware Upgrade

Upgrading the ASSA ABLOY Global Solutions platform firmware requires the
device to be rebooted. The entire process can take a few minutes. Please be patient.

v

Writing new firmware successful.

Preparing work directory
Current index is 1, write index is @
Erase flash partition
Mounting flash partition
Moving tarball to flash
Unpacking firmuare upgrade
Unmounting flash partition
Verifying file: ulmage
File ulmage was successfully verified
Verifying file: imx28-evk.dtb
File imx28-evk.dtb was successfully verified
Verifying file: filesystem.ubifs
File filesystem.ubifs was successfully verified
Verifying file: extras.tar.gz
File extras.tar.gz was successfully verified
Verifying file: product
File product was successfully verified
Verifying file: version
File version was successfully verified
File extras.tar.gz was successfully verified
Verifying file: product
File product was successfully verified
Verifying file: version
File version was successfully verified
Verifying file: pre_fu_upgrade.sh
File pre_fu_upgrade.sh was successfully verified
Verifying file: post_fu_upgrade.sh
File post_fu_upgrade.sh was successfully verified
Running pre-upgrade script
Writing filesystem to index 0
Migrating user data
Migrating file/directory: /etc/hostname
Migrating file/directory: /etc/passwd
Migrating file/directory: /etc/passwd-
Migrating file/directory: /etc/shadow
Migrating file/directory: /etc/shadow-
Migrating file/directory: /etc/group
Migrating file/directory: /etc/group-
Migrating file/directory: /etc/gshadow
Migrating file/directory: /etc/gshadou-
Migrating file/directory: /etc/network/interfaces
Writing version file
Writing extra firmuare upgrade data
Erasing kernel flash area
Erasing flat device tree flash area
Writing kernel to flash
Writing flat device tree to flash
Running post-upgrade script
Writing to U-Boot environment

Rebooting. . .

Waiting for the device to reboot...

Figure 41

rmware Upgrade

Upgrading the ASSA ABLOY Global Solutions platform firmware requires the
device to be rebooted. The entire process can take a few minutes. Please be patien(.

Firmware

signed-encoder-platrorm-v0.0.17.tar.gz B

2

Device rebooted successfully

The page will reload in a few seconds.
You can also reload the page manually right away.

Figure 42

4.Make sure that the message 'Device rebooted
successfully' is shown before the web interface

is opened.
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5.4.3 New app installation
The apps are automatically downloaded when Vostio Service Tool is connected to

the encoder, but if they in some scenario need to be manually installed the steps
below should be performed.

New App Installation New App Installation
The process of installing a new app can take a few minutes. Please be patient The process of installing a new app can take a few minutes. Please be patient
New App New App

Select Installation File H | Bootstrap_appiication-v1 1 1-signed targz n
& install

Figure 44

Figure 43

1.Click Apps in the menu bar; in the Apps Management page which

is shown, New App Installation (see Figure 43) is found at the bottom.
2. Click the 2 button and choose the applicable installation file.
3. In the dialog shown in Figure 44, click Install; screenshots as in

Figures 45-46 will be shown.

New App Installation New App Installation

The process of installing a new app can take a few minutes. Please iihe prlocess piifSlingaheh appi i akC S WiiiniiEs s Ficase

, be patient.
be patient.
New App
~ i — e
,' .. Bootstrap_Application-v1.1.1-signed.targz ﬂ
I > — -
Uploading the installation file to the device, please wait... m
Figure 45 v

Installing new app successful.

Unpacking app package

Verifying file: /tmp/install_app/app.tar.gz
The process of installing a new app can take a few minutes. Please File /tmp/install_app/app.tar.gz was successfully
be patient. verified
Unpacking inner app package

. Writing app to flash
.‘ ‘. Registering app to process monitor
‘e® Done

Upload completed, installing new app...

Figure 47

Preparing work directory

Unpacking app package

Verifying file: /tmp/install_app/app.tar.gz

File /tmp/install_app/app.tar.gz was successfully
verified

Unpacking inner app package

Figure 46

4. Make sure that 'Installing new app successful' is shown; see Figure 47.
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6. Troubleshooting

Encoder setup fails
Encoder connection fails

6.1 Encoder setup fails

If the encoder setup fails, Vostio Service Tool will instead of the success message
in Figure 11 show a screen 'Failed to set up encoder' followed by a more detailed
text about the error; see an example of error in Figure 48. Note that the session
ID should be provided in contact with Vostio support.

Failed to set up encoder

Please ensure that the encoder
is connected to the internet

Contact Vostio support if the problem
persists. Provide support with Session
ID: 9ebf

TRY AGAIN

SHOW ADMIN CREDENTIALS

Figure 48
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6.2 Encoder connection fails

If the encoder connection fails, Vostio Service Tool will show a screen 'Failed
to connect to encoder' followed by a more detailed text about the error; see
an example of error in Figure 49. Note that the session ID should be provided
in contact with Vostio support.

Failed to connect to encoder

Bad LRC, please try again

Contact Vostio support if the problem
persists. Provide support with Session
ID: 9d2f

TRY AGAIN

SHOW ADMIN CREDENTIALS

Figure 49
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ASSA ABLOY is the global

leader in door opening solutions,
dedicated to satisfying
end-users needs for security,
safety and convenience.
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