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Chapter 1. Precautions

1.1 Warnings, Cautions, and Notes

WARNING, CAUTION, and NOTE statements are used throughout this manual to emphasize important and
critical information. You must read these statements to help ensure safety and to prevent product damage.
The statements are defined below.

WARNING
& WARNING indicates a potentially hazardous situation which, if not avoided, could result
in death or serious injury.

CAUTION

CAUTION indicates a potentially hazardous situation which, if not avoided, could
result in minor or moderate injury or damage to equipment. It may also be used to alert
against unsafe practices.

NOTE

A NOTE statement is used to notify people of installation, operation, programming, or
maintenance information that is important, but not hazard-related.

1.2 General Precautions

Before you use the antenna, make sure that you have read and understood all safety requirements.

n THIS WAY UP
+ Place the boxes/crates on the floor with the arrow pointing up.
FRAGILE
| « Since the Radome is fragile, handle it with care. Do not apply excessive pressure or
shock. These may cause surface cracking or other damage.

DO NOT STACK MORE THAN FOUR UNITS

&
X « Do not stack boxes/crates more than four units as there is a risk boxes/crates may fall
and be damaged.

KEEP DRY

« Always make sure the antenna is stored on a dry surface in a dry, well-ventilated area.

« The antenna is designed to withstand a normal rain shower; however, water resistance
cannot be guaranteed if the antenna is submerged.




Precautions

* DO NOT SHIP VIA RAIL: Ensure not to ship any system via Rail.

* Shock Hazard: To minimize shock hazard and to protect against lightning, you must connect the
equipment chassis and cabinet to an electrical ground. Make sure the system is correctly grounded and
power is off when installing, configuring, and connecting components.

* Do not operate in an explosive atmosphere: Do not operate the equipment in explosive environments
or in the presence of flammable gases. Operating this equipment in such an environment causes a
definite safety hazard.

* Keep away from living circuits: Operating personnel must at all times observe all safety regulations.
Do not replace components or make adjustment inside the equipment with any power supply turned on.
Under certain conditions, dangerous potentials may exist in the power supplies even with the power cable
removed. To avoid injuries, always remove the power and discharge a circuit before touching it.
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Chapter 2. Certifications

This device complies with part 15 of the FCC Rules and with Industry Canada licence-exempt RSS
standard(s).

Operation is subject to the following two conditions:
(1) This device may not cause harmful interference, and

(2) this device must accept any interference received, including interference that may cause undesired
operation.

L’émetteur/récepteur exempt de licence contenu dans le présent appareil est conforme aux CNR
d’Innovation, Sciences et Développement économique Canada applicables aux appareils radio exempts de
licence. L’exploitation est autorisée aux deux conditions suivantes :

(1) L’appareil ne doit pas produire de brouillage;

(2) L’appareil doit accepter tout brouillage radioélectrique subi, méme si le brouillage est susceptible d’en
compromettre le fonctionnement.

Changes or modifications made to this equipment not expressly approved by Intellian Technologies, Inc.
may void the FCC authorization to operate this equipment.

Radiofrequency radiation exposure Information:

This equipment complies with RED and FCC, IC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with minimum distance of 2.3 m between
the radiator and your body.

This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.

Note: This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against
harmful interference in a residential installation. This equipment generates, uses and can radiate radio
frequency energy and, if not installed and used in accordance with the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that interference will not occur in

a particular installation. If this equipment does cause harmful interference to radio or television reception,
which can be determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

- Reorient or relocate the receiving antenna.
- Increase the separation between the equipment and receiver.
- Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

10
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Chapter 3. Introduction

3.1 Introduction of FB500

Intellian’s FB500 delivers a cost-effective, global, voice and data solution via the world’s most reliable
commercial L-band network, Inmarsat Elera, comprised of their I-4 and AlphaSat satellites. Our FB500
introduces the most competitive, highly efficient RF performance using an innovative 18 patched array,
directional antenna, easy installation, market leading AptusLX software and the quality and reliability of
the Intellian brand. It’s a winning solution that meets our customers’ demand for low cost of ownership in
terms of installation, efficient operation and reliability.

Intellian’s FB500 provides simultaneous voice and IP data, with data rates of up to 432 kbps IP data and
256 kbps streaming IP.

3.2 Features of FB500

Inmarsat Fleet Broadband Service

Intellian FB500 provides simultaneous high-speed data and voice communication via satellite through

the Inmarsat BGAN (Broadband Global Area Network). The terminal is future proofed as it incorporates
Inmarsat’s latest L-band modem that features packet switching for all services, in place of the older circuit
switching technology.

Fleet Safety GMDSS Ready

Intellian FB500 is GMDSS ready. The AptusLX software includes Marine Safety Terminal (MST) functionality
that Inmarsat used to trial their new Fleet Safety GMDSS system.

Enhanced Cyber Security

Intellian FB500 includes firewall functionality allowing the operator to ‘white list’ or ‘black list’ data traffic
to and from specified sites, as well as functionality to control which devices can access the terminal. This
along with encrypted firmware and secure logins significantly reduces the risk of a successful cyberattack.

Reliable Data Connectivity

The ethernet ports allow various IP device connections, such as SIP phones. Ports 1 & 2 have PoE (power
over ethernet) to support devices that require POE connection. RJ45 port allows the connection of up to
two POTS phones (using a splitter).

A dedicated WAN port allows the operator to switch across to an LTE connection when in range of a
3G/4G/5G signal - minimizing airtime costs.

Simple and Easy

Intellian FB500 is designed for simple and easy installation. The above deck unit (ADU) is connected to the
below deck unit (BDU) by a single RF cable that also powers the ADU. No adjustment for varying cable
lengths is required. The BDU can take a wide range of DC voltage inputs and an AC/DC adaptor is also
available. The BDU can be either stand-alone or rack mounted.

1
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Secured Safety at Sea

Intellian FB500 ensures reliable connectivity to access critical applications wherever you are. Also, Intellian
FB500 supports Maritime Safety Terminal, Inmarsat’s next generation of GMDSS.

Unlimited Back-up to Fleet Xpress Service

Inmarsat Fleet Xpress is a fully managed and streamlined broadband satellite communications service that
is well established in the higher volume segments of the maritime market, such as commercial shipping.
Inmarsat have fully approved Intellian’s FB500 for Fleet EXpress and it is the ideal companion terminal to
one of Intellian’s Global Xpress products such as the GX100NX, and GX60NX.

12
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3.3 Overview of FleetBroadband

3.3.1 BGAN Services

The Broadband Global Area Network (BGAN) is a global Satellite Internet Network using portable terminals.
The terminals are usually connected to a laptop computer to access broadband Internet in remote
locations, where a line-of-sight to the satellite exists. The user can make phone calls, access the Internet,
check e-mail, download files, or perform any other Internet activity using the terminals. The network is
provided by Inmarsat and uses four geostationary satellites called I-4 and Alphasat to provide almost global
coverage. The map below shows the four satellite coverage regions.

FleetBroadband service coverage

» ) ) " ) ‘ - - -
T T T T T T T T T T 1
o r 80 oa* o 40 160 B

; -
10 &

T T
12 * &0* “ o o 20
Combined -4 and I-4 Americos. Miphasar D 1-4 MEAS. D I-4 Asig-Pacific
. Ajghasat coverage D =bondregion.

5
B L g

sevee 0 3
vances ponditions, coverage March 2016

NOTE
The above map depicts Inmarsat’s expectations of coverage but does not represent a guarantee of service.
The availability of service at the edge of coverage areas fluctuates depending on various conditions.
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Chapter 4. Planning Installation

The antenna installation requires precaution and safety measures. Failure to follow the correct installation
process may lead to injury of the installer and/or cause damage to the system. In order to maximize the
performance of the system, a thorough review of this installation guide is strongly recommended, as well as
executing the installation process as it is noted in this manual.

4.1 Selecting Installation Site

The antenna should be placed in an area on-board of the vessel with an unobstructed view extending

from (at least) -30° below the horizontal surface in all azimuth direction. When the antenna is transmitting,
obstacles in way of the beam path will cause decreased satellite signal strength. The antenna unit should
have direct line-of-sight with the desired satellite without any obstacles in the beam path. Certain minimum
distances between the antenna and other onboard devices must also be considered during installation.

Do not place the antenna near to a funnel because smoke deposits can cause corrosion of the antenna. In
addition, the deposit can result in any malfunction of the antenna.

Do not place the antenna where there is a direct spray of seawater to avoid percolating any water into the
vent hole.

4.1.1 Avoiding RF Interference

Do not install the antenna near the high power shortwave radar. Most radar transmitters emit RF energy
within an elevation range of -15° to +15°. For this reason, it is recommended to position the antenna at least
4.6 m (15.09 feet) away from any radars (s-band, c-band, and x-band radar up to 50kW).

WARNING
Never place the antenna in the beam path of the radar regardless of distance. The high power shortwave
radar may impair its performance or damage the antenna.

Antenna

Intellian

Intellian

———
Antenna

Figure 1: Potential RF Interference

14



Planning Installation

4.1.2 RF Hazard Precautions

The antenna is designed to be used with radiation transmitting equipment manufactured by others.
Exposure to RF radiation, including exposure associated with improper use of the transmitting equipment,
may be hazardous to people who work close to the Above Deck Unit. Ensure the safety of personnel who

work with in the system.

During transmission, ensure to keep the minimum safety distance. The recommended minimum safety
distance to the reflector on the focal line is as follows. It is based on a Radiation Exposure Level of W/
m2 that applies under an uncontrolled environment. No hazard exists >20° below the antenna’s mounting

plane.

Radiation Exposure Level

Recommended Minimum Safety Distance

10 W/m?

more than 1.2 m

25 W/m2

more than 0.75 m

100 W/m?2

more than 0.4 m

RF Radiation Hazard Area

Intellian

20° N —— 200

Figure 2: RF Hazard Precautions
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4.2 System Package

4.2.1 Above Deck Unit (ADU) / Antenna Unit

The Above Deck Unit (ADU) consists of a medium-size maritime 3-axis stabilized BGAN antenna, active RF
switch, BRM, and GNSS circuit.

The antenna unit is protected from a severe marine environment by a radome. The ADU and BDU are
connected by a single coaxial cable which delivers RF signals and DC power.

Intellian

o

Figure 3: Above Deck Unit (ADU) / Antenna Unit

4.2.2 Below Deck Unit (BDU)

The Below Deck Unit (BDU) supports voice and data communications in a marine environment. The BDU
is the main control unit of an antenna system that monitors and controls the antenna operation through
Intellian’s web-based software. The BDU contains user interfaces and controls all communication between
the ADU and the local communication devices such as phones, and computers, etc.

Figure 4: Below Deck Unit (BDU)

16



Planning Installation

4.2.3 Packing List

Before beginning installation, make sure you have all the included components.

The ADU Package & BDU Package are provided in one box.

NOTE: The USIM card is provided by the service provider and may be packaged separately.

Above Deck Unit (ADU) Package for FB500

Item Q'ty Size Description
Above Deck Unit (ADU) 1 Antenna Unit
Antenna RF Cable
(LMR200, N to TNC Type) 1 30 m To Connect ADU - BDU
Antenna Mounting Template 1 Antenna Mounting Template
Hex Bolt 5 M10 x 40L
. To Mount Antenna on Mounting Surface
Spring Washer 5 M10 (M10 Bolt Kit)
Flat Washer 5 M10
Hex Bolt 5 M12 x 40L
. To Mount Antenna on Mounting Surface
Spring Washer 5 M12 (M12 Bolt Kit)
Flat Washer 5 M12
Below Deck Unit (BDU) Package
Item Q'ty Size Description
Below Deck Unit (BDU) 1 815 mmx 190 mmx | pejow Deck Unit
42 mm
DC Power Cable 1 1im BDU Power
Ethernet Cable (RJ45 / LAN) 1 im To Connect BDU to PC
Wi-Fi Antenna 1
Quick Installation Guide (QIG) 1 Quick Installation Guide
Tapping Screw 5 M5 x 16 L To Fix BDU (Direct Mounting Type)

Terminal Block

85 mm x 40 mm x
36 mm

For Inter-connection of Cables

17
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19-inch Rack Mount Kit (Optional)

The 19-inch Rack Mount Kit can be purchased separately. When this kit is supplied, it is packaged in the
BDU Package. Intellian recommends using a 19" rack shelf (not supplied) to support the BDU in the rack.

Item Q'ty Size Description
AC Power Cord (USA) 1 1.5m BDU Power Cord (110 V)
AC Power Cord (CEEE7/7) 1 1.5m BDU Power Cord (220 V)
AD-DC Adaptor 1 BDU Power Adaptor (150 W)
Rackmount Plate 1

i 1 Kit for Rackmount Plate
Pan Head Screw (with Spring & 5 M4 x 16 L
Flat Washer)
Trus Head Screw 5 M6x 16 L To Fix BDU (Rack Mounting Type)
Cable Tray 1

Kit for Cable Tray

Flat Head Screw 4 M3 x6 L

18
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4.3 System Cables

Make sure of the following before installing system cables.

1. All cables need to be well clamped and protected from physical damage and exposure to heat and

humidity.

2. Don’t use any acutely bent cable.

3. Use watertight glands or swan neck tubes on exposed bulkheads or deck heads where the cable passes

through.

4. For installing cables longer than the recommended length, consult with Intellian Technologies first.

4.3.1 Antenna RF Cable (Connecting ADU - BDU)

Intellian provides the Antenna RF Cable (LMR200, 30 m) for connecting ADU and BDU. Due to the signal
losses across the length of the RF coax on L-Band, Intellian recommends the following 50 Q2 coax cable
types for standard system installations. Check the instructions from the cable supplier. The table below
shows the recommended cable types and maximum cable lengths for the antenna system.

Coaxial Cable Type

Attenuation

*Max. Cable Length

Min. Bend Radius

(@ 900 MHz) (17.5 dB loss @ 900 MHz)
LMR200 0.326 dB/1 m 50 m (17.5 dB loss @ 900 MHz) Installation 12.7 mm (0.5 in.)
LMR300 0.199 dB/1 m 60 m (17.5 dB loss @ 900 MHz) Installation 22.2 mm (0.88 in.)
LMR400 0.128 dB/1 m 100 m (17.5 dB loss @ 900 MHz) | Installation 25.4 mm (1 in.)

« Connector type: N to TNC

« Optimal tightening torque: 1.5 N-m

« Maximum DC resistance of RF cable: 1.3 Q

« *Maximum RF loss at 900MHz: 17.5 dB including connector

19
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4.4 Unpacking System Package

Follow the steps for easy and safe unpacking. The system package consists of two sub-packages that an ADU Package
and a BDU Package.

1. Place the package in a safe area large enough. Remove the top cover and Box. Then take out the ADU
and BDU packages.

Unit: mm (inch)

Figure 5: Unpacking System Package (with ADU & BDU Sub-package)

2. Remove the top cover and take out the BDU package including a Quick Installation Guide, a BDU Unit, a
Wi-Fi Antenna, a DC Power Cable, an Ethernet Cable, a BDU Bolt Kit, and a Terminal Block. The 19-inch
Rack Mount Kit (Optional) can be purchased separately.

Quick Installation ) P o /‘;:;;\} BDU Bolt Kit
Guide (QIG) _"H 2
J g < Cr(DC Power Cable

\
( BDU Unit

Ethernet Cable

T Terminal Block

2 Wi-Fi Antenna

r

( 19-inch Rack)

Mount Kit (Optional)

L A A P

Rack Mount Bolt Kit
AC Power Cord
AD-DC Adaptor

Cable Tray
Rackmount Plate)

Figure 6: Unpacking BDU Package
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3. Take out the ADU package including an Antenna Mounting Template, an ADU Bolt Kit, an Antenna RF

Cable, and an ADU Unit.

890 (35.0)

Figure 7:

Antenna Mounting
Template

ADU Bolt Kit )

Antenna RF Cable )

ADU Unit )

Unpacking ADU Package

21
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Chapter 5. Installing ADU

5.1 Antenna Dimensions

Confirm the height and diameter of the antenna unit shown in the following figure before installing it.
Unit: mm (inch)

797 (31.4)

Intellian

2490 (19.3)

\ 4

A

0733 (30.2)

@733 (30.2)

\ 4

A

Mounting Holes =]
for M12 (4 ea)

Mounting Holes
for M10 (4 ea)

BOW <

BOW Mark
N-Connector

Figure 8: Antenna Dimensions
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Installing ADU

5.2 ADU Mounting Hole Pattern

Use the supplied mounting template when drilling mounting holes on the mast. The hole placement for the
antenna must match the mounting hole pattern on the template.

The lower radome has an industry-standard mounting hole with four mounting points. This hole pattern is
compatible with other companies’ mounting holes. Use the mounting holes to secure the antenna to the
desired mounting surface.

WARNING
When reusing an existing mast, check the condition of holes on the mast and make sure those are proper to
use compared to the hole locations and sizes printed on the mounting template.

Drill hole
\ @ 15mm (0.59")
diameter in
\ \ 4 positions

Drill hole
®13mm (0.51")
diameter in
4 positions

e%o)
%

200 mm (7.87")
247.5 mm (9.75")

200 mm (7.87")

247.5 mm (9.75")

Figure 9: ADU Mounting Hole Pattern
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5.3 Mast Designing (Installation Example)

The installation mast must be robust enough to prevent flex, vibration, and sway when an external force is
exerted on the mast with antenna and radome. Refer to the following mast drawings for more details.

WARNING

« When designing a mast, consider the minimum and maximum thickness of the mast plate marked on the
diagram. If the thickness of the mast plate is different from the recommended size (Min. 8.0 mm / Max.
10.0 mm), choose right sized bolts for mounting antenna on the mast according to the table below.

Mast Plate Thickness Recommended Bolt Size
8~10mm (Recommended) M10x40L (Supplied) M12x40L (Supplied)
& 11~15mm M10x45L M12x45L
16~20mm M10x50L M12x50L

» To use the supplied bolts (M10 x 40L/ M12x40L) for mounting antenna on a mast, the thickness of mast
plate must be 8 ~ 10 mm. The minimum thickness of the mast plate is 10 mm. If the mast plate is thicker
than 20 mm, the supplied antenna-mast mounting bolts can be too short to mount the antenna on the
mast securely.
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Option 1. When Installing Cable on Outside of Mast (with M12 Bolts)

This method is generally recommended.

Unit: mm (inch)

247.5 mm (9.8"
©.89 4 - @15 mm (0.6") Hole

BOW

247.5 mm (9.8")
@445.0 mm (17.5)

Direction /
@ @ v
v
‘ ! 2
Mounting Plate Thickness : /] [ [}
Min. 8 mm (0.3") ket )
Max. 10 mm (0.4")
[aQ)
Support Pedestal,
200A (8 inch) Pipe — S N
Sch 40S o~
SN
e
s’
[@Xe\]
O +~
< c %
=
T

7\

[ ] v

Figure 10: Recommended Size of Mast (Option 1)
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Option 2. When Installing Cable on Outside of Mast (with M10 Bolts)

Unit: mm (inch)

4 - ©13mm (0.5") Hole

BOW
Direction

?350 mm (13.8")

Min. 8 mm (0.3")
Max. 10 mm (0.4")

A
Mounting Plate Thickness Nl \ H /

Support Pedestal,
200A (8 inch) Pipe

Sch 40S \

Min. 600 mm (23.6")
Max. 1200mm (47.2")

JH B\

I ] A

Figure 11: Recommended Size of Mast (Option 2)
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Option 3. When Installing Cable Through Inside Mast (with M12 Bolts)

Unit: mm (inch)

4 - @15mm (0.6") Hole

BOW
Direction

p180mm (7.1Y)

247.5 mm (9.8")
@410 mm (17.5")

\ﬁ[
D
/é

247.5 mm (9.8")

Mounting Plate Thickness A
Min. 8 mm (0.3")
Max. 10 mm (0.4")

Support Pedestal,
200A (8 inch) Pipe

Sch 408 \

-

Min. 600 mm (23.6")
Max. 1200mm (47.2")

8 =B 5

Drain Hole
@20m (0.8") Hole w H \
I |

Figure 12: Recommended Size of Mast (Option 3)
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Option 4. When Installing Cable Through Inside Mast (with M10 Bolts)

Unit: mm (inch)

@ £ ,-J o
< 2 3
=~
BOW el = =
« _ | _ IS
Direction € IS g
8 o
2 o Q
® 5 o= 3
A A Q
\
200 mm (7.9")
-
[ 1 A
Mounting Plate Thickness Nl
Min. 8 mm (0.3")
Max. 10 mm (0.4")
oN
@) g N
Support Pedestal, ——— ol et
200A (8 inch) Pipe g £
Sch 40S \ Ss
o«
©
/ £%
==
@Q)
-
Drain Hole

@20m (0.8") Hole

4 - ©13mm (0.5") Hole

Figure 13: Recommended Size of Mast (Option 4)
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5.4 Routing RF Cable on Mast (Example Only)

The cable must be routed from the antenna and through various areas of the ship to end up at the antenna
control unit. When pulling the cables in place, avoid sharp bends, kinking, and excessive force. After
placement, seal the deck penetration gland and tie the cable securely in place. The cable bracket must be
installed on the mast to fix the relevant cable. The gooseneck must be installed on the side of the mast to
protect the relevant cable against water.

WARNING
Ensure that cable has been run through watertight fittings to prevent water entry into the vessel when
installation is completed.

NOTE

This is a general example of routing cables on the mast. The routing method is may differ depending on the
ship's environment.

Option 1. Routing Cable on Outside of Mast
This method is generally recommended.
1. Route the cable from the gooseneck placed on the deck to the antenna as shown in the picture.

2. Maintain a sufficient cable length (at least 2 m) when routing the cable on the surface of the mast. After
connecting the cable to the connector on the radome, adjust the length and fix the cable on the cable
brackets using cable ties.

Sufficient Cable

Cable Brackets

Gooseneck
on Deck

‘To Below Decks

Figure 14: Routing Cable Through Outside of Mast
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Option 2. Routing Cable Through Inside Mast

1.

Before placing the radome on the mast, route the cable through the gooseneck on the deck and the
built-in gooseneck on the mast for easier placing of the RF Cable through the inside of the mast as
shown in the picture.

Maintain a sufficient cable length (at least 2 m) when routing the cable on the surface and inside of the
mast. After connecting the cable to the connector on the radome, adjust the length and fix the cable on
the cable brackets using cable ties.

Sufficient Cable

Gooseneck
on Mast

Cable Brackets

Gooseneck

on Deck
Drain Hole

‘To Below Decks

Figure 15: Routing Cable Through Inside of Mast

CAUTION

Do not leave the cables on the top surface of the mast. When putting down the antenna on the mast, there
is a risk of damage to the cable connector if the cable is located on the top surface of the mast.
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5.5 Fixing the RF Cable on Bracket

The cable must be fix to bracket before mounting the radome on the mast. Make sure the positions of
bracket in the below picture

Bracket

Figure 16: Fixing the RF Cable on Bracket

Option 1. When Installing Cable on Outside of Mast
1. Route the RF cable from the gooseneck placed on the deck to the the N-Connector of antenna.

2. Fix the cable on the end of the bracket using cable ties.

Option 2. When Installing Cable Through Inside Mast
1. Unscrew the bracket using a phillips screwdriver and detach the bracket from antenna.
2. Extend the RF cable up to the N-Connector of antenna from the mast.

3. Then put the bracket in the right place and tighten the screw back by using a phillips screwdriver. When
moving the antenna, be careful with the bracket and cable not to be detached.
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5.6 Mounting Antenna

The lower radome has two types of industry-standard mounting holes, each with four mounting points.
Select one of the two mounting types to secure the antenna to the desired mounting surface. Bring the
provided Antenna Mounting Template and the ADU Bolt Kit from the ADU package. Create the appropriate
hole pattern in the desired mounting surface for the chosen mounting bolts type.

5.6.1 Mounting Antenna using Inner Holes (with M10 Bolts)

First, remove the protective stickers on the Inner Holes. Check the position of @) the antenna’s RF port
and BOW direction. Lift the antenna above the mounting surface using hands and carefully put the antenna
down in place. Before assembling bolts, apply Loctite #263 to the bolt’s threads to ensure the bolts are
fastened firmly. Insert @ the bolts and washers from under the mast into the radome then fasten them to
the nuts assembled inside the radome using the torque wrench.

x Four Times

M10 Flat Washer

Use a torque wrench.
M10 Spring Washer

efs/{Mm x.40L Hex. Bolt ) %

Figure 17: Mounting Antenna using Inner Holes (with M10 Bolts)

5.6.2 Mounting Antenna using Outer Holes (with M12 Bolts)

First, remove the protective covers on the Outer Holes. Check the position of @) the antenna’s RF port

and BOW direction. When placing the antenna on the mounting surface, be careful of the direction of the
cutting holes. Lift the antenna above the mounting surface using hands and carefully put the antenna down
in place. Before assembling bolts, apply Loctite #263 to the bolt’s threads to ensure the bolts are fastened
firmly. Insert @ the bolts and washers from under the mast into the radome then fasten them to the nuts
assembled inside the radome using the torque wrench.

x Four Times

M12 Flat Washer
|

M12 Spring Washer )
|

M12 x 40L Hex. Bolt

Use a torque wrench.

S

Figure 18: Mounting Antenna using Outer Holes (with M12 Bolts)
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NOTE

« Make sure the cable from the mast is aligned with the cable entry on the bottom of antenna for stable
connection.

+ Refer to “11.1 Tightening Torque Specification” on page 109 for the bolt tightening torque.

WARNING

If a bolt does not fit into the mounting hole when installing the bolt by hand, stop installing and check the
bolt size. DO NOT tighten the bolts forcefully. It may cause damage to the inner threads of the mounting
holes of antenna. In this case, the damage is not covered by the warranty.
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5.7 Connecting Antenna RF Cable

The cable must be routed from the antenna and through various areas of the ship to end up at the Below
Deck Unit. When pulling the cables in place, avoid sharp bends, kinking, and excessive force. After
placement, seal the deck penetration gland and tie the cable securely in place. The cable bracket must
be installed on the mast to fix the relevant cable. The gooseneck must be installed on the side of the mast
to protect the relevant cable against water. The supplied RF cable connector has the rubber grommet to
protect inside the ADU from any water.

1. The RF cable is connected to the Antenna port of the BDU. Route the RF cable from the gooseneck
placed on the deck to the antenna.

2. Maintain a cable length at least 2 m considering service loops when routing the cable on the mast.
Connect the RF cable to the RF port on the bottom of radome, adjust the length, and fix the cable
position along the routing path using cable ties on the cable brackets. Since the cable connector at the
bottom of radome is waterproofed at the factory, there is no need to work waterproofing.

Antenna RF Cable

Antenna RF Cable N-Connector

Cable Brackets

®—— Gooseneck on Deck

* o Below Decks

Figure 19: Connecting Antenna RF Cable When Using Outside of Mast

Antenna RF Cable

N-Connector
Antenna RF Cable

Cable Brackets

®—— Gooseneck on Deck
To Below Decks
Figure 20: Connecting Antenna RF Cable When Using Inside of Mast

NOTE

To prevent cable damage, wrap the cable and connector by using a waterproof tape. (Refer to “11.2
Important Notice of Waterproofing Connector” on page 110)
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Chapter 6. Installing BDU

The Intellian offers two versions of BDU installation, one can be installed to the surface of the wall or
desktop, and one can be installed into a 19-inch rack frame using the BDU Rack Mount Kit (sold separately)

and a 19-inch rack shelf (recommended but not supplied).

6.1 Selecting BDU Installation Site

The BDU should be installed below the deck in a location that is dry, cool, and ventilated. The front panel of
BDU should be easily accessible to users.

6.2 BDU Dimensions

Confirm the dimension of the BDU before installing it.
Unit: mm (inch)

190 (7.48)
210 (8.2)

280 (11.02)

315 (12.40) ‘ o

(1.65)

421
(1.65)

Figure 21: BDU Dimensions (Direct Mounting Type)
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Unit: mm (inch)

303 (11.93)

191.5 (7.54)

‘ | 280 (11.02) ‘

315 (12.40)
485.7 (19.12)

42 (1.65)

0.5 (0.0)

441
(1.74)

Figure 22: BDU dimensions (installed using 19-inch BDU Rack Mount Kit)
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6.3 BDU Mounting Template

The BDU mounting holes must be in the exact same place as shown in the provided mounting template
below.

300 mm (11.81")

\
\
126.8 mm (4.99")

Drill Hole

@ 3.8 mm (0.14")
diameter in

4 positions

&

Figure 23: BDU Mounting Template
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6.4 Mounting BDU

The BDU can be mounted in any orientation but for best performance, Intellian recommends that it is
mounted horizontally.

WARNING
Ensure that the cables connected to the BDU are long enough to prevent damage when the BDU is pulled out
from the rack.

6.4.1 Direct Mounting Type

The BDU is designed with four corner mounting holes to make direct mounting on the wall or desktop
easily.

1. Mount the BDU on the mounting surface by inserting four screws through the mounting holes.

Tapping Screw,
M5 x 16 L (4 ea)

Figure 24: Direct Mounting of BDU

6.4.2 19-inch Rack Mounting Type (Optional)

Intellian offers the BDU Rack Mount Kit (separate purchase) including the rackmount plate and cable tray to
mount the BDU in a 19" rack. Intellian recommends using a 19-inch rack shelf (not supplied) to support the
BDU in the rack.

1. Using the Screws supplied, attach the cable tray to the BDU.

Flat Head Screw;
M3 x6 L (3ea)

Cable Tray

Figure 25: Attach Cable Tray to BDU
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2. Using the Screws supplied, attach the rackmount plate to the BDU.

Pan Head Screw
(with Spring & Flat Washer),
M4 x 16 L (4 ea)

Figure 26: Attach Rackmount Plate to BDU

3. and fasten the screws to the rack. Make sure that the BDU assembly is mounted securely according
to the requirements for your 19” rack. In case of using a provided AC-DC adapter for AC power
connection, mount it securely in a safe place. After connecting all cables, fix the cables on the end of the
cable tray using cable ties.

Cable Tray

Cable Tie

Cable

Figure 27: Mount BDU Assembly into 19” Rack
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6.5 Antenna System Configuration

The basic system consists of one antenna and one BDU. Separate purchase of standard items including
POTS phones, SIP phones, computers, etc. may be needed. For your satellite communication system to
work properly, connect the cables according to the configuration below.

ADU (Antenna) Intellian

Data, 48 V DC Power

Above Decks
Below Decks

Wireless
A'N &evices

External
POTS Phone (RJ14)  Devices

|

Wi-Fi Antenna
>

Antenna Wi-Fi

‘ GPIO
Vessel's  Grounding Stud
Ground

Input Range: 10.8~30 V DC
(Recommended Voltage: 24 V DC)

Switch Router LAN 4
Ly (RJ45) éqﬂa
| LTE Modem POTS
PC PC siP PC PC
Phone

Figure 28: System with Connected Devices for FB500

6.5.1 Data sessions and voice calls
The system provides 1 voice call, multiple data sessions, Wi-Fi, and supports up to 18 extensions
(including 2 analog phones and 16 sip phones).

The BDU communicates directly with SIP phones on any of the LAN user ports (FB500: LAN 1, 2, 3, or 4).
The SIP phones register directly to the SIP server in the BDU.

Recommended VolP Phones

« Grandstream GXP16 Series: 1610, 1615, 1620, 1625, 1628, 1630
« Grandstream GXP17 Series: 1760, 1780

« Grandstream GXP21 Series: 2120, 2130, 2135, 2140, 2160, 2170
 Grandstream GXV32 Series: 3240, 3275
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6.6 BDU Cable Connection

6.6.1 BDU Back Panel View

The following figure shows the BDU back panel.

WAN (Wide Area
Grounding Antenna (TNC) Network)

POWER ol | e
cEre v L I Fl e e

" tdhatntd

usim **PoE (Power *LAN (Local Area POTS (Plain Old Telephone
Card over Ethernet) Network)1,2,3, Service) Phone (RJ14)
Reset 1,2 (RJ45) 4 (RJ45)

* All LAN ports are IEEE 802.3 compliant.
** Each PoE Port is designed to use 7.5 W power. When using over
12.5 W in one port, the PoE function will be stopped in port 1 or port 2.

Figure 29: BDU Back Panel View

6.6.2 BDU Connector Pinout Guide

The BDU connector pins and their corresponding descriptions are shown in the following figures and tables.

Power Connector (DC Power)

Pind(-)
Pin2(+)

Pin3(—)—j@
Pin1 (+) - ﬁl

4 Contact Power Plug Male

Pin Signal
1 +
2 +
3 -
4 -

Figure 30: DC Power Connector Pinout
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Antenna Connector (TNC)

RF TNC Female

Conductor Function
Inner Data, 48 V DC Power
Outer Ground

Figure 31: Antenna Connector (TNC) Pinout

LAN Connectors (1~4) (RJ45)
12345678

RJ-45 Female

(I [

Pin Signal

Tx+
Tx-

Rx+
N/C
N/C
Rx-
N/C
N/C

Figure 32: LAN Connector (RJ45) Pinout

O INO|O |~ WIN| =

POTS Phone Connector (RJ14)

HHHH RJ14 & 6P4C
(6-Positions 4-Contacts) Female

Pin Signal

N/C

T2+ (POTS Phone 2, no. 102
R1- (POTS Phone 1, no. 101
T1+ (POTS Phone 1, no. 101
R2- (POTS Phone 2, no. 102
N/C

Figure 33: POTS Phone Connector (RJ14 & 6P4C) Pinout

~

— | |~

OO |~ WIN|—
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General Purpose Inputs/Outputs (GPIO) Connector

The BDU has a dedicated 16-pin connector to provide a GPIO (General Purpose Input/Output) interface to
the external devices. All wires for the GPIO connector must use AWG 24 unscreened wire type.

4 6 810121416

:

b

:

@@ 16-Pin Terminal Block

111315

Pin | Signal Explanation Pin | Signal Explanation
’ External Power Input >

Power Input | (DC 12V ~ DC 24 V)
3 Input 1 « Satellite Data Prevention 4

. External

5 Input 2 « Force Prevent RF Activity 6 Power
7 N/A 8 Ground Input/Output Ground
9 Output 1 » Incoming Call Alarm 10
11 Output 2 » Data Connection Indication 12
13 | Output 3 » System Event Indication 14

Remote Remote
15 Power On/ Remote Control of BDU Power + 16 Power On/ Remote Control of BDU Power -

Off + Off -

Figure 34: GPIO Connector Pinout
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To use External GPIO, connect the external power (DC 12 V ~ 24 V). Refer to the External GPIO Block
Diagram below.

External GPIO Block Diagram

D 5
g 3] INPUT 1 O_
r A >
Sl INPUT 2 -
5 5 ° Programable Digital Input
GND 12V, 24V

1 External Power Input 4

QI External Power ground ] External power input (DC12V ~ 24V)
} ( OUTPUT 1 —
A

9
101 OUT_GND

AN
11 OUTPUT 2
}\ ( 12I OUT_GND Programable Digital Output
AN

13] OUTPUT 3
}\I( 14] OUT_GND ]

AN
GND
IN_PWR
N ( 15 Remote Power On/Off + O_L
= 16 Remote Power On/Off - Remote control of BDU power

GND
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6.6.3 Connecting DC Power to BDU

You can supply DC power to the BDU in the following methods depending on the power supply available in
the vessel. Intellian provides a DC Power Cable, an AC-DC Adapter (optional), and a Terminal Block for the
power connections.

ADU (Antenna) Intalii

S

Data, 48 V DC Power
Above Decks
Below Decks

Antenna

Input Range: 10.8~30 V DC
(Recommended Voltage: 24 V DC)

Figure 35: DC Power to BDU Connection

1. Connecting to Battery (default): Using the DC power cable (1 m), supply the DC power to the BDU from
the battery. The power cable is installed with the Molex connector (P/No. 1716920204, Max. AWG
12). Use 1~2 m (3.28~6.56 ft) length wire for the power supply to prevent voltage drop. If you need an
extended length of power cable, refer to the following table to choose a correct size cable. Check with
your cable supplier for more information.

Maximum Wire Size
Cable Length

AWG mm?2
5m (16.40 ft) 13 2.62
10 m (32.80 ft) 11 417
20 m (65.61 ft) 9 6.63

BDU Power Input Range: 10.8~30 V DC

2. Connecting to AC Power Source (optional): Using the AC-DC adapter (110~220 V Input, 24 V DC output)
and power cord, supply the DC power to the BDU from the AC power source. (You can find the AC-DC
adapter in the 19-inch Rack Mount Kit).

NOTE

To connect multiple power cables from the power source, use a Terminal Block (supplied). Refer to the
following page "How to Use Terminal Block" for more details.
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How to Use Terminal Block

AN

WARNING

Turn off the power before installing the wire nut connector.

Intellian provides a 3-position double-row barrier terminal block as below.

Terminal Block: KH-6060-3P

Barrier type terminal strip:
3 positions, 6 contacts

KH-6060-3P Specification

Rated Voltage 600V

Rated Current 60A (250 V)
Insulation Resistance 100MQ min.
Dielectric Strength 2,500 VAC for 1min.
Wire 22 mm?

Terminal Screw M6

Terminal Blocks Dimension

| |
AR /D AR
L (R ji () ﬂ‘* 5
| i
—— O —1— ¥
55 55 yi=y
’ 7 || \‘j I\ L/

:

Rating/Pole | F(mm) G(mm) Hole(9) L(mm) W(mm) H(mm) Weight
60A 3P 28 16 5.2 85 40 36 142 g
Wiring Lug Dimension
E 14.5 mm
o F Min. @ 6.1
\ W | Max. 16.8 mm
L 35.5 mm
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Black (negative)

For the DC power wires, Red (positive) and Black (negative), you can
connect each wire with other wires using the terminal block.

1. Open the top cover of the terminal block.

2. Unscrew the 1st position terminal using a Phillips screwdriver. Insert
the ring connector of the Red (positive) wire to the terminal and
tighten the screw back into the terminal.

3. Unscrew the 3rd position terminal using a Phillips screwdriver. Insert
the ring connector of the Black (negative) wire to the terminal and
tighten the screw back into the terminal.

Red
(positive)

EM Black
- (negative)

4. Connect wires for distribution to the terminals on the opposite side
of each connected wires.

CAUTION: DO NOT switch positions of the Red (positive) and Black
(negative) wires. Switching the polarity of power may damage the
product.

5. Close the top cover of the terminal block.
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6.6.4 Connecting BDU to ADU (Antenna)

Intellian provides the Antenna RF Cable (LMR200, 30 m) for connecting ADU and BDU. Connect the
Antenna RF Cable from the Antenna port on the back of the BDU to the RF port on the bottom of radome
(Antenna).

ADU (Antenna) Intellian

-
Data, 48 V DC Power

Above Decks
Below Decks

Antenna

Figure 36: BDU to Antenna Cable Connection

6.6.5 Connecting BDU to Devices using LAN Port (RJ45)

Intellian provides the Ethernet Cable. Connect the Ethernet Cable from the Port 1, Port 2, Port 3, or Port
4 on the back of the BDU to the LAN port on the devices such as SIP Phone or Computer.

Only the Port 1 and Port 2 include Power over Ethernet (PoE).

BDU
Switch Router LAN 3 LAN 4
Ty (RJ45) (RJ45)
pPC pPC SIP PC PC

Phone

Figure 37: BDU to Devices Cable Connection using LAN Port (RJ45)
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6.6.6 Connecting BDU to Device using WAN Port

Intellian provides the Ethernet Cable. Connect the Ethernet Cable from the WAN port on the back of the
BDU to the RJ-45 port on the devices such as LTE modem.

LTE Modem

Figure 38: BDU to Device Cable Connection using WAN Port

6.6.7 Connecting BDU to POTS Phone (RJ14)

Connect the standard phone cord (customer supplied) from the POTS Phone port on the back of the BDU
to the RJ-14 port on the POTS phone as default.

BDU

POTS Phone (RJ14)

iy
POTS
Phone

Figure 39: BDU to POTS Phone (RJ14) Cable Connection

Up to 2 POTS Phones can be connected to the BDU using a RJ14 Cable Splitter (customer supplied). Using
a RJ14 Cable Splitter, the two POTS phones can each have a separate phone line (not two phones using
the same phone line). The POTS phone 1 (no. 101) is connected to a pair of Pin 3 (R1-) and Pin 4 (T1+)
wires. The POTS phone 2 (no. 102) is connected to a pair of Pin 5 (R2-) and Pin 2 (T2+) wires.

POTS Phone (RJ14)

RJ14 Cable Splitter

Pin 3 (R1-) & Pin 4
(T1+)

Pin 5 (R2-) & Pin 2
(T2+)

POTS Phone 1 gy, o= POTS Phone 2 (no.
(no. 101) "ﬂ" "ﬂ" 102)

Figure 40: Using Cable Splitter with POTS Phones (RJ14)
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6.6.8 Connecting BDU to External Devices

The BDU has a dedicated 16-pin connector to provide a GPIO (General Purpose Input/Output) interface to
the external devices. All wires for the GPIO port must use AWG 24 unscreened wire type. Connect the end
of these AWG 24 wires to the GPIO port’s Pin A (point 1) and Pin B (point 2) respectively.

External
Devices

Figure 41: BDU to External Devices Connection

6.6.9 Connecting Wi-Fi Antenna to BDU

Intellian provides the Wi-Fi Antenna for Wi-Fi connection. Plug the Wi-Fi Antenna into the Wi-Fi port on the
back of the BDU.

Wi-Fi Antenna

Wireless

A'N &evices

’-?

Figure 42: Wi-Fi Antenna to BDU Connection

6.6.10 Grounding Stud

The BDU should be grounded. Use a heavy ground cable (customer supplied) to connect the BDU to the
vessel’s ground during normal use. A safety grounding system is necessary to protect your radio hardware
from lightning strikes and the build-up of static electricity. The grounding system must comply with the
safety standards that apply in your country.

Ground the BDU using a heavy ground cable (not included) from the Grounding Stud of the BDU back
panel to the vessel’s ground to protect the system from unwanted surges and voltage differentials.

Vessel's  Grounding Stud
Ground

Figure 43: Grounding Stud Connection
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6.6.11 Inserting USIM Card

The system requires a USIM card from the service provider to use the terminal and configure the settings of
the BDU.

1. Find the USIM card slot on the BDU and open the cover.
2. Insert the USIM card into the slot until it clicks. Face the contact surface down when inserting it.

3. After the USIM Card is placed in the slot, close the cover.

NOTE
If the USIM card is not detected properly (“NO USIM” message is displayed on the dashboard), remove and
re-insert the USIM card or turn the BDU power off and on again with the USIM card inserted.
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Chapter 7. Operating BDU

The BDU and ADU are connected by a single coaxial cable through which power and Ethernet data are
delivered between the BDU and ADU. The BDU is responsible for all the terminal management, system
monitoring, control, error detection, and maintenance operations.

7.1 BDU Front Panel

The following figure shows the BDU’s front panel.

LED Indicator Power Button

Figure 44: BDU Front Panel

The following table shows status indicators on the face of BDU.

LED Indicator Color Description
Off The terminal is powered off.
The terminal is booting a system.
The terminal is calibrating a system.
Power Blinking
The terminal is in error.
There is no USIM card inside BDU.
Steady Green The terminal is powered on.
Off The system is not connected to a satellite.
The system is acquiring a satellite.
Satellite Blinking
The system is searching for a satellite.
Steady Green The system is connected to a satellite.
Off The system has no event (call or data).
Event Blinking The system has an alert, an unread message, an incoming
call.
Steady Green The system has a voice or data.

NOTE: When 3 LEDs blink simultaneously, the BDU is in a low power state. Check the current input voltage
status.
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7.2 Powering On System

Use the power ON/OFF button on the BDU'’s front panel. Wait for all LED indicators to turn green to indicate
the system is completely powered up.

7.3 Making POTS Phone Call

To make POTS phone calls, do as follows:

1. Connect an phone cable from the Phone Port (RJ14) on the back of the BDU to the POTS phone.

NOTE

When connecting a cable to the Phone port (RJ14), a pair of wires are connected to Pin 3 (R1-) and Pin 4
(T1+) of the analog POTS phone 1 (no. 101), and another pair of wires are connected to Pin 5 (R2-) and Pin 2
(T2+) of the analog POTS phone 2 (no. 102).

2. Lift the POTS handset and listen for dial tone.

3. Make a test call to check the voice clarity. Enter ‘9 + 00 + Country code + Area code + Phone #’ using
the keypad. (e.g. 9 00 1 209 1234 5678).
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7.4 Enabling PoE

To use PoE, you need to enable in the terminal. Only the LAN Port 1 and LAN Port 2 of BDU are Power over
Ethernet (PoE) capable.

The network is automatically configured by DHCP without the need for additional PC or device IP
configuration.

1. Connect an Ethernet cable from the LAN Port 1 or LAN Port 2 on the back of the BDU to devices. The
network connection is established automatically.

2. Use the following IP address to access the Intellian AptusLX Web page.
+ IP Address: 192.168.0.1 (Default)

3. Log in to the AptusLX Web by typing in a user name and password information. If this system has not
been changed from the factory default:

« User Name: intellian
+ Password: 12345678
4. Select the SETUP on the main menu then go to the Network - Port menu.

5. Toggle PoE button to the ON position on the port 1 or port 2. If you don’t want to use PoE connection,
choose the OFF position.

6. Click the Apply button to apply the settings to the system.

DASHBOARD STATUS 'SQUP I. TOOLS

Wi-Fi
Firewall
Phone/PABX
Data
Satellite

SMS

Subnet Mask
Gateway

Lease Time

2552552550
192.168.2001

604800 SEC

Apply

1 Port
Satalite Veies
[ Satellite Data
Service Profile 1 B e LAN PO C ted
Service User Group
2 » LAN Nen-PD Connected
Device Registration
3 LAN Non-PD Connected
Traffic Flow Template NOTE
4 LAN/WAN Not Connected
£ Advanced
usIiM Apply o
Extemal GPIO

Rastrictad Dialing

NOTE

Users can check the Link Status (PoE) following messages;

Not Connected: No device is connected to the BDU.

PD connected: A device that uses PoE is connected to the BDU.

Non-PD connected: A device that does not use PoE is connected to the BDU.
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7.5 Activating Data Connection

The terminal does not automatically connect to the satellite data when you connect your computer or
other equipment to the LAN interface. You must activate the data connection on the Dashboard of the web
interface.

7.5.1 Registering Device

The device registration option is available only when you log in with the admin account (intellian).

1. Connect an Ethernet cable from the LAN Port 1 or LAN Port 2 on the back of the BDU to devices. The
network connection is established automatically.

2. Use the following IP address to access the Intellian AptusLX Web page.
+ IP Address: 192.168.0.1 (Default)

3. Log in to the AptusLX Web by typing in a user name and password information. If this system has not
been changed from the factory default:

« User Name: intellian
+ Password: 12345678
4. Select the SETUP on the main menu then go to the Network - Device Registration menu.

5. To add a new device, click the Add(+) button.

DASHBOARD sTaTUS ([ SETUP ]°TOOLS

Netwark Device Registration
Wi-Fi 3
| Device Registration List 0/20) .
Firewall i =+
i

Phone/PABX ias MAC Addrees

Data
Satellite No Registered Devices
SMs
Satelite \oice
[ Satellite Data
Service Profile
Service User Group

Device Registratio e

Traffic Flow Template

6. To create an Alias for the device, input the MAC Address (if the device is connected to the BDU, a
drop-down menu will be shown), and select a Service User Group.

Service User Group

- G2_Default: Background profile for normal use. Multiple users can share the data simultaneously. The users
need to pay per the amount of data usage in byte.

- G6_DataStream: Streaming profile. You get an exclusive and high-priority connection that ensures seamless
transfer of data. The users need to pay per the time of data usage in second.

- G5_DataCustom: Specified profiles by user.
- G7_DataSecondary: Secondary profile of the G2_Default or the G5_DataStream.

AptusLX

Alias mype_ubuntu
MAC Address 08:00:27:75:4C.90

Service User Group G6_DataStream -
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7.5.2 Activating Data Connection

When logging in with the admin account (intellian), all the service groups are displayed for devices
including non-registered devices. Device registration is not required when you are logged in with admin
account (intellian). Activate the data connections on the dashboard with the activation buttons.

When logging in with a guest account (guest), available service groups are displayed on the dashboard for
the devices which are already registered. You can activate the data connections with the activation buttons,

then you can use the satellite data of the service groups.

1. Log in to the AptusLX Web by typing in a user name and password information. If this system has not
been changed from the factory default:

« User Name: guest
« Password: guest

2. Toggle the Deactivated switch to the Activated position on the Satellite Data Connection Control in
the Dashboard. If the device is not registered in the Device Registration menu, ‘Unregistered device’
is displayed on the screen and the data cannot be used.

DASHBOARD STATUS

Service Satellite Data Connection Control c Satellite Connection Statistics Tracking Satellite

Default APAC
2.08)

Connected o
G2_Default s
fonthly

1 satellite Tracking

[ soteiee IRV 1536/ 154
Default

451/43

B Deactivated 62 dBHz
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7.6 Using Grandstream VolP Phone Call
Use the Grandstream VolP phone to make VolP phone calls.

Recommended VolP Phones

« Grandstream GXP16 Series: 1610, 1615, 1620, 1625, 1628, 1630
« Grandstream GXP17 Series: 1760, 1780

« Grandstream GXP21 Series: 2120, 2130, 2135, 2140, 2160, 2170
 Grandstream GXV32 Series: 3240, 3275

1. Connect an Ethernet Cable from a LAN port (Port 1~ Port 4) on the back of the BDU to a LAN port of
devices. Only the LAN Port 1 and LAN Port 2 of BDU are Power over Ethernet (PoE) capable.

2. On the front LCD panel of the phone, go to Menu > Status > Network Status. Note the IP address for
IPv4 accessing the web interface of the VolP phone.
For example, IP address 192.168.0.132 is displayed on the LCD panel.

3. On your laptop, open a web browser and type in the IP address for IPv4 (http://192.168.0.132). Log into
the web interface of the VolP phone using the user name and password.

« Login Username: admin

« Password: admin

gGRANDSTREAM GXP1625
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4. Go to Account > Account 1 > General Settings.

g GRANDSTREAM

STATUS  ACCOUNTS  SETTINGS  METWORK MAMTIMANCE  CONEACTS

]

Accounts Settings Network Maintenance Phonebook

s g
| Account Status | auo setings

Call Settings

5. According to the AptusLX setting, enter the values for General Settings.

g GRANDSTREAM
]
N General Setings

TSI

| e

e e
J
; GRANDSTREAM
SHIUS ACCOMTS STIRGS NETWOSE  NAMITAMCE  COMICTS
((DAsEOARD  STATUS _SETUP T0OLS R ]
RSN G:neal Serings
» Network Hetwork G 9

WiFi e

1 Network Config
Firewall

DHCP
Data Start IP 1921680101
Shelte EndiP 1921680200
sMs i

Subret Mask 255.255.255.0 = g
Satelite Yoice . o e =

192 1 1
£ Satellite Data W — i il

Leasa Tie 604800 sec 1 i -
Service Prafile
i E=m
Device Registration s CI -
Traffic Flow Template EEETnen

.

AptusLX VolP Phone

Enter the values according to the AptusLX setting The engineer needs to remember the default IP
(SETUP > Network). for BDU 192.168.0.1 or can simply input 'portal.
aptusix.local'.

Need to input IP into SIP Server on
GRANDSTREAM SIP Server IP.

(o CEANDETREAN s o b

7]
N Geoe:l Settings

192.168.0.1
Hetner Phone/PABX
wh
1 Exirmsion Management it
» PhonsiPaix = i g e
™
sarei
s
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AptusLX

Go to SETUP > Phone/PABX. Extension 10X
(ex.101,102) is used for analog phones. For VolP
phones, used Extension 20X to assign desired

VoIP Phone

Input values for Account Name / SIP User ID /

number. To create new extension numbers, click
the Add(+) button. Then the pop-up window is

opened.

AptusLX

Exensicn 201

Authenticate ID / Name / Voice Mail Access
Number according to the AptusLX setting.

5 GRANDSTREAM
-]
N el Scitings

Serice Uter i

SITUS ACCOLNTS MTTRGE  NCTWORK  MARTIRAMCE  CONTACTS

[z —

AptusLX

Assign the Password for Inbound Line/Outbound
Line according to the vessel’s purpose to assigned

phone location.

VolP Phone

VolP Phone.

The created extension numbers are displayed on

the list.

The Password should be the same for AptusLX and

6. Change ‘Resister Expiration’ value from 60 to 1 under Accuont 1 > SIP Settings > Basic Settings

28l English v

menu.
Grandstream GXP1628
GRANDSTREAM
Accounts Basic Settings
Account 1 =

General Settings
Network Settings
SIP Settings

Basic Settings
Custom SIP Headers
Advanced Features
Session Timer
Security Settings
Audio Settings

Call Settings
Intercom Settings
Feature Codes

Account 2

e

TEL URI
SIP Registration

Unregister on Reboot

STATUS ACCOUNTS  SETTINGS

General Settings

Account 2 » Network Settings

SIP Settings Basic Settings

Audio Settings
Call Settings

Intercom Settings
@ pisabled O User=phone O Enable Feature Codes

ONo @ ves

@ no O all O Instance

NETWORK  MAINTENANCE

[I Register Expiration 1 ]
7
Subscribe Expiration 60
Reregister before Expiration 0
Enable OPTIONS Keep Alive @ no Oves
OPTIONS Keep Alive Interval 30
OPTIONS Keep Alive Max Lost 3
Local SIP Port 5060
SIP Registration Failure Retry Wait 20

Time

CONTACTS

Version 1.0.4.138

Custom SIP Headers
Advanced Features
Session Timer
Security Settings

Register Expiration

Specifies the frequency (in
minutes) in which the phone
refreshes its registration with
the specified registrar. The
maximum value is 64800 (about
45 days).

°Reset to Default

Qundo
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7.7 Using Wireless Devices through Wi-Fi

You can connect to the BDU via Wi-Fi for easy management and control whenever you are on the vessel.

1. Bring the Wi-Fi Antenna located in the BDU package. Plug the Wi-Fi Antenna into the Wi-Fi port on the
back of the BDU.

2. Connect an Ethernet cable from any LAN ports (Port 1~ Port 4) on the back of the BDU to the LAN port
of PC. The network connection is established automatically.

3. Use the following IP address to access the Intellian AptusLX Web page.
+ IP Address: 192.168.0.1 (Default)

4. Log into the AptusLX Web by typing in a user name and password information. If this system has not
been changed from the factory default:

« User Name: intellian
+ Password: 12345678
5. Select the SETUP on the main menu then go to the Wi-Fi & Wi-Fi Config menu.

6. Toggle Activation button to the Enabled position on the Activate. If you don’t want to use Wi-Fi
Connection, choose the Disabled position.

7. Check the SSID (Wi-Fi AP Name) information.
8. Choose the SSID Broadcast Enabled button to show the SSID (Wi-Fi AP Name) on the Wi-Fi list.

9. Click the Password protected button on the Mode menu.
NOTE: Password protection uses WPA2 protocol.

10.Set a Wi-Fi password on the Passphrase menu.
11.Click the Apply button to apply the settings to the system.
12.Connect to the Wi-Fi.

ossusoarn  starus ((Cserop 'o:w
Metwork WEF
=
1 Wi-FiConfig
Firewal
Activate Enabled
Phone/PABX
o ssiD AplusLy 080 e
Satelite 5510 Broadcast Enabled e
EME Channel Auto =
Setslte Veice
- NOTE
£ Satellite Data
Passphrase 00000000
Service Profile
S s ( w» )8
Device Registration
Traffic Flow Template:
1 MAG Filter
3 Advanced
MAC Filter Made © pisabie White List Black List
usiM
p— o |
Restricted Dialing
NSD
r 1 MAC Filter List wis]| %
Mo MAG Filler
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7.8 Using Mobile Phone Call

7.8.1 Installing Mobile Application

To be able to use a mobile phone call you must install a compatible mobile application. Intellian

recommends using the following mobile application:

Grandstream Wave App

+ App Store: https://apps.apple.com/us/app/grandstream-wave/id1029274043?Is=1
« Google Play: https://play.google.com/store/apps/details?id=com.grandstream.wave

7.8.2 Registering New Extension for Voice Service (Optional)

If voice services are required, register the new extension of the terminal.
1. Select the SETUP on the main menu then go to the Phone/PABX menu.
2. To add a new extension, click the Add(+) button.

DASHBOARD STATUS ( SETUP ’ODOLS

Network Phone/PABX

Wi-F1
| Extension Management
Firewall

P Phone/PABX) e
Data
Satellite L Linel Ee)
SMS

10 Line 1 Line
SatelliteVoice

[ Satellite Data
Service Profile

Service User Group

3. The registration window will appear in the pop-up window. Enter the new extension information. When
you want to use the external call, select the Inbound Line and Outbound Line. Click the Update button.

AptusLX
Extension o 201 >
Inbound Line
Line 1

Qutbound Line Nene b
Password wed

=l

Update

4. Check the new extension added.

DASHBOARD STATUS SETUP TOOLS

Network Phane/PABX
Wi-Fi
| Extension Management
Firewall
> Phane/PABX

Data

ns +

Satellite [ Lot ] b Va
SMS
102 = Linet
Satelite Voice /
2 Satellite Data [ . [ Line1 | Mot 0000 Fa | ]
Service Prafile
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7.8.3 Setting Mobile Phone

Using Grandstream Wave App (Recommended) through Mobile Phone

To make a call on your mobile phone, Intellian recommends using the Grandstream Wave app. Follow the
steps below to set up your mobile phone.

Seftings. < Account Settings < Add New Account
GENERIC ACCOUNTS
Account Settings
UCM Account [ Scan QR Code)
Advanced Settings
LICM Account [Selact OR Code Image)
Provisioning Settings.
510 Account
Blicioin Seltigs VOIP PROVIDERS
About 123Ckoud 23Chud
txend TVOIP 4 ALL & SWISS i
Debug AZNETMedia &
Al Al
Delete AllCall Hisioey
Abronix glﬂl
Exit
Acestar Telecoms Hong Kong Ltd. Ay acestan
Actio wdactio
= Adel Telacom ) KR
W © % B @ ® B ® @ o
. gt e 1 S e T i g e S o g s
< Add New Account < Account Settings o < My phane 201
GEMERAL SETTINGS
Agtivate Account (] My phane 201 .
« Account Name: My Activate Accaunt L]
Recount Name
phone 201 1y g 201 s
SIP server: 5P Server
192.168.0.1 5060
192.168.0.1:5060 Edit Aecount
SIP User ID: 201 Rttt
- - Delete Acgaunt
SIP Authentication e
ID: 201 al cALL sETTINGS
Ringtone
Password: 0000 o
Display Name: My
Voicemail UsedAD DiatPlan
phone 201
Display Hame DistPtan Prefs
iy phore 201
Use # as Dial Key (/]
Call Forward
) m = $H ) W ® & @ @ @ &
< My phone 201 < Preferred Vocoder £ Audio Settings
Yowpin
WiFi PCMU
DNS Mode
Attecord
26/3G/4G PCMA
CODEC SETTINGS
DTMF G722
Preferred Vocoder oPUS
H.264 image Size 672632
Video Bit Rate iLBC
SDP Bandwidth Altribute
Media Level o
H.264 Payload Type [rre) 7
05
SRTP Mode
pisatie
Enable SRTP Key Life Time (]
Enable RFC5168 Support (]
® @& & © & ) ® © £ ) 7 B @ o
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Chapter 8. Using AptusLX

8.1 Introduction

With the embedded AptusLX software, the antenna can be monitored, controlled, and diagnosed remotely,
anytime through the TCP/IP protocol. It saves your time and cost generated by various maintenance
activities such as operating firmware upgrades, tracking parameter resets, and system diagnosis, etc.

8.2 Accessing Internal Webpage of BDU

The network is automatically configured by DHCP with no additional PC IP configuration.

1. Connect an Ethernet cable from any LAN ports (Port 1~ Port 4) on the back of the BDU to the LAN port
of PC. The network connection is established automatically.

2. Enter the BDU IP address (Default: 192.168.0.1) or (https://portal.aptusix.local) into the address bar of
the web browser to login to the internal HTML page of BDU.

NOTE
AptusLX works on Internet Explorer 11 or higher (Windows 7 or higher editions), Firefox, Microsoft Edge and
Chrome web browsers.

If you cannot open AptusLX on Chrome, clear all browsing data (history, cookies, cache, and more) in
Chrome’s setting and try again.
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8.3 Login

The Intellian software Aptus provides different user access levels to protect the system for safe operation.
Depending on the user access level, the accessible range of functions in the software can be limited.

Log into the BDU by typing in User Name and Password information. If this system has not been changed
from the factory default:

User ID Password Access Authority
intellian 12345678 Supports all menus for monitoring and setting.
guest guest Only some menus for monitoring are supported.

NOTE

Login

User ID

intellian

Password

........

After entering the default password, the user must change the default password to a new password for
security. If you have forgotten your ID and/or password, you can reset it on the Reset ID/Password menu.
Refer to the “8.5 Account Menu” on page 66.
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8.4 Top Menus

Once you log in, the following information and menus are displayed. The overall state of the system is
always displayed in the top menu.

Aptus LX Satellite WAN 1 Syster ~al S
DASHBOARD STATUS SETUP TOOLS Vo _ ot
No. |ltem Description

Displays the status of the satellite network connection.
« Off: The system has not detected the Satellite network.
» Steady Green: The Satellite Network available, ready to connect.

« Blinking Green (Acquiring): The system is connecting to the satellite network.
(D | Satellite Status _ _ _
» Steady Blue: The system is registered and connected to the satellite network.

« Steady Red: Registration on the network was denied. If the USIM card
is inserted incorrectly, insert the USIM card in place. Refer to the “6.6.11
Inserting USIM Card” on page 51. If there is no error with the USIM card
status, contact the service provider.

Displays the status of the wide-area network (WAN) connection. The system
connects to the WAN according to the setting of the routing policy. You can also
check the status of the WAN connection on the 'Current Route Selection' panel
@ | WAN Status of the “8.6 Dashboard” on page 68.

« Steady Blue: The WAN is connected.

» Red/Off: The WAN is not connected.
Displays the status of the Wi-Fi connection.

« Off: The Wi-Fi connection is disabled.

« Steady Green: The Wi-Fi connection is enabled. Ready to connect.

(3® | Wi-Fi Status

» Steady Blue: The Wi-Fi is connected.
Displays the current signal level.
@ | Signal Strength | « Off: The network is disabled.

« Steady Green: The network is enabled. Displays the current signal level.
Displays the current system power.

(® | System Power + Steady Blue: The system is in normal operation.

« Steady Red: A error is detected.
Displays the status of the call connection.

« Steady Green: The extension call is available.

® | Call

« Steady Blue: The extension and external call is available.

« Blinking Blue: The external call is active.
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No. |ltem Description

Displays the status of SMS messages.

» Off: The system cannot send and receive SMS messages.

« Steady Green: The system can send and receive SMS messages normally.

@ | SMS Displays the number of unread messages next to the SMS icon. Click the icon
to see new messages. For more information, see “8.8.7 SMS” on page 85.

« Blinking Red: There is no space to store new a SMS message in the SMS
inbox. After deleting existing SMS messages, you can receive the new SMS
message.

. Select the Main Menu. Each main menu offers side menus on the left of the
Main Menu
screen.
View Manual . . .
©) Button Select the View Manual button to open the user guide pop-up window.
Disconnect Select the Disconnect button to terminate all Packet Data Protocol (PDP) or
Button Data connections.
@ | Account Button Select the Intellian button to manage your account details and select the
Logout menu to log out of the AptusLX web page.

8.5 Account Menu

Click the Intellian button to manage the user account.

The User menus are for user management. Click the Logout button to log- out of the AptusLX web page.

STATUS

SETUR TOOLE S ( ]o

8.5.1 User

User

*

5] Logout

M) o User

e 1 User ID Change
[[+]

intellian

New ID

e 1 User Password Change

1D ntellian
0Old Password

New Password

e | Reset ID/Passweord
e 1 Session Timeout Change

Session Time: 1440 min

E

e I Language Setting

Language English
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No. |ltem Description
@ | User Updates your password and ID.
You can change your ID
« |ID: Displays the user current ID.
(@ | User ID Change
« New ID: Enter the new ID you want to change.
Click the Apply button to set the ID to the new ID.
You can change your password.
« |D: Displays the user current ID.
@ User Password |+ Old Password: Enter the current password.
Change + New Password: Enter the new password.
Click the Apply button to set the password to the new password. For the next
login, the new password is required.
If you have forgotten your ID and/or password, you can reset depending on
your account level. The admin account (intellian) allows you to reset the guest
Reset ID/
@ account (guest).
Password
Click the account button to reset to the default id and password. For the next
login, the default id and password are required.
® Session Timeout | Enter the session timeout (min.).
Change Click the Apply button to apply the settings to the system.
You can change the language.
» Supported Languages: Chinese-Simplified, Chinese-Traditional, Dutch,
English, French, German, Japanese, Korean, Russian, Spanish (alphabetical
® Language order)
Setting

Select the language you want to change and click the Apply button to apply the
settings to the system.

Log in again after changing the language.

8.5.2 Logout

Click the Logout button to log out from the AptusLX.

67



FB500 - Marine Satellite Communication System

8.6 Dashboard

The Dashboard menu is displayed as below to provide quick monitoring of the antenna status. The
Dashboard helps you arrange panels on a single screen while providing you with a broad view of a variety

of information at once.

DASHBOARD STATUS

C

SETUP TOOLS i
View Marual  Disconnect
Service Tracking Satellite Terminal Location
Connected telli APAG oK Mormal
Satellite i Tracking I!l:iii. Normal 37 401956 (N)
m wan E 153.9/154 Normal 127112777 (E)
448/ 43 Normal 96.90
- 66 dBHz oK 20220622
NOTE 2 o o514
Product Info Modem Info Environment System Event
020 o 239V - No Event
— 51.8°C
Aty 164V
1442 FCA2 A5 48 o070
020 "
004433060000251
FB500
IB01001215.
Satellite Data Connection Control c Satellite Connection Statistics
Incoming Call Outgoing Call
G2_Default G5._DataCustom o cesnsio Al
Monthly: 0 Monthly
= Default Strmd
Default User.l Oulty Daily
B Deactivated B Deactivated Monthly. Manthly
Strm16 Stm32
# Daily Unlimited  Daily Il
G6_DataStream G7_DataSecandary Monthly: Unlimited  Monthly: Unlimited
SUmBd Stm128
Strm32 Strm32 Daily. mited  Diaily 000000 / Unlimited
Manthly 00 / Unhnited  Monthly 307300 / Unlimited
BB ODeactivated B Deactivated
SUm256 User_1
. Daity. OQanly.
Monthly Monthly
GB_DataUser] G9_DataUser2
: user 2 User_3
¥ Daity Daity:
User.l User_1 Monthily Unlimited  Monthly
G10_DataUser3 G11_DataUserd
User_2 User_2

NOTE 1.

Tracking Satellite - Status:

The following 6 status information is displayed.

« Initialize: The antenna system is Initializing.

+ Setup: The antenna system is waiting for BDU commands.

« Searching: The antenna system is searching for a satellite connection.

« Tracking: The antenna system is connected to the satellite, and is tracking.

- Diagnostic: The antenna system is performing antenna diagnosis.

« Upgrading: The antenna system is upgrading firmware.

NOTE 2.

Tracking Satellite - Quality:

This value is provided by Modem and displays the quality score of the received signal (Range: 0 ~ 20).

NOTE 3.

To send a new SMS click the letter icon. Type the message and recipient's phone number.
For more information see “8.8.7 SMS” on page 85.
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8.6.1 Satellite Data Connection Control

No. | Description
Displays the satellite data connection status. The screen is different depending on the user access
level.
When logging in with the admin account When logging in with a guest account (guest);
(intellian); « Available service groups are displayed on
+ Monitors the connection status of all service the dashboard for the devices which are
user groups. already registered. You can activate the data
: . connection of your own service group with
: ﬁ” t_he sgrwlczlgroups are _dltspladyczd fpr the activation button, then you can use the
©) evices Including hon-registered devices. satellite data of your service group.

Device registration is not required when

you are logged in with admin account
(intellian). Activate the data connections on
the dashboard with the activation buttons to
use the device which is logged in with admin
account (intellian).

- If you deactivated a service user group, the
data sessions of all devices included in the
service user group are terminated.

« If you deactivate the service user group, the
data session of your device is terminated.

« If the device is not registered in the Device
Registration menu, ‘Unregistered device’ is
displayed and the data cannot be used. For
device registration, refer to the “7.5 Activating
Data Connection” on page 55.

8.6.2 Satellite Connection Statistics

« In data case, you can check current Daily/
Monthly usage and Daily/Monthly limit for all
user profiles.

« For Default, User_1, User_2, User_3, the
usage of background data is displayed in MB.
For Strm8/16/32/64/128/256, the usage of
streaming data is displayed in time.

No. | Description
Displays Satellite Connection Statistic. You can check Incoming/Outgoing usage for satellite call
and each profiles usage for satellite data.
When logging in with the admin account When logging in with a guest account (guest);
(intellian); « In guest account case, you can check current
« In voice case, you can check a Daily/Monthly Daily/Monthly usage and Daily/Monthly limit for
for Incoming/Outgoing call usage. guest account only.
@
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8.7 Status

This menu displays the Network, Wi-Fi, Phone/PABX, Data, USIM, Terminal Info, and External GPIO
function.

8.7.1 Network

usim
Terminal info
External GPIO

Satellite PDP

I".»'AHR!‘.&& status)  seTup To0LS D W
View R Discenneet

2 Hatwock NETWORK

WiFi

e | Metwork Status
Phone/PABX
Lan® 182 168,01
Data

Subnet mask

1P Pool 152.168.0.101 - 1821680200

o ilocated By

e 1 WAN Status
o | Allocated I List
e | Port Config
| 4 None LANIWAN
No. | ltem Description
@ | Network Displays the information about a network and ports.
Displays the network information in use.
» LAN IP: Displays the network IP address (Factory default: 192.168.0.1).
@ | Network Status |+ Subnet Mask: Displays the subnet mask (Factory default: 255.255.255.0).
« IP Pool: Displays the range of available IP.
 # of allocated IPs: Displays the number of IP devices assigned.
Displays the WAN information in use.
(3® | WAN Status
« WAN IP: Displays the WAN IP address.
@ | Allocated IP List | Displays the allocated IP list and information.
® | Port Config Displays the switch port list and information.
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8.7.2 Wi-Fi

Hetwork

* Wi-Fi o
Phane/PARX
Data
usiM
Tesminal Info
External GPIO

Satelite PDP

e I MAC Filter

o MAD Filter

No.

Item

Description

Wi-Fi

Displays Wi-Fi access information.

Wi-Fi Status

Displays the Wi-Fi access point configuration.

- Status: Displays the Wi-Fi status (Active / Inactive).

« SSID: Displays the SSID network name.

« MAC Filter: Displays the MAC address filtering status (Enabled/Disable).
« SSID Broadcast: Displays the SSID broadcast status (Enabled/Disable).

« Channel: Displays the WLAN (wireless local area network) channel in use.

» Mode: Displays the security mode (Open/Password protected).

MAC Filter List

Displays devices to either your whitelist or blacklist simply.
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8.7.3 Phone/PABX

Metveork Phone/PABX
e e | Extension Management
» Phone/PABX o
Extengion
Data
o

usiM
Tesmin al Info

External GPIO

Satellite POP

Clear Call History

No. | ltem Description

@ | Phone/PABX Displays the phone and Private Automatic Branch Exchange (PABX) status.

Displays the extension number and details.

Extension « Extension: Displays the registered extension.
@ | . | ) -
anagement « Inbound Line: Displays the inbound line in use through the blue indicator.
« Outbound Line: Displays the outbound line.
Displays the made and received call history log. You can set view details from
(® | Call History the drop-down list. Remove the history by clicking the Clear Call History

button.
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8.7.4 Data

Network

Wik

Phone/PABX
> Data

UsiMm

Terminal Info

External GPIO

Satellite PDP

Data

e| Routing

Routing Policy
Satellite Link

WAN Link

9' Port Forwarding

Link Type

°| Data Call History

All

Satellite Onty
Active

Inactive

Intemnal 1P

Protocol

1-10/27

No Data

¥

Intemal Port Extemal Port

L

Enable

Clear Call History

Service o : Duration Session Tranamission Volumn Seasion Receive Valumn

Profile SaiTime ErdTime (sec) (oytes) (bytea)
15t aptop_u Default amora e 592 200219 1915699
Istispopy Detaur 0 0
15t laptop.u Detauh LT a4 420 120
Vstlaptopu  Defaut ] 0 0
Istiaptopy  Detaun o 0 0
lsUaplopu  Defaukt 0 0 0
2nd.laptop Defautt 43 405, a
andiaptop etau 0 0 0
2nd_lapiop Defaut ne 1450 03332,
10 11027 3 Bl

Data

Displays the data setting status.

Routing

Displays the data route status (Routing Policy, Satellite Link, WAN Link).

Port Forwarding

Displays the port forwarding data information.

® @Oe

Data Call History

Displays the connected/disconnected data call history log. You can set view
details from the drop-down list. Remove the history by clicking the Clear Call

History button.
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Network UsIM

:‘!:r:o,max e | Configuration

Data Connected Normal

B ; IMsi 001010123456789

Termunal Info

External GPIO o MEIEEM NOTE
Satellite PDP

No. | Item Description
@ | USIM Displays information about the USIM card.

Displays the USIM card information in use.

« Connected: Displays the connection status of the USIM card. The USIM must
@ | Configuration be inserted.

« IMSI: Displays a unique identifier to the USIM card.
» Main MSISDN: Displays main MSISDN

NOTE

The Number is for your information.
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8.7.6 Terminal info

Network
Wi-Fi
Phone/PABX
Data
usiM

» Terminal Info
Extemal GPIO

Satellite PDP

Terminal Info
e | BOU
Software Version ol
Maodel Info FES0
Setial
System MAC IAAZFCATASRS

o'

Software Version 104
Hasttware Version
Serial 1ZMEETEN0

Made Info FESO0

QI Modem

Saftware Version 1119

Hasdtware Viersion ofa

INEN FERIIMAO00648T

Serial 1801001215
No. | Item Description

Terminal info

Displays the system terminal information.

BDU

Displays BDU information in use.

ADU

Displays ADU information in use.

Modem

Displays the modem information in use.

8.7.7 External GPIO

Metwork External GPIO
Wi-Fi
I Inputs
Phane/PABX
Data Input 0 Disabled
usiM
Input 1 Disabled
Terminal Info
> External GPIO
Qutputs
Satellite PDP el P
Qutput 0 Disabled
Output 1 Disabled
Qutput 2 Disabled

External GPIO

Displays external GPIO.

Inputs

Displays input information in use.

®lool§

Outputs

Displays output information in use.

75



FB500 - Marine Satellite Communication System

8.7.8 Satellite PDP

information

Network Satellite PDP
Wi-Fi i
E— 9' Connected PDP Information e}
— Negotiated QoS
usiM [+] e Clase Uplink (kbps) Downlink (kbps) Traffic Class Uplink (kbps) Downlink (kbps)
Terminal Info Max Guaranteed Max  Guaranteed Max  Guaranteed Max  Guaranteed
External GPIO 21 Background o 0 0 0 Background 512 256 512 256
> Satellite PDP 22 streaming 128 128 128 128  Streaming 128 128 128 128
No. | ltem Description
@ | Satellite PDP Displays the Satellite PDP.
- Displays the status of the connected PDP sessions including CID number,
traffic class, requested/negotiated uplink and downlink rate.
Connected PDP . L .
@ « Displays nothing if UT doesn’t have the connected PDP session.

« The reload button in the right upper side on the table can be used for the
manual update.

76




Using AptusLX

8.8 Setup

This menu sets and displays the Network, Wi-Fi, Firewall, Phone/PABX, Data, Satellite, SMS, Service
Profile, Service User Group, Device Registration, Traffic Flow Template, USIM, External GPIO, Restricted
Dialing, NSD, and MST function.

8.8.1 Network

DASHBOARD STATUS ' SETUP ' TOOLS
g
H Networlta Network
Wi-Fi
e | Network Config
Firewall
DHCP ‘
Phone/PABX Activated
Data Start IF 19216800101
Satellite End IP 192.168.0.200
SMs
Subnet Mask 255.255.2550
Satelite Voics
Gateway 19216801
O satellite Data
Lease Time 604800 SeC
Service Profile
Service User Group m
Device Registration
Traffic Flow Template
©
O Advanced
usiM -
Extemal GPID 1 o9 LaN PO Connectad
Restricted Dialing
NSD : »
MET [ 3

No. |ltem Description
@ | Network Sets the information about a network and ports.
Sets the network configuration.

« DHCP: Sets the DHCP function by toggling the activation button (Activated/
Deactivated).

» Start IP: Sets the start range of lease IP address.

@ | Network Config | * End IP: Sets the end range of lease IP address.

« Subnet Mask: Sets the subnet mask (Factory default: 255.255.255.0).
« Gateway: Sets the gateway IP address.

» Lease Time: Sets the lease time (sec).

Click the Apply button to apply the settings to the system.
Sets each switch port.

« Name: Displays the port mane.

« PoOE Status: Sets the PoE function by toggling the activation button on port 1
3 | Port and 2.
» Port Type: Displays the port type.

« Link Status: Displays the link status (Up/Down).
Click the Apply button to apply the settings to the system.

77



FB500 - Marine Satellite Communication System

8.8.2

Wi-Fi

Phane/PABX
Data
satellite
SMS

‘Satsiits Voios

Device Regists

Tratfic Flow Ter

0 Advanced
UsIM

Extemal GPIO

Restricted Dial

NSD

MST

Wi-Fi

e 1 WiFi Config
Actvate
5810
SSI0 Broadcast
Channel

Mode

ation

mplate
1 MAC Filter

MAC Filter Made

ling

e 1 MAC Filter List

AptusLX

MAC Address

Al:B2.CIDAESFE
P = Enable
sword protected
=1

Mo MAC Filtes

No.

Item

Description

Wi-Fi

Sets the Wi-Fi access information.

Wi-Fi Config

Sets the Wi-Fi access point configuration.

« Activate: Sets the Wi-Fi function by toggling the activation button (Enabled/
Disabled).

« SSID: The SSID is the network name shared among all devices in a wireless
network. The SSID must be identical for all devices in the wireless network. It
is case-sensitive and must not exceed 32 alphanumeric characters, which may
be any keyboard character. Make sure this setting is the same for all devices
in your wireless network.

- SSID Broadcast: Sets the SSID broadcast function by toggling the activation
button (Enabled/Disabled).

« Channel: Selects an appropriate channel from the list provided to correspond
with your network settings. All devices in your wireless network must use the
same channel in order to function correctly. Try to avoid conflicts with other
wireless networks by choosing a channel where the upper and lower three
channels are not in use.

» Mode: Sets the security mode type (Open/Password protected).
« Passphrase: Enter the user name connected to Wi-Fi.

Click the Apply button to apply the settings to the system.

MAC Filter

« MAC Filter Mode: Select the MAC filter mode (Disable/White List/Black List).
- Disable: The MAC filter is disabled.

- White List: In Whitelist mode, the router will restrict LAN access to all
computers except those contained in the MAC Filter List.

- Black List: In Blacklist mode, the listed devices are completely blocked from
local network access.

Click the Apply button to apply the settings to the system.

NOTE: Use caution when using the MAC Filter to avoid accidentally blocking
yourself from accessing the router.

MAC Filter List

Displays the MAC address. To create new MAC addresses, click the Add(+)
button. Then the pop-up window is opened. You can assign the new MAC
address. Click the Create button. The created MAC addresses display on the
list.
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8.8.3 Firewall
Network Firewall AptusLX
it o| Firewall Config
) '::’"‘“;LAM P @ cnabled Enable
Data Inbound Default Action Accept N Link All 1
Satellite Outhound Default Action Accept > Source
o Source Mask
- Service Profile I Firewall Rules 240 20 Source Port End
Service User Group e ' Protocol TCP i
:::: ::‘il:;::::u K/ Outbound Rule A Inbound Rule Specifier Subnet Mask .
:SIM (i Submet Mask 8888 ‘ Subnet Mask 1;11;;0: Cestinations et
MST’ Drop Outbound Drop Inbound Action trop -
s, 0 s u Direction Inbound b
No. | ltem Description
@ | Firewall Sets the firewall, network security system, which monitors and controls
incoming and outgoing network traffic based on predetermined security rules.

Sets the firewall configuration.

« Activate: Sets the firewall function by toggling the activation button (Enabled/
Disable).

@ | Firewall Confi + Inbound Default Action: Select the default settings for the incoming network
9 from the drop-down list (Accept/Drop).

« Outbound Default Action: Select the default settings for the outgoing network
from the drop-down list (Accept/Drop).

Click the Apply button to apply the settings to the system.

Displays firewall rule lists.

« Add(+) button: To create new firewall rules, click the Add(+) button. Then the
pop-up window is opened. Click the Update button. The created firewall rules
are displayed on the list.

- Enable: Select the checkbox to use the firewall rule.
- Link: Select the link from the drop-down list.
- Source: Enter the origin IP address.
- Source Mask: Enter the source mask.
- Source Port Start: Enter the source mask start.
3 | Firewall Rules - Source Port End: Enter the source mask end.
- Protocol: Select the protocol from the drop-down list.
- Specifier: Select the Specifier from the drop-down list.
- Destination: Enter the destination IP address.
- Destination Mask: Enter the destination mask.
- Destination Port Start: Enter the destination mask start.
- Destination Port End: Enter the destination mask end.
- Action: Select the action from the drop-down list.
- Direction: You can assign the new rule entered above to the Inbound or the
Outbound in the Direction menu.
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Creating Firewall Rules (Example):

To block www.youtube.com,

1. Click the Add(+) button. On the pop-up window, enter the settings. Click the Update button to save.
Enter each value accurately as the following.

« Link: All

« Source: IP address or 0.0.0.0 (0.0.0.0 means all the IP addresses)
« Source Mask: Subnet Mask (ex: 255.255.0.0) or 0.0.0.0 (0.0.0.0 means any masks)

« Source Port Start: 1 ~ 65535 (Source Port Start 1~ Source Port End 65535 means all the ports)
« Source Port End: 1 ~ 65535 (Source Port Start 1~ Source Port End 65535 means all the ports)

« Protocol: All

+ Specifier: Domain

« Destination: www.youtube.com
 Destination Port Start: 1 ~ 65535 (Source Port Start 1~ Source Port End 65535 means all the ports)
+ Destination Port End: 1 ~ 65535 (Source Port Start 1~ Source Port End 65535 means all the ports)

« Action: Drop

 Direction: Outbound

Network

Firewall
WiFi
1 Firewall Config
> Firewall
Activate
Phone/PABX
Data Inbound Default Action
Satellite Outbaund Default Action
SMS
St Voico:
£ Satelite Data
Service Profile | Firewall Ruled] 010
Service User Group
Devi
Traffic Flow Template
£ Advanced

@ Enzbied
Accept

Accept

No)

2. The Firewall rules are displayed on the Firewall page. Check the Firewall configuration setup and confirm
the created Firewall Rules.

AptusLX

Enable

Link All =
Source 0000

Source Mask 00.00

Source Port Start 1

Source Port End 65535

Protacol All =
Specifier Domain -
Destination www.youtube.com

Destination Port Start

Destination Port End

1

65535

Action Drop -4
Direction Outbound b

Network
Wi-Fi
¥ Firewall
Phone/PABX
Data
Satellite
SMs
SateliteVeice
[ Satellite Data
Service Profile
Service User Group
Device Registration

Traffic Flow Template

usiM
Extemal GPIO

Restricted Dialing
NSO

MST

Firewall

1 Firewall Contig

Activate o enabled
Inbound Default Action Accept
Outbound Default Action Accept
i Firewall Rules (1740
R/ Qutbound Rule
True All
0.00.0 0000
Domain v youtuhe com
Al
1~65535 1-68535
Drop Outbound
Pl |

1/40

+
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3. Try to open www.youtube.com on your web browser. Once applied, the user will not be able to access
the website.

4. Make sure you can open websites other than www.youtube.com.

I'm Feeling
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8.8.4 Phone/PABX

e Phone/PABX
Wi-Fi
Extension Management
Frewal il
> Phone/PABK o »

AptusLX

Extengion 201 i
Inbound Line

Outbound Line Nane: ¥

Passward werd

No. | ltem

Description

@ | Phone/PABX

Sets the phone and Private Automatic Branch Exchange (PABX).

Extensions
Management

Sets the extension number and details.

« Edit(«#") button: To edit the registered extension, click the Edit(«#") button.
Then the pop-up window is opened. You can edit details.

« Delete(W) button: To delete the registered extension, click the Delete(l)
button. (Extension 101 and 102 have no Delete(l) button.)

« Add(+) button: To create new extension numbers, click the Add(+) button.
Then the pop-up window is opened. You can assign the new extension
number. Click the Update button. The created extension numbers are
displayed on the list.

- Extension: Displays the registered extension.

- Inbound Line: The inbound line can be controlled and managed by individual
selection through the blue indicator.

Outbound Line: Displays the outbound line.
Password: Displays the password.
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8.8.5 Data
Network Data
Wi-Fi
9‘ Routing Config
Firewall
Routing Confis Satellite Onl >
Phone/PABX 4 o bkl
o @
Satellite
SMS
Salelite Vicica e| WAN Link
[ Satellite Data Addrass Mode © oynamic Statie
Service Profile
Service User Group Static Config AptusLX
Device Registration P
Traffic Flow Template Subnet Mask Enable
[ Advanced Galeway Intemal IP
usiM oNg Link Al
External GPIO Specifier
Restricted Dialing
Protocol TCce
NSD
MST Internal Port
°| Port Forwarding u;la
External Port
No. | Item Description
(@ | Data Sets the data settings.

Selects the Routing Config (None, Satellite Only, WAN Only, WAN Preferred).
@ | Routing Config
Click the Apply button to apply the settings to the system.

This function is available in the WAN Only/WAN Preferred mode of the
Routing Config.

Sets the WAN Link configuration.
» Address Mode: Select the Address Mode (Dynamic/Static).

® | WAN Link « Static Config: Set the IP manually.

- IP: Enter the IP address.

- Subnet Mask: Enter the subnet mask.
- Gateway: Enter the gateway IP address.
- DNS: Enter the DNS.

Click the Apply button to apply the settings to the system.

Displays the port forwarding list. To connect to the internal PC from the outside,
create a rule of port forwarding.

« Add(+) button: To create new port forwarding rule, click the Add(+) button.
Then the pop-up window is opened. Enter the details, then click the Update
button. The created ports are displayed on the list.

- Enable: Select the checkbox to use the new port forwarding rule.
- Internal IP: Enter the internal IP address.

- Link: Select the link from the drop-down list.

- Specifier: Select the specifier from the drop-down list.

- Protocol: Select the protocol from the drop-down list.

- Internal Port: Enter the port number of internal IP for forwarding the target
port.

- External Port: Enter the external port number for accessing the internal PC
from the outside.

@® | Port Forwarding
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8.8.6 Satellite

No.

Item

Description

Satellite

By the satellite setup, the terminal automatically finds and connects to the most
appropriate satellite in the default mode. In an area available with multi BGAN
satellites, select a satellite to use for the registration on the BGAN network.

Select Satellite

Select a satellite to use.

from the BGAN network.

Check Auto and click the Apply button for setting the Auto Satellite mode
(default). In the Auto Satellite mode, the terminal automatically finds and
connects to the most appropriate satellite.

To select a preferred satellite, check the satellite to use and click the Apply
button. The terminal connects to the selected satellite only. If the antenna
locates outside the coverage area of that satellite, the terminal is disconnected

Note: When you click the Apply button, all of ongoing connections (calls,
data transfer, etc.) with currently registered satellite will be terminated before
registering the new satellite.

Tracking Status

Tracking Status.

When a satellite is selected, the antenna status is changed from Searching to

« Searching Status: The antenna is searching for the BGAN signal.

« Tracking Status: The antenna is locked to and tracking the BGAN signal. In the
graphic chart, the blue line shows Signal Strength (dBHz) and the green line
shows Signal Quality Scores.
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Network SMS
Wi-Fi
Firewall e SMS Inbo e SMS Outbo:
Phone/PABX
e SMS Inbox count3), Capacityiariom Clear SMS Inbox
Data
Satellite Sender Date Message
> SMS 0
: . +BTOTT3054749 2022-06-30 05:08:41  1-hello 1234567890 abcdefghijkimnopgrst.. [}
Satellite Voice s
5 satellite Data +B70773054748 | 2022-06-21 05:51:02  fgiguiohijo;mi;n;kufykkd6.cyuvk..b.1 [ ]
Service Profile
Service User Graup +B70773054747 [BETE 2021-10-08 01:32:01  test_1,pg (]
Device Registration
. 0 v =
Traffic Flow Template
No. | ltem Description

The BGAN system provides a Short Messaging Service (SMS) and
Concatenated Short Messaging Service (C-SMS) for sending and receiving SMS
messages (Standard 3G, up to 2000 characters (or 1000 characters in case of
UCS-2 encoding) per SMS) to and from the terminal.

All received SMS messages are stored in the inbox. Unread messages are
marked with a New icon. If you have received a message with more than USIM
@ | SMS Inbox capacity, you have to delete some of them in order to free space for new
messages. Also, you can check a new SMS message at the top menu.

® |SMS

Click Clear SMS Inbox to delete all messages in the Inbox.

All sent messages are stored in the outbox. If sending is successful, it is
displayed as Success, and if it is unsuccessful, it is displayed as Error. Click the
Receiver number field to re-send the message.

(3 | SMS Outbox

Click Clear SMS Outbox to delete all messages in the Inbox.

Click the number field in the list, a pop-up window will appear for sending SMS.
Also, you can send SMS by clicking the letter icon at the bottom right of the
screen. Refer to the following page for more details.

SMS Inbox/

Outbox List
Click the text field in the list, a pop-up window will appear to see the entire

message.
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Sending SMS message

1.
2.

Click the Sender number field in the list of SMS Inbox. Then the pop-up window is opened.

Type in the message in the Message field (Standard 3G, up to 2000 characters (or 1000 characters in
case of UCS-2 encoding) per SMS). Check the number of written characters counted under the message
field.

Type in the phone number in the To field (Recipient). Remember 00 and country code (e.g., 00 1 for the
USA). ‘+’ and country code is also available.

Click the Send button. The message is now sent and moved to the SMS Outbox.

To

+8T07T73054743
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8.8.8 Satellite Voice

Network
Wi-Fi
Firewall
Phone/PABX
Data
Satellite
SMS
» Satellite Voice o
[ Satellite Data
Service Profile
Service User Group

Device Registration

Satellite Voice

9 | satellite Voice
[Vowce Service @@ Enabled

Voice APN ipvoice bgan.inmarsat.com

SIP Domain sip.fbbip.inmarsat.com

No. |ltem Description

This menu provides the configuration for the satellite voice call service.

@ | satellite Voice The voice APN and SIP domain should not be changed if it is not necessary.
The satellite voice service might not be available if those are changed
inadvertently.

Sets the Satellite Voice for the satellite voice call service.

« Voice Service: Enable or disable the satellite voice service. If disabled, the
outgoing and incoming voice calls using the satellite are not available and the
available voice service is limited to the local PBX calls.

(@ | Satellite Voice » Voice APN: Change voice APN(Access Point Name) for satellite voice service.

(Default value for Voice APN: ipvoice.bgan.inmarsat.com)

+ SIP domain: Change SIP(Session Initiation Protocol) domain name for satellite
voice service. (Default value for SIP Domain: sip.fbbip.inmarsat.com)

Click the Apply button to apply the settings to the system.

NOTE

« If voice service is disabled, the safety voice call using MST device will not be available as well.

« The system event in the dashboard shows this information if Voice Service is disabled in this menu.

System Event

- Satellite VolP service disabled
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8.8.9 Service Profile

AptusLX
MNewwark Service Profile Name Default
Wi-Fi
) 9| Profie List Traffic Class Background -
Firewall g
FhonereREx MERTT T OISy G M itrate Downlink 258 -
Data - B » Max Bitrate Uplink 256 -
Sualiae Guaranteed Bitrate Downlink 0 -
e Stieaming B nl rd
Satelliti Ve : Guaranteed Bitrate Uplink 0 -
3 Satelise Data Shmif  Sawaming 1 6 16 & e £ Data Limit(Daily) 0 MB
» Service Profile o . Data Limit(Monthly) Q M
Senvice Liser Group Smd2  Steaming 3 3 e ra
T Use USIM Defauit APN © enzbie Disable
Traftic Flow Template fumbd - Sueerring ¢ " User Defined APN
O Advanced Sem128 reaming bl il ra Username
Lo Passwaord
External GRIO Sumd56  Sheaming 256 56 5 } ra
Rastrictee) Dealing . Update
o e - s o o Ve m
MST
- e 0 0 ey ]
No. |ltem Description
A profile includes Quality of Service (QoS) settings and other which define the
data transmission mode on an interface. For example, a profile defines whether
the traffic class should be a Background or Streaming.
« Background: is the background profile for normal use. Several users can share
the data connection simultaneously. The user pays for the amount of data sent
@ | Service Profile and received (per byte).

« Streaming: is the streaming profile. You get an exclusive, high-priority
connection, that ensures seamless transfer of data. The user pays for the
duration of the connection (per second).

Select a profile among predefined profiles or define your own profiles for the
data transmission.
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No.

Item

Description

Profile List

Displays information of predefined service profiles.

When you set up a service user group, you select the profiles to use. Select one
primary profile and one secondary (optional) profile for the service user group.

- Edit(#") button: To edit the profile, click the Edit(«#") button. Then the pop-up
window is opened. Enter the details, then click the Update button.
- Name: Displays the name of profile.

- Traffic Class: Select a traffic class from the drop-down list.
NOTE: Choose the right traffic class for your network service for the best
performance. Recommended to choose Background for TCP/IP service and
Streaming IP for UDP traffic such as live video or audio.

- Subscribed: This function is not available.
- Conversational: This function is not available.

- Streaming: Real-time 2 way communication. It is primarily used for video and
audio.

- Interactive: This function is not available.
- Background: Used for data which is not delay-sensitive, such as Email SMS,
download of databases, and reception of measurement records.

- Max Bitrate Downlink: Select the maximum download bit rate allowed for this
profile from the drop-down list.

- Max Bitrate Uplink: Select the maximum upload bit rate allowed for this profile
from the drop-down list.

- Guranteed Bitrate Downlink: Select the guaranteed download bit rate needed
for this profile from the drop-down list.

- Guranteed Bitrate Uplink: Select the guaranteed upload bit rate needed for
this profile from the drop-down list.

- Data Limit: Set the Daily and Monthly limit.

- In background: Enter a value between 1~102400 MBytes (MB: Enter a
number, 0: unlimited).

- In streaming: Enter a value between 1~1440 minutes for daily limit or
1~44640 minutes for monthly limit (Minute: Enter a number, 0: unlimited).

For further information on the principles and parameters of the traffic flow filters,
refer to the 3GPP standards TS 23.060.
- Use USIM Default APN: Recommended. Choose whether to use the default

APN (Access Point Name) value of USIM or not (Enabled/Disable). The APN is
defined on the USIM card.

- Use Defined APN: When you want to use a user-defined APN value, enter the
APN value. APNs are provided by service providers.

- Username & Password: Enter the username and password if the service
provider or the operator will request these fields for the APN access
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8.8.10 Service User Group

Service User Group

AptusLX

Phone/PABX Name

Data
[ Auto Activalion

Sateliite

SMs Primary Profile

St Secondary Profile
strmiza
£3 Satellite Data

Service Profile

* Service User Group

Device Registration 8 Datatisert

Traffic Flow Template

£ Advanced
usIM G10.Datalizerd Dizabied User2

External GPID

\.\\.\.\.\.\,n

Restricted Dialing

No. | Item Description

The system can be organized in service user groups with a different setup
Service User and different access rights. Each service user group has a service profile that
Group determines how users connect to the Inmarsat BGAN network.

NOTE: For FB500, the maximum Streaming bit rate is 256 kbps.

Displays the service user group list and information.

- Name: Enter the name of service user group.

@ Service User And the auto activation feature is disabled by default.

Connection Control” on page 69.

91)

configuration change to ‘enabled’ and UT reboot.

« Edit(«#") button: To edit the profile, click the Edit(#") button. Then the pop-up
window is opened. Enter the details, then click the Update button.

- Status: Set whether to use this group automatically or not(Enabled/Disabled).

- Primary Profile: Select the target primary profile from the drop-down list. This
profile is used by this service user group as a first choice, when possible.

- Secondary Profile: Select the target secondary profile from the drop-down list.

« For G2_Default only, “Auto Activation” feature can be enabled or disabled.

Group List - If this feature is enabled and UT is rebooted, all users in user group G2_
Default may use data services after the satellite connection completes without
pressing the activation button in the dashboard as per “8.6.1 Satellite Data

- This feature has an effect on the devices whose service user group is
G2_Default and which have been already registered in the SETUP, Device
Registration menu. (Refer to the clause, “8.8.11 Device Registration” on page

- If the device is not registered as a G2_Default service user group in the menu,
the data service will not be automatically available even after auto activation

NOTE

+ Unintended background data from personal devices connected to the user terminal may result in
excessive charges after a reboot if the auto activation is enabled. Therefore you should be careful to

enable the auto activation feature.

» You may configure the data limit for the charge control for the Default background profile session
(Refer to the clause, “8.8.9 Service Profile” on page 88 for the data limit configuration)
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8.8.11 Device Registration
hetwark Device Registration AptusLX
e el Device Registration List sl ps
sl Alias 1st laptop.u
Phone/PABX
oate MAC Address 08:00:27:50:73.AD a3
il Tstiaptop_u 08,00.27 50.73.AD GZ_Detau(Z) Va Service User Group e .
SMs nd_lagiop 00 ED4B69249E GZ_Defaul(2) f
- = oot | e |
£ Satellite Data _laptop. 94838990 FT9E G2_Default(2) ,‘
Service Profile
Service User Group
» Device wsmu'uno
No. | Item Description
@ Device Register the MAC address of the device for using the data service, and assign a

Registration

service user group to the device.

Device
Registration List

Displays device registration list and information.

« Edit(#") button: To edit the profile, click the Edit(«#") button. Then the pop-up
window is opened. Enter the details, then click the Update button. Click the

Delete(l) button to delete it on the list.
- Alias: Enter the device name for the data service.
- MAC Address: Enter the MAC address.

- Service User Group: Select the service user group from the drop-down list.
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8.8.12 Traffic Flow Template (TFT)

Hetmink

Tratfic Flow Template

e § Uplish TFT List
Packat F 2

AptusLX

Packet Filter [dentifier 1

Target Route Service Profile Strmé &

Remote Address
Subnet Mask
Protoeol Number 255

Source Port Range 0
Destination Port Range 1]

Type of Service

Type of Service Mask

W NN ENEY IR N )

No.

Item

Description

Traffic Flow
Template

By the Traffic Flow Template (TFT), set up each type of traffic differently for the
best performance.

When you need more than one type of traffic, use both primary and secondary
profiles. Use the traffic template to classify information received from an external
network as the service profile for the BGAN network and your terminal.

When using a secondary profile, assign specific addresses, protocols, and ports
for the system transmission and reception by traffic filtering.

Uplink/Downlink
TFT List

Displays Uplink/Downlink TFT list and information.

« Edit(#") button: To edit the profile, click the Edit(#") button. Then the pop-up
window is opened. Enter the details, then click the Update button.
- Packet Filter Identifier: Displays the filter ID.

- Target Route Service Profile: Select the target route service profile from the
drop-down list.

- Remote Address: Enter the remote address (IPv4 IP). Enter a source address
for Downlink TFT and a target address for Uplink TFT.

- Subnet Mask: Enter the subnet mask.

- Protocol Number: Enter an unique number to assign to the protocol used.
TCP is set to 6, and UDP is set to 17. The protocol number determines which
protocol is used by TFT.

- Source Port Range: Enter from and to ports of the range.
- Destination Port Range: Enter from and to ports of the range.

- Type of Service /Type of Service Mask: Set the value between 0 and 255.
Type of Service (TOS) is used to define Quality of Service with an associated
mask.
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8.8.13 USIM

Network usiM
Wi-Fi
e 1 PIN Configuration
Firevall
Phone/PABX Require PIN on startup © enavle Disable

Data PIN
Satellite
SMS

Satelite Voice

© satelite Data e | Change PIN

service Profile

Old PIN
Service User Group

New PIN
Device Registration

Traffic Flow Template Canfirm new PIN

£ Advanced 1 Mobile Number

> USIM|
o Main MSISDN 0123456789 NOTE
External GPIO

No. | Item Description
@» | USIM Sets the use of a PIN to access the terminal.

Select Enabled or Disable to use a PIN.

« Enable: You must enter a PIN before you can change settings or make calls or
PIN data sessions.

Configuration « Disable: You can access and use the terminal without entering a PIN.

Click the Apply button to apply the settings to the system. The new PIN settings
will take effect at the next power on.

Changes the PIN used to access the terminal.
» Old PIN: Type in the old PIN.
« New PIN: Type in the new PIN.

® | Change PIN
« Confirm new PIN: Retype in the new PIN.

Click the Apply button to apply the settings to the system. The new PIN settings
will take effect at the next power on.

Enters the mobile number.

The mobile number is not available at delivery. The user has to enter the number

@ | Mobile Number received from the Airtime provider.

Click the Apply button to apply the settings to the system.

NOTE

The Number is for your information.
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8.8.14 External GPIO

Network

External GPIO
Wi-Fi
1 Inputs
Firewall
Input 1 Disable -
Phone/PABX
Data Input 2 Disable >
satellite
1 Outputs
SMS
Qutput 1 Disable =
Satellite Vrice
Qutput 2 Disable b
[ Satellite Data
Service Profile Output 3 Misable
Service User Group m
Device Registration
Traffic Flow Template
I Advanced
USIM
3 Extemal GPIO °
Restricted Dialing
No. | ltem Description

@ | External GPIO Select the e>.<ternal General Purpose Inputs/Outputs (GPIO) settings from the
drop-down list.

@ | Inputs Select the input settings from the drop-down list.

(3@ | Outputs Select the outputs settings from the drop-down list.
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8.8.15 Restricted Dialing

Netwark
WiFi

Firewall
Phone/PABX
Data
Satellite

SMS

Satelile Voice

©J Satellite Data

Service Profi

Traffic Flow

0 Advanced
uSIM

NSD

MST

Restricted Dialing

e | Restricted Dialing

Activation

o | Allowed Dialing List

Allowed Humbers or Masks

ile

BI8TTTEEE666

Service User Group

Device Registration +0D00BEES

Template

External GPIO

» Restricted ﬂia[ingo

AptusLX
Enable Dusahle
o Restricted Dialing

’

7

No.

Item

Description

Restricted
Dialing

Set up the terminal for restricted dialing.

Restricted
Dialing

Set whether to use restricted dialing or not (Enable/Disable).

Click the Apply button to apply the settings to the system.

Allowed Dialing
List

Displays the allowed dialing list.

« Add(+) button: To create a new restricted dialing rule, click the Add(+)
button. Then the pop-up window is opened. Enter the allowed numbers or
masks in the entry box. The numbers or masks must be max. 32 digits. The
masks may start or end with + that positions the first or last part of a phone
number, and it covers all numbers. No other special characters are allowed.
See the example below.

Mask (+) Numbers Accepted
Any number ending with 123456789

ex) 00123456789
Any number starting with 123456789

ex) 12345678900
Any number including 123456789 in the middle

ex) 0012345678900

+123456789

123456789+

+123456789+

Click the Update button. The created dialing rule is displayed on the list.

Extension Status

Set whether outgoing calls of each extension should be limited to the numbers
or not (Enabled/Disabled).
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8.8.16 NSD

This function is available in the Satellite Only mode of the Routing Config.

Henwork

Wi

Fuewall

Phone/PABX

Data

Satellite

SMS

Satolite Voica

£ Satelite Data

Service Profile
Service User Group
Device Regrsiration

Traffic Flow Tempiate

£ Advanced

HSD

| Network Service Davice

Terminal Type

1 Fleet Edge Support

Fleat Edge

MST

usiM
External GFID

Restricted Dialing
> NSD

No.

Item

Description

NSD

This function is available in the Satellite Only mode of the Routing Config.

Set the Routing Config in the “8.8.5 Data” on page 83.

Network Service Device (NSD) is used to manage and control the data traffic
over both GX and BGAN terminals when an L-band BGAN terminal is used as a
backup to a Global Xpress (GX) service.

Network Service
Device

Select the terminal type of NSD to connect to the antenna from the drop-down
list. Click the Apply button to apply the settings to the system.

Fleet Edge
Support

Fleet Edge: Activates the function to support Fleet Edge. The IP assigned from
the satellite is assigned to the device connected to the Ethernet port below.

Ethernet Port: In case Fleet Edge is enabled, specify the Ethernet port to
which the device to receive the IP assigned from the satellite is connected.

APN: Enter the APN name of the Fleet Edge.
Username: Enter the username of the APN.

Password: Enter the password corresponding to the user name.

NOTE 1.

If Fleet Edge support is activated, the satellite data connection is not available in dashboard. In that case,
the satellite data connection for Fleet Edge support is only available. Voice service using the satellite
network is always available regardless of Fleet Edge support activation.

NOTE 2.

If Fleet Edge support is activated, the existing firewall rules at SETUP > Firewall menu are disabled and not

used.
NOTE 3.

If Fleet Edge support is activated, the existing port forwarding rules at SETUP > Data menu are disabled

and not used.
NOTE4.

If Fleet Edge support is activated, you can see the status in the

dashboard.

Service
Connected

Satellite

Enabled
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8.8.17 MST
Network MST
WiFi " )
1 Maritime Safety Terminal
Firewall
MST Connection ” Enabled
Phone/PABX
Data Listening port in F8 terminal's JSON-RPC
Satellite Server 8545
= oo |
Satelite Voice
© Satellite Data
Service Profile e | MST Handset Configuration
Service User Group Inceming Distress Call Alert

Device Fheshal aticn) Incoming Normal Call Alert B Disabled
Traffic Flow Template m
3 Advanced
i AptusLX
External GPIO
MName SafetyVoice
Restricted Dialing
NSD rathc Max Bitrate Max Beirate Guaranteed Bitrate Gnlmnl;:lﬂﬂmk Traffic Class
E i e sk
el Max Bitrate Downlink 0 =
: 0 0 SR S : -
SatetyPs  Backgreund o 0 L) s bga m::':m o £ Guaranteed Bitrate Downlink 0 >
SelenP6  Background 0 0 o o . ag;:”“f:a, I Guaranteed Bitrate Uplink 0 -
SafetyP9 —— o o o 0 2 7 User Defined APN ipvoice bgan.inmarsat.com
No. | Item Description
The Maritime Safety Terminal (MST) performs all mariner interactions with
@ |MST the Maritime Safety Data Service (MSDS), including the processing of vessel

generated Distress Alerts that are initiated by the dedicated distress button.
Sets the maritime service function.

® Maritime Safety |« MST Connection: Set the maritime service by toggling the activation button
Terminal (Enabled/Disabled).
« Server: Enter the listening port number in the JSON-RPC server.

« Incoming Distress Call Alert: This function is not available for setting activation
button because it is fixed as Enabled.

MST Handset

® Configuration + Incoming Normal Call Alert: Set the nomal call alart by toggling the activation
button (Enabled/Disabled). Click the Apply button to apply the settings to the
system.
Displays the profile list for safety service using MST.
@ | Profile List
Refer to the “8.8.9 Service Profile” on page 88 to edit details.
NOTE

If the APN of SafetyVoice in Service Profile List table has been changed, Voice APN in 8.8.8 Satellite Voice
will be changed to the same value. (Default value for APN of SafetyVoice: ipvoice.bgan.inmarsat.com)
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8.9 Tools

This menu sets and displays the Software Upgrade, Backup & Restore, Reset, Logs, Diagnostic, and
Support function.

8.9.1 Software Upgrade

DASHBOARD  STATUS SETUP ' TOOLS '

> Software qurmo Software Upgrade
Backup and Restore
Upload File
Reset
Browse

No. | Item Description
@ 3(;2:\;3: Upgrades antenna software firmware.
Browse and select the package firmware file to upload and click the Upload
button. The update may take a few minutes to complete. The upload time may
@ | Upload File vary due to a variety of factors such as the speeds of your network. Uploading
an incorrect firmware file may cause serious damage to your antenna and BDU.
Refer to the following "Package Update Procedures" page for more details.
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Package Firmware Update Procedures:

1. Browse and select the upgrade package file to upload. Click on the Upload button to transfer the
Firmware package file (*.bin) to the BDU module.

> Software Upgrade Software Upgrade

Backup and Restore
| Upload File
Feset

Diagnostic

2. The antenna firmware state will appear in the pop-up window. Check the current version and the new
version. Click the Update button.

AptusLX

Cancel Update

3. During the upgrade process, the window will display process status.

AptusLX

4. If the firmware is successfully upgraded, it will display as Success. Click the Done button to close the
pop-up window.

AptusLX
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8.9.2 Backup and Restore

Software Upgrade Backup and Restore
¥ Backup and Restore

Reset 9 A

Logs

Diagnostic

S e | Restore

Browse Upload
No. |ltem Description

Back d , L .
Rzzt:rz an Backs up user configuration files to PC and Restores the antenna settings.
Backu Saves user configuration files to PC. Click the Backup button to apply the

P settings to the system.
Restore Restores the antenna setting by using the setting files saved from the PC. Click

the Restore button to apply the settings to the system.
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8.9.3 Reset

Software Upgrade Reset
Backup and Restore 9
1 Reboot

0 Crowr
Logs
Diagnostic
Suppart

e | Factory Reset
No. |ltem Description
@ | Reset Resets the antenna system and factory reset.

Click the Reboot button to reset the antenna system. The user configuration is
not reinitialized.

Click the Factory Reset button to initialize the antenna system. The user
configuration is initialized.

Reboot

Factory Reset
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8.9.4 Logs
Software Upgrade Logs
Backup and Restore e s
Reset F
Siaa 0 243 7/22/2022 B 722202 =
Diagnostic Category o All
Support Minimal(SystemEvent/ADU/BDU)
SIP/PPPoE
Modem/Kemel/MDM/Asterisk
No. | ltem Description
@ |Logs Downloads the antenna log data.
Displays the antenna log list. Any log data (.tgz) within a month can be
downloaded.
« Date: Set the duration by selecting start and end dates in the calendar.
« Category: Choose the logs category to download.
@ | Log Download - All': All logs including below 3 categories

- Minimal : Minimal logs for ADU/BDU/System Event only
- SIP/PPPoE : SIP/PPPoE packet dump only
- Modem/Kernel/MDM/Asterisk : Other logs only

Click the Download Log File button to download the logs data.
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8.9.5 Diagnostic

Software Upgrade Diagnostic

Backup and Restore
e | Hardware Test Mode Status

Reset

Operation Mode @@ :ictive
Logs

» Diagnostic °

Support

e | Self Test

e | Self Test Results

No Test Results

e | ADU Diagnostic

v Test Resuit Reason
Comms dle
IMU Sensor dle
AZ Motor dle
EL Motor die
CL Mator die
MPU Temperature dle
FEM Temperature dle
MoCA PHY dle
MPU PHY dle

Modem PHY die

BB RBBRERRB

Item Description
Diagnostic Executes antenna diagnosis test to check the antenna status.

Hardware Test Sets the hardware test function by toggling the activation button (Active/
Mode Status Inactive).

The activation button must be selected to the "Active" in the previous step.

Self Test
Click the Start button to run the self-test.

Self Test Results | Displays the self-test result.

® © | © |of

Executes the ADU diagnosis test to check each part of ADU status.

@

ADU Diagnostic | Select the ADU part to test by toggling the activation button (Enabled/Disable).
Click the Start button to run the test.

WARNING
While selecting the Active button in the Hardware Test Mode Activate menu, the system is in the hardware
test mode. Select the Inactive button for normal operation.
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8.9.6 Support

Software Upgrade Support
Backup and Restore
o e| Manual
Logs
iagnoshic
> Support o
No. | Item Description
@ | Support Downloads the User Guide.
@ | Manual The user guide file (.pdf) can be downloaded. Click the Download button.
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Chapter 9. Specification

9.1 Antenna Specification

Item Specification
Roll +28°/4s
Pitch +15°/3s

Ship’s Motion | Yaw +10°/5s
Turning rate 36°/sec and 12°/s?
Headway 30 knots
Frequency Band 750 MHz

MoCA Throughput

500 Mbps in 100 feet on LMR200

Return Loss

8 dB

Frequency Range

1626.5 ~ 1675.0MHz

Tx Module Output Power level

+34 dBm (2.5Watt)

Normal signal Gain

31 dB typ

ADU to BDU Cable (Antenna Cable)

Single Coaxial Cable

Antenna Power

48 V DC supplied from BDU over Coax Cable

Antenna Power Consumption

Antenna Power 48 Vdc Max 80 W, BDU Power Max 40 W

Radome Height

797 mm (31.4%)

Radome Diameter

@733 mm (28.9”)

Antenna Weight

29 kg (63.9 Ibs)

9.2 RF Specification

Item

Specification

Rx Frequency

1518.0 ~ 1559.0 MHz L-Band

Rx Gain

18 dB

G/T

-7.0dB/K

Tx Frequency

1626.5 ~ 1675.0 MHz L-Band

Tx Gain (Without Radome) 18 dB
EIRP 15.1 dBW
Polarization RHCP
Axial Ratio <4 dB
Antenna Motion -25 ~115°
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9.3 Below Decks Unit Specification

Item Specification

Size (W x D x H) 315 x 190 x 42 mm (12.4" x 7.5" x 1.7")

Weight 1.5 kg (3.3 Ibs) (Stand-alone Type)

LED Indicator 3 LEDs for Power, Tracking, Event

USB Port TBD

Ship’s Gyrocompass Interface TBD

GNSS TBD

SIM ;tffc,titg Push-Push type with locking User Authentication

Ethernet 4x RJ45 female (FB500) TCP/ IP connection 2 port PoE
RF Interface 1 ea, N Female Sub-System Connection to ADU
Analog 1 ea, RJ14 Female Analog Phone

GPIO 1 ea, (16 pins) General Purpose 1/0

Wi-Fi 1 ea, SMA Female (802.11 b/qg) External Wi-Fi Antenna

On/Off switch 1 ea., power switch or toggle type System Power Switch

Reset 1ea System Reset

1 ea Grounding 1ea Grounding

BDU Power Input

10.8 ~ 30 V DC, 120 W max

Web Interface

Embedded in BDU, available by Ethernet or Wi-Fi

9.4 Packing Specification

Item Specification

Size 176.0 cm x 168.0 cm x 167.5cm (L x W x H, 69.3" x 66.1" x 65.9")
Package

Weight 125kg (275.61bs)

9.5 Environmental Specification

Test Intellian Standard
Operational IEC-60945 (-25 °C to + 55 °C / Power On)
Temperature (ADU) Survival LlEr?c;r??fiiit(l-c;(;r St:’?e; 80 °C/Powered On and
Storage IEC-60945 (-40 °C to + 85 °C / Power off)
Operational IEC-60945 (-25 °C to + 55 °C)
Temperature (BDU) Survival IEC-60945 (-40 °C to + 80 °C)
Storage IEC-60945 (-40 °C to + 85 °C)
IEC-60068-2-30
Humidity Upper test Temp.: + 40 °C (-3), Humidity 98 %

Lower test Temp.: +15 °C (+3), Humidity 71 % ~ 78 %
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Test Intellian Standard
Random vibration of 1.05g rms in each of three mutually
Operational perpendicular axes. The spectrum of the vibration is as follows:
P 5 to 20 Hz: 0.02g%/Hz
20 to 150 Hz: -3dB/octave
Vibration Random vibration of 1.7g rms for a period of two hours in each of
of three mutually perpendicular axes (six hours total). The spectrum
Survival of the vibration is as follows:
5 to 20 Hz: 0.05g*/Hz
20 to 150 Hz: -3dB/octave
Shock (ADU) Operational Half sine, 20g/ 11 ms
Operational IEC-60068-2-27
P 10 g/11 ms, 20 g/7 ms
. . IEC-60721-3-6 Class 6M3
Shock (BDU) Survival (Transient) (10 g/11 ms, 30 g/6 ms, 50 g/3 ms)
Survival (Bump) IEC-60721-3-6 Class 6M3
P (25 g/6 ms)
Salt Mist Saline solution: 5 % NaCl, PH6.5t0 7.2 at 20 °C + 2 °C
Storage period: 7 Days (IEC-60945)
Wind Load 200 km/hr

Ingress Rating (ADU)

IP56 (Water Proofing: IEC-60529)

Ingress Rating (BDU)

IP31

107




FB500 - Marine Satellite Communication System

Chapter 10. Warranty Policy

Intellian systems are warranted against defects in parts and workmanship, these warranties cover THREE
(3) YEAR of parts and TWO (2) YEAR of factory repair labor to return the system to its original operational
specification.

Warranty periods commence from the date of shipment from Intellian facility, or date of installation which is
come sooner. Providing maximum 6 months Warranty additionally if submission of authorized form which is
described installation occurs within 6 months from the shipment date.

Intellian Technologies warranty does not apply to product that has been damaged and subjected to
accident, abuse, misuse, non-authorized modification, incorrect and/or non-authorized service, or to a
product on which the serial number has been altered, mutilated or removed. Intellian Technologies, will (at
its sole discretion) repair or replace during the warranty period any product which is proven to be defective
in materials or workmanship, in accordance with the relevant product warranty policy. All products returned
to Intellian Technologies, during the warranty period must be accompanied by a Service Case reference
number issued by the dealer/distributor from Intellian Technologies, and (where applicable) a copy of the
purchase receipt as a proof of purchase date, prior to shipment. Alternatively, you may bring the product to
an authorized Intellian Technologies, dealer/distributor for repair.
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Chapter 11. Appendix

11.1 Tightening Torque Specification

This table shows the recommended values of tightening torques.

Bolt Size Tightening Torque (N-m)
M2.5 1
M3 1.5
M4 3
M5 6
M6 12
M8 27
M10 50
M12 85
M14 130
M16 200
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11.2 Important Notice of Waterproofing Connector

11.2.1 Introduction

During antenna installation, it is important to ensure that once the cable is connected to the antenna, proper
waterproofing of the connector must b e done with a self-amalgamating tape.
If you need any assistance, please contact Intellian Technical Support (support@intelliantech.com).

11.2.2 Outline of Taping

Self-amalgamating tape comes with a protective,
plastic peel-away layer that allows the tape to rolled
and shipped. To waterproof a connector, you need w
to begin by peeling away a portion of this protective
plastic layer and then start wrapping the tape around
it.

11.2.3 Procedure

1. Connect the cable to the connector to be
fully secured.

CAUTION

« DO NOT over-tighten the connector, nuts, or screws when mounting the antenna to prevent any
damage.

« DO NOT leave any cables loosen and non-fixed, especially for those installed outside of the antenna.

2. Apply tape over the connetor.

It is important to wrap the cable onto itself and
the best practice is to wrap the tape over itself by
50%, meaning that once you wrap your first layer |
your second layer should overlap over half of the
first layer, and so on. This ensures that you get a
strong bond between the different layers of tape
that properly adhere to one another.

3. Ensure that the entire RF connector is taped up
as shown the picture right.
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WARNING
« Note that you cannot use ordinary electrical tape to waterproof the RF connector.
Only self-amalgamating tape is able to waterproof the connector properly.

« Failure to do so will result in rust and corrosion to the cable and its connector and this might end up
damaging the antenna.
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