March 8, 2018

Nemko: Kevin.Ma@nemko.com

Project Number: Sporton 820812_Aurizon_Ziosk_FCC
FCC ID: XOX-Z500

Product Name: Aurizon

Addendum to Request for Confidentiality

It is our understanding that the internal photos in the accompanying submission may be held
confidential long term under special conditions. Due to the fact that our device is used for credit
card payment and as such must implement security measures to protect this data, we have
designed in features that we would prefer not be disclosed or published. These include a
printed security mesh on the underside of our plastic enclosure, and tamper post footprints for
intrusion detection on the board that can be used to detect unauthorized entry. Internal photos
might offer clues to help determine how these features are implemented and how they might be
defeated. As these devices are used for credit card payment, we believe that information that
would make it easier to hack the device for criminal purposes should not be made public.

The payment module itself is a sealed unit; the two halves of the plastic enclosure are bonded
together with the PCB contained inside. There are no user accessible components inside the
device. Because opening the device renders it inoperable, we do not anticipate any sort of
servicing of the device by any personnel, trained, professional or otherwise. All failing devices
will be returned to the factory for refurbishment or disposal.

Therefore, we request that the internal photographs of the device be held confidential in order to
protect what we deem to be sensitive and proprietary information.

Dated this 8t day of March 2018.

By: —//“‘@

Printed Name: Viren Balar

Title: Chief Technology Officer

On behalf of: Tabletop Media LLC d/b/a Ziosk

Telephone: (214) 580-4844

12404 Park Central Drive ~ Suite 350 ~ Dallas, TX 75251





