Wireless Siren user manual
Mode: SRZ2100



Wireless alarm instructions

First, Wireless alarm components:

SRZ2100 X1
AC adapter X1
Changer line X1

Wireless alarms add network description:

1, Wireless alarm installed in a prominent, easy to alert local.

2, Alarm wireless adapter (output 5V/2A ) Access.

3, The adaptor 120VAC Connected to the power mains, 12VDC Output connector to plug in
the WI-FI/ZigBee GateWay Back DC12V .

4, Connect network cable WI-FI/ZigBee GateWay Back LAN Interface, and the other end
connected PC The network port.

5, Open IE Written on the address bar of the browser: 192.168.5.1 Click the Enter key to enter
WI-FI/ZigBee GateWay Login screen as shown below:
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6, WI-FI/ZigBee GateWay Login into your user name admin, Password 123456, Sign in
to the router. The following

figure:
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= Site contents:

. VPN Settings
8 Management
i Logout
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Device Status

This page shows the current status and some basic settings of the device.
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IPv4 LAR Configuration

Attain IP Protocol
IP Address
Subnet Nask
DHCF Server
NAC Address

Fixed IP

192. 168. 5.1
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7,Click on the Site contents->ZigBee--> Access Control The following figure:
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ZigBee Access Control

This table shows the senszor nodes” MAC address and signal strength
nearby. Tou can select any nodes {at most 32) in the list so az to
control and manage them by the remote server implicitly. Thisz table
will tell wou the neighbour nodes nearby (up to A4).
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8, If the new sensors join WI-FI/ZigBee GateWay Successful displays like the one above,

such as the join does not succeed then the power adapter, and then power on again.



9, NO Says how many sensors are successfully joined the network in the list, select
the sensor data to the Tablet client ALLOW Tick to select:

ZigBee Access Control

This table shows the sensor nodes’ MAC address and signal strength
nearby. Tou can select any nodes (at most 32) in the list =0 asz to
control and manage them by the remote zerwver implicitlw. Thiz table
will tell wou the neighbour nodes nearby (up to 647.
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10. the ZigBee Access Control interface, click on the Apply Changes button as shown

below:
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HES Settings

! Thiz table shows the sensor nodes’ MAC address and signal strength

8 Basic Settings nearby. Tou can select any nodes (at most 32) in the list =0 as to
B Access Control control and manage them by the remote server implicitly. This table

B Upgrade Firmware will tell wou the neighbour nodes nearby (up to 64).
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11. exit the WI-FI/ZigBee GateWay settings, sensor back to electricity, you can
display the newly added device Tablet client.



FCC Statement

This equipment has been tested and found to comply with the limits for a Class
B digital device, pursuant to part 15 of FCC Rules. These limits are designed
to provide reasonable protection against harmful interference in a residential
installation. This equipment generates and can radiate radio frequency energy
and, if not installed and used in accordance with the instructions, may cause
harmful interference to radio communications. However, there is no guarantee
that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try
to correct the interference by one or more of the following measures:

--Reorient or relocate the receiving antenna.

--Increase the separation between the equipment and receiver.

--Connect the equipment into an outlet on a circuit different from that to

which the receiver is connected.

--Consult the dealer or an experienced radio/TV technician for help.
This device complies with Part 15 of FCC Rules. Operation is subject to the
following two conditions: (1) This device may not cause harmful interference,
and (2) This device must accept any interference received, including
interference that may cause undesired operation.

Note: The manufacturer is not responsible for any radio or TV interference
caused by unauthorized modifications to this equipment. Such modifications
could void the user’s authority to operate this equipment.

Any Changes or modifications not expressly approved by the party responsible
for compliance could void the user's authority to operate the equipment.

SAR Statement

This device is measured RF output power is less than the SAR exclusion
threshold value for human head and body. Therefore, SAR test is not

necessary.



