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Chapter 1 - Getting to Know DSL-2120/2120W

Your DSL-2120/2120W integrates high-speed 10/100Mbps auto-negotiating LAN
interface(s), USB port and a high-speed ADSL port. The DSL-2120/2120W is perfect for
making LAN-to-LAN connections to remote networks and for high-speed Internet browsing.
The DSL-2120/2120W provides lightning-fast Internet access to multiple users by combining
Direct Subscriber Line (DSL) and Network Address Translation (NAT).

The Web-based Graphical User Interface (GUI) allows easy management and is not

dependent on any single operating system to use.

1.1 Features of the DSL-2120/2120W

> High Speed Internet Access

The DSL-2120/2120W ADSL 2/2+ router support downstream transmission rates of up to
24Mbps and upstream transmission rates of 1Mbps.
> PPPOE Support (RFC2516)

Point-to-Point Protocol over Ethernet (PPPoE) emulates a dial-up connection. It allows
your Internet Service Provider (ISP) to use its existing network configuration with newer
broadband technologies such as ADSL. The PPPoE driver on the DSL-2120/2120W is
transparent to the computers on the LAN. Computers see only Ethernet and are not aware of
PPPoE; you don’t have to manage PPPOE clients on individual computers.
> Network Address Translation (NAT)

Network Address Translation (NAT) allows the conversion of an Internet protocol (IP)
address used within one network, such as a private IP address used in a LAN, to a different IP
address known within another network, such as a public IP address used on the Internet.

» Universal Plug and Play (UPnP)

Using the standard TCP/IP protocol, the DSL-2120/2120W and other UPnP enabled
devices can dynamically join a network, obtain an IP address and convey its capabilities to
other devices on the network.
> 10/100M Auto-negotiation Ethernet/Fast Ethernet Interface

Auto-negotiation allows the DSL-2120/2120W to detect incoming transmissions’ speeds
and make necessary adjustments without manual intervention. It also allows data transfer
rates of either 10 Mbps or 100 Mbps, in either half-duplex or full-duplex mode, depending on
your Ethernet network.
> Dynamic DNS Support

With Dynamic DNS support, you can have a static hostname alias for a dynamic IP

address, allowing the host to be more easily accessed from other locations on the Internet.
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You must register for this service with a Dynamic DNS client.
>  Multiple PVC (Permanent Virtual Circuit) Support
Your DSL-2120/2120W supports up to 8 PVCs.
» ADSL Standards
¢  Compliant to ITU-T G.992.1 (G.dmt), G.992.3 (ADSL2), G.992.4, and G.992.5
(ADSL2+) Annex A, B, 1, J,L,and M
¢  Supports Multi-Mode standard (ANSI T1.413, Issue 2; G.dmt (G.992.1); G.994.1
and G.996.1 (for ISDN only); G.991.1; G.lite (G992.2))
Supports OAM F4/F5 loop-back, AIS and RDI OAM cells
ATM Forum UNI 3.1/4.0 PVC
Supports up to 8 PVCs (UBR, CBR, VBR)
Multiple Protocols over AAL5 (RFC 1483)
PPP over AAL5 (RFC 2364)
PPP over Ethernet (RFC 2516)
» DHCP Support
Dynamic Host Configuration Protocol (DHCP) allows individual clients (computers) to get
TCP/IP configuration information at start-up from a DHCP server. The DSL-2120/2120W has

.
.
.
.
.
.

its built-in DHCP server capability enabled by default. It can assign IP addresses, an IP default
gateway and DNS servers to DHCP clients. The DSL-2120/2120W can also act as a substitute
DHCP server (DHCP Relay), relaying IP address assignment from the actual DHCP server to
the clients.

» IP Alias

IP Alias allows you to partition a physical network into logical networks over the same
Ethernet interface. The DSL-2120/2120W can support up to 3 logical LAN interfaces through
its physical Ethernet interface with the DSL-2120/2120W acting as the gateway for each
network.

» IP Policy Routing (IPPR)

Normally, routing is based only on the destination address; the router forwards the packet
along the shortest path. IP Policy Routing (IPPR) is a method to override this routing behavior
and change the forwarding path based on policies defined by the network administrator.

» Protocol Support
¢  Point-to-Point Protocol (PPP) link layer protocol
- PPP over PAP (RFC 1334)
- PPP over CHAP (RFC 1994)

¢ RIPI/RIPII
. IGMP Proxy
. ICMP support
¢  MIB Il support (RFC 1213)
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. PPPoE feature
- PPPoOE idle time out
- PPPoE dial on demand
» Networking Compatibility
The DSL-2120/2120W is compatible with major ADSL Digital Subscriber Line Access
Multiplexer (DSLAM) providers.
»  Multiplexing
The DSL-2120/2120W supports VC-based and LLC-based multiplexing.
» Encapsulation
The DSL-2120/2120W supports PPP over ATM Adaptation Layer 5 (PPPoA, RFC 2364),
RFC 1483 encapsulation over ATM, MAC encapsulated routing (ENET Encapsulation) as well
as PPP over Ethernet (RFC 2516).
» Network Management
¢ Embedded Web Configurator
¢ Command Line Interpreter (CLI)
¢  Simple Network Management Protocol (SNMP) manageable
¢  DHCP Server/Client
¢ Built-in Diagnostic Tools
¢ Syslog
¢ TFTP/FTP server, firmware upgrade and configuration backup/support supported
» Diagnostics Capabilities
The DSL-2120/2120W can run self-diagnostic tests. These tests check the status of
the following:
- LAN port
- ADSL circuitry
-  RAM
- FLASH memory
»  Filters
The DSL-2120/2120W's packet filtering abilities gives added network security and
management.
» Ease of Installation
The DSL-2120/2120W is designed for fast, simple installation.

1.2 Applications for the DSL-2120/2120W

Here are some uses that the DSL-2120/2120W is suitable for:

Proprietary & Confidential Page 8 of 86
Revision: V1.0 Apr. 23, 2008



1.2.1 Accessing the Internet

The DSL-2120/2120W is an ideal high-speed Internet access solution. It supports the
TCP/IP protocol, which the Internet uses exclusively. The DSL-2120/2120W is compatible with
all major ADSL DSLAM providers. A DSLAM is a group of ADSL line cards with data
multiplexed into a network interface/connection, such as T1, OC3, DS3, ATM or Frame Relay.
It is similar to an ADSL modem rack.

An example Internet access application is shown below.
lil 10/100M
_ Ethernet

N\peees !
@ UsB
[ ]

(DSL-2120W Only)

] 10/100M é”&
Ethernst \'\ DSL-2120W ‘

INTERNET

INTERMNET

Isp

1.2.2 Making LAN to LAN Connections

The DSL-2120/2120W can be used to connect two physically distant networks through

the ADSL line. An example LAN-to-LAN connection is shown below.

mnuom

10/100M
Ethernet DSL H20W DSL-2120 Ethernet .
LX) \[WI-_
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Chapter 2 - Introducing the Web Configurator

Your DSL-2120/2120W can be managed from anywhere with the embedded Web
configurator using a Web browser, such as Microsoft Internet Explorer or Netscape Navigator.
Internet Explorer 6.0 and later or Netscape Navigator 7.0 and later versions with JavaScript

enabled should be used. A screen resolution of 1024 by 768 pixels is recommended.

2.1 Accessing the DSL-2120/2120W Web Configurator

Step 1. Ensure that the DSL-2120/2120W is properly connected.

Step 2. Prepare your computer/computer network to connect to the DSL-2120/2120W.

Step 3. Launch your Web browser.

Step 4. Enter "192.168.1.1" as the URL.

Step 5. The Connect to 192.168.1.1 window will open. Enter your User name (“admin” is the
default) and Password (“1234” is the default), and then click on OK.

DsL-2120
User name: [ 5} v
Password:
[CJRemember my password
[ ok || concel |

Step 6. You should now see the Web configurator.

2.2 Navigating the DSL-2120/2120W Web Configurator

Steps to navigate the Web Configurator from the Site Map are summarized below.
Click on Quick Start to begin a wizard that helps to configure your DSL-2120/2120W.
Click on Interface Setup to configure Internet and LAN DSL-2120/2120W functions.
Click on Advanced Setup to configure advanced DSL-2120/2120W features.

Click on Access Management to manage Internet access options.

YV V. V V V

Click on Maintenance to set a hew password, to set the time zone, to upgrade or reload
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firmware and to run diagnostic tests on the DSL-2120/2120W.
» Click on Status to see DSL-2120/2120W device information, system logs and
performance statistics.

»  Click on Help to see available help topics.

Quick Interface Advanced Access

- - - Maintenance Hel
Start Setup Setup Management fatitEhane P

Device Information

Firrmwware Yersion: 2.11 BOUED.C2)3.7 61
MAC Address : 0014200100613

IP Address: 192.168.1.1
Subnet Mask : 2552552550
DHCP Server : Enahled

Wirtual Circuit © | PYWC0 | w
Status Mot Connected
Connection Type : Bridge
P Address : M
Subnet Mask ;ML
Defaultt Gateway © M
DS Server : bk

ADSL

ADSL Firmwyare Wersion : Pw'er: 3.7 6.1 _A_TC3085 Hw'er:T14 F7_3.0
Line State : Down

hdrrdnl=tinm - hdoti-hdnde

2.3 Resetting the DSL-2120/2120W

If you should forget your password, or if you can’t gain access to the DSL-2120/2120W,
you will have to reload the factory-default configuration file or use the RESET button on the
back of the DSL-2120/2120W device to regain access. Uploading the default configuration file
replaces the current configuration file. You will lose all your previously-saved configurations.

The password will also be reset to “1234".

2.3.1 Using The Reset Button

Step 1. Make sure the SYS LED is on and not blinking.

Step 2. Press and hold the RESET button for five seconds, and then release it. When the SYS
LED begins to blink, the default configurations have been restored and the
DSL-2120/2120W will then restart.
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Chapter 3 - The Quick Start Wizard

Use the Quick Start wizard to configure your system settings. Your ISP may have

configured some of the fields in the wizard for you.

. Inierface Advanced Access .
Quick Z Setup Setup Management Maintenance Siatus Help
Start

This ADSL Router is ideal for home networking and small business networking. The
“Quick Start’ wizard will guide you to configure the ADSL router to connect to your ISP
(literned Serdce Provider ), The rouler's easy Quick Start will allow you 1o have liternet
access within mimdes, Please follow the "Quick Start” wizard step by step to configure
e ADSL Roater.

Click on the RUN WIZARD button to start the Quick Start wizard. The Quick Start wizard

will open a new browser window with the following screen.

Quick Start

The Wizard will guide you through these four quick steps. Bedin by clicking on HEXT.
Step 1. Set your nesw password
Step 2. Choose your time zone
Step 3. Set your Internet connection
Step 4. Re-ztart wour ADSL router

Click on NEXT to continue, or on EXIT to exit the wizard without saving.

3.1 Setting a New Password

This screen helps you set a new password, replacing the default password.
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Quick Start - Password

You may change the admin account password by entering in a new passward. Click HEXT
to continue.

Mewy Passward | |

Confirmed Passwoard | |

(o) (et (o]

The following table describes the labels in this screen.

LABEL DESCRIPTION
New Password Enter the password you wish to use here
Confirmed Password Enter the password again to confirm

Click on BACK to return to the previous screen, on NEXT to continue, or on EXIT to exit

the wizard without saving.

3.2 Choosing the Time Zone

This screen helps you set the time zone for your DSL-2120/2120W.

Quick Start - Time Zone

Select the appropriate time zone for your location and click HEXT to continue.

| [GMTY Greenwvich Mean Time : Dukling Edinburgh, Lisbon, London W |

[ock ) vt (e

Select the appropriate time zone for your location from the dropdown list. Click on BACK

to return to the previous screen, on NEXT to continue, or on EXIT to exit the wizard without

saving.
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3.3 Setting the ISP Connection Type

This screen helps you select, then configure, your ISP connection type.

Quick Start - ISP Connection Type

Select the internet conmection type to connect to vour ISP, Click HEXT to cortinue.

. ] Choose this option to obtain a IP address automatically from
W& Dynamic P Address

waur 1SP.
—~ ] Choose this option to set static IP information provided to you
L Static IP Address by your ISP
—~ Choose this option it your 15P uses PPPoEFPPPoL. (For most
PPPoEFPPPOA DSl USEFS)

-f:::- Bricdge Maode Choose this option if vour 15P uses Bridge Mode.

| Back | | NEXT | [ExIT |

Select the Internet connection type you use to connect to your ISP. Click on BACK to
return to the previous screen, on NEXT to continue, or on EXIT to exit the wizard. The
following screen will vary depending on which connection type you chose. Each screen is

explained below.

3.3.1 Configuring Dynamic IP Address

A dynamic IP address connection requests a new IP address from your ISP each time

you connect to it.
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Quick Start - Dynamic IP

Please =elect the dynamic connection provided to yvou by your ISP, Click Hext to continue.

WP |0 (O~255)
WO |33 [1~B5535)
Connection Type: | 1483 Bridged IP LLC b

| Baci | | NEXT | [ExIT |

The following table describes the labels in this screen.

LABEL DESCRIPTION
VPI Enter the VPI here. VPI can range from 0 to 255.
VCI Enter the VCI here. VCI can range from 1 to 65535.
Connection Type Select your connection type from the dropdown list.

Your ISP should provide the above information. Click on BACK to return to the previous

screen, on NEXT to continue, or on EXIT to exit the wizard without saving.

3.3.2 Configuring Static IP Address

A static IP address connection uses the same IP each time you connect to your ISP.
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Quick Start - Static IP Address

Enter the static IP information provided ta you by vour 2P, Click HEXT to continue.

PRI (0 (O~255)
YOI |33 (1~65535)
P Address: |0.0.0.0
Subnet mask: |0.0.0.0
ISP Gatesway: (0.0.00

Connection Type: | 1483 Routed IP LLC{IPoA)

| Basck | | NEXT | [ExIT |

The following table describes the labels in this screen.

LABEL DESCRIPTION
VPI Enter the VPI here. VPI can range from 0 to 255.
VCI Enter the VCI here. VCI can range from 1 to 65535.
IP Address Enter the IP address here.
Subnet Mask Enter the Subnet Mask here.
ISP Gateway Enter the ISP Gateway here.
Connection Type Select your connection type from the dropdown list.

Your ISP should provide this information. Click on BACK to return to the previous screen,

on NEXT to continue, or on EXIT to exit the wizard without saving.

3.3.3 Configuring PPPoE

PPPoE provides access control and billing functionality in a manner similar to dial-up
services using PPP. The DSL-2120/2120W bridges a PPP session over Ethernet (PPP over
Ethernet, RFC 2516) from your computer to an ATM Permanent Virtual Circuit (PVC) that
connects to the ADSL Access Concentrator, where the PPP session terminates. A single PVC
can support any number of PPP sessions from your LAN. For more information on PPPoE, see

the appendix.
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Quick Start - PPPoE/PPPoA

Erter the PPPoEPPPoL information provided to yvou by wour [P, Click HEXT to continue.

=ername:

Password:
R0 (0~255)
WL |33 (1~B5535)

Connection Type: | PPPoE LLC W

| Back | | NEXT | [ExIT |

The following table describes the labels in this screen.

LABEL DESCRIPTION
Username Enter your username here.
Password Enter your password here.
VPI Enter the VPI here. VPI can range from 0 to 255.
VCI Enter the VCI here. VCI can range from 1 to 65535.
Connection Type Select your connection type from the dropdown list.

Your ISP should provide the above information. Note that you must enter the user name
exactly as your ISP assigned it. If the assigned name is in the form of user@domain where
domain identifies a service name, enter it exactly as given. Click on BACK to return to the

previous screen, on NEXT to continue, or on EXIT to exit the wizard without saving.

3.3.4 Configuring PPPoA

Point-to-Point Protocol over ATM Adaptation Layer 5 (AAL5) (PPPoA) provides access
control and billing functionality in a manner similar to dial-up services using PPP. The
DSL-2100 encapsulates the PPP session based on RFC1483 and sends it through an ATM
PVC to the ISP’s DSLAM. Please refer to RFC 2364 for more information on PPPoA. Refer to
RFC 1661 for more information on PPP.
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Quick Start - PPPoE/PPPoA

Erter the PPPoEPPPoL information provided to yvou by wour [P, Click HEXT to continue.

=ername:

Password:
R0 (0~255)
WL |33 (1~B5535)

Connection Type: | PPPo& LLC W

| Back | | NEXT | [ExIT |

The following table describes the labels in this screen.

LABEL DESCRIPTION
Username Enter your username here.
Password Enter your password here.
VPI Enter the VPI here. VPI can range from 0 to 255.
VCI Enter the VCI here. VCI can range from 1 to 65535.
Connection Type Select your connection type from the dropdown list.

Your ISP should provide the above information. Note that you must enter the user name
exactly as your ISP assigned it. If the assigned name is in the form of user@domain where
domain identifies a service name, enter it exactly as given. Click on BACK to return to the

previous screen, on NEXT to continue, or on EXIT to exit the wizard without saving.

3.3.5 Configuring Bridge Mode

RFC 1483 explains two methods for Multiprotocol Encapsulation over AAL5. The first
method allows multiplexing of multiple protocols over just one ATM virtual circuit (LLC-based
multiplexing). The second method assumes that each individual protocol is carried over a
separate ATM virtual circuit (VC-based multiplexing). Please refer to RFC 1483 for more

information.
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Quick Start - Bridge Mode

Enter the bridge information provided to you by your ISP, Click HEXT to continue.

WP |0 (O~255)
WO |33 [1~B5535)
Connection Type: | 1483 Bridged IP LLC b

| Baci | | NEXT | [ExIT |

The following table describes the labels in this screen.

LABEL DESCRIPTION
VPI Enter the VPI here. VPI can range from 0 to 255.
VCI Enter the VCI here. VCI can range from 32 to 65535.
Connection Type Select your connection type from the dropdown list.

Your ISP should provide the above information. Click on BACK to return to the previous

screen, on NEXT to continue, or on EXIT to exit the wizard without saving.

3.3.6 Multiplexing

Two conventions identify what protocols a virtual circuit (VC) is carrying. Be sure to use

the multiplexing method your ISP requires.

3.3.6.1 VC-based Multiplexing

In VC-based multiplexing, by prior mutual agreement, each protocol is assigned to a
specific virtual circuit. For example, VC1 carries IP, etc. VC-based multiplexing may be
dominant in environments where dynamic creation of large numbers of ATM VCs is fast and

economical.

3.3.6.2 LLC-based Multiplexing

In LLC-based multiplexing, one VC carries multiple protocols with protocol-identifying

information contained in each packet header. While this method requires extra bandwidth and
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processing overhead, this method may be advantageous if it is not practical to have a separate
VC for each carried protocol; for example, if charging heavily depends on the number of

simultaneous VCs.

3.3.7 VPl and VCI

Be sure to use the Virtual Path Identifier (VPI) and Virtual Channel Identifier (VCI)
numbers assigned to you. The valid range for the VPl is 0 to 255. The valid range for the VCl is

32 to 65535. 0 to 31 is reserved for local management of ATM traffic.

3.4 Finishing the Wizard

Quick Start Complete !

The SetupWizard has completed. Click on BACK to modity changes or mistakes. Click HEXT
to =ave the current settings.

[ock ) vt (e

The Quick Start wizard now has all the information it needs. Click on BACK to make
changes or correct mistakes. Click on NEXT to save the current settings. Click on EXIT to exit

the wizard without saving.

Quick Start Completed !!

Saved Changes.

[close |

Your changes have been saved. Click on CLOSE. The Quick Start wizard window will

close.
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Chapter 4 - The Interface Setup Screens

The Interface Setup screens help you connect your DSL-2120/2120W to the Internet and

to your local network.

4.1 Interface Setup Overview

The physical connections determine whether the DSL-2120/2120W ports are local area
network (LAN) ports or wide area network (WAN) ports. There are two kinds of IP networks.
The local, private kind is the LAN network; the global, public kind is the WAN network. The
following illustration shows the relationship between the DSL-2120/2120W and the two
different networks.

A LAN is a shared communication system to which many computers are attached. A LAN
is generally limited to the immediate area, usually the same building or floor of a building.

A WAN is an outside connection to another network or to the Internet.

5
N

Theinteflace tothe
e, Lﬁ-hls Ethemeat ' i

wan )

The interiacé to he
Internel or ayemate
node is the ADSL pord

4.2 The Internet Screen

The Internet screen allows you to set up how your DSL-2120/2120W connects to the
Internet. If you already ran the Quick Start wizard, the information you provided to the wizard
should be entered into the fields already. When you are done making changes, click on the

SAVE button to save your changes.
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4.2.1 ATM VC & QoS

Asynchronous transfer mode (ATM) is a protocol that arranges data into small,
uniform-sized cells with VCI data, as opposed to variable-sized data packets. ATM settings are
used to connect to your ISP. Your ISP provides your VPI and VCI setting information. You can
configure up to 8 virtual circuits (VC), each using different encapsulations, if you apply for 8
different VCs from your ISP. You must activate each VC for it to take effect. For permanent
virtual circuit (PVC) management, you can use ATM Quality of Service (QoS) to set up each

PVC traffic line's priority.

ATM VC

Wirtual Circult - | PVWCD W [ P%iCs Summaty ]

Ststus: (&) activated O Deactivated

WPl |0 (range: O~255)
WClo |33 (range: 1~E5535)
QoS
ATM Qo= | UBR W
PCR: |0 cellsizecond
SCR: cellzfzecond
MBS cellz

The following table describes the labels in this screen.

LABEL DESCRIPTION
Virtual Circuit Select the PVC you wish to modify.
Status Each PCV can be toggled Activated or Deactivate.
VPI Enter your VPI number here.
VClI Enter your VCI number here.
ATM QoS Select the QoS type for the PVC in question from the dropdown list.
PCR Enter the PCR here. For all QoS types.
SCR Enter the SCR here. Only for rtVBR and nrtVBR.
MBS Enter the MBS here. Only for rtVBR and nrtVBR.

The PVCs Summary button opens a hew window that displays the current PVC settings.
Peak Cell Rate (PCR) is the maximum rate at which the sender can send cells. This
parameter may be lower (but not higher) than the maximum line speed. 1 ATM cell is 53 bytes
(424 bits), so a maximum speed of 832 Kbps gives a maximum PCR of 1962 cells/sec. This

rate is not guaranteed because it is dependent on the line speed.
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Sustained Cell Rate (SCR) is the mean cell rate of a bursty, on-off traffic source that can
be sent at the peak rate, and a parameter for burst-type traffic. SCR may not be greater than
the PCR; the system default is O cells/sec.

Maximum Burst Size (MBS) is the maximum number of cells that can be sent at the PCR.
After MBS is reached, cell rates fall below SCR until cell rate averages to the SCR again. At
this time, more cells (up to the MBS) can be sent at the PCR again.

The following figure illustrates the relationship between PCR, SCR and MBS.

g
gl
T
]
PCR. |-
SCR E |
> PN Time -
MBS MBS

CBR is for connections that support constant rates of data transfer. The only parameter
you need to worry about in CBR is PCR.

UBR is for connections that have variable traffic. The only parameter you need to worry
about in UBR is PCR.

rtVBR is for connections that, while having variable traffic, require precise timing between
traffic source and destination. PCR, SCR and MBS must all be set for rtVBR.

nrtVBR is for connections that have variable traffic, do not require precise timing, but still

require a set bandwidth availability. PCR, SCR and MBS must all be set for nrtVBR.

4.2.2 Encapsulation

ISP (&) Dynamic IP Address
O Static IP Address
O PPPOAPFROE
{:} Bridge Mode

Select the encapsulation protocol your ISP uses. The following section will vary

depending on which encapsulation protocol you select.
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4.2.2.1 Dynamic IP Address

Encapsulation : | 1483 Bridged PP LLC |
Bridge Interface . % activated ' Deactivated
nat: [Enae =]
Default Route : €8 vee £ Ng
TCP MTU Option : TCP |.1—u.c::|efaun;:|0 bytes
Dynamic Route : | RIP1 ﬂ[;irgcﬁcnlrlcne LI
Multicast : m

MAC Speefing: € Enabled © Disabled

The following table describes the labels in this screen.

LABEL DESCRIPTION
Encapsulation Select your encapsulation type from the dropdown list.
Bridge interface Select whether Bridge interface is activated or deactivated.
NAT Select whether NAT is Enabled or Disabled.
Default Route Select whether this PVC will be the default route for Internet data.
TCP MTU Option Enter you TCP MTU bytes here. (Default is 0 bytes)
Dynamic Route Select the RIP type and direction from the dropdown lists.
Multicast Select the multicast protocol you wish to use from the dropdown list.

4.2.2.2 Static IP Address

Encapsulation : | 1483 Routed IP LLC{IPoA) |
Static IP Address © |0.0.0.0

IP Subnet Mask : [0.0.0.0

Gateway ; |0.0.0.0
NAT : | Enable |

Default Route: &) ves (O Neo
TCP WMTU Option : TCP MTU(C:defautt) |0 bytes
Dynamic Route : | RIP1 % | Direction | Both A

Multicazt : | Dizabled W

The following table describes the labels in this screen.

LABEL DESCRIPTION
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Encapsulation

Select your encapsulation type from the dropdown list.

Static IP Address

Enter the static

IP Address here.

IP Subnet Mask

Enter the IP Subnet Mask here.

Gateway

Enter the Gateway address here.

NAT

Select whether

NAT is Enabled or Disabled.

Default Route

Select whether this PVC will be the default route for Internet data.

TCP MTU Option

Enter you TCP MTU bytes here. (Default is 0 bytes)

Dynamic Route

Select the RIP type and direction from the dropdown lists.

Multicast

Select the multicast protocol you wish to use from the dropdown list.

Your ISP should provide the above information.

4.2.2.3 PPPoOE/PPPOA

PPPoE/PPPoA

Connection Setting

IP Address

Username :

Pazzword :

Encapsulation :

Half Bridge :

Connection :

TCP MSE Option :

Get IP Address :

PPPoE LLC w

O Activated & Deactivated

O Always On (Recommended)

'@' Connect On-Demand (Clese if idle for |0

O Connect Manually
TCP MSS(0:defautt) |0 bytes

O Static '@' Dynamic

Static IP Address

IP Subnet Mask :

Gatsway :

MAT :

Default Route
TCP MTU Option

Dwnamic Route :

Multicast ;

Enable |

: '@' fes O No

I TCP MTU{O:defautt) |0 bytes
RIP1  |» | Direction | Both b
Dizabled

The following table describes the labels in this screen.

minutes

LABEL

DESCRIPTION

Username

Enter your username here.

Password

Enter your password here.
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Encapsulation

Select your encapsulation type from the dropdown list.

Bridge interface

Select whether Bridge interface is activated or deactivated.

Connection

Select whether your connection is always on or if it connects on
demand. If on demand, specify how many minutes the connection may

be idle before it disconnects.

TCP MSS Option

Enter the TCP MSS you wish to use here.

Get IP Address

Choose whether the TC3162 EVM obtains the IP address statically or

dynamically.

Static IP Address

Enter the static IP address here. Only if you chose Static above.

IP Subnet Mask

Enter the IP subnet mask here. Only if you chose Static above.

Gateway

Enter the gateway here. Only if you chose Static above.

NAT

Select whether NAT is Enabled or Disabled.

Default Route

Select whether this PVC will be the default route for Internet data.

TCP MTU Option

Enter you TCP MTU bytes here. (Default is 0 bytes)

Dynamic Route

Select the RIP type and direction from the dropdown lists.

Multicast

Select the multicast protocol you wish to use from the dropdown list.

Your ISP should provide the above information. Note that you must enter the user name

exactly as your ISP assigned it. If the assigned name is in the form of user@domain where

domain identifies a service name, enter it exactly as given.

4.2.2.4 Bridge Mode

Bridge Mode

Encapsulation ; | 1483 Bridged IP LLC w

The following table describes the labels in this screen.

LABEL

DESCRIPTION

Encapsulation

Select your encapsulation type from the dropdown list.

4.3 The LAN Screen

The LAN screen allows you to set up how your DSL-2120/2120W connects to your LAN.

When you are done making changes, click on SAVE to save your changes or CANCEL to reset

the fields to their original states.
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Router Local IP

|P Address ; [182.168.1.1
IP Subnet Mask : [255.255.255.
Dwnamic Route : | RIP2-B | % | Direction | Mone b
Multicast : | Dizabled |»
IGMP Snoep © (&) Dizabled O Enabled
DHCP

DHCP: &) Disabled O Enabled O Relay

| save [ canceL |

4.3.1 Router Local IP

Router Local IP

IP &ddress: 192465811
[P Subnet Mask @ |255.255.2550
Dynamic Route : | RIP2-B % | Direction | Mone W
Multicast : | Dizabled

The following table describes the labels in this screen.

LABEL DESCRIPTION
IP Address Enter the IP address you wish to use with your LAN here.
IP Subnet Mask Enter the IP subnet mask you wish to use with your LAN here.
Dynamic Route Select the Routing Information Protocol (RIP) you wish to use from the

dropdown list and the direction you want from the dropdown list. The

RIP and direction options are described below.

Multicast Select the multicast protocol you wish to use from the dropdown list.

4.3.1.1 Explaining RIP Setup

Routing Information Protocol (RIP) allows a router to exchange routing information with
other routers. The RIP Direction field controls how RIP packets are allowed to enter and leave
the router. Selecting Both means the DSL-2120/2120W will broadcast its routing table and
incorporate the RIP information that it receives. Selecting “In Only” means the
DSL-2120/2120W will only accept RIP packets received, not send RIP packets. Selecting “Out
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Only” means the DSL-2120/2120W will only send RIP packets, not accept any RIP packets
received. Selecting “None” means the DSL-2120/2120W will not send any RIP packets nor will
it accept any RIP packets received.

The Dynamic Route field controls the format and the broadcasting method of RIP packets
that the DSL-2120/2120W sends. It recognizes both formats when receiving packets.

RIP-1 is universally supported, but RIP-2 carries more information. RIP-1 is adequate for
most networks. Only consider RIP-2 if your network has unusual topology.

Both RIP-2B and RIP-2M sends the routing data in RIP-2 format. RIP-2B uses subnet

broadcasting while RIP-2M uses multicasting.

4.3.2 Introducing DHCP

Dynamic Host Control Protocol (DHCP), when enabled, gives out IP addresses to a
device that requests an IP address to be logged on to the network as it boots up. A device
must be configured as a DHCP client to obtain the IP address automatically. The DHCP
address pool contains the range of the IP address that will automatically be assigned to the

clients on the network.

DHCP

The following table describes the labels in this screen.

DHCP: (3 Disabled () Enabled O Relay

LABEL DESCRIPTION

DHCP Select whether DHCP is Disabled, Enabled or Relay.

The next screen will vary depending on the DHCP option you selected.

4.3.3 Enabled DHCP

The following screen will appear if you selected Enabled in the DHCP Server field.
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DHCP

DHCP Server

DHCP . (O Disabled (&) Enabled O Relay

Starting IP Address @ (0.0.0.0
IP Poal Court © |52
Leaze Time : |0 seconds (0 sets to default value of 2592007
DHS
DMZ Relay : | Use Auto Discovered DNS Server Only (%
Primary DMS Server
Secaondary DNS Server

The following table describes the labels in this screen.

LABEL DESCRIPTION

Starting IP Address Enter the starting IP address you wish to use as the DHCP server's IP
assignment.

IP Pool Count Enter the maximum user pool size you wish to allow.

Lease Time Enter the amount of time you wish to lease out a given IP address.

DNS Relay Select the DNS relay option you wish to use from the dropdown list.

Primary DNS Server Enter the primary DNS server IP address you wish to use. For user
discovered DNS only.

Secondary DNS Server Enter the secondary DNS server IP address you wish to use. For user
discovered DNS only.

If you don't want to use the DNS Relay option, set the DNS relay to “Use User
Discovered DNS Server Only” and set both Primary and Secondary DNS Servers to “0.0.0.0".

4.3.4 Relay DHCP

The following screen will appear if you selected Relay in the DHCP Server field.

DHCP

DHCP Relay

DHCP: () Disabled () Enabled (2) Relay

DHCP Zerver IP for Relay anno
Agent

The following table describes the labels in this screen.

LABEL DESCRIPTION
DCHP Server IP for Relay Agent Enter the IP address for the DHCP relay agent.
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A DHCP relay is a computer that forwards DHCP data between computers that request
IP addresses and the DHCP server that assigns the IP addresses. If the DHCP Relay option is
enabled, DHCP requests from local PCs will be forwarded to the DHCP server that runs on
WAN side. For this function working properly, you must run it on router mode only; disable the

DHCP server on the LAN port and make sure the routing table has the correct routing entry.

4.4 The Wireless LAN Screen (for DSL-2120W only)

The wireless LAN Screen includes some basic configurations. The complexity of wireless
LAN depends on the network environment. That is, wireless LANs are simple while two
computers with wireless LAN cards communicate in a peer-to-peer network, though they still
need more complicated setting as there are a number of computers with wireless LAN card

communicating through access points which bridge network traffic to the wired LAN.

Quick Advanced Access Maintenance Status Help
Start Setup Management ) I

Access Point Settings

Access Point: % activated (' Deactivated

Channel: | UNITED STATES lloe =|current channet |

Beacon Interval : IIEC (range: 20~1000}
RTSICTS Threshold : [2347 (range: 1500~2347)
Fragmentation Threshold : [2348 (range: 255~2348, even numbers only)
OTIM : 1—|rar|gs: 1~255)

80211 big : [202.116+g 7|

Multiple 55ID= Settings
SSID Index : I 1 vl

23D [Wirsless ADSL2+

Broadcast S50 % yveg £ g

Authentication Type ; IBiaabIsd 'I

Wireless MAC Address
Filter

Active: € Activated ™ Deactivated
Action : mths follow Vireless LAN station(s) association.
lac Address #1: W
lac Address 22 IW
lac Address %3 IW
lac Address 24 IW
lac Address 27 IW
lac Address %8 : IW

SA\.-‘El CAMNCEL |

o om
0o
L

=Y
S
= 3
oo
W
W
L
o oon
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4.4.1 Access Point Settings

The following table describes the labels in this screen.

LABEL

DESCRIPTION

Access Point

Default setting is set to Activated. If you do not have any wireless, both

802.11g and 802.11b, device in your network, select Deactived.

Channel

The range of radio frequencies used by IEEE 802.11b/g wireless devices is

called a channel. Select a channel from the drop-down list box.

Beacon interval

The Beacon Interval value indicates the frequency interval of the beacon.
Enter a value between 20 and 1000. A beacon is a packet broadcast by the

Router to synchronize the wireless network.

RTS/CTS Threshold

The RTS (Request To Send) threshold (number of bytes) for enabling
RTS/CTS handshake. Data with its frame size larger than this value will
perform the RTS/CTS handshake. Setting this attribute to be larger than the
maximum MSDU (MAC service data unit) size turns off the RTS/CTS
handshake. Setting this attribute to zero turns on the RTS/CTS handshake

Enter a value between 1500 and 2347.

Fragmentation

Threshold

The threshold (number of bytes) for the fragmentation boundary for directed
messages. It is the maximum data fragment size that can be sent. Enter a

value between 256 and 2346.

DTIM

This value, between 1 and 255, indicates the interval of the Delivery Traffic

Indication Message (DTIM).

802.11b/g

The default setting is 802.11b+g (Mixed mode). If you do not know or have
both 11g and 11b devices in your network, then keep the default in mixed
mode. From the drop-down manual, you can select 802.11g if you have only

11g card. If you have only 11b card, then select 802.11b.
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4.4.2 Multiple SSIDs Settings

The following table describes the labels in this screen.

LABEL DESCRIPTION

SSID Index, SSID The SSID is the unique name of a wireless access point (AP) to be
distinguished from another. For security propose, change the default
name to a unique ID name to the AP which is already built-in to the
router’s wireless interface. It is case sensitive and must not excess 32
characters. Make sure your wireless clients have exactly the SSID as the

device, in order to get connected to your network.

Broadcast SSID Select Yes to hide the SSID in so a station cannot obtain the SSID
through passive scanning. Select No to make the SSID visible so a station

can obtain the SSID through passive scanning.

Authentication Type To prevent unauthorized wireless stations from accessing data
transmitted over the network, the router offers highly secure data
encryption, known as WEP.&WPA. If you require high security for
transmissions, there are two alternatives to select from: 64-bit WEP and
128-bit WEP. WEP 128 will offer increased security over WEP 64.

You can disable or enable with WPA or WEP for protecting wireless
network. The default type of wireless is disabled and to allow all wireless

computers to communicate with the access points without any data

encryption

4.4.3 Wireless MAC Address Filter

Users are able to configure the router to give exclusive access to up to 8 devices or
exclude up to 8 devices from accessing the router through the MAC filter screen . MAC (Media
Access Control) address is a number that acts like a name for a particular network adapter; the
network cards (or built-in network adapters) in two different computers will have different
names. However, it is possible to change the MAC address on most of today's hardware. You
need to know the MAC address of the devices to configure this screen. To change your
router’'s MAC filter settings, click Wireless LAN, MAC Filter to open the MAC Filter screen. The

screen appears as shown.
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LABEL DESCRIPTION

Active Select Actived to enable MAC address filtering.

Action Define the filter action for the list of MAC addresses in the MAC address
filter table. Select Deny Association to block access to the router, MAC
addresses not listed will be allowed to access the router. Select Allow
Association to permit access to the router, MAC addresses not listed will

be denied access to the router.

MAC Address Enter the MAC addresses (in XX:XX:XX:XX:XX:XX format) of the wireless
station that are allowed or denied access to the router in these address

fields.

4.4.3.1 WEP

For each key, pleaze enter either (1) 5 characters excluding 2ymbelz, or (2} 10 characters
ranging from 0~% a, b, c, d, &, f

Far each key, pleaze enter either (1) 13 characters excluding symbelz, or (2) 28
characters ranging frem 0~%, a, b, c d, & T

® Key #1© |0x00000000000000000000000000

VWEP §4-bits

WEP 128-bits

O Key#2 | |0x000000000COOOOOOOCOCOOOO0OD
O ey #3 1| 0x00000000000000000000000000
O ey #4 | 0x00000000000000000000000000

Key 1 to Key 4: Enter the key to encrypt wireless data. To allow encrypted data transmission,
the WEP Encryption Key values on all wireless stations must be the same as the router. There
are four keys for your selection. The input format is in HEX style, 5 and 13 HEX codes are
required for 64-bitWEP and 128-bitWEP respectively.

If you chose WEP 64-bits, then enter any 5 ASCII characters or 10 hexadecimal characters
("0-9", "a,b,c,d,e,f").

If you chose WEP 128-bits, then enter 13 ASCII characters or 26 hexadecimal characters
("0-9", "a,b,c,d,e,f"). You must configure all four keys, but only one key can be activated at any

one time. The default key is key 1.

4.4.3.2 WPA-PSK

Encryption ; | TKIP ¥

Pre-Shared Key ; {8~63 characterz)

Encryption: TKIP (Temporal Key Integrity Protocol) utilizes a stronger encryption method and
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incorporates Message Integrity Code (MIC) to provide protection against hackers.
Pre-Shared key: The key for network authentication. The input format is in character style and

key size should be in the range between 8 and 63 characters.

Proprietary & Confidential Page 34 of 86
Revision: V1.0 Apr. 23, 2008



Chapter 5 - The Advanced Setup Screens

The advanced setup screens help you manage how data enters and exits your
DSL-2120/2120W.

5.1 The Routing Screen

Routing directs your DSL-2120/2120W to forward data to specific IP addresses.

Quick Interface Access )
Maintenance Status Help
Advanced Start Setup Management
Routing Table List
# DestIP Mask Gateway IP Metric Device Use Edit Drop
1 192.168.1.0 24 152.1828.1.1 1 enetl 142

This screen shows the routing rules you have already set. A few defaults have been

configured for you. To add your own route, click on the Add Route button.

Static Route

Destinstion IP Address : (0.0.0.0
IP Subrnet Mask : (0000
Gatewvay IP Address: (3) [0.0.0.0 (SRR
tetric - |0

Announced inRIP: (ko

[zave | [ DELETE | [Back | [ camceL

The following table describes the labels in this screen.

LABEL DESCRIPTION
Destination IP Address Enter the destination IP address for this routing rule.
IP Subnet Mask Enter the destination IP subnet mask for this routing rule.
Gateway IP Address Enter the gateway IP address for this routing rule or select which PVC

will be affected by this routing rule.

Metric Enter the metric for this routing rule.

Announce in RIP Choose whether this route is included in RIP broadcasts.

The destination IP address is the IP network address of the final destination of packets
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routed by this rule.

The IP subnet mask is the subnet mask for the final destination.

A gateway does the actual forwarding of the packets. Enter the gateway’s IP address in
the field or select which PVC you wish to act as a gateway.

The metric is a rough estimate of the “cost” of transmission for routing purposes. IP
routing uses hop count as the measurement of cost, with a minimum of 1 for directly connected
networks. As a rough estimate, enter a number that approximates the cost for this link. The
number must be within 1 and 15, inclusive. Generally, 2 or 3 is a good humber to use.

If the route is announced in RIP, the route will be sent to other hosts through RIP
broadcasts. If not announced, the route is private and not included in RIP broadcasts.

When you are done making changes, click on SAVE to save your changes, DELETE to
delete the rule with the parameters you set, BACK to return to the previous screen or CANCEL

to exit without saving.

5.2 The NAT Screen

Network Address Translation (NAT, RFC 1631) translates the host IP address in a packet

used within one network to a different IP address known within another network.

Quick Interface Access

Advanced Start Setup Management Maintenance Status Help
NAT
Virtual Circuit : I PVCO 'I
MWAT Status : Activated
Number of IPs : €% single 0 Muttiple
© oz
© virtual Server
The following table describes the labels in this screen.
LABEL DESCRIPTION
Virtual Circuit Select the virtual circuit you wish to edit from the dropdown list.
NAT Status The NAT status of the selected VC.
Number of IPs Toggle whether the Virtual Circuit NAT affects a Single IP or Multiple
IPs.
DMz Click this link to go to the DMZ screen.
Virtual Server Click this link to go to the Virtual Server screen.
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5.2.1.1 What NAT Does

NAT changes the source IP address in a packet received from a subscriber (the inside
local address) to another (the inside global address) before forwarding the packet to the WAN
side. When the response comes back, NAT translates the destination address (the inside
global address) back to the inside local address before forwarding it to the original inside host.
Note that the IP address (either local or global) of an outside host is never changed.

The global IP addresses for the inside hosts can be either static or dynamically assigned
by the ISP. You may also designate servers, such as a Web server and a telnet server, on your
local network and make them accessible to the outside world. With no servers defined, your
DSL-2120/2120W filters out all incoming inquiries, thus preventing intruders from probing your
network. For more information on IP address translation, refer to RFC 1631, The IP Network
Address Translator (NAT).

Inside/outside indicates where a host is located relative to the DSL-2120/2120W. The
computers hosts of your LAN are inside, while the Web servers on the Internet are outside.

Global/local indicates the IP address of a host in a packet as the packet traverses a
router. The local address refers to the IP address of a host when the packet is in the local
network, while the global address refers to the IP address of the host when the same packet is
traveling in the WAN side.

Note that inside/outside refers to the location of a host, while global/local refers to the IP
address of a host used in a packet. Thus, an inside local address (ILA) is the IP address of an
inside host of a packet when the packet is still in the local network, while an inside global
address (IGA) is the IP address of the same inside host when the packet is on the WAN side.

The following table summarizes this information.

ITEM DESCRIPTION
Inside This refers to the host on the LAN.
Outside This refers to the host on the WAN.
Local This refers to the packet address (source or destination) as the packet

travels on the LAN.

Global This refers to the packet address (source or destination) as the packet

travels on the WAN.

5.2.1.2 How NAT Works

Each packet has two addresses — a source address and a destination address. For
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outgoing packets, the ILA is the source address on the LAN, and the IGA is the source address
on the WAN. For incoming packets, the ILA is the destination address on the LAN, and the IGA
is the destination address on the WAN. NAT maps private (local) IP addresses to globally
unique ones required for communication with hosts on other networks. It replaces the original
IP source address (and TCP or UDP source port numbers for Many-to-One and Many-to-Many
Overload NAT mapping) in each packet and then forwards it to the Internet. The
DSL-2120/2120W keeps track of the original addresses and port numbers so incoming reply
packets can have their original values restored.

The following figure illustrates this.

MAT Table
Ineide Lacal Inside Glabal
IP Address IP Address
LAN paagess ) | 1A WAN
192 168 1.1 IG8 2

192188112 IGA 3
Computer |P = 192168113 IGA 4

192.168.1.13

Computer IP =
162.468.1.12 li' CPE
L paaneea |
Computer I[P = ' d
Inside Local Inside Global
192168.1.11 Addresses (ILA) § Addresses (1GA)
Computer |P =
192.168.1.10

5.2.1.3 NAT Application

The following figure illustrates a possible NAT application, where three inside LANs
(logical LANs using IP Alias) behind the DSL-2120/2120W can communicate with three distinct

WAN networks. More examples follow at the end of this chapter.
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5.2.1.4 NAT Mapping Types

NAT supports five types of IP/port mapping. They are:

1. One-to-One: In One-to-One mode, the DSL-2120/2120W maps one local IP address to
one global IP address.

2. Many-to-One: In Many-to-One mode, the DSL-2120/2120W maps multiple local IP
addresses to one global IP address.

3. Many-to-Many Overload: In Many-to-Many Overload mode, the DSL-2120/2120W
maps multiple local IP addresses to shared global IP addresses.

4. Many-to-Many No Overload: In Many-to-Many No Overload mode, the
DSL-2120/2120W maps each local IP address to a unique global IP address.

5. Server: This type allows you to specify inside servers of different services behind the
NAT to be accessible to the outside world.

The following table summarizes these types.

TYPE IP MAPPING

One-to-One ILA1 IGAl1

Many-to-One (SUA/PAT) ILA1 IGAl

ILA2 IGAl
Many-to-Many Overload ILA1 IGA1
ILA2 IGA2
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ILA3 IGAl
ILA4  IGA2

Many-to-Many No Overload [ILA1 IGAl

ILA2 IGA2
ILA3 IGA3
Server Server 1 1P IGAl

Server2 1P IGAl1

Server 31IP  IGAl

5.2.2 DMZ

A demilitarized zone (DMZ) is a host between a private local network and the outside
public network. It prevents outside users from gaining access to a server that you wish to keep

private. Users of the public network outside the company can only access the DMZ host.

DMZ =etting for . Single [P Account

OMZ: O Enabled & Disabled
DMZ Host IP Address

—

The following table describes the labels in this screen.

LABEL DESCRIPTION
DMZ Toggle the DMZ function Enabled or Disabled.
DMZ Host IP Address Enter the IP address of the DMZ host you wish to use.

When you are done making changes, click on SAVE to save your changes or on BACK to

return to the previous screen.

5.2.3 Virtual Server

Avirtual server is a server behind NAT (on the LAN), such as a Web server or FTP server,
which you can make visible to the outside world while NAT makes your network appear as a

single machine.
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Virtual Server

Wirtual Server for : Single IP Account
Rule Index: [1 |
Application : |- - L
Protocol : | ALL |
Start Port Numbeer : |0
End Port Number : |0
Local IP Address : [0.0.0.0

Virtual Server Listing

Rule Application Protocol Start Port End Port Local IP Address

0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0

(IR SR
'

-0 oen

W o
'

10 -

12 -
12 -
14 -
15 -
16 -

SR =A== =R =R = R = R = R A < A = I = I = ==
SR =A== =R =R = R = R = R A < A = I = I = ==

The following table describes the labels in this screen.

LABEL DESCRIPTION

Rule Index Select which rule index to use with this virtual circuit. All VCs with the

same IP will use the same rules.

Application Select the Application you wish to support like: FTP, H.323...etc
Protocol Select the protocol you wish to support: TCP, UDP or BOTH
Start Port Number Enter the specific port number you wish to start forwarding at.
End Port Number Enter the specific port number you wish to end forward at. This

number may be the same as the Start Port Number.

Local IP Address Enter the IP address of the virtual server on the LAN.

Virtual Server Listing This is a listing of all virtual servers you have set.

When you are done making changes, click on SAVE to save your changes, DELETE to
delete the rule with the parameters you set, BACK to return to the previous screen or CANCEL

to exit without saving.

5.3 The QoS Screen

Quality of Service (Qo0S) helps to prioritize data as it enters your router. By attaching
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special identification marks or headers to incoming packets, QoS determines which queue the
packets enter, based on priority. This is useful when there are certain types of data you want to
give higher priority to, such as voice data packets given higher priority than Web data packets.

The main goal of QoS is prioritizing incoming data, preventing data loss due to factors
such as jitter, delay and dropping. Another important aspect of QoS is ensuring that prioritizing
one data flow doesn’t interfere with other data flows.

QoS can be toggled Activated and Deactivated. QoS must be activated before you can
edit the following options. When you are done making changes, click on SAVE to save your

changes.

Rule

a5 O activated &) Deactivated

SuUmmary

Rule Inchex
Aptive Activated © Deactivated
Application
Physical Ports
Enett

Destination MAC
IP:
hask

Port Range : -
Source MAC:
IP:
Mazk :

Port Range : ~
Protocol 1T :

Ylan 1D Range -

IPRIDS Field - IPRITOS DSCP
IP Precedence Range -
Type of Service :
D=ECP Range - [Value Range: 0~ B3)
S024p -
Action
IPRIDS Field : IPRTOS D=Cp

IP Precedence Remarking :
Type of Service Remarking :

DSCP Remarking (“alue Range: 0 ~ 63)
502.1p Remarking :

Guele #

I

5.3.1 Rule

You can set 16 different QoS rules. Each QoS rule has its detail setting conditions like:
802.1p,application, DSCP, IP, MAC, Protocol, TOS, VLAN...etc, you can modify the default

value to any new one you wish. Please notice that only when the packet fulfill every detail
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setting conditions here, the

n this packet will be remarked as the priority queue of each rule.

The non-selected setting part will be treated as “don’t care” and the system will not handle this

setting part. If the original packet does not have 802.1q tagged header, system will not add

header for this packet even

Rule

the detail setting condition has adding 802.1p priority ability.

Rule Index :

Active :

Activated Deactivated

Application :

Physical Ports :

WLAN | USB | Enet! | Enet? | Enet3 | Enetd

De=stination MAC :

IP:

Mask :

Port Range :

Source MAC :

IP:

Mazk :

Port Range :

Protocol ID :

“lan ID Range :
IPR/DS Field :

IP Precedence Range :

IPRTOS DSCP

Type of Service :

DSCP Range :

802.1p:

~ MWalue Rangs: 0 ~ 63}

The following table describes the labels in this screen.

LABEL

DESCRIPTION

Rule Index

Select 16 different rules, each rule’s detail can be set and saved

Active

Select QoS is activated or deactivated

Application

Select 11 different applications: IGMP, SIP, H.323, MGCP, SNMP, DNS,
DHCP, RIP, RSTP, RTCP, RTP

Physical Ports

Once you select the application, the associated ports will be displayed

Destination MAC

Set the Ethernet MAC value that you want to filter in destination side

Destination IP

Set the IP address value that you want to filter in destination side

Destination Mask

Set the subnet mask value that you want to filter in destination side

Destination Port Range

Set the port range value that you want to filter in destination side

Source MAC

Set the Ethernet MAC value that you want to filter in source side

Source IP

Set the IP address value that you want to filter in source side

Source Mask

Set the subnet mask value that you want to filter in source side
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Source Port Range Set the port range value that you want to filter in source side

Protocol ID Set the protocol ID type that you want to filter

Vlan ID Range Set the Vlan value that you want to filter

IPP/DS Field Select IP QoS format

IP Precedence Range Select the IP precedence range

Type of Service Select 5 different type of service

DSCP Range Set the DSCP value that you want to filter

802.1p Set the remarked new 802.1p priority value on the packet that fulfill every
detail setting condition of each rule

5.3.2 Action

After finishing all rules detail condition setting, select the rule you want to execute and
action here.
Action
IPR/DS Figld : IPRTOS DSCP
IP Precedence Remarking :
Type of Service Remarking :
DZCP Remarking : (Walue Range: 0 ~ 83}
202.1p Remarking :

Queus #:

The following table describes the labels in this screen.

LABEL DESCRIPTION
IPP/DS Field Select IP QoS format
IP Precedence Remarking Select the remarking value of IP precedence
Type of service Remarking Select the remarking value of type of service
DSCP Remarking Select the remarking value of DSCP
802.1p Remarking Select the remarking value of 802.1p
Queue # Select four types of Queue: Low, Medium, High, Highest
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5.4 The ADSL Screen

Quick Interface Access .
Maintenance Status Help
Advanced Start Setup Management
ADSL
ADSL Mods : | Aute Sync-Up vI
ADSL Type

The following table describes the labels in this screen.

LABEL DESCRIPTION
ADSL Mode Select which mode your ADSL connection uses from the dropdown list.
ADSL Type Select the ADSL type you use from the dropdown list.

When you are done making changes, click on SAVE to save your changes.

5.5 The Firewall Screen

Quick Interface Access . -
Maintenance Status Help
Advanced Start Setup Management
Firewall: € Enabled ' Dizabled
SPI: {7 Enabled ¥ Disabled
(WARMNING: If Wou enabled SPI, all traffics initiated from WAN would be blecked, including
DMZ, Virtual Server, and ACL WAN side.
The following table describes the labels in this screen.
LABEL DESCRIPTION
Firewall Select Firewall is enabled or disabled.
SPI Select SPI is enabled or disabled.

When you are done making changes, click on SAVE to save your changes.
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Chapter 6 - The Access Management Screens

The access management screens help you manage what can access your network.

6.1 The ACL Screen

Access Control Listing (ACL) is a management tool that acts as a filter for incoming or

outgoing packets, based on application.

Access Control Setup

Access Control Editing

Access Control Listing

ACL: O Activated ® Deactivated

ACL Rule Indsx :

Active

1
w

Mo

Securs [P Address - (0.0.0.0 ~ 0.0.0.0 meanz all IPg)

Application

Interface

Index Active Secure IP Address Application Interface

The following table describes the labels in this screen.

LABEL

DESCRIPTION

ACL

ACL can be toggled Activated or Deactivated. ACL must be Activated

before you can edit the settings.

ACL Rule Index

Select the rule index you wish to edit.

Active

Toggle the rule on or off with Yes or No, respectively.

Secure IP Address

Enter the IP address you wish to give access. Note that entering 0.0.0.0

allows all packets access.

Application Select the application you wish to give access. Note that the first
application you give access should be Web, or you will no longer be able
to access the router through the Web configurator.

Interface Select the interface the above rules should modify.

Access Control Listing

is a list of all the rules you have set for access control. When you

are done making changes, click on SAVE to save your changes, DELETE to delete the rule

with the parameters you set or CANCEL to exit without saving.
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6.2 The Filter Screen

Filter is a more complex filtering tool. Three filter types are available in DSL-2120/2120W:
IP/MAC filter, Application Filter, and URL Filter.

6.2.1 Assigning IP/MAC Filter

Each of the indices can hold six rules, and each interface can have four associated indices,
allowing 24 rules per interface. If all six rules in an index are Next rules, the data will be sent to

the next index for filtering.

Filter Type
Fitter Type Selection : | 1P MAC Fitter w
IP | MACL Filter Set Editing
IP S MAC Fitter Set Index : |1 w
Interface : | PYCO | W

Direction : | Both L

IP / MAC Filter Rule Editing
1P § MAC Fitter Rule Index ;|1 w
Rule Type : | IP b
active: O ves @ o

Source P Address [0.0.0.0 means Don't care)
Subnet Mask
Port Mumber : |0 (0 means Don't care)
Destination IP Address (0.0.0.0 means Don't care)
Subnet Mask
Port Mumber : |0 (0 means Don't care)

Protocol : | TCP »
Rule Unmatched : | Farward |
I { MAC Filter Listing

IF / MAC Filter SetIndex |1 Interface - Direction -

. - Dest

# Active Src Address/Mask Dest IPMask Src Port Port Protocol Unmatched
1 - - - - - -

2 - - - - - -

3 - - - - - -

4 - - - - - -

5 - - - - - -

B - - - - - -

_ [ savE || DELETE || canceL |

The following table describes the labels in this screen.
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LABEL

DESCRIPTION

IP/IMAC Filter Set

Select the IP/MAC Filter Set you wish to modify.

Index
Interface Select the Interface you wish to modify. PVC0-PVC7 are WAN interfaces
Direction Select which direction of data flow you wish to apply the filters to. Note that Incoming

and Outgoing are from the point of view of your router, relative to the interface you
select. For WAN, data coming from outside your system is considered Incoming and
data leaving your system is Outgoing. For LAN, data leaving your system is

considered Incoming and data entering your system is Outgoing.

IP/MAC Filter Rule

Select the IP/MAC Filter Rule Index you wish to modify.

Index
Rule Type Select the filter rule type: IP or MAC.
Active Toggle this rule index on or off with Yes or No, respectively.

For IP Filter Only

Source IP Address

Enter the source IP address you wish to deny access to your system.

Subnet Mask

Enter the subnet mask of the source IP address.

Port Number

Enter the port number of the source IP address. Note that 0 means all that ports are

allowed.

Destination IP Address

Enter the destination IP address that you wish to deny access to your system.

Subnet Mask

Enter the subnet mask of the destination IP address.

Port Number

Enter the port number of the destination IP address. Note that 0 means that all ports

are allowed.

Protocol

Select the protocol to filter.

For MAC filter Only

MAC Address

Enter the MAC address you wish to deny access to your system

Rule Unmatched

Select what happens to the data in question if the rule you are currently editing is
unmatched. Next means that the data is then compared to the next IP/MAC filter rule.
Forward means that the data will be allowed into your system. Note that a Forward

rule should be the last rule, as no data will be compared to rules after a Forward rule.

IP/MAC Filter Set

Index

Select the IP/MAC filter set you wish to view.

When you are done making changes, click on SAVE to save your changes, DELETE to

delete the rule with the parameters you set or CANCEL to exit without saving.
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6.2.2 Assigning Application Filter

Filter Type
Fitter Type Selection : | Application Fiter  w
Application Filter Editing
Spplication Fiter : (O sctivated (& Deactivated
102 @ allow O Deny
MSM () Allowe ODen\;
YHSG ) sl O Deny
Real Audiofvideo 1 (3 allow O Deny

—

The following table describes the labels in this screen.

LABEL DESCRIPTION
Application Filter Select Application Filter is activated or deactivated.
ICQ Select allow or deny ICQ traffic.

MSN Select allow or deny MSN traffic.
YMSG Select allow or deny Yahoo Messenger traffic.
Real Audi/Video Select allow or deny Real Audio/Video traffic.

When you are done making changes, click on SAVE to save your changes or CANCEL to

exit without saving.
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6.2.3 Assigning URL Filter

Filter Type
Fitter Type Selection : | URL Fitter w
URL Filter Editing

Active: (Oves ® o

URL Indlexc: |1 %

LFL :
URL Filter Listing
Index URL

L= e = B S e

Do e Wk =P

_ | savE || DELETE || canceL |

The following table describes the labels in this screen.

LABEL DESCRIPTION
Active Toggle the rule on or off with Yes or No, respectively.
URL Index Select the URL Rule Index you wish to modify .
URL Enter the URL you wish to deny access to your system .

When you are done making changes, click on SAVE to save your changes, DELETE to

delete the rule with the parameters you set or CANCEL to exit without saving.

6.3 The SNMP Screen

Simple Network Management Protocol (SNMP) is a protocol for exchanging

management information between network devices, and is part of the TCP/IP protocol suite.
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Get Community @ | public
Set Community ;| public

—

The following table describes the labels in this screen.

LABEL DESCRIPTION

Get Community Enter the password for incoming Get- and GetNext requests from the

management station.

Set Community Enter the password for incoming Set requests from the management

station.

The default password is ‘public’. When you are done making changes, click on SAVE to

save your changes.

6.4 The UPnP Screen

Universal Plug and Play (UPnP) is an open networking standard that uses TCP/IP for
simple peer-to-peer network connectivity between devices. An UPnP device can dynamically
join a network, obtain an IP address, convey its capabilities and learn about other devices on
the network. A device can leave a network smoothly and automatically when it is no longer in
use.

How do | know if I'm using UPnP?

UPNnP hardware is identified as an icon in the Network Connections folder (in Windows
XP). Each UPnP-compatible device that is installed on your network will appear as a separate

icon.

6.4.1.1 NAT Traversal

UPnP NAT traversal automates allowing an application to operate through NAT. UPnP
network devices can automatically configure network addressing, announce their presence in
the network to other UPnP devices and enable exchange of simple product and service
descriptions. NAT traversal allows the following:

¢ Dynamic port mapping
e Learning public IP addresses
e Assigning lease times to mappings
Windows Messenger is an example of an application that supports NAT traversal and
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UPNP.

6.4.1.2 Cautions with UPnP

The automated nature of NAT traversal applications in establishing their own services
may present network security issues. Network information and configuration may be obtained
and modified by users in some network environments.

All UPnP-enabled devices may communicate freely with each other without additional
configuration. Disable UPnP if you don’t want this to occur.

UPNP broadcasts are only allowed on the LAN.

See later sections for examples of installing UPnP in Windows XP and Windows Me as

well as an example of using UPnP in Windows.

6.4.1.3 Configuring UpnP

Universal Plug & Play

UPnP: (O activated (&) Deactivated

Auto-configured 1 (O Activated (&) Deactivated (by UPRP-enabld Application)

—

The following table describes the labels in this screen.

LABEL DESCRIPTION
UPnP UPNP can be toggled Activated or Deactivated.
Auto-configured Auto-configuration can be toggled Activated or Deactivated (by
Enabled-enabled Application).

Auto-configuration allows UPnP-enabled applications to automatically configure the
DSL-2120/2120W so that they can communicate through; this eliminates the need to manually
configure port forwarding for the UPnP enabled application. When you are done making

changes, click on SAVE to save your changes.

6.4.2 Installing UPnP in Windows

This section shows how to install UPnP in Windows Me and Windows XP.
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6.4.2.1 Installing UPnP in Windows Me

Follow the steps below to install the UPnP in Windows Me.
Step 1. Click on Start and then on Control Panel. Double-click Add/Remove Programs.
Step 2. Click on the Windows Setup tab and select Communication in the Components

selection box. Click on Details...
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Step 3. In the Communications window, check the Universal Plug and Play box in the

Components selection box.

[Communicacsns x|

T netall a comporer, misci the chack bas rec o tha
compores] rane, of chear the check box Fsou do rot sanl b
iratl it 4 cheded bod mesns that orly pa ol the pom ponsnt mil
Em rofalled. To sma what's inchoded in @ componend, cick Db

Componants:

¥l @ Hethlenting FECTIE
= & Fhona Digler 02 HE

| " viusl Frivsln Netvorking n0KWE ﬂ
Space Laed by irsfsled comporeris: L2 HE
Spns negasd N0HE
St avalahie an dEak AEE3HE
[Resompiony

L mrxa P e wrabde: rewmlaas cornech wred
T gy i

cormmircalion bt e rindoses
[edeis I
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Step 4. Click on OK to go back to the Add/Remove Programs Properties window and click on
Next.

Step 5. Restart the computer when prompted.

Proprietary & Confidential Page 53 of 86
Revision: V1.0 Apr. 23, 2008



6.4.2.2 Installing UPnP in Windows XP

Follow the steps below to install the UPnP in Windows XP.
Step 1. Click on Start and then on Control Panel.
Step 2. Double-click on Network Connections.
Step 3. In the Network Connections window, click on Advanced in the main menu and select
Optional Networking Components...
The Windows Optional Networking Components Wizard window displays.

Step 4. Select Networking Service in the Components selection box and click on Details.

Windows Optional Networking Components Wizard

Windows Components
You can add or remove components of Windows =P

To add or remove a companent, click the checkbox. & shaded box means that anly
part of the component will be installed. To zee what's included in a companent, click
Details.

Compaonents:

M : ‘| Management and Manitaring Tools 20MB
259 Networking Services 0.3 Me
O Eﬂ Other Metwark, File and Print Services 0.0 MB

Descrption:  Includes tools for monitoring and improving netwark perfarmance.

Total dizk space required: 0.0 B .
Dretails...
Space available on disk: 1058527 MB =l

[ st > ][ Cancel ]

Step 5. Select Networking Services then click on the Details... button. In the window that

opens, check the Universal Plug and Play box.
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Metworking Services

To add or remove a component, click the check box. & shaded box means that only part
af the compaonent will be installed. To see what's included in a component, click Details.

Subcompaonents of Hetworking Services:

Internet Gateway Device Dizcovery and Control Client 0.0MBE
[ B Peer-to-Peer 0.0 B
O] B RIP Listener 0.0 MB
| Sirple TCP/IP Services 0.0 B

L UPnP User Interface 0.2 ME

Dezcnptior:  Displays iconz in My Metwork, Places for UPRP devices detected on the
nebwork. Alzo, opens the required YWindows Firewall parts.

Total disk space reguired: 0.0 B
Space available on dizk: 105852 7 MEB

(] ] [ Cancel

Step 6. Click on OK to go back to the Windows Optional Networking Component Wizard

window and click on Next.

Using UPnP in Windows XP Example

This section shows you how to use the UPnP feature in Windows XP. You must already
have UPnP installed in Windows XP and UPnP activated on the DSL-2120/2120W.

Make sure the computer is connected to a LAN port of the DSL-2120/2120W. Turn on
your computer and the DSL-2120/2120W.

Auto-discover Your UPnP-enabled Network Device
Step 1. Click on start and then on Control Panel. Double-click Network Connections. An icon
displays under Internet Gateway.

Step 2. Right-click on the icon and select Properties.
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‘E. Network Connections

File Edit Miew Favorites Tools  Advanced Help

Q Back -\) Lﬁa p Search [E:‘ Folders ,

fddress \'.:5 Metwork Connections

# | Internet Gateway

Metwork Tasks

[nternet Connection

Create a new
conneckion

Disable

Set up a home or small
affice nebwark, Status

Change Windows LAN or High-Speed

Firewuall sektings Create Shortout

Disable this network 1394 Conr|  UElEtE
device Connecked  Rename
Rename this conneckion I_d}; 1394 Mek §

™ Uimi ~F ok A FRi-

Properties

Step 3. In the Internet Connection Properties window, click on Settings to see the port

mappings there were automatically created.

‘.:_ Internet Connection Properties

General |

Connect to the Internet using;

.Q Internet Connection

Thiz connection allows wou to connect ta the Intermet through a
thared connection on another computer.

Settings...

Show ican in notification area when connected

[ Ok ][ Cancel ]
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Step 4. You may edit or delete the port mappings or click on Add to manually add port

mappings.

Advanced Settings |g|

Services

Diezcription of zervice:

ITest

Mame or IP addrezs [for example 192.168.0.12] of the
computer hosting this service an pour network;

|1E|2.1EE.‘I.1

E sternal Part nurber Far thiz service:
143 « TCF UDP

Internal Part number far this service:

|143

] I Cancel |

Add.. | Edit.. | Delete |

[ Ok ][ Cancel ]

Step 5. Check the ‘Show icon in notification area when connected’ box and click on OK. An

icon displays in the system tray.
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-+ Local Area Connection Properties

General | Advanced

Connect using:

B& MNVIDIA nFaorce Mebworking Controller

Thiz connection uzes the following items:

g Client for Microzaft Metworks

._E_,I File and Printer Sharing for Microzoft Webworks
Q (oS Packet Scheduler

T Intermet Protocol [TCPAF)

[ Inztall... ] [ Irinztall ] [ Fropertiez

Dezcription

Allowss vour computer bo access resources oh a Microzoft
nietwiork.

([v] Show icon in notification area when connected
dabfy me when thiz connection hag limitsds ho connectiviey

k. ] [ Cancel

jr,} Internet Connection is now connected | %

Click here For more infarmation, .

‘_!. Metwark Connections

Step 6. Double-click on the icon to display your current Internet connection status.
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-

= Internet Connection Status

General |
Internet Gateway
Status: Connected
Druration: Mot &vailable
Speed: Mot b ailable
Aty
Internet [nternet Gateway ty Computer
Packets:
Sent: Mot Available E0.905.422
Received: Mot Available 25,731,953
Properties ] [ Dizable

Cloze

6.4.2.3 Web Configurator Easy Access

With UPnP, you can access the Web-based configurator on the DSL-2120/2120W
without knowing the IP address of the DSL-2120/2120W.
Follow the steps below to access the Web configurator.
Step 1. Click Start and then Control Panel.
Step 2. Double-click Network Connections.
Step 3. Select My Network Places under Other Places.
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‘E. MNetwork Connections

File Edit Miew Favaorites  Tools

Q- ©- @3 P

fddress ‘:5 Metwork Connections

Metwork Tasks

Creakte a new conneckion

Set up a home ar small
office netwark,

& Change Windows Firewall
settings

See Also

.fy Metwork Troubleshooker

Other Places

Step 4. An icon with the description for each UPnP-enabled device displays under Local
Network.
Step 5. Right-click on the icon for your DSL-2120/2120W and select Invoke. The Web

configurator login screen displays.

b My Network Places

File Edit ‘Wwiew Fawvorites Tools  Help

OBack @ - L@ pSearch lEL' Folders v

Address | W3 My Network Places

Local Network

r

Metwork Tasks

2 &dd a network place

Yiew nebwork conneckions

Trendghin-31 &0 1. IR
| _Invoke

Create Sharkouk

Set up a home or small
affice netwark

Delete
Set up a wireless netwark, R
for a home ar small office EName
Yiew workgroup compukers Propetties

FE g w6

IR = ' 1 1
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Step 6. Right-click on the icon for your DSL-2120/2120W and select Properties. A properties
window displays with basic information about the DSL-2120/2120W.

6.5 Dynamic DNS

Dynamic DNS (DDNS) allows you to update your current dynamic IP address with one or
many dynamic DNS services so that anyone can contact you through various applications. You
can also access your FTP server or Web site on your own computer using a DNS-like address
that will never change instead of using an IP address that changes each time you reconnect.
Your friends or relatives will always be able to call you even if they don't know your IP address.

You need to have registered a dynamic DNS account with www.dyndns.org. This is for
people with a dynamic IP from their ISP or DHCP server that would still like to have a DNS

name. The Dynamic DNS service provider will give you a password or key.

6.5.1 DYNDNS Wildcard

Enabling the wildcard feature for your host causes *.yourhost.dyndns.org to be aliased to
the same IP address as yourhost.dyndns.org. This feature is useful if you want to be able to

use, for example, www.yourhost.dyndns.org and still reach your hostname.

6.5.2 Configuring Dynamic DNS

To change your DSL-2120/2120W’'s DDNS, click on DDNS. The screen appears as

shown.
Access %"t'f‘?_:{ I“;?;;fl?;e Ad;:t'::f d Maintenance Status Help
Management
Dyramic DNS () sctivated (&) Deactivated
Service Provider | wewew dynddns.org
My Host Mame
E-rmail &ddress :
Username :
Pazsward
Wildcard suppart Yes Mo
_
The following table describes the labels in this screen.
LABEL DESCRIPTION
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Active

Dynamic DNS can be toggled Activated or Deactivated.

Service Provider

Select the name of your Dynamic DNS service provider.

My Host Name

Enter the domain name assigned to your DSL-2120/2120W by your Dynamic DNS

provider here.

E-mail Address

Enter your e-mail address here.

Username

Enter your user name here.

Password

Enter the password assigned to you here.

Wildcard support

Choose whether or not you have DYNDNS Wildcard.

Note that you must enter the user name exactly as your ISP assigned it. If the assigned

name is in the form of user@domain where domain identifies a service name, enter it exactly

as given. When you are done making changes, click on SAVE to save your changes.

6.6 CWMP

CWMP (CPE WAN Management Protocol), defined by DSL forum as TR-069, is a

protocol used for “auto-configured complex services” between ACS (Auto-Configuration

Server) and CPE.

AP - O activated (& Deactivated

Login ACS

LRL :

Uszer Marme

Password

Connection Request

Path
Part :
Uszertame :

Pagsword

Periodic Inform

Periodic Infarm : Activated © Deactivated

Interwval :

I

The following table describes the labels in this screen.

LABEL DESCRIPTION
CWMP CWMP can be toggled Activated or Deactivated.
URL Enter the URL of ACS
User Name Enter the username used to authenticate the CPE when login ACS.
Password Enter the password used to authenticate the CPE when login ACS.
Path Path used for Connection Request.
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Port Port used for Connection Request.

User Name Enter the username used to authenticate an ACS making a Connection Request to
the CPE.

Password Enter the password used to authenticate an ACS making a Connection Request to
the CPE.

Periodic Inform Whether or not the CPE must periodically send CPE information to ACS using the

inform method call.

Interval The duration in seconds of the interval for which the CPE MUST attempt to connect

with the ACS and call the inform method if Periodic Inform is activated.

Proprietary & Confidential Page 63 of 86
Revision: V1.0 Apr. 23, 2008




Chapter 7 - The Maintenance Screens

The maintenance screens help you manage your DSL-2120/2120W.

7.1 The Administration Screen

Use the Administration screen to change your password. If you used the Quick Start

wizard, you have already changed your password once.

Administrator

Username : admin
Mewy Passwoard :

cConfirn Passward :

—

The following table describes the labels in this screen.

LABEL DESCRIPTION
New Password Enter the password you wish to use here.
Confirm Password Enter the password again to confirm it.

7.2 The Time Zone Screen

Use the Time Zone screen to change your DSL-2120/2120W'’s time and date.

Time Synchronization

Current Date/Time : 010172000 03:27:35

Synchronize time with : (&) NTP Server automatically

O PC's Clock
C‘ Manually
Time Zone : | (GMT+03:00) Beijing, Hong Kong, Perth, Singapore, Taipei w
Daylight Saving : ) Enabled &) Disabled
MTP Server Address : |0.00.0 (0.0.0.0: Default “alue)

—

The following table describes the labels in this screen.

LABEL DESCRIPTION
Synchronize time with Chose how you want your DSL-2120/2120W to obtain the time.
Time Zone Select your time zone from the dropdown list.
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Daylight Saving Daylight saving can be toggled Enabled or Disabled.

NTP Server Address Enter the NTP server address you wish to use here.

A Network Time Protocol (NTP) server can automatically set the DSL-2120/2120W'’s time
for you. If you use an NTP server, you will only need to select your time zone. If you manually
set the time, you can enable Daylight Saving. The DSL-2120/2120W will automatically adjust
when Daylight Saving goes into effect.

When you are done making changes, click on SAVE to save your changes or on
CANCEL to exit without saving.

7.3 The Firmware Screen

Use the Firmware screen to view and update your DSL-2120/2120W'’s firmware. The
Firmware screen provides a different way to update the firmware than those given in Chapter
2.

Firmware/Romfile Upgrade

Current Firmware Verzion : 2.10.8.0{RUE0.C2}3.7.6.1
Mew Firmware Lecation ; B

New Romfile Location : HE..

Romfile Backup : ROMFILE SAVE

Status :
It might take several minutes, don't power off it during upgrading. Device wil restart after
the upgrade.

The following table describes the labels in this screen.

LABEL DESCRIPTION
Current Firmware Ver The current firmware version your DSL-2120/2120W is using.
New Firmware Location The location on your computer of the firmware you wish to upload.

Enter the location here, or click on Browse... to find it.

New Romfile Location The location on your computer of the Romfile you wish to upload. Enter

the location here, or click on Browse... to find it.

Romfile Backup Click on “ROMFILE SAVE” to save Romfile on your computer

Once you have entered the new firmware’s location in the field, click on UPGRADE to
upload it to your DSL-2120/2120W. Note that upgrading might take several minutes. Do not
turn off your DSL-2120/2120W during this time. It will restart automatically after upgrading

finishes.
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7.4 The SysRestart Screen

The SysRestart screen allows you to restart your DSL-2120/2120W with either its current

settings still in place or the factory default settings.

System Restart

System Restart with: (& Currert Settings
C‘ Factory Default Settings

_

The following table describes the labels in this screen.

LABEL DESCRIPTION

System Restart with Select which settings you wish to use once the DSL-2120/2120W has

finished restarting.

Once you have selected the settings you wish to use upon restart, click on RESTART to
restart the DSL-2120/2120W.

7.5 The Diagnostics Screen

The Diagnostics screen tests the performance of your virtual circuits

Diagnistic Test

Wirtual Circuit: | PYCO (v

== Testing Ethernet LAN connection .. PASS
== Testing ADSL Synchronization PASS
== Testing ATHM CAM seqgment ping ... SKIPPED
== Testing ATM OAM end to end ping .. SKIPPED
== Ping Primary Domain Mame Server | SKIPPED
== Ping v yahoo com SKIPPED

Select which PVC you wish to test from the dropdown list. The DSL-2120/2120W will
automatically run diagnostic tests on that circuit. A green PASS means that the given test was
passed, a red FAIL means that the test was failed and a green SKIPPED means that the test

was skipped.
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Chapter 8 - The Status Screen

The status screens give you information about various aspects of your
DSL-2120/2120W's settings.

8.1 The Device Info Screen

The Device Info screen gives you information about your DSL-2120/2120W'’s

Internet-related settings.

8.1.1 Device Information

The Device Information section tells you the current firmware your DSL-2120/2120W is

using and what MAC address it is using.

Device Information

Firrnware Verzion ; 2.10.8.0(RUED.C2)3.7.6.1

MAC Address . 00:aa:bb: 755580

8.1.2 LAN

The LAN section tells you what IP address, subnet mask and DHCP server your
DSL-2120/2120W is using.

[P Address 1

[in]
ra
(&5
[==]

o
o
o
o

[

Subnet Mask : 2

DHCP Server : Dizabled

8.1.3 WAN

Select a virtual circuit from the dropdown list. The WAN section tells you the status,
connection type, IP address, subnet mask, default gateway, DNS server of the virtual circuit

chosen and NAT is in enable state or not.
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Wirtual Circuit | PWCO | w
Status @ Not Connected

Connection Type . Dyvnamic IP
IP Addres=: 0.0.0.0
Subnet Mask : 0.0.0.0
Default Gateway : 0.0.0.0
DNS Server: 0.0.0.0
MAT : Enabled

8.1.4 ADSL

The ADSL section tells you what ADSL firmware your DSL-2120/2120W is using, the line
state, the modulation type and annex mode as well as the SNR margin, line attenuation and
data rate.

ADSL Firmware Werzion ;. Pwwer 2. 7.6.1_A_TC3085 HwVerT14.F7_1.0
Line State : Down
Modulation : Multi-NMode

Annex Mode : ANNEX_A

Downstream Upzatream
SNR Margin ; 1Y 1Y db
Line Attenuation : M M db
Data Rate : 0 0 kbp=

8.2 The System Log Screen

The system log screen displays a log of the DSL-2120/2120W's functioning. Click on
CLEAR LOG to clear the log or on SAVE LOG, which will save the log data to a separate file.
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System Log

1/1/2000 0:54:17> SHNMP TRAP 0O: cold start ~
1/1/2000 0:54:17> main: init completed

1/1/2000 0:54:22> Mo DNS server availahle

1/1/2000 0:54:22> adjTiweTask fail: wrong domain nheame
1/1/2000 0:54:22> Mo DNS server availahle

1/1/2000 0:54:22> Last errorlog repeat 10 Times
1/1/2000 0:54:22> adjTiweTask fail: no server
availlable

1/1/2000 0:54:22> adjtiwe task pause 60 seconds
1/1/2000 0:55:22> Mo DNS server availahle

1/1/2000 0:55:22> adjTiweTask fail: wrong domain nheame
1/1/2000 0:55:22> Mo DNS server availahle

1/1/2000 0:55:22> Last errorlog repeat 10 Times
1/1/2000 0:55:22> adjTiweTask fail: no server
availlable

1/1/2000 0:55:22> adjtiwe task pause 60 seconds
1/1/2000 0:56:22> Mo DHNS server availahle

1/1/2000 0:56:22> adjTiweTask fail: wrong domain heame
1/1/2000 0:56:22> Mo DHNS server availahle

1/1/2000 0:56:22> Last errorlog repeat 10 Times
1/1/2000 0:56:22> adjTiweTask fail: no server
availlable

1/1/2000 0:56:22> adjtiwe task pause 1 day
1/1/2000 0:558:12> SHNMP TRAP 3: link up
1/1/2000 1:42:57> netMakeChannDisl: err=-3001 bt

8.3 The Statistics Screen

The statistics screen gives you information on how much data your DSL-2120/2120W

has processed. Choose Ethernet or ADSL to view the respective statistics screens.

8.3.1 Ethernet

The Ethernet screen gives you information on how much data your DSL-2120/2120W
has transmitted and received across the Ethernet connection. Click on REFRESH to update

the screen.

Traffic Statistics

Interface : (&) Bhernet ) ADSL

Transmit Statistics Receive Statistics
Transmit Frames 344 Receive Frames 237
Transmit Multicast Frames 16 Receive Multicast Frames 0
Transmit total Bytes 107747 Receive total Bytes 0877
Transmit Collizion 0 Receive CRC Errors 0
Transmit Errar Frames 0 Receive Uncder-size Frames 0

_
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8.3.2 ADSL

The ADSL screen gives you information about how much data your DSL-2120/2120W
has transmitted or received across the ADSL connection. Click on REFRESH to update the

screen.

Traffic Statistics

Intertace : (O Ethernet (8 ADSL

Transmit Statistics Receive Statistics
Transmit total POUs 0 Receive total PDUS 0

Transmit total Error Courts Receive total Error Counts 0

=]
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Appendix A - Troubleshooting

This chapter covers potential problems and the corresponding remedies.

A.1 Using LEDs to Diagnose Problems

The Light-Emitting Diodes (LED) are useful aides for finding the possible causes of

problems.

A.1.1 Problem: POWER LED Doesn’t Light Up

The Power (PWR) LED on the front panel does not light up.

STEPS CORRECTIVE ACTION

1 Make sure that the DSL-2120/2120W’s power adaptor is connected to the
DSL-2120/2120W and plugged in to an appropriate power source. Use only the

supplied power adaptor.

2 Check that the DSL-2120/2120W and the power source are both turned on and the
DSL-2120/2120W is receiving sufficient power.

3 Turn the DSL-2120/2120W off and on.

4 If the error persists, you may have a hardware problem. Contact your vendor.

A.1.2 Problem: ETHERNET LED Doesn’t Light Up

The LAN LED on the front panel does not light up.

STEPS CORRECTIVE ACTION

1 Check the Ethernet cable connections between your DSL-2120/2120W and the

computer or hub.

2 Check for faulty Ethernet cables.
3 Make sure your computer’s Ethernet card is working properly.
4 If the error persists, contact your local distributor for assistance.

A.1.3 Problem: DSL LED Doesn’t Light Up

The DSL LED on the front panel does not light up.
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STEPS CORRECTIVE ACTION
1 Check the telephone wire and connections between the DSL-2120/2120W DSL port and
the wall jack.
2 Make sure that the telephone company has checked your phone line and set it up for
DSL service.
3 Reset your ADSL line to reinitialize your link to the DSLAM.
4 If the problem persists, contact your local distributor for assistance.

A.2 Problem: Can’t Access Through Telnet

| cannot telnet into the DSL-2120/2120W.

STEPS CORRECTIVE ACTION

1 Check the LAN port and the other Ethernet connections.

2 Make sure you are using the correct IP address of the DSL-2120/2120W. Check the IP
address of the DSL-2120/2120W.

3 Ping the DSL-2120/2120W from your computer.
If you cannot ping the DSL-2120/2120W, check the IP addresses of the
DSL-2120/2120W and your computer. Make sure your computer is set to get a dynamic
IP address; or if you want to use a static IP address on your computer, make sure that it
is on the same subnet as the DSL-2120/2120W.

4 Make sure you entered the correct password. The default password is “1234".
If you forgot your username or password, refer to Section A.4.

5 If the problem persists, contact the distributor.

A.3 Problem: Can’t Access Web Configurator

| cannot access the Web configurator.

STEPS CORRECTIVE ACTION

1 Make sure you are using the correct IP address of the DSL-2120/2120W. Check the IP
address of the DSL-2120/2120W.

2 Make sure that a console session isn’t running.

3 Check that you have enabled Web service access. If you have configured a secured
client IP address, your computer’s IP address must match it. Refer to the chapter on
remote management for details.

4 For WAN access, you must configure remote management to allow server access from

the WAN (or all).
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5 Your computer’s and the DSL-2120/2120W'’s IP addresses must be on the same subnet
for LAN access.

6 If you changed the DSL-2120/2120W'’s LAN IP address, enter the new one as the URL.

7 Remove any filters in LAN or WAN that block Web service.

8 See also Section A.4.

The Web configurator does not display properly.

STEPS CORRECTIVE ACTION
1 Make sure you are using Internet Explorer 5.0 or later versions.
2 Delete the temporary Web files and log in again.

In Internet Explorer, click Tools, Internet Options and then click the Delete Files ...

button. When a Delete Files window displays, select Delete all offline content and

click OK. (Steps may vary depending on the version of your Internet browser.)

A.4 Problem: Forgotten Login Username and Password

| forgot my login username and/or password.

STEPS CORRECTIVE ACTION

1 If you have changed the password and forgotten it, you will need to upload the default
configuration file. This will erase all custom configurations and restore factory defaults,
including the password.

2 Press the RESET button for five seconds, and then release it. When the POWER LED
begins to blink, the defaults have been restored and the DSL-2120/2120W restarts. Or
refer to the Resetting the DSL-2120/2120W section for uploading a configuration file via
console port.

3 The default username is “admin”. The default password is “1234". The Password and
Username fields are case-sensitive. Make sure that you use the proper casing.

4 It is highly recommended to change the default username and password. Make sure

you record the username and password in a save place.

A.5 Problem: Can’t Access LAN Interface

| cannot access the DSL-2120/2120W from the LAN or ping any computer on the LAN.

STEPS CORRECTIVE ACTION
1 Check the Ethernet LEDs on the front panel. A LAN LED should be on if the port is
Proprietary & Confidential Page 73 of 86
Revision: V1.0 Apr. 23, 2008




connected to a computer or hub. If the 10M/100M LEDs on the front panel are both off,

refer to Section A.1.2.

Make sure that the IP address and the subnet mask of the DSL-2120/2120W and your

computer(s) are on the same subnet.

A.6 Problem: Can’'t Access WAN Interface

Initialization of the ADSL connection failed.

STEPS CORRECTIVE ACTION
1 Check the cable connections between the ADSL port and the wall jack. The DSL LED
on the front panel of the DSL-2120/2120W should be on.
2 Check that your VPI, VCI, type of encapsulation and type of multiplexing settings are the
same as that you obtained from your telephone company and ISP.
3 Restart the DSL-2120/2120W. If you still have problems, you may need to verify your

VPI, VCI, type of encapsulation and type of multiplexing settings with the telephone

company and ISP.

| cannot get a WAN IP address from the ISP.

STEPS CORRECTIVE ACTION
1 The ISP provides the WAN IP address after authenticating you. Authentication may be
through the username and password, the MAC address or the host name.
2 The username and password apply to PPPoE and PPPoA encapsulation only. Make

sure that you have entered the correct Service Type, User Name and Password (be

sure to use the correct casing).

A.7 Problem: Can’t Access the Internet

| cannot access the Internet.

STEPS CORRECTIVE ACTION

1 Make sure the DSL-2120/2120W is turned on and connected to the network.

2 If the DSL LED is off, refer to Section A.1.3.

3 Verify your WAN settings.

4 Make sure you entered the correct username and password.

5 For wireless stations, check that both the DSL-2120/2120W and wireless station(s) are

using the same ESSID, channel and WEP keys (if WEP encryption is activated).
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Internet connection disconnects.

STEPS CORRECTIVE ACTION
1 Check the schedule rules.
2 If you use PPPoA or PPPoE encapsulation, check the idle time-out setting.
3 Contact your ISP.

A.9 Problem: Can’t Access Remote Management

| cannot remotely manage the DSL-2120/2120W from the LAN or WAN.

STEPS CORRECTIVE ACTION

1 Refer to the Remote Management Limitations section in the Firmware and Configuration
File Management chapter for scenarios when remote management may not be possible.

2 Use the DSL-2120/2120W’s WAN IP address when configuring from the WAN.
Use the DSL-2120/2120W'’s LAN IP address when configuring from the LAN.

3 Refer to Section A.5 for instructions on checking your LAN connection.
Refer to Section A.6 for instructions on checking your WAN connection.

4 See also the Section A.3.

A.9 Problem: Can’'t Access Remote Node Connection

| cannot connect to a remote node or ISP.

STEPS CORRECTIVE ACTION
1 Check the WAN screen to verify that the username and password are entered properly.
2 Verify your login name and password for the remote node.
3 If the problem persists, you may need to verify your login and password with your ISP.
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Appendix B — USB Driver Installation

B.1 Windows2K/XP

1. Please insert the driver CD supplied. Then Click Start / Run on desktop and use Browse
to open the file of EAUSB\SetupXP2K-En-De-Fr.exe (E is the letter of CD-ROM drive)
then Click OK.

= Type the name of a program, folder, document, or
3 Internet resource, and Windows will open it For wou.

Cpen; | KPS etupkPZE-En-De-Fr exe vl

[ Ok %_H Cancel ][ Browse. .. ]

2. Select the language for the installation from the choices below then click Next.

ADSL USB Modem Installation - InstallShield Wizard

Choosze Setup Language

Sel : |anguage for the i on fram the

E
French [Standard]
German

Cancel

InstallShield < Back

=

o

5
5

3. Click Next to continue.
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ADSL USB Modem Installation

Welcome to the InstallShield Wizard for ADSL USE Modem

Cancel |:

InstalI5f

4,

typ

O Typical

@ Compact  Program will be i ed with minimum required options.

ended for advanced

Install! | <Baok [ News )| | Concel |
5.  Click Next to continue.
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ADSL USB Modem Installation

Start Copying Files

Setup Type:
TvPICaL: &pplication will be installed with the most common options,

Destination Directory:
C:AProgram FileshADS5L CompanyhADSL USE Modem

Cancel

6.  Now you can plug your device then click Yes.

\‘t’/ Please plug in ADSL USE Modemn now, .

[ s %J [ [ [u] ]

7.  Click Continue Anyway to continue.

Hardware Installation

' ': The software you are installing for this hardware:
-
ADSL Company ADSL USE Modem

haz not pazsed Windows Logo testing to verify it conpatibility
with Windows =P. [Tell me why this testing is important. |

Continuing pour inztallation of this software may impair
or destabilize the comect operation of pour system
either immediately or in the future. Microsoft strongly
recommends that you stop this installation now and
contact the hardware vendor for software that has
passed Windows Logo testing.

[ Continue Anyway*l STOP Installation

8.  Click Finish to end of this procedure.
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ADS| USB Modem Installation

InstallShield Wizard Complete

T 3B Modem. Click Finish to exit the
i

InstaliSHid ‘ cgack || ki | Cancal [

B.2 Vista32

1. Please insert the driver CD supplied. Then Click Start / Run on desktop and use Browse
to open the file of E:\USB\ tcusbdrv.exe (E is the letter of CD-ROM drive) then Click OK.

-

"= Run £33
= Type the name of a program, folder, document, or Internet
— resource, and Windows will open it for you.
Open: E\ USB \tcusbdrv.exe -

| 0K !}J ’ Cancel | I Browse...

2. Select the language for the installation from the choices below then click Next.
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ADSL USB Modem Installation - InstallShield Wizard

Choose Setup Language

he language for th tion from the

French [Standard]
Geman

Irastalhield < Back ” HEHU[\J Cancel

L44]

3. Click Next to continue.

ADSL USE Modem Installation

Welcome to the InstallShield Wizard for ADSL USE Modem

W odem on your computer. To cor

Cancel

InistalISHiield [ < Back ”

4.  Select Typical type then click Next.
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ADSL USE Modem Installation

Setup Type

t the

the type of setup you pref

O Typical Program will b th nMon o mended for

Frogram will b

InstallShield < Back ] l Mext >l\_] Cancel

5. Click Next to continue.

ADSL USE Modem Installation
Start Copying Files

TYFICAL: Application will be installed with the most common options.

Destination Directory:
C:%Program Filesh&D 5L CompanytADSL USE Modem

InstallShield

Cancel

6.  Now you can plug your device then click Yes.

=

Question

@ Please plug in ADSL USE Modem now...
k- >

[ YSMI No
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7.  Click Continue Anyway to continue.

dl Windows Security

6" Windows can't verify the publisher of this driver software

< Don'tinstall this driver software

You should check your manufacturer's website for updated driver software
for your device.

< Install this driver software anyway
Only install driver seftware obtained from your manufacturer's website or
disc. Unsigned software from other sources may harm your computer or steal
information. h

(w) Seedetails

8.  Click Finish to end of this procedure.

ADSL USB Modem Installation

InstallS hield Wizard Complete

Cancel

InstalIShizld < Back ”

B.3 Vista64

1. Please insert the driver CD supplied. Then Click Start / Run on desktop and use Browse
to open the file of E\ADSR-TC11\Driver\Vista64\setup.exe (E is the letter of CD-ROM
drive) then Click OK.
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2.  Click Next.

3. Selectla

Welcome to the InstallShield Wizard for

. TCUSBDRV
i

WARMNING: This program is protected by copyright law and
international treaties.

< Back [ Next = %J [ Cancel ]

= Run (%]
= Type the name of a program, folder, docurnent, or Internet
_ rescurce, and Windows will open it for you.
Open: EADSR-TCLINDriver\Vistagd\setup exe -
[ OK E [ Cancel ] [ Browse...
5 TCUSBDRY - InstallShield Wizard 3]

5 TCUSBDRY - InstallShield Wizard 3]

To add your own license text to this dialog, spedfy your license agreement file in the Dialog
editor.

Mavigate to the User Interface view.

Select the LicenseAgreement dizlog.

Choose to edit the dialog layout.

Once in the Dialog editor, select the Memo ScrollableText control.
Set FileName to the name of your license agreement RTF file.

b Lo b

After you build your release, your license text will be displayed in the License Agreement dialog.

@ I accept the terms in the license agreement

(7) I do not accept the terms in the license agreement

[ < Back ][ Next > g [ Cancel

4. Enter the

User Name and Organization then click Next.
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5.

6. Click Inst

‘E! TCUSBDRY - InstallShield Wizard

User MName:
=

Qrganization:

Install this application for:

(@ Anyone who uses this computer (all users)

() Only for me (test)

[

< Back

Select Complete then click Next to continue.

‘E! TCUSBDRY - InstallShield Wizard

Please select a setup type.

@ Complete

All program features will be installed. (Reguires the most disk
space.)

Choose which program features you want installed and where they
will be installed. Recommended for advanced users.

all.

‘E! TCUSBDRY - InstallShield Wizard

Click Install to begin the installation.

If you want to review or change any of your installation settings, dick Back. Click Cancel to
exit the wizard.

< Back

I

Install M [
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7. Now you can plug your device then click Yes.

8. Click Fini

Aftach Your Device ==

Please attach your device to this computer any time after the installation has
finished.

sh to end of this procedure.

5 TCUSBDRY - InstallShield Wizard 3]

InstallShield Wizard Completed

Your system has not been modified. To install this program at a
later time, please run the installation again.

< Back Cancel
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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential installation.

This equipment generates, uses and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful interference
to radio communications. However, there is no guarantee that interference will not
occur in a particular installation. If this equipment does cause harmful interference to
radio or television reception, which can be determined by turning the equipment off
and on, the user is encouraged to try to correct the interference by one of the
following measures:

. Reorient or relocate the receiving antenna.

. Increase the separation between the equipment and receiver.

. Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

. Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: To assure continued compliance, any changes or modifications not
expressly approved by the party responsible for compliance could void the user's
authority to operate this equipment. (Example - use only shielded interface cables
when connecting to computer or peripheral devices).

FCC Radiation Exposure Statement

This equipment complies with FCC RF radiation exposure limits set forth for an
uncontrolled environment. This equipment should be installed and operated with a
minimum distance of 20 centimeters between the radiator and your body.

This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions:

(1) This device may not cause harmful interference, and (2) This device must accept
any interference received, including interference that may cause undesired operation.

Proprietary & Confidential Page 86 of 86
Revision: V1.0 Apr. 23, 2008



	User Guide
	Chapter 1 - Getting to Know DSL-2120/2120W
	1.1 Features of the DSL-2120/2120W
	1.2 Applications for the DSL-2120/2120W
	1.2.1 Accessing the Internet
	1.2.2 Making LAN to LAN Connections
	Chapter 2 - Introducing the Web Configurator
	2.1 Accessing the DSL-2120/2120W Web Configurator
	2.2 Navigating the DSL-2120/2120W Web Configurator
	2.3 Resetting the DSL-2120/2120W
	2.3.1 Using The Reset Button
	Chapter 3 - The Quick Start Wizard
	3.1 Setting a New Password 
	3.2 Choosing the Time Zone
	3.3 Setting the ISP Connection Type
	3.3.1 Configuring Dynamic IP Address 
	3.3.2 Configuring Static IP Address
	3.3.3 Configuring PPPoE
	3.3.4 Configuring PPPoA
	3.3.5 Configuring Bridge Mode
	3.3.6 Multiplexing
	3.3.6.1 VC-based Multiplexing
	3.3.6.2 LLC-based Multiplexing
	3.3.7 VPI and VCI
	3.4 Finishing the Wizard
	Chapter 4 - The Interface Setup Screens
	4.1 Interface Setup Overview 
	4.2 The Internet Screen
	4.2.1 ATM VC & QoS
	4.2.2 Encapsulation 
	4.2.2.1 Dynamic IP Address 
	4.2.2.2 Static IP Address 
	4.2.2.3 PPPoE/PPPoA
	4.2.2.4 Bridge Mode 
	4.3 The LAN Screen
	4.3.1 Router Local IP
	4.3.1.1 Explaining RIP Setup
	4.3.2 Introducing DHCP
	4.3.3 Enabled DHCP
	4.3.4 Relay DHCP
	4.4 The Wireless LAN Screen (for DSL-2120W only)
	4.4.1 Access Point Settings  
	4.4.2 Multiple SSIDs Settings
	4.4.3 Wireless MAC Address Filter
	4.4.3.1 WEP
	4.4.3.2 WPA-PSK
	Chapter 5 - The Advanced Setup Screens
	5.1 The Routing Screen
	5.2 The NAT Screen
	5.2.1.1 What NAT Does
	5.2.1.2 How NAT Works
	5.2.1.3 NAT Application
	5.2.1.4 NAT Mapping Types
	5.2.2 DMZ
	5.2.3 Virtual Server 
	5.3 The QoS Screen
	5.3.1 Rule
	5.3.2 Action
	5.4 The ADSL Screen
	5.5 The Firewall Screen
	Chapter 6 - The Access Management Screens
	6.1 The ACL Screen
	6.2 The Filter Screen
	6.2.1 Assigning IP/MAC Filter
	6.2.2 Assigning Application Filter
	6.2.3 Assigning URL Filter
	6.3 The SNMP Screen
	6.4 The UPnP Screen
	6.4.1.1 NAT Traversal
	6.4.1.2 Cautions with UPnP
	6.4.1.3 Configuring UpnP
	6.4.2 Installing UPnP in Windows
	6.4.2.1 Installing UPnP in Windows Me
	6.4.2.2 Installing UPnP in Windows XP
	6.4.2.3 Web Configurator Easy Access
	6.5 Dynamic DNS
	6.5.1 DYNDNS Wildcard
	6.5.2 Configuring Dynamic DNS
	6.6 CWMP
	Chapter 7 - The Maintenance Screens
	7.1 The Administration Screen
	7.2 The Time Zone Screen
	7.3 The Firmware Screen
	7.4 The SysRestart Screen
	7.5 The Diagnostics Screen
	Chapter 8 - The Status Screen
	8.1 The Device Info Screen
	8.1.1 Device Information
	8.1.2 LAN 
	8.1.3 WAN
	8.1.4 ADSL
	8.2 The System Log Screen
	8.3 The Statistics Screen
	8.3.1 Ethernet
	8.3.2 ADSL 
	Appendix A - Troubleshooting
	A.1 Using LEDs to Diagnose Problems
	A.1.1 Problem: POWER LED Doesn’t Light Up
	A.1.2 Problem: ETHERNET LED Doesn’t Light Up
	A.1.3 Problem: DSL LED Doesn’t Light Up
	A.2 Problem: Can’t Access Through Telnet
	A.3 Problem: Can’t Access Web Configurator
	A.4 Problem: Forgotten Login Username and Password
	A.5 Problem: Can’t Access LAN Interface
	A.6 Problem: Can’t Access WAN Interface
	A.7 Problem: Can’t Access the Internet
	A.9 Problem: Can’t Access Remote Management
	A.9 Problem: Can’t Access Remote Node Connection
	Appendix B – USB Driver Installation
	B.1 Windows2K/XP
	B.2 Vista32
	B.3 Vista64
	Federal Communication Commission Interference Statement
	FCC Radiation Exposure Statement

