—- Local Area Connection Status

| Gerneral | Support |

Connection status
ﬂ Address Type: Azzigned by DHCP
== |P Addiess: 192.168.1.2
Subret Mazk: 255.265.255.0
Drefault G akeway: 19216811

Windows did not detect prablems with this
connection. IF you cannot connect, click

Repair.

LCloze

(8.) You can input http://192.168.9.9 in IE browser to enter the GUI page of
upper level device and make sure the connection.

/' Login - Windows Internet Esplorer

© | B sy | x
W @ |52 /@350 SeverRover | @250 ServerRouer | @350 SeverRowesr | @8 Login x| f2~ B

Router / AP | WiFi AP

Usamams : |
Passweord : |
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5.2.6 WPS
Wi-Fi Protected Setup, it can simplify the procedures of wireless encryption
between Server Router and wireless network card. If the wireless network card
also supports WPS function, users can activate WPS auto-encryption to speed up
the procedures.
WPS supports 2 models: PIN (Personal Information Number) and PBC (Push
Button Configuration). These models are approved by the Wi-Fi Alliance.
PIN model, in which a PIN has to be taken either from a sticker label or from the
web interface of the WPS device. This PIN will then be entered in the AP or client
WPS device to connect.
PBC model, in which the user simply has to push a button, either an actual or a
virtual one, on both WPS devices to connect.
*The following figure is the display of the front of Server Router.

LAMN Port  WAN Port
- >y

=¥ | ¥
E o4 Reboot /Reset Button

k_l A

WPS Button

uspe Port

When users select a specific model on wireless base station, the clients can
connect to the base by selecting the same model.

The connection procedures of PIN and PBC are almost the same. The small
difference between those two is:

Users input the PIN of wireless card in the base station first; it will limit the range
of the clients. It is faster to establish a connection on PIN model.

On PBC model, users push the WPS button to activate the function, and then the
wireless client must push the WPS button in 2 mins to enter the network. The
client will search to see if there is any wireless base station which supports WPS
is activating. If the client finds a matching base, the connection will be
established. The speed of establishing a connection is slower than the PIN model
because of this extra step.

On the other hand, users need to input the information of the wireless card into
the register interface. It might lead to the failure of connection, if users make
mistakes on inputting. On PBC model, users only need to click the WPS button on
both sides to make a connection. It is easier to operate.

This page supports Start PBC and Start PIN; please follow the instructions to
operate.
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* Start PBC:
(1.) Please click Start PBC to connect to the wireless network card.

Wi-Fi1 Protected Setup

This page allows vou 1o change the seting for WES (Wi-Fi Protected Setop), Using this featwe oould et
yonr wireless client antornically symeronize its seting and connect 10 the Aocess Point In 2 minote withont
any hassle,

[] Disable WPS

WPS Status: ® Configured O UnConfigured
Self-PIN Number: 18864540
Push Button Configuration: atart FBC

(oG] (]

Cuarrent Eey Info-
Clpen Mome IR
Client PIN Number: | [ otart PN

(2.) Open the configuration page of the wireless card which supports WPS. Click
the WiFi Protect Setup, and then click PBC to make a WPS connection with
AP from the WPS AP list (PBC-Scanning AP).
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Wireless Utility
RefreshiR) View(V) Abouk{a)

' = -"} My Computer
ool B02.11n wireless LIS

_General [ Profile | Available Network | Advanced | Status | Statistics | W/i-Fi Protect Setup |

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIM
After pushing the PIN button.Please enter the PIN code into your
8P,

PIN Code : 27436165

| Pin Input Config (FIM) ]

Push Button
After pushing the PBC button.Please push the physical button on
wour AP ar wisual button on the WPS config page.

Push Button Config (PBC)

A3 | 8
Show Tray Toon [] Disable adapter
[ Radio Off ] windowes Zero Config

Ready LI

(3.) When you see Network Address, it means the WPS connection between
wireless card and Server Router is established.
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Wireless Utility
RefreshiR) View(V) Abouk{a)

= j My Computer
2 802,110 wireless L5

General ;IF'n:nﬁIe Avwailable Metwork | Advanced | Status | Statistics | wii Praotect Setup |
+—F

Status: Associated Throughput:

Speed: Tw: 150 Mbps Rx:300 Mbps
Type: Infrastructure

Encryption: AES Tii0.0%, Total:0. 0%
SSID: BT _Server Router_bGasll

signal strergtt: [{NEANNANNANNANNANNRRNNANNN | co

Lirk Qua"t!f![llllllllllllllllllllllllllll] 00%,
Metwork Address;

MAC Address: 00:00:04:1B.6F:F3
IP Address: 192.168.1.101
Subnet Mask: 255.235.255.0
Gatewvay: 192.168.1.1

Rerew IP

£ | =) ]
Showe Tray Icon [] Disable Adapter _Clcuse
[ Radio Off ] windowes Zero Config -
Ready LI
* Start PIN:

(1.) Please open the configuration page of the wireless card, and write it down.
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Wireless Utility
Refresh(R)  Miew(y) Abouk{a) k

' = -"} My Computer

ool B02.11n wireless LIS

_General [ Profile | Available Network | Advanced | Status | Statistics | W/i-Fi Protect Setup |

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIM
After pushing the PIN button.Please enter the PIN code into your
8P,

PIN Code : 27436165

| Pin Input Config (FIM) ]

Push Button

After pushing the PBC button.Please push the physical button on
wour AP ar wisual button on the WPS config page.

Push Button Config (PBC)

A3 | 8
Show Tray Toon [] Disable adapter
[ Radio Off ] windowes Zero Config

Ready LI

(2.) Open the Wi-Fi Protected Setup configuration page of Server Router, input
the PIN number from the wireless card then click Start PIN.

Wi-Fi Protected Setup s

This page allows you to change the setting for WES [Wi-Fi Protected Setup). Using this feature could let your
wireless client automatically synchronize its setting and connect to the Access Point in a minute without amy

hassle.

O] Disable WPS

WPS Status:
Self-PIN Number:

Configured Un-Configured
73220395

Push Button Configuration: Start PBC

[ pply Change | [ Raset |

Current Key Info:

[WYPAZ PSK

IAES 65756575

Client PIN Number:

27436163 | | SertPN |
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(3.) Open the configuration page of the wireless card which supports WPS. Click
the WPS, and then click PIN to make a WPS connection with AP from the WPS
AP list (PIN-Begin associating to WPS AP).

Wireless Utility CEX
Refresh(R)  WiewV)  Abouk(a) k
= 1 yComputer | General | Profile | Available Network Advanced | Status | Stafistics | WiFi Protect Setup

2 802,110 wireless LS

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIM
After pushing the PIN button.Please enter the PIN code into your
8P,

PIN Code : 27436165

| Pin Input Config (FIM)

Push Button

After pushing the PBC button.Please push the physical button on
wour AP ar wisual button on the WPS config page.

Push Button Config (PBC)

£ | > |
Show Tray Toon [] Disable adapter
[ Radio Off ] windowes Zero Config

-Read\,-' LI

(4.) When you see Network Address, it means the WPS connection between
wireless card and Server Router is established.
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[= wireless Utility
RefreshiR) View(V) Abouk{a)

= rd MyComputer General | Profile || Available Network | Advanced | Status | Statistics | WiFi Protect Setup|
ool m02.11n wireless LIS =¥

Status: Associated Throughput:

Speed: Tw: 150 Mbps Rx:300 Mbps
Type: Infrastructure

Encryption: AES Tii0.0%, Total:0. 0%
SSID: BT _Server Router_bGasll

snal strengtr: [ RRNNNNNARRRRRNNNNNRRRRNNN ] eo
unk ualty: (NNARRRRNNNNARRRRRRNNNRARRRN) oo

Metwork Address;

MAC Address: 00:00:04:1B.6F:F3
IP Address: 192.168.1.101
Subnet Mask: 255.235.255.0
Gatewvay: 192.168.1.1

| Retew |
(B3 Il ] &
Showe Tray Icon [] Disable Adapter
[ Radio Off ] windowes Zero Config
Ready LI
5.3 NAT

5.3.1 Visual Server
Port forwarding service is to transfer packets from specific ports to corresponding
IP address on local area network.

2 Router
[ OneButton Setup Visual Server
Step Setup

gz

& P Config Entrie_s in thi_s table allow you to automatical_ly redirect commaon netw_ork sewices to a specific

& Wircless machine behind the NAT firewall. These settings are only necessary if you wish to host some sort of

! server like a web server or mail server on the private local network behind your Gateway's MAT firewall.
==

NAT
s ] Enable Port Forwarding

Visual DMZ =
4 IP Address: l:l Protocel: o0 Port Range: I:II:I Comment:

&= Firewall
&= Server [ Apply Changes | [Reset

® System Management
& | og & Status
L Logout Current Port Forwarding Table:

. LocallPAddress  Protocol  PortRange Comment Select
Delete All
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1. Enable Port Forwarding
Please select to enable Port Forwarding service or not.
2. IP Address
Please specify the IP address which receives the incoming packets.
3. Protocol
Please select the protocol type.
4. Port Range
Please enter the port number, for example 80-80 or 20-22 -
5. Comment
You can add comments for this port forwarding rule.
6. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset to
clear all the input data.
7. Current Port Forwarding Table
It will display all port forwarding regulation you made.
8. Delete Selected & Delete All
Click Delete Selected will delete the selected item. Click Delete All will delete
all items in this table.
9. Reset
You can click Reset to cancel.

*The following figure shows the ip forwarding configuration of your web on a local
area network. The web server is located on 192.168.1.100, forwarding port is 80,
and type is TCP+UDP.

Configuration:

Private IP: 192.168.1.100
Port: 80 - 80

Type: TCP+UDP
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A

ADSL '
Gahlaﬂmum% IP - 192.168.1.100

Internet
Request

Internet

/\

Q‘ Remote User

5.3.2 Visual DMZ
It will expose the computer which users enable the DMZ settings. All packets from
the Internet will be forwarding to this computer. It is useful for specific applications,
but please be careful to establish it.
DMZ (Demilitarized Zone) Host is a zone that is not limited by the firewall service.
DMZ allows you to redirect the packets from specific IP address to WAN IP
address. An external attacker only has access to equipment in the DMZ, rather
than the whole of the network, and internal users can access to this equipment.

& Router

One Button Se Visual DMZ
Step Sefup
IP Config A Demilitarized Zone is used to provide Internet services without sacrificing unauthorized access to its
Wireless local private network. Typically, the DMZ host contains devices accessible to Internet traffic, such as
Weh (HTTP } servers, FTF servers, SMTP (e-mail) servers and DNS semvers.
= NAT
D M v [] Enable DMZ
[ Visual DMZ
DMZ Host IP Address:

& Firewall

8 Server

& System Management
& | og & Status

O Logout

L Apply Changes ,] [Reset]

1. Enable DM2
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It will enable the DMZ service if you select it.
2. DMZ Host IP Address
Please enter the specific IP address for DMZ host.
3. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset to
clear all the input data.

5.4 Firewall
The Firewall service includes Port Filtering, IP Filtering, MAC Filtering, and URL
Filtering.

Tireles=s 8021 1ITmn
Server Hie

nNenw
Rourer

One Button Setup
Step Setup
IP Config
Wireless
NAT
Firewall
i Port Filtering
[ 1P Filtering
i MAC Fittering
i URL Filtering
B Server
B System Management
B | og & Status
[ Logout

9]
B
s
[
[

5.4.1 Port Filtering
This function allows users to filter and manage specific ports; to limit the use of
certain applications to transmit through a specific port. Port filtering helps users to
improve the security of your network.
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& Router

One Button Setup Port Filtering
Step Setup
IP Config :Entries inhthis |:at;le (aBre used tfjrestrfict cu;rtﬁalin types Ef dhatla tE)Tpkets frolm your Ioclal lnetwork }0 ;
nternet through the Gateway. Use of such filters can be helpful in securing or restricting your loca
Wireless network.
NAT
Firewall [0 Enable Port Filtering
Port Filtering e
g o Port Range: |:|—|:| Protocol: | ©011 Cumment:l:l
C MAC Fitering L Apply Changes J ’Reset]
[j URL Filtering
& Server
B2 System Management Current Filter Table:

# [ og & Status
0 Logout

Delete Selected Delete All Reset

1. Enable Port Filtering
Please select Enable Port Filtering to filter ports.
2. Port Range
Please enter the port number that needs to be filtered.
3. Protocol
Please select the protocol type of the port.
4. Comment
You can add comments for this regulation.
5. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset to
clear all the input data.
6. Current Filter Table
It will display all ports that are filtering now.
7. Delete Selected & Delete All
Click Delete Selected will delete the selected item. Click Delete All will delete
all items in this table.
8. Reset
You can click Reset to cancel.
* The following figure shows a user limits some applications to use the 80 port.
IP: 192.168.1.X
Port: 80-80
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ADSL or
Cable Modem

Internet \: IP: 192.168.1.X
(N — Port: 80-80

Website
Server

*All clients inside the local area network can’t open the 80 port through this
router.
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5.4.2 IP Filtering
This function can limit a specific ip address to access the Internet. The computer,
whose ip address is listed on filter table, will be denied the access request by router.
This protocol is made base on Internet Protocol and Transmission Control Protocol.

|

[ OneButton Setup IP Filtering
@ Step Setup
& |P Config Entries in this table are used to restrict certain types of data packets from your local network to
Internet through the Gateway. Use of such filters can be helpful in securing or restricting your local
SOWiSiesS network.
-8 NAT
= Firewall 1 Enable IP Filtering
3 Loal IP ﬁ.ddress:|:| Protocol: | DC0th Camment:|:|

[3 P Fitering
il MAC Fittering
[l URL Filtering

L Apply Changes J[Reset]

& Server Current Filter Table:

<[ LocalPAdkes [ Piotoeal | Comment | Selett

@ Log & Status

B Logout Delete Selected Delete Al

1. Enable IP Filtering
Please select Enable IP Filtering to filter IP addresses.
2. Local IP Address
Please enter the IP address that needs to be filtered.
3. Protocol
Please select the protocol type of the IP address.
4. Comment
You can add comments for this regulation.
5. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset to
clear all the input data.
6. Current Filter Table
It will display all IP addresses that are filtering now.
7. Delete Selected & Delete All
Click Delete Selected will delete the selected item. Click Delete All will delete
all items in this table.
8. Reset
You can click Reset to cancel.

5.4.3 MAC Filtering
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This function can limit a specific MAC address to access the Internet. The network
card, whose MAC address is listed on filter table, will be denied the access request

by router.
" Router
' One Button Se MAC Filtering

Step Setup
IP Config Entries in this table are used to restrict certain types of data packets from your lecal network to
Hi s Internet through the Gateway. Use of such filters can be helpful in securing or restricting your local

network.
NAT
Firewall [ Enable MAC Filtering

Port Filtering
= MACAddress:| | Comment| |

[ 1P Fitering
£ T Py [. Apply Changes ] [Reset]

[ URL Filtering

B Server
Current Filter Table:

S g T | L T [ S

#= Log & Status

O Logout Delete Selected Delete All

1. Enable MAC Filtering
Please select Enable MAC Filtering to filter MAC addresses.
2. MAC Address
Please enter the MAC address that needs to be filtered.
3. Comment
You can add comments for this regulation.
4. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset to
clear all the input data.
5. Current Filter Table
It will display all MAC addresses that are filtering now.
6. Delete Selected & Delete All
Click Delete Selected will delete the selected item. Click Delete All will delete
all items in this table.
7. Reset
You can click Reset to cancel.

5.4.4 URL Filtering
This function is used to block users trying to access some webs with specific key
words. Please enter the URL of the web in URL Address field.
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= Rourer

Ei One Button Se URL Filtering
B Step Seiup
& |P Config URL filter is used to deny LAN users from accessing the internet. Block those URLs
g2 Wireless which contain keywords listed below.
= ] Enable URL Filtering
= Firewall
0 PortFiltering URL Address: |
[ 1P Fitering
[l MAC Filters L Apply Changes J [Reset ]
Fi URL Filtering
B2 Server Current Filter Table:

= System Management
& | og & Status
E1} Loaout

1. Enable URL Filtering
Please select Enable URL Filtering to filter web pages.
2. URL Address
Please enter the URL of the web page. For example: www.google.com.
3. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset to
clear all the input data.
4. Current Filter table
It will display all web pages that are filtering now.
5. Delete Selected & Delete All
Click Delete Selected will delete the selected item. Click Delete All will delete
all items in this table.
6. Reset
You can click Reset to cancel.

Caution: This function is not in effect when the Visual Server is enabled. Please disable

Visual Server before activate filter.

5.5 Server

Server Router provides Samba Server, FTP Server, Web Camera Server, and
Printer Server Application.

5.5.1Samba Server

ETOP 116 User’s Manual V1.0



Support NetBIOS Protocol, the consumer sharing file or printer which provides as
the "My Network Places”. Please make sure storage devices and printers are
connecting to USB ports on the router and already mounting.

| Router

[l One Button Se Samba Server
B Step Sefup
& P Gnnﬁg “ou can enabled or disabled samba server function in this page.
B Wireless
= NAT Enable Samba Server: () Epabled O Disabled
& Firewall Workgroup Name: | |
=
Server Server Hame: | Server_Rooter 042141 |
[ Samba Server
[l FIP Server Server Description: |
i WebCam Server
O Prnt Server [ Awoly Changes | | Reset |

B System Management
& | pg & Status

@ QOO

1. Enable Samba Server
Enable or disable this function.
2. Workgroup Name
Input the workgroup name, default is "WORKGROUP".
3. Server Name
Input the server name, default is * Server Router”.
4. Server Description
You can input description of the server.
5. Apply & Cancel
Click on Apply button to finish setting. Click on Cancel button to clean the
setting on this page.
5.5.1.1 How to enter the sharing floder
Please follow below steps.

Step 1:
Please click the “start”, and select "My Computer”.
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i J Administrator

Internek _) My Documents

Internet Explorer
I Ib My Recent Documents

E-mail

Ciitlook Express

o

—9 My Pictures
_3 My Music
E’ Contral Panel |:E

Sek Program fccess and
Defaulks

Tour Windows =P % Chnneet T .

Windows Media Playver

Windows Messenger

@&@é@m

y | Filzs and Settings Transfer Li‘é Printers and Faxes
Wizard

w Paint @ Help and Support:

All Programs D {—J] Run...

—
og Qff | ﬁ} | Turn Off Computer

& 1% - Paint 4 Sindows Explo

Step 2:
In the Address blank input the IP address: \\192.168.1.1.

Address | '_tﬂ 1192,.168.1.1

Step 3:
Appear following menu, can open following to share internal data.
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T 192.168.1.1

File Edit “iew Favorites Tools  Help

@Back ~ \.) l'ﬁ pﬁearch [E' Folders

Address |9 192.163.1.1

Metwork Tasks 'ﬁ:f

2 &dd a nebwork place

% Wiew netwark connections

Q Set up a home or small
affice netwark.

Note :

1. If connected USB flash or HDD, and then enable samba server function, it will appear a
samba folder.

2. If connected USB printer, and then enable printer server function, it will appear a
printer icon.

5.5.2FTP Server
FTP Server utility allows both local and remote users to upload or download files,
pictures or MP3 music form the same storage device. Before configure FTP Server,
please make sure the storage device is properly plug into any USB port on the
router and make sure this USB storage device is detected by the router.

Router
[J One Button Se FTP Server
B Step Setup
& |P Config You can enabled or disabled FTP server function in this page.
& Wireless
g NAT Enable FTF Server: © Enabled O Disabled
& Firewall Enable Anonymous to Login: (® Enabled O Disabled
= Server Fnable FTP Access from WAN- ® ;
5 Enabled O Disabled
[] Samba Server
i FTP Server Port:
[ WebCam Server Idle Connection Time-Out: eoonds(M]N: 60 default: 300)
[ Print Server
& System Management [ Apply Changss | [ Reset |
&8 Log & Status
[ Logout User Account List:

1. Enable FTP Server
Select to "Enable” or “"Disable” FTP server.
2. Enable Anonymous to Login
Allow anonymous to login after check on Enable.
3. Enable FTP Access from WAN
Allow FTP access from WAN side by checking on Enable for this item.
4. FTP Server Port
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The default is 21. Define the FTP command transfer service port. If you want to
change this port number, remember to change the service port setting of your
FTP client, also.

5. Idle Connection Time-Out
When a specific time value is added, FTP Server will be de-activated if it has no
activity within the time limit. The default is 300 seconds; the minimum is 60
seconds.

6. Apply & Cancel
Click on Apply button to continue. Click on Cancel button to clean the setting
on this page.

7. User Account List
User Name, Status, and Opened Directory/File can be shown on the list.

Note : FTP server is compatible with FAT32 or EXT3 format USB storage device. In case you

need to format your USB storage device. Please always make sure the device is
formatted with FAT32 or EXT3 standard.

5.5.3Webcam Server
By connecting web camera to the router, it allows user to monitor their home or
office from remote locations.

5.5.3.1Webcam Server Basic Setting

& Router

One Button Se WebCam Server

Step Setup

IP Config “ou can enabled or disabled YWehCAM server function in this page.
Wireless

NAT Enable Webcam: (©)Enabled C Disabled
Firewall Access from WAN: (*) Enabled ) Disabled

Sernver Image format: 3201240
Ll Samba Server

0 EIP Server [Preview | [ Record Seting | [ Apply Changss | [ Resat |
[l WebCam Server
£ Print Server
B System Management
= | og & Status
£ Logout

9]
s
B
e
e
s

1. Enable Webcam Server
Select to "Enable” or "Disable” webcam server.
2. Access from WAN
Allow webcam can access from WAN side by checking on Enable for this item.
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3. Image format
The format is 320X240 pixels.

4. Preview
Click on this button, you can preview the image from webcam.

5. Record Setting
Please see the detail advance setting in “5.5.3.2 Webcam Advanced
Configuration”.

6. Apply & Cancel
Click on Apply button to continue. Click on Cancel button to clean the setting
on this page.

5.5.3.2Webcam Server Advanced Setting
Click on "Record Setting” button, and the screen will appear as below.

Webcam Advanced Configuration

Snapshot Record Settings

Save image interval: 5 [sec (defaule: 5)

Save Location: #USBE ) Remote FTP
Femote FTP URL:

Eemote FTP pore:
Eemote FTP user:
Remote FTP password:

Eemote FTP Directory:

[Eiau:k][ Apply Changes ][ Reset ]

1. Save image interval
For saving image, you can set the save interval time, the default value is 5
seconds.

2. Save Location
Set the save location for webcam image, you may save into USB HDD or
Remote FTP; if select save to Remote FTP, please continue following
remote FTP setting.

3. Remote FTP URL
Input the FTP URL for saving webcam image.

4. Remote FTP port
Input the FTP port number under URL to save image.
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5. Remote FTP user
Input the users name you like and it will be used to save the webcam image
into the FTP server.
6. Remote FTP password
Input the remote password.
7. Remote FTP Directory
To provide option of which folder should be used for saving webcam image.
8. Back
Click on Back button for returning to Webcam Basic Setting screen.
9. Apply & Cancel
Click on Apply button to continue. Click on Cancel button to clean the setting
on this page.

5.5.3.3Application for Web Camera

5.5.3.3.1 Web Camera Monitoring Application

Monitor your home with a Webcam via Server Router. Take pictures via Server
Router, also can do the monitoring or recording all images into the USB HDD for
reviewing. Often marketed as surveillance tools for home or office security,
network Webcams are now being employed by early adopters for more personal
matters, such as watching kids and monitoring pets. The Webcam can be remotely
accessed and controlled via a browser. Besides, to record and monitor live action
with USB webcam, also can view the image through Internet browsers or mobile
phones.

5.5.3.3.1.1 Web Camera Monitoring via WAN connecting
For viewing the image via webcam from WAN connecting, below is the diagram.

® How to check your WAN IP address

To monitor the image via webcam from outside door, you need to know the WAN
IP address. Select "Network Configuration” under Log & Status in main Menu
after connection, and you will see the WAN IP Address which used to connect to
webcam screen. Here use 192.168.2.51 as example.
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[ OneBution Setup Network Config
B Step Setup : _ _ ;
& 1P Cnnﬁg This page shows the current status and some basic settings of the device.
B Wireless
& NAT
B Firewall Uptime Odav-0h:33m:Ts
B Sorver rm:re "erinn 2007/04/23 Ver1 0.7 BOS
B2 System Management s = AP
i I_Dg & Status Band 24 GHz (B+G)
O Logout 551D Broadband Router
Channel Number 11
Encryvption Dizabled
MAC Address 00:e0:4c:81:86:21
Associated Clients 0
Artain [P Protocol Fixed IP
IP Address 192.:168.1.1
Subnet Mask 2532553550
Default Gateway 192.168.1.1
DHCP Server Enabled
MAC Address 00:el4c:81:86:21

® Monitor the image via webcam from WAN

Input the WAN IP Address (as you see in above screen) into browser blanks, and
you will see the personal account login screen appear then input your own user
account and password. After login by personal, your will see the personal control
panel screen as below, please click on "My Webcam”.

Wireless 802.11n

Server. Router.

Router / AP / WiFi AP

Administrator Personal Panel

Click on Personal Panel to enter.
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Anonymous
——

There will be a pop-up screen showing the image from web camera as below
example.

3} Web Cam - Microsoft Internet Explorer -10] x|
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5.5.3.3.1.2 Web Camera Monitoring via mobile phone
Also, you may view the monitor live action through mobile phones.
Please key in the WAN IP address plus “/webcam.html” e.g.

http://192.168.2.51 /webcam.html into the mobile phone’s browser blank
and you will see the webcam user login screen appeared.

Username : | |

Password :

Input Username and Password of your own. You will see like as below monitor
screen.
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5.5.3.3.2 Web Camera Recording
5.5.3.3.2.1 Administrator

Server Router also can record the pictures from Webcam; only Administrator can
do the settings. Select Web Camera Server from main Menu and Enable this

function, click on Record setting button for further setting.
wr Router

One Button Se WebCam Server

Step Setup
IP Config You can enabled or disabled WebCAM server function in this page.

Wireless
NAT Enable Webcam: ) Enabled O Disabled
Firewall Access from WAN: {*)Enabled  Disabled

Server Image format- 3202240
[i Samba Server

[0 ETP Server [Hfmew]l[ Recond Seting ]l[ Borly Changes | [ Resst |
Ei webCam Server
i Print Server
B System Management
& | og & Status
£ Logout

9]
=
[
=
e
tm

To setup the Webcam Advanced Configuration for each blank and the image from
webcam will be recorded into your USB HDD or Remote FTP.

Webcam Advanced Configuration

Snapshot Record Settings.

Save image interval: 5 ec (default: 5)

Save Location: #UsE O Remote FIP

Remote FTP URL: |

Remaote FIP port: I:l

Femote FTP user:

|
Eemote FIP password: | |
|

Eemote FIP Directory:

[Elack][ Apply Changes J[ Reset J

For administrator, you may view all the images from webcam recording, please
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select Folder Management and click on Disk Explorer to view entire folder
inside the disk including webcam record files.

Folder Management

You can specify which USE storage to be System Disk.

USE Device Name

.~ SysDisk ~ Disk  TYPE  Capacity = Free Space =~ Function
® USBA Unknown 63MB 39MB

Dizk Bxrplorer

Partition / Format SysDisk

All existing data and partitions on the HDD will he DESTORYED ! Make sure you really need to do this |

TYPE: CFAT16R32 @ NTFS OEXT3

Feormnat

After click on Disk Explorer, you will see the folder screen appear including all the
folders.

Other Places

& Internet Explorer
|f____"| My Documents

All the image files will be saved in the folder “webcam_recorded_files”. Please
open the file for checking.

Mame = Size | Type Modified
[Ecam2008 11 24 03 05 30.jpq | 18.4KB JPEG Image 11/24/2007 3:05 AM
Other Places [Ecam2008_11_24 0305 35.jp  18.5KB JPEG Image 11/24/2007 3:05 AM
B 192.168.1.1 !EcamZDDB_l 1 24 03.05_404pg  18.6KB IPEG Image 11/24/2007 3:05 AM
T st [ cam2005_11_24 0305 45.Jpg  18.7KB JPEG Image 11/24/2007 3:05 AM
[ cam2008_11_24 03_05 50.Jpg  18.9KB JPEG Image 11/24/2007 3:05 AM
G e ocmenis K cam2008_11_24 03055500 19.7KB IPEG Image 11/24/2007 3:05 AM
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5.5.3.3.2.2 Personal Application

All the users under administrator’s setting can view entire webcam recording
images from My Document. Please login by your own personal account. For
viewing your own folder, please click on "My Document”.

Anonymous
s

After click on "My Document”, you will see below folder screen appeared. You can
save files here.

Other Places

ﬁ Internet Explarer
&} My Documents

e R LT

Note : If you can’t open the folder inside the FTP server, please check with administrator to setup
your FTP & Webcam’s privileges.

5.5.4Printer Server
The two USB ports on Server Router are for connection with printers to be shared

on the local area network. Follow the below steps to setup your PC to connect to a
Printer server.
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! Router

Ei One Button Setup Print Server

g Step Setup

& P Conﬁg You can enabled or disabled print server function in this page.

B Wireless

= NAT Enable Printer Server: ) Enabled ©) Disabled

& Firewall Enable FTP Access from WAN: © Enabled O Disabled

= e Printer Model: hp deskjet 1180c
Samba Server B | |
FTP Server

e Printer Description: | |

Print Server

& System Management [ ApplyChangs | [ Reset |

& | og & Status
b Logout

1. Enable Printer Server
Check Enable for applying printer server.
2. Enable Printer Access From WAN
Allow printer can access from WAN side by checking on Enable for this item.
3. Printer Model
The printer model will be shown when plug the USB printer.
4. Printer Name
Input the name of printer you like.
5. Printer Description
Input the description of printer as your demand.
6. Apply & Cancel
Click on Apply button to continue. Click on Cancel button to clean the setting
on this page.

Besides above setting finished, the printer setting on PC also needs to be set as
follows.

5.5.4.1 Printer Setting on PC
After Enable Printer Server in Quick Setup and Printer Server Configuration, please

follow below steps to set the detail LPR settings in your PC. (Below example is for
Windows XP platform.)

Step 1:
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Please go to Start > Printers and Faxes to add a printer.

|@ Tour Windows $P % Conneck Ta L4

Files and Settings Transfer & Prinkers and Faxes
5 Wizard o

g Paint @ Help and 5up| Shows installed m
p Search

&ll Programs D T Run...

@| Log oFf |E| Turn OFF Camputer

-g'i-'-t 14 - Paink = 5 Windows Explo

Step 2:
Click “"Add a printer”.

‘® Printers and Faxes

File Edt ‘iew Favorites  Tools  Help

\J Back. \) Lﬁ }':] Search lj;- Folders v

“ 4 Printers and Faxes

Address

Printer Tasks

HP Laserlet 2200 Senes PCL:

&dd a printer

Step 3:
Click “"Next”.
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Add Printer Wizard

Welcome to the Add Printer
Wizard

Thiz wizard helps you ingtall a prinker or make printer
conhections.

2 o |If you have a Plug and Flay printer that connects
lr) thraugh a USE port [or any ather haot pluggable
port, such az IEEE 1334, infrared, and =0 an], pou
do not need to uge this wizard. Click Cancel to
cloze the wizard, and then plug the printer's cable
inko your computer or point the printer toward wour
computer's infrared port, and turn the printer on,
Whindowes will automatically inztall the prinker for o,

To continue, click Mext,

Mext » |[ Cancel ]

Step 4:
Click the “Local printer attached to this computer”, and then click "“Next”.

Add Printer Wizard

Local or Network Printer
The wizard needs to know which type of printer o set up.

Select the option that describes the printer pou want to use:

{(#)iL ocal printer attached to thiz computer

Automatically detect and inztall my Plug and Play printer

(" & network printer, or a printer attached to another computer

- To zet up a network, printer that iz not attached to a print server,
‘!LJ‘) Lze the "Local printer’’ option.

[ ¢ Back ” Hest » ][ Cancel ]

Step 5:
Click the “Create a new port” and select the “Standard TCP/IP Port”, and
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then click "Next”.

Add Printer Wizard

Lelect a Printer Port
Computers communicate with printers through ports.

Select the part you want your printer ta use. If the part iz not listed, you can create a
new park,

() Usze the following part;

() Create a new port: )
Type of port; Standard TCPAR Part

¢ Back ” Hest » ][ Cancel

Step 6:
Click "Next”.

Add Standard TCP/IP Printer Port Wizard E|

Welcome to the Add Standard
TCP/IP Printer Port Wizard

Y'ou uze thiz wizard to add a port for a network, printer.
Before continuing be zure that;

1. The dewice iz turmed an.
2. The netwaork, iz connected and configured.

To continue, chick Mest,

Mext » |[ Cancel
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Step 7:
Input the IP address of Server Router: 192.168.1.1 (Router Mode), and then
click "Next”.

Add Standard TCP/IP Printer Port Wizard

Add Port
For which device do you want to add a port?
Enter the Printer Mame or [P addresz, and a port name for the desired device,
Frinter Marne or IP Address: | 192.168.1.1| |
Port Mame: ili:"_-'lé_E'IEEﬁ |
¢ Back ” Hest = ] [ Cancel
Step 8:

Select the "Custom” and click the “Settings”, and then click "Next”.
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Add Standard TCP/IP Printer Port Wizard

Additional Port Information Required
The device could nat be identified.

The detected device iz of unknown tppe. Be sure that:
1. The device iz properly configured.
2. The addresz on the previous page iz corect,

Either comect the addrezs and perform another zearch on the nebwork, by returning to the
previous wizard page or zelect the device type If pou are sure the address iz comect,

Device Type
() Standard

® Custon || S ettings...

[ ¢ Back ” Hest » ][ Cancel

Step 9:
Select "LPR"” and give it the same "Queue Name"” as USB Printer Name as shown,
and mark "LPR Byte Counting Enabled”. Finally, click on "OK"” button.
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Configure S5tandard TCP/IP Port Monitor,

Fort Settings
Port M arme: | IP_152168.1.1 |
Printer Mame or P Address: | 192.168.1.1 |
Pratocal
O Baw (® LPR
Faw Settings

Part Mumber;

9100

LFR Settings

[ ] 5MMP Statuz Enabled

Cornrurity Mame | puiblic

SHMF Cresvice [ndes | i

][ Cancel ]

Step 10:
Click the “Finish”.
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Add Standard TCP/IP Printer Port Wizard

[3

Completing the Add Standard
TCP/IP Printer Port Wizard

Y'ou have selected a port with the following characteristics.

SHMP: Mo

Fratocal: LPR. 1000
Device: 132168.1.1
Port Marme: IP_192168.11
Adapter Type:

To complete this wizard, chick Finish,

[ <Back |[ Fnsh | |

Cancel ]

Step 11:

Select the "Manufacturer” and “Printers”. If your printer doesn't listed in the
table, please install its driver CD and then click on "Have Disk...” button for
installation. Or click on "Next” button to finish the setting.

Add Printer Wizard

Install Printer Software
The manufacturer and model determine which printer software to uze.

Yes), Select the manufacturer and model of pour prinker. | pour prinker came with an installation
f-- dizk, click Have Disk. If your printer iz not listed, conzult your printer documentation for
compatible printer 2aftware.

b anufacturer Za || Printers T
GCL S5 Hewlett-Pack ard HP-GLAZ Flotter
Sl S HP 20000
E net 5k HP 2500C Series
IEk4 i ¥ HP 2500C Series PCLGCe per
| | | = i mrmnm i - e =1
_5&' Thiz driver iz digitally zsigned. [ Windows Update ] [ Have Digk... ]
Tell me why driver zigning is important
[ ¢ Back ” Hest » ] [ Cancel ]
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Step 12:
Click on Finish button and all steps of setting printer server are completely.

Add Printer Wizard

Completing the Add Printer
Wizard

Y'ou have successfully completed the Add Printer Yizard.
Y'ou specified the following prinker settings;

M ame: Hewlett-Packard HP-GL/2 Plotter
Share name:  <Mot Shared:

Port: IP_1921628.11

kodel: Hewlett-Packard HP-GLAZ Plotter
Default: es

Testpage: Mo

To cloge thiz wizard, click Firizh.

[ < Back ]l Firizh |[ Cancel

5.6 System Management
It has 6 sections: Change Password, Firmware Upgrade, Profiles Save, Time Zone

Setting, UPnP Setting, and Language Setting. It is easy and helpful for users
making more detailed settings.
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Router
Ei One Button Setup
Step Setup
IP Config
Wireless
NAT
Firewall
Server
ystem Management
Change Password
Firmware Upgrade
Profiles Save
Time Zone Setting
UPnP Setting

S
@
@
&
£
@
@
&
£

Folder Management
Log & Status
Logourt
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5.6.1 Change Password

Users can set or change their password in this section.

& Router
One Button Sef Change Password
Step Setup

IP Config This page is used to set the account to access the web server of Access Point. Empty user name and
Wireles password will disable the protection.
Ireiess

NAT
Eirewall User Name: | |
Server New Password: | |
System Management
Change Password
Firmware

Profiles Save

Time 7one Setfing

P BEREEBERRBRD

Confirmed Password: | |

[ Apply Changes ]’ Reset J

Please enter the
password and

confirm it.

9]
o)
o]
6
o]
o]
o]
6

= | og & Status
B Logout

Click on Apply Changes to save the setting data. Or you may click on Reset to
clear all the input data.

5.6.2 Firmware Upgrade

This function can upgrade the firmware of the router. There is certain risk while
doing firmware upgrading. Firmware upgrade is not recommended unless the
significant faulty is found and published on official website. If you feel the router
has unusual behaviors and is not caused by the ISP and environment. You can
check the website (http://www.etopnetwork.com.tw) to see if there is any later
version of firmware. Download the firmware to your computer, click Browser and
point to the new firmware file. Click Upload to upgrade the firmware. You can’t
make any move unless the machine reboot completely.
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& Router
One Button Sei Firmware Upgrade
Step Setup

This page allows you upgrade the Access Point firmware to new version. Please note, do not power off
IP Config : : :

the device during the upload because it may crash the system.
Wireless

NAT
Firewall Select File: | |L Browse.. |Please download the

Server firmware to the local
System Management computer first, and
Change Password then browse it to

Firmware u pl oad.
Profiles Save

Time 7one Setting

g R RERERD

3]
3]
3]
3]
3]
3]
3]
3]

= | og & Status
Bl Logout

Caution: To prevent that firmware upgrading is interrupted by other wireless signals and

causes failure. We recommend users to use wired connection during upgrading.

Caution: The firmware upgrade will not remove your previous settings.

*Reset button:

On the back of this router, there is a reset button. If you can not login the
administrator page by forgetting your password; or the router has problem you
can’t solve. You can push the reset button for 5 seconds with a stick. The router will
reboot and all settings will be restored to factory default settings. If the problem
still exists, you can visit our web site to see if there is any firmware for download
to solve the problem.

LAMN Port  WAN Port
WPS Button

B[ | ¥ |4

E o4 Reboot /Reset Button

uspe Port

5.6.3 Profiles Save

Users can save or restore the setting profile, and reset the setting to factory
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= Router

9]
tz

]

One Button Setup

= Step Setup

IP Config
Wireless

B NAT
= Firewall
B Server

@]

System Management

Change Password
Firmware Upqgrade
Profiles Save
Time 7one Setfing
UPnP Setting

User Account Ma
Folder Management
Log & Status
Logout

lefel]el|e|efe]le]a

Profiles Save

This page allows you save current settings to a file or reload the settings from the file which was saved
previously. Besides. you could reset the current configuration to factory default.

Save it to a computer.
|[ Browse. .. ]l Upload

Upload the file
from PC to router.

Save Settings to File:

Load Settings from File: |

Reset to default.

Reset Settings to Default:

*Please see the following instructions.

a. Please click Save..., a prompt window will ask user to save config.dat file.
(Figure 1), please select the location (Figure 2), for example: the desktop (Figure

3).

=
=

= Houter

One Button Setup

= Step Setup
2 |P Config
= Wireless

NAT

= Firewall
B Server

@]

System Management
Change Password
Firmware Upgrade
Profiles Save

Time 7one Setfing
UPnP Setfing

User Account Ma
Folder Management
Log & Status
Logout

9]
9]
3]
9]
9]
9]
9]
3]

ETOP

Profiles Save

This page allows you save current settings to a file or reload the settings from the file which was saved
previously. Besides. you could reset the current configuration to factory default.

Save ..

Load Settings from File: |

Save Settings to File:

|[ Browse. .. ] [Upload]

Reset Settings to Default:
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File Download

Do you want to save thiz hle?

el Mame: config.dat

Twpe: Unknown File Type, 46 bytes
From: kidsblog.kspes.tpe.edu,bw

I Save I]L Cancel |

YWhile filez from the Internet can be useful, zome files can potentially
harm your computer, |f pau do ot st the source, do not zave thiz
file. Wwhat's the rizk?

v

(Figure 1)
X
Save | @ Deszktop v| & | T e v
iy [y Documerts
4 23 jj My Compuker
My Recent HM}; Metwork Places
Documents |hpic
r—r"-":
[
Desktop
by Documents
by Computer
i File name; u::.:nrufiu_da L | Save
by Metwork, | Save az lype: | .dat Dacument w |
(Figure 2)

(Figure 3)

ETOP 142 User’s Manual V1.0



b. Please click Browser... (Figure 1) and select the config.dat file. (Figure 2), and
then click Upload to retrieve (Figure 3).

i
:
g

One Button Se Profiles Save
Step Setup

IP Config This page allows you save current settings to a file or reload the settings from the file which was saved

previously. Besides. you could reset the current configuration to factory default.
Wireless

NAT

Eirewall Save Settings to File:

Server Load Settings from File: |

System Management ]
Chanas Dasswoed Reset Settings to Default:

Firmware Upgrade
Profiles Save

Time 7one Setfing

|

I[ Browse. .. ] [Upload]

Ermerrr————

R RERERERD

lefel]el e |e{e]a

= | og & Status
B Logout

(Figure 1)

Choose file

Loak i @Desktup j Q_; _T-"' = *

Mw;.f Docurnents
4 i My Compuker

My Recent | WJpy Metwork Places
Documernts Eﬁ:'ﬁ'VRack

@ 5 wireless LaN Utiliy
- (Shpic

Cesktop E Eagi

by Documents
by Computer
by Metwork  File name: | j | Open I

Places
Filez of twpe: |,-'.‘-.II Files [*.7] Cancel |

(Figure 2)
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YWirseles=s 8021 1ITn
Server Houfter

. Router /
Menru 2
| Router
} One Button Setup Profiles Save
Step Setup
» IP Config This page allows you save current settings to a file or reload the settings from the file which was saved
) = previously. Besides, you could reset the current configuration te factory default.
i Wireless
2 NAT
= Firewall Save Settings to File: Save_.. :
1 Server Load Settings from File: |EUser ManualdRIGIWGUN]|| Browss | [ Upload |

= System Management
Reset Settings to Default: Reset
] Change Password g u

Firmware Upgrade
Profiles Save

Time Fone Setting

UPnP Setting

Language Setting

User Account Manageme:
Folder Management

B |og & Status

£} Logoit

o e/ e/ |ef]|e/]e ||

(Figure 3)

c. When you see the screen displaying like the following figure, it means update is
completed. Please click OK to turn back to the configuration page.

Tircle=s= BO2Z.1 1Tn
: ervier Rooater

= FRouter
[i One Button Setup Update successfully!

Step Setup

& Wireless
B NAT

d. if you want to reset the system back to factory default settings, please click
Reset button.
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Qe Button Seti Profiles Save
Step Setup
IP Config This page allows you save current gettings to a file or reload the settings from the file which was saved
'u'u’irFlP's_ previougly. Besides. you could reset the cument configuration to factery default
= Tk - - _— - - . 3

NAT
Firewall Save Settings to File:

Server Load Settings from File: | ” Browse. I I Upioad I
Sysiemn Management
Change Password
Firmm 1]

Profiles Save

nreEREBERERFRERD

Resat Settings to Default:

Windows Intermet Exploner

\zj Do yorn really w1 peset the erumment settings 8o defanlr?

| 0K I Cancel I

3]
3
3]
3
3
3]
3
3

Folder
B Log & Stalus
O Logout

e. When you see the screen displaying like the following figure, it means reset is
completed. Please click OK to turn back to the configuration page.

Tircle== 8021 1In
Server Router

Nenw
= Router

Ei One Button Setup Reload setting successfully!
B Step Setup
m [P Config

& Wireless
B NAT

5.6.4 Time Zone Setting

This function allows users to select their time zone and NTP server. Users can
adjust the time manually or through the NTP server.
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‘

[i OneButon Setup Time Zone Setting
"B Step Seiup
& IP Config You can maintain the system time by synchronizing with a public time server over the Internet.
B Wireless
I : 2:;‘“3“ Current Time : Yr@ Mon Day Hr Mn @ Ser:
& Server Time Zone Select : {GMT-08:00) Pacific Time ease select
& Syslem Management [0 Enable NTP client update the time
Ei__ S O Axtomatically Adjust Daylight Saving zone.
[0 Eomware
[ Profiles Save NTP server : @ [ 1925 41 41 - North America
Ej Time Zone Setti 3 I:I {(Manual IP Setting)
9
8] [ Apply Changes ] [Reset] [ Refresh ]
9]
3]

m |og & Status
[ Logout

1. Current Time
Users can input the time manually.

2. Time Zone Select
Please select the time zone.

3. Enable NTP client update
Please select to enable NTP client update or not.

4. Automatically Adjust Daylight Saving
Please select to enable Automatically Adjust Daylight Saving or not.

5. NTP server
Please select the NTP server from the pull-down list, or you can enter the NTP
server IP address manually.

6. Apply Changes & Reset & Refresh
Please click on Apply Changes to save the setting data. Or you may click on
Reset to clear all the input data. Or you may click on Refresh to update the
system time on the screen.

5.6.5 UPNP Setting
Universal Plug and Play (UPnP) is a set of networking protocols promulgated by
the UPnP Forum. The goals of UPnP are to allow devices to connect seamlessly and
to simplify the implementation of networks in the home (data sharing,
communications, and entertainment) and in corporate environments for simplified
installation of computer components. Server Router supports UPnP function, and
can cooperate with other UPnP devices. When you activate UPnP, please click My
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Network Places. Users will see an Internet Gateway Device icon. By click the
icon, users can enter the GUI of Server Router. If you do not wish to use UPnP, you
can disable it.

I

= Router .
One Button Setup UPnP Setting

i Step Setup
= IP Config In this page.you can turn on or turn off the UPMNP feature of your router.

Wireless
1 NAT Enable/Disable UPNP: (*)Enabled O Disabled
| Firewall

Server [ ApplyChangss | [ Restt |

System Management

Change Password

Firmware Upgrade
Profiles Save

Time Zone Setting

&/ e/ |ellel]e|e/]|e/]e]

& | og & Status
£ Logout

: My Network Places

File Edit ‘“iew Favorites Tools Help

@Back - @ @ ,OSearI:h [E": Folders v

fiddress 'E My Mebwork Places

"

Metwork Tasks 6‘

o Add a network place

% Wiew nebwark connections

Set up a home or smal
office network

Al o~ u - ' 1

5.5.6 Language Setting
Server Router provides users with 12 languages to choose. Users can change the

language of the interface configuration. Please click Apply Changes after
selecting a language.
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One Button Setup Language Setting
® Step Setup

= |P Config This page allows you setup the gui language.
Wireless :
m NAT Select language: English ~
= Firewall o -
Traditional Chinese
= Server | Aprly Changes | Simplified Chinese
= GSystem Management éﬁPEUESE
ussian
o Lhange Hassword
[l Change Password il
i Firmware Upgrade French
Ei Profiles Save ‘;‘rab"_:h
; : panis
[i Time Zone Setfing Portuguese
[l UPnP Setting ltalian
Fi Lanquage Setti Korean
Lanquage »eTling
i UserAccount Ma
[ Folder Management

T L{}g & Siatus
£l Logout

Using Korean as an example, the screen will display on the chosen language after
the countdown is finished.

Tireles=s B02Z.1 ITmn
Server Roater

= Router

L B N B@o| Wisl =H)

&2 Step Setup

# IP Config HA = MA2 ol E HORH SH 2 30 £ T, 246t 2ICH

| Wireless

- NAT

& Firewall

2 Server
= System Management

Caution: After countdown, you can press Ctrl+F5 forcing the page to refresh.
This can avoid any translation uncompleted situation.

5.5.7 User Account Management

ETOP 148 User’s Manual V1.0



Personal users can use each individual application such as My Status, My Webcam
and My Document. This section is to set the user’s right. Also, all the users right will
be showed in User Account List and can do the edit or delete by clicking the
meaning text.

& Router
One Button Setup User Account Management

Step Setup
P Conﬁg You can add user account in this page.

Wireless

NAT © UserMame  Pasword  AccessRight

Firewall | | [J\Webcam Server [IFTP Server L

ERERRRBRD

[webcam Server  [JFTP Server

& System Management

|
Server | | | |
| |

[J Change Password | | [JWebcam Server [IFTP Server
[ Eomware

Profiles Save L Apply Changes J [ Reset ]

Time 7one Setting

3
3]
[3| UPnP Setting
3]
9
3]

Lanquage Setfing
User Account m
Folder Management

& Log & Status

) Logout

1. User Name
Create the user name in this blank.
2. Password
Setup the user’s password.
3. User Right
Enable the use to Webcam, FTP server.
4. Apply & Cancel
Click on Apply button to add the settings into the list table. Click on Cancel
button to clean the setting on this page.

5.5.8 Folder Management
Easy to check all the USB storage devices connected to your Server Router, view

the entire data folder inside each storage devices, and you can do the disk
formatting/partition via click on the button in this page.
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= Router

One Button Setup

Step Setup

IP Config

Wireless

NAT

Firewall

Server

System Management
Change Password

] Firmware Upgrade
Profiles Save

9]
£
£
B
=
=
£

Time 7one Setting

& | og & Status
b Logout

Folder Management

You can specify which USB storage to be System Disk.

USB Device Name

® USBA Unknown 63MB 39MB
Dk Bxplores

Partition / Format SysDisk

All existing data and partitions on the HDD will be DESTORYED ! Make sure you really need to do this !

TYPE: OFAT1682 @ NTFS OEXT3

1. Select the USB Disk and click on Mount button for refresh all disks before you

do disk partition, and the Unplug button will appear.

2. To partition/format the disk, please select the disk and click on Format

button.

3. If you want to view the data inside the disk, please click on "Disk Explorer” to

view all the disks folders inside the device.

Note : You have to click on “Unplug” button before remove the USB devices.
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5.6 Log & Status
The category provides Network Config and Event Log status for users to know
the operation status.

= Router
One Button Setup
Step Setup
IP Config
Wireless
NAT
Firewall
Server
System Management
Log & Status
i MNetwork Config
[i Eventlog
£l Logout

9]
[
e
[
e
[
e
[
&

5.6.1 Network Config
Users can check the Internet status under this category, including Firmware
version, Wireless setting, Connecting Time, WAN, TCP/IP ...information.
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Router
One Button Setup
Step Setup
IP Config
Wireless
NAT
Firewall
Server
System Management
Log & Status
Ei Metwork Config
Ei Eventlog
£ Logout

hERERERRRRD

Network Config

This page shows the coment stams and some basic settings of the device,

y5tem
Uptime OdasrOh: 33m: s
Firmware Version 200004 25 Werl 07 BOS

Wireless Configuration

Mode AF

|

Band 24 GHz (B+3)

SE1ID Broadband_Reouter
Channel Number 11

Encryption Diisahled

MAC Address O0eCdc: 818621
Associated Clients o]

Attain IP Frotocol Fired IF

IP Address 152.168.1.1
Subnet Mask 25525525510
Defaunlt Gateway 1%2.168.1.1
DHCF Server Enahled

MAC Address 0elide:8l 8621

5.6.2 Event Log

You may enable the event log feature here.

—

= [Router

Firewall

Server

System Management
Log & Status

P RBERFRRERRBRBRD

Enable Remote Log

Apply Changes

One Button Setup Event Log

Step Setup

IP Config This page can be used to set remote log server and show the system log.
Wireless (] Enable Log

NAT [ system all [ wireless [] DoS

Log Server IP Address: |:|

— Please select to enable log function.

[l MNetwork Config

Ei Eventloa
B Logout

1. Enable Log

You may choose to enable Event Log or not.
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2. system all - wireless & DoS

Please select the event you want to record.

3. Enable Remote Log

You may choose to enable the remote event log or not.
4. Log Server IP Address
Please input the log server IP Address.

5. Apply Changes & Refresh & Clear

Click on Apply Changes to save the setting data. Click on Refresh to renew

the system time, or on Clear to clear all the record.

*The following figure is an example when users click Apply Changes to record the

event log.

Enable Log
(] system all wireless Dol

[] Enable Remote Log Log Server IP Address:

| Aprly Changes |

Connfrace

Odax
Odax
Odax
Odax
Odax
Odax
Odax
Odax
Odaw
Odaw
Odaw
Odaw
Odaw
Odaxw

[ e P

0a-
0a-
0a-
0a-
0a-
0a-
0a-
0a-
0a-
0a-
0a-
0a-
0a-
0a-

0.

0o
0o
0o
0o
0o
0o
0o
0o
0o
0o
0o
0o
0o
0o

.

17
17
17
17
17
17
17
17
17
17
17
17
17
17

1=

FFTF netfilter commection tracking: registered
FPTF netfilter NAT helper: registered

ip_tabhles: (C)y 2000-2002 Netfilter core team
NET4: Tnix domain sockets 1.0/3MP for Limmx NET4.0.
NET4: Ethernet Bridge 003 for NET4.0

YE3: Mounted root {(squashfs fileswstem) readonly.
Freeing nmmsed kermnel memory: 64k freed

mount fproc file swstem okl

mount fvar file swstem okl

device ethl entered promiscuons mode

device wlanl entered promiscuous mode

TPT: unnreasonable target TSI 0

brl: port Z{wlan0) entering listening state

bil: port 1{ethl) entering listening state

RS O N oy Sy i T NPV T NP~ [ NSyt~ - S 1Y

| Refresh | [ Clear |

5.7 Logout
This function provides users to logout.
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Router
One Button Setup Logout
Step Setup
IP Config

Wireless
NAT Do you want to logout ?

Firewall [ Apply Change ]
Server

System Management
Log & Status

Logout

This page 15 vsed 4o logonat,

OFEeERRFERREFD

Chapter 6 Advanced Configuration for AP Mode

6.1 IP Config
In this category, you can setup the IP rules under AP Mode.
6.1.1 LAN Setup

System Management
Log & Status
Logout

Please click on LAN of IP Config and follow the below setting.

6.1.2 LAN Interface Setup
This page is used to configure for local area network which connects to the LAN
port of your Access Point. Here users may change the setting for IP address,
Subnet Mask, DHCP, etc.
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LAN Interface Setup

This page is used to configure the parameters for local area network which connects to the LAN port of your
Access Point. Here you may change the setting for IP addresss. subnet mask. DHCP. etc..

Device Name:
B Wireless IP Address:
& Server Subnet Mask:
: fg{;msth;:ﬁ'mm Default Gateway:
G Logout DHCP: [Disable v
' DHCP Client Range: [192.168.1.100 |-[192.16 | [ Show Client |
802.1d Spanning Tree:
Clone MAC Address:
[ Apply Changes ] ’ Reset ]

1. IP Address
The default IP address is 192.168.1.254 (recommend).

2. Subnet Mask
Please enter the Subnet Mask address; it should be 255.255.255.0 for the
most time.

3. Default Gateway
Please enter the Default Gateway address. If you don’t know the address,
please contact your ISP.

4. DHCP
Users can choose to enable DHCP service or not. The DHCP server will give an
unused IP address to a computer which is requesting for one. That computer
must be a DHCP client, and then it can obtain an IP address automatically.

5. DHCP Client Range
The default value is 192.168.1.100 - 192.168.1.200. The DHCP server will
assign an IP to a computer from this range. The Show Client will display every
assigned IP address, MAC address, and expired time.

6. 802.1d Spanning Tree
IEEE 802.1d Spanning Tree Protocol (STP) is a link layer network protocol
that ensures a loop-free topology for any bridged LAN, This function is optional.

7. Clone MAC Address
If your ISP asks you to enter a specific MAC Address, please input the correct
info at the column.

8. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset to
clear all the input data.
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6.2 Wireless Setup
The category includes Basic Settings, Advanced Settings, Security, Access
Control, WDS settings, and WPS. Please read below for the setting instruction.

i One Button Setup

= Wireless
] Basic Settings
] Advanced Settings
] Security
] Access Control
] WDS Settings
] WPS

System Management
Log & Status
] Logout

6.2.1 Wireless Basic Settings
The basic settings related to the wireless are specified as following.
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Wireless Basic Settings

This page is vsed to confizure the pararnetes for wircless LAN clients which mas conmnect to vour
Acress Point, Here wom moay change wireless encryption setings a5 well a3 wircless network pammneters,

[] Disable Wireless LAN Interface

Band: E
o L
Network Type: | Infrastracture w

SE1D: Server Remter

Channel Width: A0MHz +

Control Sideband: Upper »

Channel Number: |

Broadcast SSID: Disabled »

WMM:

Data Rate: (o v

Associated Clients - [ Show Active Clisnts ]

[ Enable Mac Clone (Single Ethernet Client)
[| Enable Universal Repeater Mode (Acting a5 AP and client simultaneonly)

SSID of Extended Intexface:

[P (R

1. Disable Wireless LAN Interface
Turn off the wireless function.
2. Band
Please select the frequency. It has 6 options:
2.4 GHz (B/G/N/B+G/G+N/B+G+N).
3. Mode
Please select the mode. It has 3 modes to select:
(AP, WDS, AP+WDS).
Multiple APs can provide users another 4 different SSID for connection.
Users can add or limit the properties for each connection.
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Multiple APs

This page shows and updates the wircless seting for multiple AFs,

4Pt [0 |24CHZ(B+GHD v | MubipesP 1 | Awo v Enablel w| | Bnabied | LANAWAN v [Show]

spz| [ [24GHa(BrGH) v | [MulipeiP 2 || Awo || [Babld v| |Enabld v [LANGWAN v [Show]

spr [ |24 GHaB+G) v MulipeAP3 || Ao | [Enabled v| [Ewabisd | [LANGWAN v || [Show]

spe| [0 [24GHaB+GH) v [MolipeAP 4 |[Avo v| [Ebled v |Eabiod v [LANWAN v|| [Show] |

[ Apply Changes ] [Reset] [Close]

(1.) Enable: please choose to enable it or not.

(2.) Band: please select the frequency.

(3.) SSID: please enter the SSID.

(4.) Data Rate: please select the data transmission rate.

(5.) Access: enable this function can let clients use 2 access types: a. LAN+WAN:
the client can access to the Internet and connect to Server Router’s GUI to
setup. b. WAN: the client can only access to the Internet.

(6.) Active Client List: display the properties of the client which is connecting
successfully.

(7.) Apply Changes: Please click Apply Changes to initiate or click Reset to
cancel.

Take the client side of wireless network card as an example:

The Client can search for Server Router_AP1 (LAN+WAN) and connect to it.
If the client connects to it successfully, it will display message to notify
users.
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X)

‘1" Wireless Metwork Connection
frmrT——— ~ Choose a wireless network

) Refresh network st

<2 Setup a wireless network BT Server Router .

for a home or small office

Unsecured wireless nebwork:

Related Tasks

WJJ Learn about wireless

rsbworking
Change the order of ETNT
preferred networks ((TJ
g Change advanced Unsecured wireless network IIlIH
settings MikeDR368n
(1?1}
5 Sacurity-enabled wireless network (WPA) il
{{?” 3R161n_Sample_04
Unsecured wireless network IIIIH
('1?1') 3R161n_Sample_01 e

4. Network Type
Please select the network type, it has 2 options: Infrastructure or Ad hoc.
If the wireless mode is set to AP mode, this section is disabled.
5. SSID
Service Set identifier, the default SSID is Server_Router, users can define to
any.
6. Channel Width
Please select the channel width, it has 2 options: 20MHZ, and 40MHZ.
7. Control Sideband
Enable this function will control your router use lower or upper channel.
8. Channel Number
Please select the channel; it has Auto, 1, 2~11 options.
9. Broadcast SSID
User may choose to enable Broadcast SSID or not.
10. Data Rate
Please select the data transmission rate.
11. Associated Clients
Check the AP connectors and the Wireless connecting status.
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12. Enable Mac Clone (Single Ethernet Client)

Clone the MAC address for ISP to identify.

13. Enable Universal Repeater Mode (Acting as AP and Client
simultaneously)

Allow to equip with the wireless way conjunction upper level, provide the

bottom layer user link in wireless and wired way in the meantime. (The IP that

bottom layer obtains is from upper level.)

Ex: When users enable the Universal Repeater to connect to the upper level
device, please input the channel and SSID of the upper level device on
router’s GUI. Click on Apply Changes to save the settings. (The DHCP in
IP config needs to be disabled.)

Channel Number: | +

Broadcast SS51D: .Disabled v

WMM:

Data Rate: Aute v

Associated Clients: [ Show fctive Clients ]

[] Enable Mac Clone (Single Ethermet Client)
[] Enable Universal Repeater Mode (Acting as AP and client simultaneouly)

S21D of Extended Interface: | ESSID_Server Router 0d21ff

(Ao ) (e

Users can go to the network Config section and check the information of
upper level in Wireless Repeater Interface Configuration.
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AF DNS 1
£ One Button Setup
& Slep Setup
& P Config
&= Wireless
i NAT Mode Infrastrocture Client
& Firewall SSID Server Router 0d21ff
& Server Encryptio Disabled
™ System Management BASSTD 0B850
& Log & Status S Sl
O Network Config
£ Eventlog
E Logout
USB Type Storage
MName FOIl
Model 300
USB Type Frnt
MName EPSON
Model 2100

If the bottom layer device is trying to make a connection, users must input
the SSID of this router as a relay station. The IP that the bottom layer device
gets is from the upper level device.

14. SSID of Extended Interface
While linking the upper level device in wireless way, you can set SSID to give
the bottom layer user search.

15. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset
to clear all the input data.

6.2.2 Wireless Advanced Settings

Please complete the wireless advanced settings as following instructions.
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Wireless Advanced Settings

These setings are only for more technically advanced nsecs whe have a sofficient knowled 22 abont
wireless LA, These setings shonld not be changed vnless you know what effect the changes will have
on your Access Point,

Fragment Threshold: 2348 (256-2346)

RTS Threshold: 2347 (0-2347)

Beacon Interval: 100 (20104 1ms)

Preamble Type: ® Long Preamnble O Short Preamble

IAPP: (&) Enabled O Disabled

Protection: (O Enabled @ Disahled

Aggregation: () Enabled O Disahbled

Short GI: () Enabled O Disabled

RF Output Power: ®1wos O Oz Oxs O15%

(o Ganee ) ([P |

1. Fragment Threshold
To identify the maxima length of packet, the over length packet will be
fragmentized. The allowed range is 256-2346, and default length is 2346
Bytes.

2. RTS Threshold
This value should remain at its default setting of 2347. The range is 0~2347.
Should you encounter inconsistent data flow, only minor modifications are
recommended. If a network packet is smaller than the present RTS threshold
size, the RTS/CTS mechanism will not be enabled. The router sends Request
to Send (RTS) frames to a particular receiving station and negotiates the
sending of a data frame. After receiving an RTS, the wireless station responds
with a Clear to Send (CTS) frame to acknowledge the right to begin
transmission. Fill the range from 0 to 2347 into this blank.

3. Beacon Interval
Beacons are packets sent by an access point to synchronize a wireless
network. Specify a beacon interval value. The allowed setting range is
20-1024 ms.

4. Preamble Type
Preamble is the first subfield of PPDU, which is the appropriate frame format

ETOP 162 User’s Manual V1.0



10.

form transmission to PHY (Physical layer). There are two options, Short
Preamble and Long Preamble. The Short Preamble option improves
throughput performance. Select the suit Preamble as Short or Long Preamble.
IAPP

Inter Access Point Protocol. Allow seamless roaming between Access Points in
your wireless network.

Protection

Please select to enable wireless protection or not.

Aggregation

Enable this function will combine several packets to one and transmit it. It can
reduce the problem when mass packets are transmitting.

Short GI

Users can get better wireless transmission efficiency when they enable this
function.

RF Output Power

Users can adjust the RF output power to get the best wireless connection.
Users can choose from 100%, 70%, 50%, 35%, and 15%.

Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset
to clear all the input data.
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6.2.3 Wireless Security Setup

4 encryption types could be selected here, please follow below instruction for the
setting.

Wireless Security Setup

This page allows you setup the wireless security. Tum on WEP or WPA by using Encryption Keys
could prevent any unautharized access to your wireless network

Select 55ID: Server_Fouter #

Encryption: Mone b

(oG] (R

1. Encryption - WEP
1.1 Set WEP Key
This section provides 64bit and 128bit WEP encryptions for wireless network.
Users can also choose ASCII and Hex shared Key format to protect data.

Wireless Security Setup

This page allows you setup the wireless secunty. Tum on WEP or VWWPA by using Encryption Keys
could prevent any unauthorized access to your wireless netwark

Select 55ID: ' Server_Router V_'

Encryption: | WEP V

802.1x Authentication: [ ]

Authentication: © Ogen Systern O Shared Koy O Auto
Key Length: :_E4-hit i

Key Format: | Hex (10 cﬁaractera:: V
Encryption Key: |Frem—

(oG ) (e
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1.2 802.1x Authentication
It is a safety system by using authentication to protect your wireless network.
Please choose between WEP 64bits and WEP 128bits.
4. Encryption - WPA (WPA, WPA2, and WPA2 Mixed)
WPA Authentication Mode
2.1 Enterprise (RADIUS)

Please input the Port, IP Address, and Password of Authentication RADIUS
Server.

Wireless Security Setup

This page allows you setup the wireless security. Tum on WEP or WPA by using Encryption Keys
could prevent any unauthorized access to your wireless network

Select S5I0: Server_Fouter »

Encryption: WA e

Authentication Mode: & Enterpuise (RADIUS) O Personal (Pre-Shared Eey)
WFPA Cipher Suite: CITER []AES

RADIUS Server IP Address: [0.0.00

RADIUS Server Port: 1812

RADIUS Server Password:

(ot G ] (R

2.2 Personal (Pre-Shared Key)

Pre-Shared Key type is ASCII Code; the length is between 8 to 63 characters.
If the key type is Hex, the key length is 64 characters.
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Wireless Security Setup

This page allows you setup the wireless security. Turn on WEP or WPA by using Encryption Keys
could prevent any unauthorized access to your wireless netwark

Select SSID: Server_Fouter V:

Encryption: WWRA v

Authentication Mode: O Enterpise (RADIUS) & Pemsonal (Pre-Shared Key)

WEA Cipher Suite: TEF []AES
Pre-Shared Key Format: | Passphrse v
Pre-Shared Eey:

(ot Gz | (R

2. Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset
to clear all the input data.
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6.2.4 VWireless Access Control

The function of access control is to allow or deny users to access Server Router by
according MAC address, it is optional. If you select Allowed Listed, then only
those clients whose MAC address is listed on access control can connect to your
base station. If you select Deny Listed, those clients whose MAC address is listed
on access control can’t connect to your base station.

Wireless Access Control

If vou choose ‘Allowed Listed', only those clients whose wireless MAC addresses are in the access
control list will be able to connect to your Access Point. When ‘Deny Listed' is selected, these wireless
clients on the list will not be able to connect the Access Puaint.

-
Wireless Access Control Mode: | Disable ¥| —> Users may enable
; or disable this
MAC ﬁ.ddress:| | Comment: | ien
Apply Changes ] [ Reset ]

Current Access Control List:

.~ WMACAddress  Comment  Select

Take the wireless card as the example.

(1.) We will use Deny Listed as an example. Please select Deny Listed in
Wireless Access Control Mode first, and then input the MAC address of
wireless card in MAC Address field. Click Apply Changes to save the setting
data.
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Wireless Access Control

If vou choose "Allowed Listed’, only those clients whose wireless MAC addresses are in the access
control list will be able to connect to your Access Point. When Deny Listed is selected, these wirelass
clients on the list will not be able to connect the Access Point.

Wireless Access Control Mode: Deny Listed  »

MAC Address: |DUDCH11]30D11? | Eumment:|

[ Apply Changes J[Reset]

Current Access Control List:

(2.) You will find out that the MAC address appears on Current Access Control
List, it means the initiation is completed.

Wireless Access Control

If you choose "Allowed Listed’, only those clients whose wireless MAC addresses are in the access control list will be
able to connect to your Access Point. When ‘Deny Listed' is selected. these wireless clients on the list will not be able
to connect the Access Paint.

Wireless Access Control Mode: |DE“5’]--i3‘5‘3‘Jl "|

MAC Address: | | Comment: |

L Apply Changes |] [Reset]

Current Access Control List:

00:d0:4 1 :h0d 117

Delete Selacted Celete All

(3.) Please open wireless card UI and try to connect to this router. You will find
out that the connection request will be denied.
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Nkl Tacks Choose a wireless network

Wireless Network Connection

g Refresh network, lisk

™

.,—;g Setup a wireless network, You are connecting to the unsecured network "Broadband_Rouker”,
For a home or small office ' Information sent over this network is not encrypted and might be visible ko
other people,

Related Tasks [Cu:unnect Ay ] L Cancel J

‘,‘l}) Learn abouk wirglass
networking Broadband_Router

‘ﬂf Change the order of
preferred nebworks

@b Change advanced
sethings

H110-No &

Unsecured wirgless network II[I[I[I

fﬁiﬁ
H110-No 9

D -

ral

Conneck

6.2.5 WDS Settings
Wireless basic settings must enable WDS first. This function can communicate with
other APs by adding MAC address into the same channel.
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WDS Settings

Wireless Disteibotion Swyatern vses wireless media to comarommicate with other APs, like the Ethemet
dees, To do this, you rovst set these A% in the same channe] and set MAC addess of other APs which
wom Want 0 cororounicate With in the tible and then enable the WIS,

[] Enable WDS

MAC Address: | |

Data Rate:

Comment: | |

[ Apply Changes ] [RESE.'t] [ St Security ] [ Show Statistics ]
Current WDS AP List:

[ Delete Selectd ] [Deleteﬁ-.]l] [RESEt]

* The following figure is the explanation.

Wireless Connection

AP Router AP Router N
WDS WDS
(@) W \

(@)
UK & Wired Connection

sa

(1.) Please check the MAC address and Channel humber of the upper level

=

* Please follow the instructions to setup the connection.

device.
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Wireless Confignration

Mode AP
Band 2.4 CGHz (B+<3)
EE1D Server Router —

| Channel Number 9 J
Encryption Diizabled
MAC Address (004819621
Associated Clients 0
Attain IP Protocol Fixed [P
IP Address 162.168.1.1
Subnet Mask 255.255.255.0
Default Gateway 162.168.1.1

| DHCP Server Enaled |
MAC Address 004818621

(2.) Enter the Wireless Basic Settings page, select AP+WDS mode, and then
select the Channel Number. Click Apply Changes to save the setting

data.
' AP
[3 One Button Setup
B Step Setup
& |P Config
&= Wireless
Basic Settings
] Advanced Settings
Security
Access Control
WDS Settings
] WPS

B Server

B System Management
& |og & Status

B Logout

Band:

Mo | [
Network Tope
SSID- | Server_Remter
Channel Width:

Control Sideband: | Upper v

Channel Number: |9 v |

Broadcast SSID: Disabled

WHMM: Enahled

Data Rate:

Associated Clients: | Show Active Clents |

[ Enable Mac Clone {Single Ethernet Chent)
[ Enable Universal Repeater Mode (Acting as AP and client simultaneculy)

SSID of Extended Interface: |

e

(3.) Enter the WDS Settings page, select Enable WDS, and then input the MAC
address of the upper level device. Click Apply Changes to save the setting

data.
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WDS Settings

Wireless Disteibotion Systemn vses wirsless media to cornronicate with other 2Fs, like the Ethemet
does, Todo this, wou munst set these APs in the same channe] and set MAC addess of other A5 which
wom, Want 0 cormnrnumicat With in the fable and then enable the WS,

Enable WDS

IMﬂC Address: | O00SERF05CE
Data Rate:

Comment: | |
[ ey Chianges ]l[Rﬂset] [ SetSeouy | [ Show St |
Current WDS AP List:

[ Delete Selected ] [ DE]EhE:f—‘s]l] [RESE‘.'t]

(4.) When the time counts down to 0, you will see the MAC address of the upper
level device displaying on Current WDS AP List.

WDS Settings

Wireless Distiibotion Swstem nses wirless media to cormmunicate with other 25, like the Bhemet
does, To do this, yon must set these AP in the same channe] and set MAC addess of other AF5 which
you want o comrounicate With in the fable and then enable the WS,

Enable WDS

MAC Address: | |

Data Rate: Auto v_ i
Comment: | |

[ Apply Changes ] [Rﬂset] [ Set Security ] [ Show Statistics ]

Current WDS AP List:

———-
OO Demd g 0508 Ato

[ Delete Selected ] [DE]EtEﬁ.]l] [RESEt]
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(5.) Head back to LAN Interface, disable DHCP option, and then click Apply
Changes to save the setting data.

LAN Interface Setup

This page is used to configure the parameters for local area network which connects to the LAN port of your
Access Point. Here you may change the setting for IP addresss. subnet mask. DHCP. etc..

Wireless
Server Device Name:
System Management IP Address:
Log & Status Subnet Mask: ;

Logout

Default Gateway:

DHCP Client Range:

802.1d Spanning Tree: Disabled v
Clone MAC Address: 000000000000

[ Apply Changes ] ’Reset]

|-[192168 1200 | [ Show Client |

(6.) The MAC address of the upper level device is going to setup like the MAC
address of the router. Enter the upper level device’s WDS settings page,
and input router’s MAC address. Click Apply Changes to save the setting
data.

WDS Settings

Wireless Distribotion Swstern vses wireless media to cororunicate with other APs, like the Ethermet
dioes, Todo this, wou st set these APs in the same channe] and set WMAC address of other AFs which
wom Want 0 cornronmicate With in the table and then enable the WDE,

Enable WDS

MAC Address: | 000s£8(05d0 |

Data Rate: \Please input the MAC

Comment- | |

address.

[ Apply Changes ] [RESEt] [ et Seculty ] [ Show Statistics ]

Current WDS AP List:

[ Delete Selerted ] [De]&heﬁ-.]l] [RESE.'t]

(7.) After initiating the upper level device, please check Local Area Connections.
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Click Supports to check out the IP address which is assigned by upper level
device.

—- Local Area Connection Status

| Gerneral | Support |

Connection status
ﬂ Address Type: Azzigned by DHCP
== |P Addiess: 192.168.1.2
Subret Mazk: 255.265.255.0
Drefault G akeway: 19216811

Windows did not detect prablems with this
connection. IF you cannot connect, click

Repair.

LCloze

(8.) You can input http://192.168.9.9 in IE browser to enter the GUI page of the
upper level device and make sure the connection.

/' Login - Windows Internet Esxplorer

G0 [ | TR
W oS |59+ @350 SeverRoer | @350 ServerRoukr | @350 SsverRookr 8 Login x| - E

Usarnamse

Pacsswornd &
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6.2.6 WPS
Wi-Fi Protected Setup, it can simplify the procedures of wireless encryption
between Server Router and wireless network card. If the wireless network card
also supports WPS function, users can activate WPS auto-encryption to speed up
the procedures.
WPS supports 2 models: PIN (Personal Information Number) and PBC (Push
Button Configuration). These models are approved by the Wi-Fi Alliance.
PIN model, in which a PIN has to be taken either from a sticker label or from the
web interface of the WPS device. This PIN will then be entered in the AP or client
WPS device to connect.
PBC model, in which the user simply has to push a button, either an actual or a
virtual one, on both WPS devices to connect.
*The following figure is the display of the front of Server Router.

LAMN Port  WAN Port
- >y

=¥ | ¥
E o4 Reboot /Reset Button

k_l A

WPS Button

uspe Port

When users select a specific model on wireless base station, the clients can
connect to the base by selecting the same model.

The connection procedures of PIN and PBC are almost the same. The small
difference between those two is:

Users input the PIN of wireless card in the base station first; it will limit the range
of the clients. It is faster to establish a connection on PIN model.

On PBC model, users push the WPS button to activate the function, and then the
wireless client must push the WPS button in 2 mins to enter the network. The
client will search to see if there is any wireless base station which supports WPS
is activating. If the client finds a matching base, the connection will be
established. The speed of establishing a connection is slower than the PIN model
because of this extra step.

On the other hand, users need to input the information of the wireless card into
the register interface. It might lead to the failure of connection, if users make
mistakes on inputting. On PBC model, users only need to click the WPS button on
both sides to make a connection. It is easier to operate.

This page supports Start PBC and Start PIN; please follow the instructions to
operate.
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* Start PBC:
(1.) Please click Start PBC to connect to the wireless network card.

Wi-Fi1 Protected Setup

This page allows vou 1o change the seting for WES (Wi-Fi Protected Setop), Using this featwe oould et
yonr wireless client antornically symeronize its seting and connect 10 the Aocess Point In 2 minote withont
any hassle,

[] Disable WPS

WPS Status: ® Configured O UnConfigured
Self-PIN Number: 18864540
Push Button Configuration: atart FBC

(oG] (]

Cuarrent Eey Info-
Clpen Mome IR
Client PIN Number: | [ otart PN

(2.) Open the configuration page of the wireless card which supports WPS. Click
the WiFi Protect Setup, and then click PBC to make a WPS connection with
AP from the WPS AP list (PBC-Scanning AP).
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Wireless Utility
RefreshiR) View(V) Abouk{a)

' = -"} My Computer
ool B02.11n wireless LIS

_General [ Profile | Available Network | Advanced | Status | Statistics | W/i-Fi Protect Setup |

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIM
After pushing the PIN button.Please enter the PIN code into your
8P,

PIN Code : 27436165

| Pin Input Config (FIM) ]

Push Button
After pushing the PBC button.Please push the physical button on
wour AP ar wisual button on the WPS config page.

Push Button Config (PBC)

A3 | 8
Show Tray Toon [] Disable adapter
[ Radio Off ] windowes Zero Config

Ready LI

(3.) When you see Network Address, it means the WPS connection between
wireless card and Server Router is established.
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Wireless Utility
RefreshiR) View(V) Abouk{a)

= j My Computer
2 802,110 wireless L5

General ;IF'n:nﬁIe Avwailable Metwork | Advanced | Status | Statistics | wii Praotect Setup |
+—F

Status: Associated Throughput:

Speed: Tw: 150 Mbps Rx:300 Mbps
Type: Infrastructure

Encryption: AES Tii0.0%, Total:0. 0%
SSID: 3T_Server Router_bGasll

signal strergtt: [{NEANNANNANNANNANNRRNNANNN | co

Lirk Qua"t!f![llllllllllllllllllllllllllll] 00%,
Metwork Address;

MAC Address: 00:00:04:1B.6F:F3
IP Address: 192.168.1.101
Subnet Mask: 255.235.255.0
Gatewvay: 192.168.1.1

Rerew IP

£ | =) ]
Showe Tray Icon [] Disable Adapter _Clcuse
[ Radio Off ] windowes Zero Config -
Ready LI
* Start PIN:

(1.) Please open the configuration page of the wireless card, and write it down.
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Wireless Utility
Refresh(R)  Miew(y) Abouk{a) k

= MyComputer General [ Profile | Available Network | Advanced | Status | Statistics | W/i-Fi Protect Setup |
ool 802,110 wireless LIS) [

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIM
After pushing the PIN button.Please enter the PIN code into your
8P,

PIN Code : 27436165

| Pin Input Config (FIM) ]

Push Button

After pushing the PBC button.Please push the physical button on
wour AP ar wisual button on the WPS config page.

Push Button Config (PBC)

A3 | 8
Show Tray Toon [] Disable adapter
[ Radio Off ] windowes Zero Config

Ready LI

(2.) Open the Wi-Fi Protected Setup configuration page of Server Router, input the
PIN number from the wireless card then click Start PIN.

Wi-Fi Protected Setup s

This page allows you to change the setting for WES [Wi-Fi Protected Setup). Using this feature could let your
wireless client automatically synchronize its setting and connect to the Access Point in a minute without amy
hassle.

O] Disable WPS

WPS Status: Configured Un-Configured
Self-PIN Number: 73220355

Push Button Configuration: Start PBC

[ pply Change | [ Raset |

Current Key Info:

[WYPAZ PSK IAES 65756575

Client PIN Number: 27436163 | | SertPN |
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(3.) Open the configuration page of the wireless card which supports WPS. Click
the WPS, and then click PIN to make a WPS connection with AP from the WPS
AP list (PIN-Begin associating to WPS AP).

Wireless Utility CEX
Refresh(R)  WiewV)  Abouk(a) k
= 1 yComputer | General | Profile | Available Network Advanced | Status | Stafistics | WiFi Protect Setup

2 802,110 wireless LS

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIM
After pushing the PIN button.Please enter the PIN code into your
8P,

PIN Code : 27436165

| Pin Input Config (FIM)

Push Button

After pushing the PBC button.Please push the physical button on
wour AP ar wisual button on the WPS config page.

Push Button Config (PBC)

£ | > |
Show Tray Toon [] Disable adapter
[ Radio Off ] windowes Zero Config

-Read\,-' LI

(4.) When you see Network Address, it means the WPS connection between
wireless card and Server Router is established.

ETOP 180 User’s Manual V1.0



Wireless Utility
RefreshiR) View(V) Abouk{a)

= :; My Computer General | Profile | &vailable Netwark | Advanced Status | Statistics | WiFi Pratect Setup |
<& 802,110 wireless L5 7 =¥

Status: Associated Throughput:
Speed: Tx: 150 Mbps Rax:300 Mbps
Type: Infrastructure

Encryption: AES Tii0.0%, Total:0. 0%
SSID: 3T_Server Router_bGasll

signal strergtt: [{NEANNANNANNANNANNRRNNANNN | co

Lirik: QUBNW![lIlIllllllllIlllllllllllllll] Q0%
Metwork Address;

MAC Address: 00:00:04:1B.6F:F3
IP Address: 192.168.1.101
Subnet Mask: 255.235.255.0
Gatewvay: 192.168.1.1

Remew IP
b | |
Show Tray Toon [] Disable adapter
[ Radio Off ] windowes Zero Config
Ready MM

6.3 Server
Server Router provides Samba Server, FTP Server, Web Camera Server, and

Printer Server Application.

6.3.1Samba Server
Support NetBIOS Protocol, the consumer sharing file or printer which provides as
the "My Network Places”. Please make sure storage devices and printers are
connecting to USB ports on the router and already mounting.
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AP
One Button Sel Samba Server

| Step Setup
IP Config You can enabled or disabled samba server function in this page.

Wireless
= Server Enable Samba Server: () Enabled O Disabled
E Samba Server Workgroup Name: | |
Ei FTP Server ]
5w s Server Name: |
[ Print Server Server Description: |

Server Router 0421 |

B System Management
® [ og & Status [ Apply Changes | [ Reset |

B Logout

1. Enable Samba Server
Enable or disable this function.
2. Workgroup Name
Input the workgroup name, default is "WORKGROUP".
3. Server Name
Input the server name, default is * Server Router”.
4. Server Description
You can input description of the server.
5. Apply & Cancel
Click on Apply button to finish setting. Click on Cancel button to clean the
setting on this page.

6.3.1.1 How to Enter The Sharing Folder
Please follow below steps.

Step 1:
Please click the “start”, and select "My Computer”.
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Administrator

b Internek . } My Documents
Internet Explorer ;
. @ My Recent Documents F
w3 E-mail
Cgtlook Express

’9 My Pictures

MM _:; My Music

!!_ My Compuker
Windows Media Playver =
[
E’ Contral Panel |:,:

Windows Messenger

“O4

Sek Program fccess and
- Defaults
.@ Tour Windows ¥P % i )
- | Files and Settings Transfer i (gt DO R
5 Wizard =
y Painkt @ Help and Support:
. J search
All Programs D E Rurn...

Off r@ | Turn OFF Computer

‘s start \§ 12 - Paint i 4 Windows Explo

Step 2:
In the Address blank input the IP address: \\192.168.1.254.

Address [ 11192.168.1.254

Step 3:
Appear following menu, can open following to share internal data.
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b My Network Places

File Edit Wiew Favorites Tools  Help

@Back - \.} l} pSearch [{,: Folders

Address W 11192,168.1,254

Metwork Tasks L_ﬂ}

J &dd a network place

& View network connections

Set up a home or small
office metwork

Note :

3. If connected USB flash or HDD, and then enable samba server function, it will appear a
samba folder.

4. If connected USB printer, and then enable printer server function, it will appear a
printer icon.

6.3.2FTP Server
FTP Server utility allows both local and remote users to upload or download files,
pictures or MP3 music form the same storage device. Before configure FTP Server,
please make sure the storage device is properly plug into any USB port on the
router and make sure this USB storage device is detected by the router.

One Button Se FTP Server
Step Setup
IP Config You can enabled or disabled FTP server function in this page.
Wireless
& Server Enable FTP Server: ® Enabled O Disabled
Gt Enable Anonymous to Login: ® Enabled O Disabled
P FIP Server Port:
WebCam Server
Print Server Ml Conkctiba Tans-Oin: 30 Seronds(MIN: 60 defaalt: 300)
B System Management
& Log & Status [ ApplyChangss | | Resst |

B Logout

User Account List:

1. Enable FTP Server

Select to "Enable” or “"Disable” FTP server.
2. Enable Anonymous to Login

Allow anonymous to login after check on Enable.
3. FTP Server Port
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The default is 21. Define the FTP command transfer service port. If you want to
change this port number, remember to change the service port setting of your
FTP client, also.

4. Idle Connection Time-Out
When a specific time value is added, FTP Server will be de-activated if it has no
activity within the time limit. The default is 300 seconds; the minimum is 60
seconds.

5. Apply & Cancel
Click on Apply button to continue. Click on Cancel button to clean the setting
on this page.

6. User Account List
User Name, Status, and Opened Directory/File can be shown on the list.

Note : FTP server is compatible with FAT32 or EXT3 format USB storage device. In case you

need to format your USB storage device. Please always make sure the device is
formatted with FAT32 or EXT3 standard.

6.3.3 Webcam Server
By connecting web camera to the router, it allows user to monitor their home or
office from remote locations.

6.3.3.1 Webcam Server Basic Setting

One Button Se WebCam Server

Step Setup
IP Config You can enahbled or disabled VWebCAM server function in this page.

Wireless
= Server Enable Webcam: (*)Enabled O Disabled
Ei samba Server Image format: 3202240

L ETP Server
[ webCam Server [Premew” Renord Setting ][ Apply Changes ][RESE:t ]

[ Print Server
B System Management
& | og & Status
b Logout

1. Enable webcam server

Select to "Enable” or "Disable” webcam server.
2. Image format

The format is 320X240 pixels.
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3. Preview
Click on this button, you can preview the image from webcam.

4. Record Setting
Please see the detail advance setting in “6.3.3.2 Webcam Advanced
Configuration”.

5. Apply & Cancel
Click on Apply button to continue. Click on Cancel button to clean the setting
on this page.

6.3.3.2 Webcam Server Advanced Setting
Click on "Record Setting” button, and the screen will appear as below.

Webcam Advanced Configuration

Snapshot Record Settings

Save image interval: 5 [sec (defaule: 5)

Save Location: #USBE ) Remote FTP
Femote FTP URL:

Eemote FTP pore:
Eemote FTP user:
Remote FTP password:

Eemote FTP Directory:

[Eiau:k][ Apply Changes ][ Reset ]

1. Save image interval
For saving image, you can set the save interval time, the default value is 5
seconds.

2. Save Location
Set the save location for webcam image, you may save into USB HDD or
Remote FTP; if select save to Remote FTP, please continue following
remote FTP setting.

3. Remote FTP URL
Input the FTP URL for saving webcam image.

4. Remote FTP port
Input the FTP port number under URL to save image.

5. Remote FTP user
Input the users name you like and it will be used to save the webcam image
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into the FTP server.
6. Remote FTP password
Input the remote password.
7. Remote FTP Directory
To provide option of which folder should be used for saving webcam image.
8. Back
Click on Back button for returning to Webcam Basic Setting screen.
9. Apply & Cancel
Click on Apply button to continue. Click on Cancel button to clean the setting
on this page.

6.3.3.3 Application for Webcam

6.3.3.3.1 Web Camera Monitoring Application
Monitor your home with a Webcam via Server Router. Take pictures via Server
Router, also can do the monitoring or recording all images into the USB HDD for
reviewing. Often marketed as surveillance tools for home or office security,
network Webcams are now being employed by early adopters for more personal
matters, such as watching kids and monitoring pets. The Webcam can be remotely
accessed and controlled via a browser. Besides, to record and monitor live action
with USB webcam, also can view the image through Internet browsers or mobile
phones.

6.3.3.3.1.1 Web Camera Monitoring via WAN connecting
Users must config with Visual Server or DMZ settings. Input 192.168.1.254 into
browser blanks, and you will see the personal account login screen appear then
input your own user account and password. After login by personal, your will see
the personal control panel screen as below, please click on "My Webcam”.
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Wireless 802:11n

Server Route)

Router / AP / WiFi AP

Admimistrator Personal Panel

Click on Personal Panel to enter.

D

Anonymous Imjr;np_hit

Sy

There will be a pop-up screen showing the image from web camera as below
example.

3} Web Cam - Microsoft Internet Explorer X & |I:I|£I
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6.3.3.3.1.2Web Camera Monitoring via Mobile Phone
Also, you may view the monitor live action through mobile phones.

Please key in the WAN IP address plus “/webcam.html” e.g.
http://192.168.1.254/webcam.html into the mobile phone’s browser blank
and you will see the webcam user login screen appeared.

Username : | |

Password :

Input Username and Password of your own. You will see like as below monitor
screen.
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6.3.3.3.2 Web Camera Recording
6.3.3.3.2.1 Administrator

Server Router also can record the pictures from Webcam; only Administrator can
do the settings. Select Web Camera Server from main Menu and Enable this

function, click on Record setting button for further setting.
wr Router

One Button Se WebCam Server

Step Setup
IP Config You can enabled or disabled WebCAM server function in this page.

Wireless
NAT Enable Webcam: ) Enabled O Disabled
Firewall Access from WAN: {*)Enabled  Disabled

Server Image format- 3202240
[i Samba Server

[0 ETP Server [Hfmew]l[ Recond Seting ]l[ Borly Changes | [ Resst |
Ei webCam Server
i Print Server
B System Management
& | og & Status
£ Logout

9]
=
[
=
e
tm

To setup the Webcam Advanced Configuration for each blank and the image from
webcam will be recorded into your USB HDD or Remote FTP.

Webcam Advanced Configuration

Snapshot Record Settings.

Save image interval: 5 ec (default: 5)

Save Location: #UsE O Remote FIP
Remote FTP URL: |

Remaote FIP port: I:l

Femote FTP user:

|
Eemote FIP password: | |
|

Eemote FIP Directory:

[Elack][ Apply Changes J[ Reset J

For administrator, you may view all the images from webcam recording, please

ETOP 190 User’s Manual V1.0



select Folder Management and click on Disk Explorer to view entire folder
inside the disk including webcam record files.

Folder Management

You can specify which USE storage to be System Disk.

USE Device Name

® USBA Unknown 63MB 39MB
Disk Enplorer

Partition / Format SysDisk

All existing data and partitions on the HDD will he DESTORYED ! Make sure you really need to do this |

TYPE: CFAT16R32 @ NTFS OEXT3

Feormnat

After click on Disk Explorer, you will see the folder screen appear including all the
folders.

Other Places

@ Internet Explorer
[E:j My Documents

| Shared Documents
&g My Network Places

I webcam_recorded_files

All the image files will be saved in the folder “webcam_recorded_files”. Please
open the file for checking.
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..... EIX
®ifcam1970 01 01 04 53 31.jpg
@cam 1970_01_01_04 53 35.pa
@cam 1970_01_01_04 53 41.jpg
IEcam 1970_01_01_04_53_46.jpg
@cam 1970_01 01 04 53 51.jpg
@cam 1970_01_01_04 53 55.pa
@cam 1970_01_01_04 54 0l.jpqg
@cam 1970_01_01_04_ 54 06.jpg
@cam 1970_01_01_04 54 11.jpa
@cam 2008_11_24 03_05_30.jpq
@cam 20028_11_24 03_05_35.jpa
IEcam 2008_11_24 03_05_40.jpg

Other Places

($] 192.168.1.254

My Documents
E;' Shared Documents

g My Metwork Places

T

Details

6.3.3.3.2.2Personal Application

All the users under administrator’s setting can view entire webcam recording
images from My Document. Please login by your own personal account. For
viewing your own folder, please click on "My Document”.

Anonymous
s

After click on "My Document”, you will see below folder screen appeared. You can
save files here.

Other Places

ﬁ Internet Explarer
(&) My Documents

=% Charad MNamimantc

Note : If you can’t open the folder inside the FTP server, please check with administrator to setup
your FTP & Webcam’s privileges.
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6.3.4 Printer Server

The two USB ports on Server Router are for connection with printers to be shared
on the local area network. Follow the below steps to setup your PC to connect to a
Printer server.

Print Server

You can enabled or disabled print server function in this page.

Enable Printer Server: & Enabled O Disabled
Printer Model: hp deskjet 1180c
JSEIE Sevves Printer Name: | |
WebCam Server
Fr—— Printer Description: | |
~ B System Management
& Log & Status [ AwdlyGlenges ] [ Reset |

b Logout

1. Enable Printer Server
Check Enable for applying printer server.
2. Printer Model
The printer model will be shown when plug the USB printer.
3. Printer Name
Input the name of printer you like.
4. Printer Description
Input the description of printer as your demand.
5. Apply & Cancel
Click on Apply button to continue. Click on Cancel button to clean the setting
on this page.

Besides above setting finished, the printer setting on PC also needs to be set as
follows.

6.3.4.1 Printer Setting for PC
After Enable Printer Server in Quick Setup and Printer Server Configuration, please
follow below steps to set the detail LPR settings in your PC. (Below example is for
Windows XP platform.)
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Step 1:
Please go to Start > Printers and Faxes to add a printer.

|@ Tour Windows $P % Conneck Ta L4

Files and Settings Transfer lm Prinkers and Faxes
; )
0 Wizard

g Paint @ Help and 5up| Shows installed m
p Search

&ll Programs D T Run...

@| Log oFf |E| Turn OFF Camputer

':'i-'-t 14~ Paink & 5 Wwindow Explo

Step 2:
Click “"Add a printer”.

‘® Printers and Faxes

File

Edit  ‘iew Faworites Tools  Help

\J Back. \) Lﬁ }':] Search lj;- Folders v

“ 4 Printers and Faxes

Address

Printer Tasks

[5] Add a printer

fmm Set up Faxing

HP Laserlet 2200 Senes PCL:

Step 3:
Click “"Next”.
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Add Printer Wizard

Welcome to the Add Printer
Wizard

Thiz wizard helps you ingtall a prinker or make printer
conhections.

2 o |If you have a Plug and Flay printer that connects

\_!r) thraugh a USE port [or any ather haot pluggable
port, such az IEEE 1334, infrared, and =0 an], pou
do not need to uge this wizard. Click Cancel to
cloze the wizard, and then plug the printer's cable
inko your computer or point the printer toward wour
computer's infrared port, and turn the printer on,
Whindowes will automatically inztall the prinker for o,

To continue, click Mext,

Mext » |[ Cancel

Step 4:
Click the “Local printer attached to this computer”, and then click "“Next”.

Add Printer Wizard

Local or Network Printer
The wizard needs to know which type of printer o set up.

Select the option that describes the printer pou want to use:

{(#)iL ocal printer attached to thiz computer

Automatically detect and inztall my Plug and Play printer

(" & network printer, or a printer attached to another computer

- To zet up a network, printer that iz not attached to a print server,
‘!LJ‘) Lze the "Local printer’’ option.

¢ Back ” Hest » ][ Cancel

Step 5:
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Click the “"Create a new port” and select the “Standard TCP/IP Port”, and
then click "Next”.

Add Printer Wizard

Lelect a Printer Port
Computers communicate with printers through ports.

Select the part you want your printer ta use. If the part iz not listed, you can create a
new park,

() Usze the following part;

() Create a new port: )
Type of port; Standard TCPAR Part

¢ Back ” Hest » ][ Cancel

Step 6:
Click "Next”.

Add Standard TCP/IP Printer Port Wizard E|

Welcome to the Add Standard
TCP/IP Printer Port Wizard

Y'ou uze thiz wizard to add a port for a network, printer.
Before continuing be zure that;

1. The dewice iz turmed an.
2. The netwaork, iz connected and configured.

To continue, chick Mest,

Mext » |[ Cancel
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Step 7:
Input the IP address of Server Router: 192.168.1.254, and then click "Next”.

Add Standard TCP/IP Printer Port Wizard

Add Port
For which device do you want to add a port?
Enter the Printer Mame or [P addresz, and a port name for the desired device,
Printer Name or IP Addiess: | 192.168.1.254 |
Pait Naatie: \IP_192.168.1.254 i
¢ Back ” Hest = ] [ Cancel
Step 8:

Select the "Custom” and click the “Settings”, and then click "Next”.

Add Standard TCP/IP Printer Port Wizard

Additional Port Information Required
The device could nat be identified.

The detected device iz of unknown tppe. Be sure that:
1. The device iz properly configured.
2. The addresz on the previous page iz corect,

Either comect the addrezs and perform another zearch on the nebwork, by returning to the
previous wizard page or zelect the device type If pou are sure the address iz comect,

Device Type

Osoe. [Emmt i

{(®) Custom

¢ Back ” Hest » ][ Cancel
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Step 9:
Select "LPR"” and give it the same "Queue Name"” as USB Printer Name as shown,
and mark “"LPR Byte Counting Enabled”. Finally, click on "OK"” button.

Configure 5tandard TCP/IP Port Monitor

Fort Settings |
Eort Name: [IP_192.168.1.254
Frinter Mame or [P Address: 192.168.1.254
Frotocol
O Raw () LPR
Raw Settings
LFR Settings
Tuste Name: i Must as same as pripter
o]
) ’ -
| [ZILFPR Buts Courting E nabled “6.3.4 Printer Server
Setup”
[ ] 5MMP Status Enabled
| wice [nde | |

] 4 J[ Caticel ]

Step 10:
Click the “Finish”.
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Add Standard TCP/IP Printer Port Wizard

[3

Completing the Add Standard
TCP/IP Printer Port Wizard

Y'ou have selected a port with the following characteristics.

SHMP: Mo

Fratocal: LPR., 1000
Device: 192.108.1.254
Port Marme: IP_192.168.1 254
Adapter Tepe;

To complete this wizard, chick Finish,

[ <Back |[ Fnsh | |

Cancel ]

Step 11:

Select the "Manufacturer” and “Printers”. If your printer doesn't listed in the
table, please install its driver CD and then click on "Have Disk...” button for
installation. Or click on "Next” button to finish the setting.

Add Printer Wizard

Install Printer Software
The manufacturer and model determine which printer software to uze.

Yes), Select the manufacturer and model of pour prinker. | pour prinker came with an installation
f-- dizk, click Have Disk. If your printer iz not listed, conzult your printer documentation for
compatible printer 2aftware.

b arufacturer

|| Printers it
GCC _ ﬂ Hewlett-Fackard HP-GLAZ Plotter
S HP 2500C Series
IEk4 y HF 2500C Senesz PCLACe

W W

—

B This driver is digitally signed. | windows Update | | HaveDisk.. |

Tell me why driver signing is important

[ ¢ Back ” Hest »

| |

Cancel ]
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Step 12:
Click on Finish button and all steps of setting printer server are completely.

Add Printer Wizard

Completing the Add Printer
Wizard

Y'ou have successfully completed the Add Printer YWizard.
Y'ou specified the following prinker settings;

M ame: Hewlett-Packard HP-GL/2 Plotter
Share name:  <Mot Shared:

Port: IP_192.168.1 254

kodel: Hewlett-Packard HP-GLAZ Plotter
Default: es

Testpage: Mo

To cloge thiz wizard, click Firish.

< Back ]l Firizh |[ Cancel

6.4 System Management
It has 6 sections: Change Password, Firmware Upgrade, Profiles Save, Time Zone
Setting, UPnP Setting, and Language Setting. It is easy and helpful for users
making more detailed settings.
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