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REGULATORY STATEMENTS

FCC Certification

The United States Federal Communication Commission (FCC) and the
Canadian Department of Communications have established certain rules
governing the use of electronic equipment.

Part15, Class B

Warning: Changes or modifications to this unit not expressly approved by
the party responsible for compliance could void the user authority to operate
the equipment.

This device complies with Part 15 of the FCC Rules. Operation is
subject to the following two conditions: (1) this device may not cause
harmful interference, and (2) this device must accept any interference
received, including interference that may cause undesired operation.
NOTE: This equipment has been tested and found to comply with the limits
for a Class B digital device, pursuant to Part 15 of the FCC Rules. These
limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates, uses and
can radiate radio frequency energy and, if not installed and used in accordance
with the instructions, may cause harmful interference to radio
communications.

However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off
and on, the user is encouraged to try to correct the interference by one or more
of the following measures:



Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.
Connect the equipment into an outlet on a circuit different from that
to which the receiver is needed.

O OO0

Consult the dealer or an experienced radio/TV technician for help.

CAUTION:

1. To comply with FCC RF exposure compliance requirements, a
separation distance of at least 20 cm must be maintained
between the antenna of this device and all persons.

2. This Transmitter must not be co-located or operating in
conjunction with any other antenna or transmitter

CAUTION:
This device is intended only for OEM integrators under the following
conditions:

1. This equipment complies with FCC radiation exposure limits set forth for
an uncontrolled environment. In order to avoid the possibility of
exceeding the FCC radio frequency exposure limits, human proximity to
the antenna (installed to end product) shall not be less than 20 cm (8
inches) during normal operation.

1. This Transmitter must not be co-located or operating in
conjunction with any other antenna or transmitter



As long as the 2 conditions above are met, further transmitter testing
will not be

required. However, the OEM integrator is still responsible for testing
their end-product for any additional compliance requirements
required with this module installed (for example, digital device
emission, PC peripheral requirements, etc.).

Additional Information that Must be Provided to OEM Integrators:
The end user should NOT be provided any instructions on how to remove
or install the device.



IMPORTANT NOTE.

1) In the event that these conditions can not be met (for example certain
laptop configurations or co-location with another transmitter), then the FCC
authorization is no longer considered valid and the FCC ID can not be used
on the final product. In these circumstances, the OEM integrator will be
responsible for re-evaluating the end product (including the transmitter) and
obtaining a separate FCC authorization.

2) To comply with FCC RF exposure compliance requirements, the antenna
used for this transmitter must be installed to provide a separation distance
of at least 20 cm from all persons and must not be co-located or operating
in conjunction with any other antenna or transmitter."

End Product Labeling

This transmitter module is authorized only for use in devices where the
antenna may be installed such that 20 cm may be maintained between the
antenna and users (for example access points, routers, wireless ASDL
modems, and similar equipment). The final end product must be labeled
in a visible area with the following:  "Contains TX FCC ID:
TVSWCM300C
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INTRODUCTION

The 802.11g Wireless Mini PCI Card is a device that allows you connect
your computer to a wireless local area network (LAN). A wireless LAN
allows your system to use wireless Radio Frequency (RF) technology to
transmit and receive data without having to physically attach to the
network. The Wireless protocols that come with this product ensure data
security and isolation from interference generated by other radio
frequencies.

This card also allows you to take full advantage of your computer’s
mobility with access to real-time information and online services anytime
and anywhere. In addition, this device eliminates the bother of pulling
cable through walls and under furniture. It even allows you to place your
system 1in locations where cabling is impossible. Modifying and
augmenting networks has never been so easy.

The Peer-to-Peer Network

This network installation lets you set a small wireless workgroup easily
and quickly. Equipped with wireless mini-PCI, you can share files and
printers between each PC and laptop.

Wireless , i
PC Card =
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You can also use one computer as an Internet Server to connect to a wired
global network and share files and information with other computers via a
wireless LAN.

[~ e _'i'i'ir_uIEu-!E_!_
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The Access Point Network

The network installation allows you to share files, printers, and Internet
access much more conveniently. With Wireless LAN Cards, you can
connect wireless LAN to a wired global network via an Access Point.

———— Cable/D5L Modemn

&E@ mp Internet

Wireless Access
Point

Wireless Pl




INSTALLATION

Caution: Do not insert the Wireless Mini PCI Card into your
computer until the procedures in “Install the Driver & Utility” has
been performed.

3. Exit all Windows programs. Insert the CD-ROM into the CD-ROM
drive of your computer.

If the CD-ROM is not launched automatically, go to your CD-ROM
drive (e.g. drive D) and double-click on Setup.exe.

4. The main screen of the CD-ROM opens. Click Install Driver &
Utility to start the installation.

Usei Manual and, Utility,

Install Driver & Utility

Quick Installation Guide

User Guide

“> Install Adobe Acrobat

Browse CD

5. When the Welcome screen appears, click Next to continue.



InstallShield Wizard X

Welcome to the InstallShield Wizard for 802 .11g
- WLAN

The InstallShield® ‘wizard will install 802.17g WLAN on
your computer. To continue, click Meat,

Cancel |

6. The Choose Destination Location screen will show you the default
destination chosen by the utility. Click Next to continue.

InstallShield Wizard

Choosze Destination Location
Select falder where Satup will install files.

Setup will install 802,11 LAN in the following falder.

Ta install ta this folder, click Mest. Toinstall to a different folder, click Browse and select
anather folder.

Destination Faolder

C:H30211g wlah Browse...

Cancel

7. Follow the instruction to select the program folder. Click Next to
continue.



InstallShield Wizard

Select Program Folder

Please select a program folder.

Setup will add program icons to the Program Folder listed below. “You may tupe a new folder
hame, or select one from the existing folders list. Click Next to continue.

Program Folders:

Click Finish to complete the installation

InstallShield Wizard
InstallShield Wizard Complete

Setup has finizhed installing 802,119 'WLAN on wour computer.




Note: Make sure the procedures in “Install the Driver & Ultility” has
been performed.

1. Locate your Mini PCI slot.

2. Carefully slide the Wireless Mini PCI Card into the mini PCI
slot. Push evenly and slowly and ensure it is properly seated.

3. After the device has been connected to your computer, turn on
your computer. Windows will detect the new hardware and then
automatically copy all of the files needed for networking.
Recover your expansion slot cover if you are using the Wireless
PCI Card.

Note for Windows 98 users:

Before installation of the device, make sure you have your operating
system CD-ROM at hand. You may be asked to insert the OS CD-ROM
in order to download specific drivers.

Inzert Disk <]

Pleaze inzert the dizk labeled "windows 98 Second Edition
CD-ROM', and then click OF.

Note for Windows 2000 users:

During the installation, when the “Digital Signature Not Found”
screen appears, click “Yes” to continue.

' The product descriptions shown on the screen will differ from the illustrations shown in
this document. Please discard the discrepancy and follow the installation procedures to
continue anyway.
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Digital Signature Not Found

The Microzoft digital signature affirms that software has
been tested with Windows and that the software has not
beet altered since it wasz tested.

The software you are about to install does not contain a
ticrozoft digital signature. Therefore. there iz no
guarattes that this software warks correcty with
Windows,

802.11g Wireless CardBus PC Card

If pou want to search for Microsoft digitally signed
zoftware, wizit the Windows Update wWeb site at
http: /#windowsupdate. microsoft. com to see if one is
available,

Do you want to continue the installation’?

Mare Info

Note for Windows XP users:

1. Select Install the software automatically (Recommended) and click

Next.

Found New Hardware Wizard

Welcome to the Found New
Hardware Wizard

Thiz wizard helps you install software for:

802 11g"irelezs CardBuz PC Card

£ .') IF your hardware came with an installation CD

—

B2 or floppy disk. insert it now.

what do you want the wizard to do’?

- T ——
() rstall the software autornatically (R ecommended}
T stmposikerimwatiorre Emll;e

Click Mest to continue,

] ) Cancel

Mext >

3. Click Continue Anyway.




Hardware Installation

L ] E The software you are inztalling for thiz hardware:
L
802 119 "Wireless CardBus PC Card

haz nat pazzed Windows Logo testing to verify its compatibility
with YWindows ¥P. [Tell me why this tezting iz important. |

Continuing your installation of thiz software may impair
or desztabilize the correct operation of your sypstem
either immediately or in the future. Microzoft strongly
recommends that you stop this installation now and
contact the hardware vendor for zoftware that has
passed Windows Logo testing.

 —
\

[ LContinue Anymay ] )§TDPInstaIIatinn |

4. Click Finish to complete the installation.

Found New Hardware Wizard
Completing the Found New
Hardware Wizard

The wizard has finished installing the software for:

80211 Wirelezs CardBus PC Card

Click Finish to close the wizard.

Verify Device Installation

To verify that the device has been properly installed in your computer and
is enabled, go to Start - Settings - Control Panel - System (-2
Hardware) - Device Manager. Expand the Network adapters item. If
the 802.11g Wireless LAN PC Card is listed, it means that your device is
properly installed and enabled.



£ Device Manager

File  Action Wiew Help

M EES @A =Ra

- ABC-36RAS4K 4RGP

'y Computer

g Disk drives

§ Display adapters

it DVDYCD-ROM drives

=} Flappy disk controllers

g Floppy disk drives

i=%) IDE ATAJATAPI contrallers

‘z» Kevboards

1y Mice and ather pointing devices

] o O O O O s O s P

Maonikars

‘dBus PC Card

PCMCIA adapkers
o Ports (COM & LPT)
ﬂ Processors
. sound, video and game controllers
“ge Skorage wolumes

¢ System devices
Universal Serial Bus controllers

o O O O B M




NETWORK CONNECTION

Once the driver has been installed, you will need to make adjustments to
your network settings.

1. Go to Start - Settings = Control Panel > Network.
2. Make sure that you have all the following components installed.

Network EHE |

Configuration | Identificatinnl Acocess EDntruII

The fallowing netwark. components are installed:
Clignt for Micr

ozoft Metwork.s

|
(e

uz PC Card

13-0 P SO apesy
W TCPAP -» 802.11g Wireless CardBus PC Card
4~ TCPAP -» Dial-Jp Adapter

Remove | Properties |
4

Primary Metwork. Logaon:
IMicru:usu:uft Family Logon j

File and Print Sharing... |

Dezcription
ZwfLaNAdapterHelpT ext?

( ar I Cancel |

802.11g Wireless LAN PC Card
IPX/SPX-compatible Protocol
NetBEUI

TCP/IP
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If any components are missing, click on the Add button to install them.
All of the protocols and clients required (listed above) are provided by
Microsoft.

3. Next, highlight the specific network component you need, click Add.

Select Network Component Type K

Click the type of network, component you want to install;

Add.. )
7|

Cancel |

1!_ Protocol

Protocal iz a language’ a computer uzes. Computers
muzt uze the zame protocol to communicate.

4. Highlight Microsoft, and then double click on the item you want to
add. Click OK.

Select Network Protocol [ x|

Click the Metwark Pratocol that you want ta install, then click QK. [f you have
E an installation digk for thiz device, click Have Digk.

Hanufacturers: Metwark, Protocals:

T4~ ATM Call Manager

M ATH LAM Emulation Cliemt
T *-compatible Protocal

4 PPP over ATM [pratocal]
g TCP/AP

Hawe Disk. .. |
ar. I Cancel |

After returning to the Network screen, you can make your computer is
visible on the network by enabling the File and Print Sharing.
5. Click the Identification tab. Enter a name that is unique on the

network. Type the name of your workgroup, which should be the
same name used by all of the other PCs on the network.

-11 -



Configuratioh  Identification | Yooess Cnnlrnl]

EJ Wiindows uzes the following information bo identify pour

=] computer an the netwark. Please type a name far this
computer, the workgroup it will appear in, and a short
dezcription of the computer.

LComputer hame: |

whork group: |

Cornputer |
Drescription:

ok | Cancel |

6. Click the Access Control tab. Make sure that “Share-level access
control” is selected. If connecting to a Netware server, share level
can be set to “User-level access control.”

Network

Configuration] |dentification{ Access Control |

Control access o shared rescurces using:

{* Share-level access controk

Enables you to supply a password for each shared
[esOLIce.
" Userlevel access control

Enables pou to specify users and groups who have
access bo each shared resournce.

Ok, | Cancel

-12 -



7. When finished, restart your computer to activate the new device.

System Settings Change

@ Yo must restart pour computer before the new settings will take
effect.

Do you want ko restart pour computer now?

8. Once the computer has been rebooted, a Logon window will appear
and will require you to enter a username and password. Enter a
username and password and click OK. Do not click the Cancel
button, or you won’t be able to log onto the network.

9. Double-click the Network Neighborhood icon on the windows
desktop, and you should see the names of the other PCs on the
network.

1. (In Windows 2000)

Go to Start-> Settings > Control Panel = Network and Dial-up
Connections = Local Area Connection - Properties.

(In Windows XP)

Go to Start 2 Control Panel > Network Connections = Wireless
Network Connection Enabled 802.11g Wireless LAN PC Card >
Properties.

B Control Panel =& x|
JEiIa Edt Wiew Favorites Tools Help |

J 4=Back ~ = - | Qsearch Y Folders {HHistory ||E’ B X w© |

Jagdress I Control Panel J (e
3 el =1 Accessibility  AddfRemove  AddfRemove Administrative  DatefTime ;I
L Options Hardware Pragrams Tools
b T
B
Control Panel il Eﬁr % %f
Display Folder Cptions Fonts Game Inkernet
Network and Dial-up Controllers Options
Connections
iZonnects ko other computers, ."\'}
nebworks, and the Inkernet g‘
‘Windows Update Keyboard “home and  Power Optians
“Windows 2000 Support
=
-
@ =
-
Printers Regional Scanners and  Scheduled  Sounds and
Options Cameras Tasks Multimedia
System Users and it
Passwiords -

iConnects ko other computers, nekworks, and the Internet
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-+ Wireless Network Connection 20 Properties |E|rz|

General | Advanced |

¢ 802.11g Wirelsss CardBus PC @
\\

—

Configure. ..

This connection uses the following items:

L IClient for Microsoft Networks
.@.-‘-‘u:lapter Switching Driver B
,@ File and Printer Sharing for Microsoft Metworks

SB35 Packet Scheduler
£ I

[

[ %

’ Install... ] ’ Uningtall ] ’ Properties

Description
Allows your computer to access resources on a Microsoft
netwoark.

Show icon in notification area when connected

[ ],4 ” Cancel ]

2. Make sure that you have all the following components installed.
= Client for Microsoft Networks
= NWLink NetBIOS
» NWLink IPX/SPX/NetBIOS Compatible Transport Protocol
» Internet Protocol (TCP/IP)

If any components are missing, click on the Install... button to select
the Client/Service/Protocol required.

3. After selecting the component you need, click Add... to install.

-14 -



Select Network Componenk Ty i A

Llick the type of network. component you want toinstalk
Clint
Service

— Description

&, pratacal iz a language pour computer uses to
communicate with other cornputers.

Add.. o) |

4. Select the network protocol you wish to add and click OK. This will
return you to the Local Area Connections Properties window.

Select Network Protocol

Click the Metwork Protocol that vou want to install, then click OF, If you have
3 an installation digk for this component, click Have Digk,

Metwork Protocal;

AppleT alk Praotocal
DLC Protocal

Metwork. b onitor Driver
MHrLink 1F=/SF/MetBI0S Compatible Transport Protocol

Hawe Disk... |

P
( Ok \I Cancel |
Zz
—

5. To allow your computer to be visible on the network, make sure you
have checked off the File and Printer Sharing for Microsoft
Networks.

6.

When finished, you must restart your computer to complete the
installation.

-15-



CONFIGURATION

After successful installation of the Wireless Mini PCI Card’s driver, a
Network Status icon will display in the task bar. You will be able to
access the Configuration Utility through the Network Status icon.

If the icon doesn’t appear automatically, go to Start = Programs ->
802.11g WLAN - 802.11g WLAN Utility, it will appear in the task bar.

w Windows Catalog . i

% wWindows Update

Wq 802,11 WLARN LIkiliky
Accessories 3 @ Uninstall 02, 11g WLAR Ukility
4 Games
N Startup
Wireless LAN - USE
3 g Internet Explorer
"\1 MSN Explorer
t_)/' Help and Suppert L";I Cutlook Express

7 Fun . Remote Assistance
¢ windows Media Player

;_;_] Log OFf writer. . 3 Windaows Messenger

g E Turn OFF Computer, ..

:',' start | B Utilicy L. Device Manager

indows XP Profession

The Network Status Icon will display on the task bar of your desktop and
show the current network connection status of your system.
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Connected to network

Connecting

Driver not loaded

Disconnected from network

N NN N

The Configuration Utility is accessed by clicking on the Network Status
Icon.

All settings are categorized into 5 Tabs:
Main Tab

Advanced Tab

Security Tab

Statistics Tab

About Tab

-17 -



The Main tab displays the current status of the Wireless Network Adapter.

% B02.11g WLAN Configuration [‘5_<|

b ain lAdvanced] Security | Statistics | About |

Status: |E0nnected to network.

551D Mods Ch. | Signal BS5 D [
i o 00-02-20-1D-FA-97
Modify
BRescan

Current Configuration

Pref. S51D: shotE 55 Channel:,T | Tw Rate: 000 Kbps
BSS Type: Access Point TxRate: | 11 Mbps RxRate: 000  FKbps
MAL Addr [ De-00-26-32-0015 BSSID: [0002-2D1D-FA-97 1505
4 State: 4+ iz Inactive EB/G Mode: Mixed Mode ‘%:““5
Signal quality 10008
I Bad T6/0
0k | Cancel Help
Item Description
Status Displays the information about the status of the
communication.
SSID The SSID is the unique name shared among all

points in your wireless network.

The name must be identical for all devices and
points attempting to connect to the same
network.

v No WEP key

% With WEP key
5 For TI-Based WLAN devices
@ For TI-Based WLAN devices with WEP

key
Mode Displays the type of Basic Service Set, Access
Point or Peer to Peer.
Ch Displays the channel that is currently in use.

- 18-



Item Description

Signal Displays the signal strength of the connection
between the Wireless Network Adapter and the
Access Point it connects to.

BBS ID A set of wireless stations is referred to as a Basic

Service Set (BSS). Computers in a BSS must be
configured with the same BSS ID.

Current Configuration

Pref. SSID It shows the current SSID setting of the
Wireless Network Adapter.

BSS Type Displays the type of Basic Service Set,
Access Point or Peer to Peer.

MAC Address It shows the MAC Address of this device.

4X State 4x technology provides increased throughput
in 802.11 Infrastructure and ad hoc networks.
The technology only has been implemented
in TI-Based WLAN devices

Channel Shows the selected channel that is currently
used. (There are 11 channels available,
and User can't choose the channel by them-selves)

Tx Rate Shows the current transfer rate.

Signal Quality Displays the signal strength of the connection
between the Wireless Network Adapter and
the Access Point it connects.

BSSID the BSSID of the Access Point to which the
card is associated

B/G Mode It displays the card mode you are currently

using.( 802.11b, 802.11b+, and 802.11g)

Connecﬂ

Highlight one of the device from the list area
and press the Connect button to access it.

Modify

There will be three tabs for you to modify, see
the detailed information on page 21.

Rescan

Searches for all available networks. Clicking
on the button, the device will start to rescan
and list all available sites.

-19 -




B0OZ.11g WLAN - New Configuration

Mew Connection lAdvanced] Securit_l,l]
Frefered 5510 4% Config
4 Disable
BSS Type: IW' Tx Rate: ’m e
Charnel: m PowerMode:|Nngwe[save j
IBSS Protection: ,m
WEF Mode Profile
i+ Disable WEP I | ~|
" Enable WEP = | o |
oK | Cancel | | Help |
Preferred Type in the SSID name of the device you want to connect.
SSID
BSS Type You can select Peer-to-Peer, Access Point or Auto Mode of the
device you to connect.
Tx Rate You can select the data rate or set to auto mode from the pull-down
menu.
Channel Select the channel depends on your country.
Power Mode |No Power Save : Select this function , the adapter will be in full
active mode.
Max Power Save : Select this function, the power save mode will be
enabled.
IBSS The 802.11g standard includes a protection mechanism to
protection ensure mixed 802.11b and 802.11g operation. If there is no
such kind of mechanism exists, the two kinds of standards may
mutually interfere and decrease network’s performance.
CTS only : Used only in the co-existing environment of
802.11b and 802.11g protection mechanism.
TI Protection : For TI-Based WLAN devices
4x Config Select to disable or enable the TI-Based 4x function.
WEP Select to disable or enable WEP settings.
Mode You can select IEEE 802.11b, 802.11b + , 802.11¢g standard or
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Mixed Mode (If you choose this option the device will automatically
convert the suitable standard ).

Profile

Enter the profile name and click the Save button to save
your configuration, To open the profiles you saved, select
the profile from the pull-down menu and then click the
Load button.

B0Z.11g WLAN - New Configuration

Mew Connection  Advanced ] Security ]

Thresholds Antennas
Fragment Threshaold:  |ElELE Tx Antenna:
RATS Threshold: 4096 Rx Antenna:
I:'ieamble Retry limits
+ Long Preamble

Short 7
" Short Preamble

Long 4
Transmit Poweer Level 1 -
Authentication: |Open Spsterm = Fegulatory Domain:
802.11g version
~
+ Standard

ak. | Cancel | | Help |

Fragment Threshold To fragment MSDU or MMPDU into small sizes of

frames for increasing the reliability of frame (The
maximum value of 4096 means no fragmentation is
needed) transmission. The performance will be
decreased as well, thus a noisy environment is
recommended.

RTS Threshold

This value should remain at its default setting of
4096. Should you encounter inconsistent data
flow, only minor modifications of this value are
recommended.

Preamble

A preamble is a signal used in wireless environment
to synchronize the transmitting timing including
Synchronization and Start frame delimiter. (Note: If
you want to change the Preamble type into Long or
Short, please check the setting of AP.)
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Transmit

The power level function is used to extend
communication distance.

Authentication

The authentication type defines configuration
options for the sharing of wireless networks to

verify identity and access privileges of roaming
wireless network cards.

You may choose between Open System, Shared
Key, and Auto Switch.

Open System: If the Access Point is using "Open
System" authentication, then the wireless adapter
will need to be set to the same authentication type.

Shared Key: Shared Key is when both the sender
and the recipient share a secret key.

Auto Switch: Select Auto Switch for the adapter to
select the Authentication type automatically
depending on the Access Point Authentication type.

Retry limits

You can set the number of retries if no

acknowledgement appears from the receiving
station.

B0Z.11g WLAN - New Configuration

Mew Eonnection] Advanced  Security l

Metwark

WEP Configuration LEAP User

WEF 2

E ncrpption F.ey Size

(‘“1|

[a0bit = | || User

'l | |4D bitﬂ Password:
€ l40bit ~|
o4 l40bit ~|
Ok | Cancel Help
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Network

Configure your WEP or LEAP settings :

WEP (Wired Equivalent Privacy) is a data
security mechanism based on a 40 Bit/128
Bit/256 Bit shared key algorithm.

LEAP (Lightweight Extensible Authentication
Protocol). It provides user-based, centralized
authentication, as well as per-user wired
equivalent privacy (WEP) session keys.

WEP Configuration

To configure your WEP settings. WEP (Wired
Equivalent Privacy) encryption can be used to
ensure the security of your wireless network.
Select one Key and Key Size then fill in the
appropriate value/phrase in Encryption field.
Note: You must use the same Key and Encryption
settings for the both sides of the wireless network
to connect

KEY1 ~ KEY 4 : You can specify up to 4
different keys to decrypt wireless data. Select the
Default key setting from the radio button.
Encryption : This setting is the configuration key
used in accessing the wireless network via WEP
encryption.

A key of 10 hexadecimal characters (0-9, A-F) is
required if a 64-bit Key Length was selected.

A key of 26 hexadecimal characters (0-9, A-F) is
required if a 128-bit Key Length was selected.

A key of 58 hexadecimal characters (0-9, A-F) is
required if a 256-bit Key Length was selected.

Key Size : 40 Bit, 128 Bit or 256 Bit.

LEAP User

Network administers have been taking advantage
of the simplified user and security administration
that LEAP provides.

Before the security authentication is started, you
should enter the user name and password or the

authentication process will fail.
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The Advanced tab displays the current status of the Wireless Network
Adapter.

% B02.11g WLAN Configuration

) l Securit_l,l] Statistics] About ]

Authentication Open System E ncryption Disable
Power Mode: NoPower Save | Preamnble: Lang
Transmit Pawer | Power Level 1 Fieg. Domair: FCC

Metwark, Information

Fragment Threshold: 4096 P Address: 0.00.0

RTS Threshold: A096 Met. Mask: 0.000
G ateway:

T Antenna; Antenna 2
R Antenna: Both

ok | Cancel | | Help |

Use the Security Tab to configure your WEP settings. WEP (Wired

Equivalent Privacy) encryption can be used to ensure the security of your
wireless network.
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® B02.11g WLAN Configuration

I ain ] Advanced SBCU"U‘] Statislics] About ]

MNetwork WEP hd
WEP Configuration LEAP User
Encrvption Fey Size
CAT [a0bit =] | | User
& 2 | |4D bitﬂ Pazsword:
3 |40kt |
| |40k ~|

1]4 | Cancel | | Help |

Network

Configure your WEP or LEAP settings -

WEP (Wired Equivalent Privacy) is a data
security mechanism based on a 40 Bit/128 Bit/256
Bit shared key algorithm.

LEAP (Lightweight Extensible Authentication
Protocol). It provides user-based, centralized
authentication, as well as per-user wired equivalent
privacy (WEP) session keys.

WEP Configuration

Encryption 1-4 To configure your WEP settings. WEP (Wired

Equivalent Privacy) encryption can be used to
ensure the security of your wireless network. Select
one Key and Key Size then fill in the appropriate
value/phrase in Encryption field. Note: You must
use the same Key and Encryption settings for the
both sides of the wireless network to connect

KEY1 ~KEY 4 : You can specify up to 4 different
keys to decrypt wireless data. Select the Default
key setting from the radio button.

Encryption : This setting is the configuration key
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used in accessing the wireless network via WEP
encryption.

A key of 10 hexadecimal characters (0-9, A-F) is
required if a 64-bit Key Length was selected.

A key of 26 hexadecimal characters (0-9, A-F) is
required if a 128-bit Key Length was selected.

A key of 58 hexadecimal characters (0-9, A-F) is
required if a 256-bit Key Length was selected.

Key size 40 Bit, 128 Bit or 256 Bit.

LEAP User

Network administers have been taking advantage of the simplified user and
security administration that LEAP provides.

Before the security authentication is started, you should enter the user
name and password or the authentication process will fail.

The Statistics Tab displays the available statistic information including
Receive packets, Transmit packets, Association reject packets,
Association timeout packets, Authentication reject packets,

Authentication timeout packets.
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% B02.11g WLAN Configuration

I air ] Advancedl Security  Statistics lAbout ]

Receive Tranznmit
Good Packsts: 132 Good Packets: 38
Partial Packets: Ack Packets:

Duplicate Packets: RTS Packets:

Ermor Packets: CTS Packets:
Beacons: 315 Beacons:
Total Bytes: 9321 Total Bytes: 5123

Aszociation Fejects: Authentication Rejects:

Agzociation Timeouts: Authentication Timeouts: 17

14141411
bE DREERE

1]4 | Cancel trpply Help

Click on the About tab to view basic version information about the OS Version,
Utility Version, Driver Version, Firmware Version and EEPROM Version.
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% B02.11g WLAN Configuration

Fd ain ] Advancedl Securit_l,l] Statishic

Coperight [C) 2003, 802.11g 'Wirelezs LAM Configuration

05 Yersion: | Windaws XP. Build 2600,
Utility “ersian: | 4.0.40.0[802.11g WLAN)
Driver Wersion: | 4.0.41 [MDIS 5.1]
80 lg Firrmwsare Wersion: | 1.011
Wireless Cardbus
PC Card
EEPROM Wersion: | 51 Radia Fadio

1]4 | Cancel Help
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UNINSTALLATION

In case you need to uninstall the Utility and driver, please refer to below

steps. (As you uninstall the utility, the driver will be uninstalled as well.)

1. Go to Start = Programs - 802.11g WLAN - Uninstall 802.11¢g
WLAN Utility.

w ‘Windows Catalog

windows Update

Q)

Programs 502,119 WLAN a0 1 1 WL AR | IFL]
v B Urinstall 802,110 WLAN Utiity

"‘ Documents Y ) Games N

Startup 3
Wirsless LA - USB b
Search 3 g Internet Explorer

Settings

\‘ M3M Explorer
| Help and Support L%] Qutlook Express
RUML.. g PEmote Assistance
@ Windows Media Plawver

Lag OFF writer ‘_'& Windows Messenger

Windows XP Professional

Turn OFF Computer...

| @ Utilicy

2. Click OK to continue.

Confirm Uninstall

Do wou want to completely remove the selected application and all of its components?

Cancel |

3. Select Yes, I want to restart my computer now, and then click
Finish to complete the uninstalled procedure.
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InstallShield Wizard

Maintenance Complete

InstallShield “Wizard has finished performing maintenance
operations on 802,179 'WLAN.
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