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Disclaimer

Compex, Inc. provides this manual without warranty of any kind, expressed or
implied, including but not limited to the implied warranties of merchantability
and fitness for a particular purpose. Compex, Inc. may make improvements
and/or changes to the product and/or specifications of the product described
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technical inaccuracies or typographical errors found in this guide. Changes are
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FCC NOTICE

This device has been tested and found to comply with the limits for a Class B
digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential
installation. This device generates, uses and can radiate radio frequency
energy and, if not installed and used in accordance with the instructions, may
cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this
device does cause harmful interference to radio or television reception, the
user is encouraged to try to correct the interference by one or more of the
following measures:
e Reorient or relocate the receiving antenna.
e Connect the computer into an outlet on a circuit different from that to
which the receiver is connected.
¢ Increase the separation between the computer and receiver.
Consult the dealer or an experienced radio/TV technician for help.

Caution: Any changes or modifications not expressly approved by the grantee
of this device could void the user's authority to operate the equipment.

FCC Compliance Statement: This device complies with Part 15 of the FCC Rules.

Operation is subject to the following two conditions:

1. This device may not cause harmful interference, and

2. This device must accept any interference received, including interference
that may cause undesired operation.

This device must accept any interference received, including interference that
may cause undesired operation.

Products that contain a radio transmitter are labelled with FCC ID and may also
carry the FCC logo.

Caution: Exposure to Radio Frequency Radiation.

To comply with the FCC RF exposure compliance requirements, the following
antenna installation and device operating configurations must be satisfied:

For configurations using an approved external antenna, the separation
distance between the antenna and any person’s body (including hands, wrists,
feet and ankles) must be at least 20cm (8 inch).

The transmitter shall not be collocated with other transmitters or antennas.

IEEE 802.11b or 802.11g operation of this product in the U.S.A. is frmware-limited
to channels 1 through 11.



This device is intended only for OEM integrators under the following conditions:

1) The antenna must be installed such that 20 cm is maintained between the
antenna and users, and 2) The transmitter module may not be co-located with
any other transmitter or antenna.

As long as 2 conditions above are met, further transmitter test will not be
required. However, the OEM integrator is still responsible for testing their end-
product for any additional compliance requirements required with this module
installed (for example, LVD TV ...etc.).

CAUTION: This device only could work when being installed into “client devices”
which could not transmit automatically, such as Notebook P.C. , with the
software driver limit.

IMPORTANT NOTE: In the event that these conditions can not be met (for
example certain laptop configurations or co-location with another transmitter),
then the FCC authorization is no longer considered valid and the FCC ID can
not be used on the final product. In these circumstances, the OEM integrator
will be responsible for re-evaluating the end product (including the transmitter)
and obtaining a separate FCC authorization.

WARNING: This Wireless Mini PClI Adapter does not support ad-hoc mode
function

End Product Labeling

This transmitter module is authorized only for use in device where the antenna
may be installed such that 20 cm may be maintained between the antenna
and users. The final end product must be labeled in a visible area with the

following: “Contains FCC ID: TK4-07-WLM54AGP23”

ICES 003 Statement
This Class B digital apparatus complies with Canadian ICES-003.

Declaration of Conformity

Compex, Inc. declares the following:

Product Name: Compex Wireless Mini-PCl Network Adapter

Model No.: Compex iWavePort WLM54AG-23 conforms to the following Product
Standards:

Radiated Emission Standards:

ETSI EN 300 328-2: July 2000; FCC: 47 CFR Part 15, Subpart B, ANSI C63.4-1992; 47
CFR Part 15, Subpart C (Section 15.247), ANS|I C63.4-1992.

Conducted Emission Standards:

ETS 300 826: Nov. 1997.

Immunity Standards:



IEC 801-2; IEC 801-3; IEC 801-4
Low Voltage Directive:
EN 60 950:1992+A1: 1993+A2: 1993+A3; 1995+A4; 1996+A11: 1997

Therefore, this product is in conformity with the following regional standards:
FCC Class B — following the provisions of FCC Part 15 directive; CE Mark —

following the provisions of the EC directive.

This Class B digital apparatus complies with Canadian ICES-003.

Technical Support Information

The warranty information and registration form are found in the Quick Install

Guide.

For technical support, you may contact Compex or its subsidiaries. For your
convenience, you may also seek technical assistance from the local distributor,
or from the authorized dealer/reseller that you have purchased this product

from. For technical support by email, write to support@compex.com.sg.

Refer to the table below for the nearest Technical Support Centers:

Technical Support Centers

Contact the technical support center that services your location.

U.S.A., Canada, Latin America and South America

< Write

@ Call

Fax

Compex, Inc.
840 Columbia Street, Suite B,
Brea, CA92821, USA

Tel:  +1 (714) 482-0333 (8 a.m.-5 p.m. Pacific time)
Tel:  +1 (800) 279-8891 (Ext.122 Technical Support)
Fax: +1 (714) 482-0332

Asia, Australia, New Zealand, Middle East and the rest of the World

< Write | Compex Systems Pte Ltd
135, Joo Seng Road #08-01, PM Industrial Building
Singapore 368363
@ Call Tel:  (65) 6286-1805 (8 a.m.-5 p.m. local time)
Tel:  (65) 6286-2086 (Ext.199 Technical Support)
Ehrax | Fax: (65) 6283-8337
Internet E-mail: support@compex.com.sg
access/ | FTPsite: Ftp.compex.com.sg
Website: [ http://www.cpx.com or http://www.compex.com.sg




Product Overview

- Introduction

Thank you for purchasing this Wireless Network Adapter. Data security is
facilitated with WPA, |IEEE 802.1x Authentication and 64-bit, 128-bit and 152-bit
WEP (Wired Equivalent Privacy). They support easy Plug and Play installation
and combine simplicity, data privacy, and reliability for your wireless network.

Chapter1  Basic Setup

This chapter outlines the basic requirement for the installation and configuration
of the network adapter.

This network adapter is a plug-and-play device. You can plug it into the PCI slot
of your PC for auto-detection.

1.1 Hardware Installation

1. Turn off your PC and switch off the power from the main power
supply.

2. Remove the back cover of the PC.

3. Then insert the network adapter into your PCI slot as shown below.
Ensure that the network adapter is properly seated into the slot.

4. Replace the back cover.

5. Power on your PC.



WLM54AG
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1.2 Driver & Utility Installation
1. Insert the Product CD into your computer CD-ROM drive.

2. Click on Driver & Utility section and the system will run the setup.exe
automatically.

3. Next, the Atheros Client Installation Program screen appears. Click
on the Next> button to proceed.

Atheros Client Installation Program b(l
Atheros Client Installation Program

This program installs the driver and client utilities for wour
Atheras Wireless LAN Client Adapter.

4.  When the License Agreement screen appears, you are required to
read and accept the agreement to continue. Click on the Next>
button to proceed.



5.

Select your preferred setup:

Atheros Client Installation Program

Setup Type
Select the zetup type that best suits your needs.
Click the type of setup yau prefer.
st | Description
Install Driver Or Chaose this option to install the
Make Driver Installation Diskette[s] driver and client utities. This is

the recommended option.

< Back " Ment > ][ Cancel

Install Client Utilities and Driver (Recommended) option
You are recommended to select this setup type. This option wiill
install both the driver and utility that support your PCl adapter.

Install Driver Only option (For Windows XP user only)

Select this option if you are going to use the Wireless Zero
Configuration Utility to configure your PCl adapter. Note that only
Windows XP comes with the Wireless Zero Configuration Utility.

Make Driver Installation Diskette(s)
Select this option if you wish to make a duplicate copy of the driver
and store to the diskette/s.

Click on the Next> button and follow the instructions stated on the
screen.



For Windows XP users

7. If you are using Windows XP as operating system, the following
screen will appear. Read the notice carefully and click on the Next>
button to proceed.

Atheros Client Installation Program

Atheros Client Installation Program

IMPORTANT: Please Read!

| On Windows XP, you can canfigure yaur Atheras Wirsless LAN Client Adapter thraugh the
Atheras Client Uity [ACU] or a third party supplicant, Because third party tacls map not
provide al of the funclienaity avaiable in ACLL, Atheros recammends that you use ACU.
[Flease note that a patch from Microsaft might be required to use the Mierasoft toal with WP
secuiy)

On the next screen, select whether you want to use ACU or a thid party supplicant to
corligure your dlient adapter.

NOTE: If you select a third party supplicant, some of the AL faatures will ot be available.
To activate those features, you must install ACL

<Back | Mews | [ Cancel

8. Select your choice of tool to assist you in configuring your adapter.
Click on the Next> button to proceed.

Atheros Client Installation Program

Choose Configuration Tool

wihich taol will you use ta canfigure your dlisnt adapter?

@ Atheros Client Uty (ACU) and Supplicant,
3 Third Party Supplicant

[ <Back J[_mMewt> ] [ cCancel ]

Atheros Client Utility (ACU) and Supplicant option
Select this option to install your network adapter. (Recommended)

Third Party Supplicant option

Select this option if you decide to use Wireless Zero Configuration
Utility to configure your wireless device. Installing this tool will only
allow you to view the status of the connected wireless device/s
through the utility; configuration using the utility will not be allowed.



If you have selected Third Party Supplicant configuration tool, a
screen similar to that below will appear, prompting you to
enable/disable the system tray icon.

9. Click on the checkbox besides

Enable Atheros System Tray Utility | e !=n
and click on the Next> button to
Would you like to snable the Atheres System Trap Utit? This ity provides a1

proceed. ACU features and is accessible from an ioon in the Windaws system iay.

10. The screen below appears to inform you that the driver will be
automatically installed if you have already inserted your client
adapter into the PCI slot of your computer.

Atheros Client Installation Program

The installation program installs the driver automatically when the client adapter is inserted, Insert the adapter now i
it is not et inserted, cancel the Found Mew Hardware Wizard if it appears, and proceed with the installation, Clicl

! it is not yet ted, | the Found Mew Hard, Wizard if it d d with thy tallati Click QK
to continue.

Cancel the Found New Hardware Wizard if it appears and click on
the OK button to begin the installation.

11. If a similar screen similar to the one shown below appears, click on
the Continue Anyway button to continue the installation.



Hardware Installation
b

'E The software you are installing for this hardy
.

Atheros ARS005GS Wireless Network Adapter

has not passed Windows Logo testing to verify its compatibdity
with Windows XP. (Tell me why this testing is important )

Continuing your installation of this sof may impair
or destabilize the comect operation of your system
either immediately or in the future. Microsoft strongly
recommends that you stop this installation now and
contact the hardware vendor for software that has
passed Windows Logo testing.

[ Continue Anyway | [ STOP Instai

12. Click on the OK button to reboot your system and this will complete
the installation.

Atheros Client Installation Program

The Installation Program has successfully performed the selected operations, but the system needs to be rebooted
before all of the changes will take effect. Click OF to reboat the system,

Chapter 2  Using the System Tray Utility

This chapter will elaborate on the Atheros system Help
tray utility found at the right bottom corner of your Bt
screen. Right click on the utility icon and the menu Open Atheros Client Utility...
will appear. Troubleshooting
Preferences...
Disable Radio
Select Profile »

Show Connection Status &

The following explains the different options available on the menu:




Help
Open the online help.

Exit

Exit the Atheros Client Utility application. Once you exit, the icon will disappear

from the system tray.

Open Atheros Client Utility...
Launch the Client Utility.

Wireless-G Excellent Signal Strength Example

A Atheros Client Utility - Current Profile: Default

Action

Options  Help

Current Status | Profils Management | Diagnostics |

Frofile Mame:  Default

2 Link Status:  Assaciated

ATHEROS
WWireless Mode: 2.4 GHz 54 Mbps IP Address:
Network Type:  Infrastucture Curtent Channel:

Server Based Authentication.  None Data Encrypt,

Signal Strength

Different signal strength indications

Signal Strength: No Link
Signal Strength: Fai
Signal Strengtn: W Paar

Signal Strength:  [HHNNNNENNNNNENNNENENER Ercslent

Wireless-AG No Link Example

A Atheros Client Utility - Current Profile: czech
Action

Options  Help

Cunent Status | Profile Management | Diagnestics |

ATHEROS'

Profile Name: czech

-
A1HEROS

Link Status: Mot Associated Natwork Typs: Infiastiucte

“Wireless Mode: 5 GHz 54 Mbps Current Channel: Scanning)

Server Based Authentication Data Encryption:

IP Address: 0.0.0.0

Signal Strength

Mo Link.

Adwancad

Manual LEAP Login

If you select this option, you will have to manually start the LEAP authentication
process to login to the network instead of being prompted for your LEAP
username and password during your windows logon.



Enter Wireless Network Password

Please
mm&zﬂmLEﬂPwmaﬂwdtob@ iI]
Cancel |
UserName: | sampleUserName
Password ; [ ............
Logonto: | sampleDomain —

CardName :  Atheros USB 2.0 Wireless Network Adapter
Profile Name :  Default

Reauthenticate

Reauthenticate to a LEAP-configured access point each time you login to a
LEAP network.

LEAP Authentication Status En
Card Mame:  Atheros USE 2.0'Wireless Metwork Adapter fo cls c Oﬁ
Frafile Mame: ESSID Compatible

Steps Status
-> 1. Starting LEAP Authenticati Pi g.
2. Checking Link Status
3. Renewing IP address
4. Detecting IF Frame Type
5. Finding Domain Controller

Select Profile

Click on a configuration profile name to switch to a particular wireless network.
If no configuration profile exists, you will need to add a profile first.

Connection Status
To view the connection status of your wireless PCl adapter.

Alternatively, you may also double click on the utility icon in the system tray.

Active Profile Displays the name of the active configuration profile.
Auto Profile Selection Shows whether auto profile selection is enabled.
Connection Status Displays whether the adapter is connected to a

wireless network.



Link Quality

SSID

Access Point Name

Access Point IP Address

Current Receive Rate

Current Transmit Rate

Link Speed

States the quality of the link connection.

Displays the SSID of the network to which the
network adapter is associated.

Shows the name of the access point the wireless
adapter is connected to (if any).

Shows the IP address of the access point the wireless
adapter is connected to (if any).

Displays the data rate at which the wireless adapter
is currently receiving from the wireless network.

Displays the data rate at which the wireless adapter
is currently transmitting to the wireless network.

States the speed of the link connection.

Client Adapter IP Address Displays the IP address of the wireless adapter.



Chapter 3  Utility Features
This chapter shows you how to make use of the utility to view the status of your

wireless connection, to change your settings and also to monitor your wireless
performance via the network statistics.

3.1 Current Status Tab

Displays the performance of the network adapter in the wireless network.

Wireless-AG Current Status

A Atheros Client Utility - Current Profile: czech 2x

Artion  Options  Help

Current Status | Profile Management | Diagnostics

Profile Mame: czech H
ATHEROS
Lirk Statis: Mot Associated Metwork Type: Infrastucturs
‘Wireless Mode: 5 GHz 54 Mbps Current Channel: Scanning
Server Based Authentication: Data Encryption:

IP Address: 0.0.0.0

Sigral Stiength: | No Link

Advanced

Upon clicking on the Advanced button, you will be able to view all
information on the respective profile, e.g. the types of encryption and
authentication, the signal strength, the MAC address of the connected
AP (if you are in Infrastructure mode), etc.

Advanced Status @@

Metwork Name [S51D) wieless-AP Cunent Signal Strength: .60 dBm
Server Based Authentication: Hore Current Noise Level -100 dBm
Data Encryption: AES Up Time 124014
llienlcatn Tio: meen 80211bPreamble:  ShorttLong
Meszage Integrity Check: AES '

Cunent Receive Rate: 36.0 Mbps
Curnent Transmit Rate: 48.0 Mbps

Associated AP Name: Unavailable
Azsociated AP [P Address: Unavailable
Associated AP MAC Address: 00-80-48-00-34-60 Channel: 1

Frequency. 2412 GHz
Power Save Mode Marmal S it
Current Power Level 50 v

Aovallable Power Lewels [B02.11b/gl: 100, 63, 50, 30, 20, 10 mw




3.2

3.3

Profile Management Tab
Selecting this tab displays the profiles and the details.

You only need to create a profile if you have more than one wireless
connection.

A Atheros Client Utility - Current Profile: Any

Action  Options  Help
| Curent Statys | Profle Management | Diagnastiss|
wireless-AP
default
Details
MNetwoark Type: Infrastructure
Security Mode; Mone
Metwark Mame [SSI0): Ary
Metwork Mame 2 [SSID2]:  <emply>
Metwork Mame 3 [SS1D3]:  <emply:>
~rofil Order Profiles...

Diagnostics Tab

The Diagnostics tab lists the following receive and transmit diagnostics for
packets received by or transmitted to the network adapter.

. Multicast packets transmitted and received
. Broadcast packets transmitted and received
o Unicast packets transmitted and received

. Total bytes transmitted and received



\ Atheros Client Utility - Current Profile: Any

Action Options  Help
Cusrent Status | Profile Management | Diagnostics

Tranemit
Multicast Packets 5 Adapter Information
s
Unicast Packets %7
Total Bytes: 167

Receive
Mulbcast Packets: 0
Broadcast Packets: 62
Unicast Packets: 3
Total Bytes: 5756

This button shows more detailed statistical information on frames that are
either received by or transmitted by the network adapter.

Advanced Statistics @@

Tramzmit

Frames Transmitted OK: E643 RTS Frames: ]
Frames Retried: 402 LTS Frames: 0
Frames Dropped: 3055 Mo CTS Frames: 1]
NoACK. Frames: 47 Retried RTS Frames: ]
ACK Frames: EB43 Retried Data Frames: 402
Receive

Beacons Received: 588 Authentication Time-Out: 0
Frames Received OF.: 20 Authertication Rejects: 1]
Frames Received with Erors: 198 Association Time-Out: ]
CRC Ermors: 95 Asszociation Rejects: a
Enciyption Emors: 0 Standard MIC OFK: o
Duplicate Frames: o Standard MIC Emrors; a
AP Mismatches: 0 CKIP MIC OF: 1]
Data Rate Mismatches: ] CEIP MIC Errors: 0

Troubleshooting

This button allows you to run the diagnostic test, save the test report and
view the test results on the wireless adapter configuration and association.



A Atheros Troubleshooting Utility &'

Test result / report

Atheros Troubleshooting Utiity %
Troubleshooter report
Feport date: Wednesday, July 20, 2005

Name: Driver matallation test
Descrption: This test iz to check the radio dirver installation,
The radio's registry keys are OFK.

Nic name Atheros ARBODSGS Wireless Network Adapter

Driver name Athetos ARS00SGS Wireless Metwork Adapter [Microzoft's Packet Schedy
Driver path . . . ... : CAWINDOWS\System3IADRIVERS\ae5211 sys

Diriver vession 1400167

Active Profile Name Default

Test Done: The radio diver has been installed ~
< >

1 [ swetres [ saveRepor. || Vwﬂwﬁsat_]

Chapter 4  Utility Configuration

This chapter will elaborate on the Client Manager configuration of the network
adapter using some simple examples.

the wireless clients communicate through router, which are devices that
act as base station for all wireless communication. Data packets from the
wireless clients are transferred to the wireless router before being
transmitted to other hosts on the network. The number of wireless clients
supported depends on the router.



4,1 Configuration Mode

In this example, three work station act as wireless clients to communicate
with the wireless router. Once all configuration has been done, wireless
clients with the same SSID as the AP will be able to access wirelessly to
PC1 via the wireless router

FC1
wireless
routar
PC2
FCS
For Router

Ensure that you have enabled the DHCP server in your router and that
your wireless clients are set to receive their IP address dynamically so that
the wireless router can assign an IP address to them. Note the wireless
configuration settings of your router as shown in the figure above.



ForPC 1

1. Activate your utility.

2.  Go to the Profile Management tab, click on the Scan button to look
for the wireless AP.

A Atheros Client Utility - Current Profile: default
Ackion  Options  Help

| Currert Status | Profile Management | Diagnostics|

oot New.

Details
MNetwark Type: AdHoc
Security Mode: Mone

Metwark Name 1 (SSID1}  USE-CLIENT [ Ewpor. |

Order Profiles...

3. Click on the Refresh button if your system is unable to detect your
wireless AP. Once found, select the Network Name (SSID) used by
the router: wireless-router and click on the Activate button to add it
to your profile list.

Available Infrastructure and Ad Hoc Networks

Metwork Name (S510) @3 Signal Stiength Channel  Wieless Mode A
i Weak Signal Test 7d8 3 2.4 GHz 54 Mbe
i Weak Signal Test = 4d8 1 2.4 GHz 54 Mbe
i Weak Signal Test ﬁc:ﬁ 3 2.4 GHz 54 Mbg
1 Weak Signal Test 1dB 3 2.4 GHz 54 Mbe
i Weak Signal Test 248 10 24 GHz 54 Mbg
i locaksales = 51dB 6 2.4 GHz 54 Mbg
i PMD-286 = 35 dB 2 2.4 (Hz 54 Mbe
H wireless-AP | = 30d8 8 24 GHz 54 Mbe
i Weak Signal Test = 08 1 24 GHz 54 Mbe.
< >

l Activale %J L Fletresh J | 0K I

Notice that the SSID has already been pre-configured in this profile.



The SSID of both the wireless router and the wireless client must be the
same for them to communicate with one another.

4.  Enter the Profile Name, e.g. Workstation 2 for easy identification.

Profile Management E]El

General | Secuity | Advancea|

Profile Settings

Profile: Narne:

Clignt Narne:

shawn ‘

Metwork Names

55101 | wireless-AF ‘

|
1

ssip2 | \
: |

S5ID3:




5. Next, proceed to the Security tab. The wireless client must use the
same security mode as the router. In our example, select WPA
Passphrase and click on the Configure... button.

Profile Management
General | Securty | Advanced
Set Secusty Dptions
O WPANPAZ WPAMPAZ EAP Type:
(&) WPANPAZ Patipheate
O8021x 802 1% EAP Type:
(O Pre-Shared Kay [Static WEF)

O None

Canfiguee. :3

6. Enter the encryption key in the field provided. Please note that this
key must be the same as the one that you had configured for your
wireless router.

7. Click on the OK button to update the changes.

Define WPA/WPA2 Pre-Shared Key

Enter a WPAMWPAZ passphease (B to 63 ASCIl or 64 hexadecimal characters]

1234567890

[ ok ][ cexe ]

Proceed to your Current Status tab to monitor the connection between
the router and the wireless client (PC2).



4.2

A Atheros Client Utility - Current Profile: Workstation 2
Action  Options  Help

Total 80211 . ) - Total 80211
W Profile Mame:  workstation 2 _I"pﬂ“-!"}"

Vs o Link Statuz:  Authenticated T
ATHEROS
‘Wirelesz Mode: 2.4 GHz 54 Mbps IP Address:  192.168.168.43
Metwork, Type:  Infrastucture Current Channel: 1
Server Bazed Authentication:  Mone [rata Encryption;  AES

Signal Strength:  [HHNNNNNNRRNNRRNRRENRER CErcelent

Alternatively, you can also check the connection from the MS-DOS
Prompt. From PC2, simply proceed to the Start Menu, Run... and type in
cmd. Click on the OK button.

In the MS-DOS Prompt window, type ping 192.168.168.1 —t, whereby this IP
address belongs to your access point.

When the screen appears:

Pinging 192.168.168.1: bytes=32 time=2ms TTL=128
Pinging 192.168.168.1: bytes=32 time=2ms TTL=128
Pinging 192.168.168.1: bytes=32 time=2ms TTL=128

This indicates that the connection between the access point and the
wireless client has been established successfully!

Profile Management

This option allows you to manage your profile(s), set your security options,
and scan for other wireless networks.



A Atheros Client Utility - Current Profile: Any

Action  Options  Help
__@ﬂ[?ﬂt_%tﬁﬁ_! Profile Management !_D_iagnostic:s'
wireless-AP Mew...
default k
i
Details
MNetwoark Type: Infrastructure
Security Mode; Mone
Metwark Mame [SSI0): Ary
Metwork Mame 2 [SSID2]:  <emply>
Metwork Mame 3 [SS1D3]:  <emply:>
Order Profiles...

Click on New button to create a new profile. Enter the profile name (a
unique name to identify this profile), a client name and the SSID of the
wireless network to connect to. Note that the Client name refers to the
name that is registered to your PC. You can enter up to 3 different SSIDs in
order of preference, per profile. We are using ABC as the profile name
and APP as the SSID1



Profile Management ird &I

General | Security | Advanced|

For details on how
to set the different
authentication and
encryption  types
available under / Netor Nommos

the Security Tab, sain: [AF |
kindly refer to

ProfifSettings
Profile Marme: |15~BE ‘

Clienit Marne:

shawn ‘

Chapter 7 “Types Sz | |
of Authentication 5903 | |
and Encryption

mode”

Click on the OK button to update the changes.

Notice that ABC has been added Wiy Utility - Current Profile: Any
to the profile list. Action Options  Help

| Curent Status | Profile Management | Diagnastics |

wirgless-AF
default
Ay

Dretails

Rl R




Modify...

To modify an existing profile, select the profile that you wish to modify
and click on this button. We are using profile: Any as an example.

A Atheros Client Utility - Current Profile: Any

Action  Options  Help
| Current Statuz | Prafie Management | Diagnostics |
wirgless-AF Mew...
default
.
ABC k
Details
Metwork Type: Infrastructure
Securty Mode: Mone
Mebwork Name [S51D): Ay
Metwork Name 2 [S5IDZ)  <emply:
Metwork Mame 3 [SSID3]: <emply:
Order Profilss. .




Remave

To delete an existing profile, select the particular profile that you wish to
delete and click on this button. We are using profile: default as an
example.

Note that the active profile (the profile that you are currently using)
cannot be deleted!

A Atheros Client Utility - Current Profile: Any
Action  Options  Help

| Cunentél‘atus_i- file: b anagement ID‘iagnosl‘ics
wireless-AF New..
—
T
by
. . Activate
Active profile .
. . i Details
indicated by this Network Type: Infrastructune
. Security Mode: Mone
icon cannot be Network Mame [551D] adfa
deleted! Network Mame 2 (SSID2):  <emply:
Metwork Mame 3 (55I1D3):  <emphy:

Frofiles Order Profiles...




To activate a profile, select the profile and click on this button. We are
using profile: wireless-AP as an example.

A Atheros Client Utility - Current Profile: Any.

Action  Options  Help

'.E.I.L;rren-tustétl;ls Profile M anagement |-biagno;tic;5

Mew...
Ay
Activate ‘E

Details

Metwark Type: Infrastiucture

Security Mode: WPA Passphrase

Metwork Mame (551D] wireless-&F

Metwork Mame 2 [SSID2)  <emptys

Metwork, Mame 3 (SSID3]  cemphy>

Auto Sele Order Profiles..

Once a profile is activated, this "h icon will appear next to the profile
name: wireless-AP.

A Atheros Client Utility - Current Profile: wireless-AP

Action  Options  Help

| Cunert Status | Profile Management ‘I‘Ji:agnnst.i.cs;

Mew..

Details
Netwark Tppe: Infrastructure Baith
Security Mode: WPA Passphrase
Network Name (S5ID): wireless-AP Expart...

Metwork Mame 2 [S5102):  <emphy
Metwork Mame 3 (S5ID3] <emphy

Scan..

Order Profiles...




This function allows you to save the settings of your profile onto disk.
Select the profile that you wish to save and click on this button. We are
using profile: ESSID as an example.

Choose the folder to save to, enter the name under which to save the
profile and click on the Save button.

Export Profile E]E]
Savein: | < DOCUMENT [D:) Jod -m

‘uj 1-Manual |5 quokation-
) 4-M-Manage I)tonls

‘l[‘j b4ass0berar

‘I;’: Filist

‘iﬂ Cutlook Express

‘I-ﬂ Program Files

File: name: |ESS\D ‘ \_ Savew'
1

Save as fppe: |Con[igf\|es[‘.prf] v‘ [ Cancel ]

Now, your profile is saved to your selected folder.



This function allows you to retrieve a saved profile from disk. We are using
profile: ESSID as an example.

Go to the folder where you have saved your profile, select ESSID.prf and
click on the Open button.

Import Profile @

Look ir: | <e DOCUMENT (D) Y0 = m
[C01-Manual [ quatation

()4-M-Manage  [htools

(Jb4assoberar &

(CFMiist

|3 0utlook Express

|Program Files

File name: |ESSID | | Open M
|
|

Files of type: |Eonhgh|es[‘.prl] v [ Cancel I

Notice that the profile: ESSID has been imported to the list of profiles.

A Atheros Client Utility - Current Profile: wireless-AP

Action  Options  Help
| Cunent Status | Profile Management | Diagnastics
i wireless AP New...
Ay
AEC b odify. ..
B
Activate
Dietailz
Metwork. Type: Infrastruchure
Security Mode: Mone
Metwork Name [S5ID] ESSID
Metwork Mame 2 [SSIDZ)  <empty>
Metwork Mame 3 [SSID3] <empty>
= Order Profiles...

Order Profiles...

If you have created several profiles, this function allows you to establish
the priority order in which the network adapter should try to connect to a
WLAN. If the network adapter is unable to connect to a wireless network



through the 1st profile, it will then try to connect using the 2nd profile and

SO on.

Notice that if this function is
disabled, this means that
you have not added any

Details
Metwork. Type:
Security Mode:
Metwork Mame [SS10]:

Infrastructure
“WPA Passphr.
wireless-4P

Metwork Mame 2 [SSID2]:  <empty>
Metwork Mame 3 [SSID3]: <empty:>

profile in the Auto Selected /—v

Profiles list.
When auto profile selection is enabled, |
the network adapter scans for available T
access points and will connect to the Metwark Type: Infrastructure
highest priority profile that matches the Secuiity Mode: WP Passphiase

. Metwork Mame 1 [SSIDT): wireless-AP
access pOIntS deteCted Metwork Mame 2 [SSID2).  <empty:>
Metwork Mame 3 [SSID3) <empty>

To do so, simply click on the Add button
from the Available Profiles list. Refer to
the screen shown below.

Auto Select Profiles

Please note that you need AT LEAST TWO profiles to activate the Auto
Select Profiles function; and that each of your profile must connect to at

least one Network Name (SSID).

Auto Profile Selection Management

Available Profiles:

Auto Selected Profiles:

Add

Notice that when a selected profile has been added, it will be transferred

to the Auto Selected Profiles list.



Select and click on the Add button to transfer another profile.

Auto Profile Selection Management

Luwailable Profiles

You need to transfer at least two profiles to the Auto Selected Profiles list
to activate the Auto Select Profile function.

Transmit Power Level

Specifies the wireless transmit power to be used. Reducing the power
level lowers the risk of interference with other nearby wireless devices and
conserves battery power but decreases radio range.

Power Save Mode (Only applicable to Infrastructure mode)
This feature reduces power consumption by the PCI adapter. There are 3
options for this mode:

. Off
The power management is disabled and the card consumes full
power from the computer.

o Normal
The driver turns off the power to the adapter for brief periods over
briefly spaced time intervals.

o Maximum
The driver turns off power to the adapter for longer periods over
more widely spaced time intervals.

The guideline for choosing between the Normal and Maximum
options:



The PCIl adapter wakes up more often and responds sooner to
network requests in Normal mode than in Maximum mode; and the
Maximum mode consumes less power than Normal mode.

Network Type
Select either Infrastructure if you are connecting to the WLAN using an
access point

802.11b Preamble

The preamble is part of the |EEE 802.11b physical layer specification. It is
mandatory for all 802.11b devices to support the long preamble format,
but they may optionally support the short preamble. This PCI adapter
supports both the short and long preambles.

. Short & Long
This option allows communication with other 802.11b devices that
support short preamble to boost the throughput.

. Long Only
If your device is having trouble to communicate with other 802.11b
devices, you may try to select the Long Only option.

802.11 Authentication Mode (Only applicable to Infrastructure mode, after you
have enabled the encryption mode)
Select which mode the wireless adapter uses to authenticate to an
access point:

. Auto
Causes the PCl adapter to attempt authentication using shared
authentication. It then switches to open authentication if shared
authentication fails.

. Open
Enables the PCl adapter to attempt authentication regardless of its
WEP settings. It will only associate with the access point if its WEP
settings match those of the access point.

o Shared
Allows the adapter to authenticate and associate only if it has the
same WEP settings as the access point



Appendix
1.Technical Specifications

Network Protocol, Standards and Electrical Emissions

Industry Standards e |EEE 802.11g
e |EEE 802.11b
IEEE 802.11a
Performance
Operating Frequency o 2412~2462MHz

5250~5350MHz, 5470~5725MHz,
5725~5825MHz

Modulation Binary Phase Shift Keying (BPSK)
Quadrature Phase Shift Keying (QPSK)
Complementary Code Keying (CCK)
16 QAM

64 QAM

DBPSK

DQPSK

Antenna Type External 2dBi antenna and an SMA-type
connector

Network Interface PCI 2.3 compatible

Physical and Environment

Environmental Requirements
Operating temperature: | 0°C to 50°C
Storage temperature: | -20°C to 70°C
Operating humidity: | 10% to 70% RH
Non-operating humidity: | 5% to 90% RH

Power Consumption 3.3V DC, 500mA
350mA Tx
250mA Rx

Physical Dimension 120mm x 64.5 mm x 1.6 mm (LxWxD)




