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Federal Communication Commission
Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation.

This equipment generates, uses, and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful interference to
radio communications.

However, there is no guarantee that interference will not occur in a particular installation. If
this equipment does cause harmful interference to radio or television reception, which can

be determined by turning the equipment off and on, the user is encouraged to try to correct
the interference by one or more of the following measures:

1. Reorient or relocate the receiving antenna.

2. Increase the separation between the equipment and receiver.

3. Connect the equipment into an outlet on a circuit different from that to which the receiver
is connected.

4. Consult the dealer or an experienced radio technician for help.

FCC Caution

This equipment complies with FCC radiation exposure limits. However, in order to avoid the
possibility of exceeding the FCC exposure limits, this device and its antenna should not be
co-located or operating in conjunction with any other antenna or transmitter.”

This device complies with Part 15 of the FCC Rules. Operation is subject to the following
two conditions: (1) this device may not cause harmful interference, and (2) this device must
accept any interference received, including interference that may cause undesired operation.

Any changes or modifications not expressly approved by the party responsible for
compliance could void the authority to operate equipment.

This equipment must be installed and operated in accordance with provided instructions
and the antenna(s) used for this transmitter must be installed to provide a separation distance
of at least 20 cm from all persons and must not be co-located or operating in conjunction

with any other antenna or transmitter. End-users and installers must be provide with antenna
installation instructions and transmitter operating conditions for satisfying RF exposure compliance.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE 1999/5/CE OF THE
EUROPEAN PARLIAMENT AND THE COUNCIL of March 9, 1999 on radio equipment and
telecommunication terminal Equipment and the mutual recognition of their conformity
(R&TTE)

The R&TTE Directive repeals and replaces in the directive 98/13/EEC (Telecommunications
Terminal Equipment and Satellite Earth Station Equipment) As of April 8, 2000.
Safety

This equipment is designed with the utmost care for the safety of those who install and use
it. However, special attention must be paid to the dangers of electric shock and static
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electricity when working with electrical equipment. All guidelines of this and of the computer
manufacture must therefore be allowed at all times to ensure the safe use of the equipment.
EU Countries Intended for Use

The ETSI version of this device is intended for home and office use in Austria Belgium,

Denmark, Finland, France, (with Frequency channel restrictions) Germany, Greece, Ireland,
Italy, Luxembourg, the Netherlands, Portugal, Spain, Sweden, and the United Kingdom.

The ETSI version of this device is also authorized for use in EFTA member states: Iceland,
Liechtenstein, Norway, and Switzerland.

EU Countries Not intended for use

None.

Potential restrictive use

France: Only channels 10,11,12, and 13
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Introduction

Thank you for purchasing the Wireless LAN USB Adapter. This device features the
innovating wireless technology that can help you build a wireless network easily! Please
follow the step-by-step instructions. The manual will guide you through the driver installation
and utility configuration.

Package Contents

Wireless LAN USB Adapter

USB Cable

Installation Software CD (Driver & Utility + User Manual)
Quick Installation Guide

If any of the above is missing, please contact your supplier.

System Requirements

e PC-compatible desktop computer or laptop with one available USB port.
e Operating System: Windows 98/Me/2000/XP, Linux (Kernel 2.4.18-3)
e Minimum Disk Space: 2000kbytes for utility and driver installation.

Safety Precaution

Only use the accessories in the device package. Otherwise, the device may not function.
If you accidentally lose or damage any item, please contact with your supplier.



Wireless LAN USB Adapter

Chapter
2

Installation Procedure

Before you proceed with the installation, it is important for you to know...

Notel: The following installation was operated under Windows 98. (Procedures will be the
same in Windows Me/2000/XP.)

Note2: If you have installed the Wireless LAN USB Adapter driver & utility before, please
uninstall the old version first.

Note3: Be sure not to connect the Wireless LAN USB Adapter before the installation is finished.

A. Execute the “Setup.exe” program under the “Driver & Utility” folder. The InstallShield
Wizard will check the operating system version first. Please follow the directions after it
finishes checking.

Preparing to Install...
802,11 wirsless LAN USE Card(3084) Jetup Setup i

prepaning the InstalShisld Wizard, which wil gusde you
thiough the program zetup process. Please wak.

Confiouning Windows Installe:
1

B. To install the device you must accept the “License Agreement.” Click “Yes” to
continue the process, or select “No” to cancel the installation.

I AT AN TS 1 5'
License Agreement ‘ f
Pleasze read the following license agreement carefully. I""-h
Press the PAGE DOwWM key to see the rest of the agreement.
License Agreement for Atmel Wireless LAN Kit il

Thiz iz a legal agreement between Atmel Corparation [MAtmel'"] and pou,

the end uszer. |f pou do not agree with the terms of this Agreement,

promptly return the unopened diskette package and the accompanying
itemz to Atmel for a full refund. In return for acquiing a license to use

the ‘wireless LAM zoftware, related documentation and hardware peripherals
["Saftware'"], you agree to the following terms and conditions.

Section 1. Grant of License. Atmel grants you a limited, LI

Do you accept all the terme of the preceding Licensze Agreement? If you choose Mo, the
setup will cloze. Taoinstall 80211 Wireless LAN USE Card Setup, you must accept this
agreement.

| mztallShield

< Back Yes Mo
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C. Click “Next” to install the driver. If you want to install this into a different folder, click
“Browse” and select another folder. Then click “ Next.”

U4 11 Wive

Chioose Destination Location %
Select folder where Setup wil instal files, 3

l T

Setup vall mstall 80211 wirelezs LAN USE Caid Set up in the ollovwng foldes.

To nstall bo this folder, chck Hexst Toinstall to a dfferent folder, chok Brovese and select
anather folder.

Destination Folder

C:WProgram Files\B02.17 Wireless LAY Bpowise...

| P S Tl

502 11 Wireless LAN UEE Card Sztop

S elect Pragram Folder ‘%

Plasze selact a program folder, N

Setup will add proaram icans to the Proaram Folder isted belowy. ‘row may type a new folder
name, oo select one Brom the existing folders kst Chick Mext ko continue.

Pragram Folders:

FrEE el

< Back I Next > | Cancel

D. Click “Next” to begin copying the files to your hard disk.
E. Click “Finish” to complete the installation.

F. Restart the computer and connect the Wireless LAN USB Adapter to your computer.
Please wait for 2-3 minutes for the system to find the device. The Wireless LAN USB
Adapter is now successfully installed.

Note: When you complete the installation, the Configuration & Monitor Utility icon will appear
on the system tray. If not, it means that the installation failed. Please uninstall the driver

and repeat the process.
\ FAan S 0054
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Using the Configuration & Monitor Utility

The Configuration Utility is a powerful application that helps you configure the Wireless LAN
USB Adapter and monitor the statistics of the communication process. Double-click the icon
on the system tray to view the configuration mode.

This utility can be used to change the following configuration parameters when the device is
active.

Please continue to read the following instructions.

|
[ATMEL USE FastVNET (S054) =1
Current Profile: I LI
Monitor | Statisties | Site Survey | Encryption | Advenced | Profiles | Infa |
Operating Mode IInfrasmlcm:ce = I
Chanmnel IE vl ’W
zn] [defanlt
Fubmi |
T Rate Doto - it
Int. Roaming IDi&abled vl —ICMEI
Radio ) -~
Status [&sociated - BESID: 00-06-F4-02-B2-04
Signal Strength
100 %
Link Quality [11]]
13 %

Click “Change” to set up the necessary parameters, and click “Submit” after the
configuration has been changed.

€ Operation mode: Shows the following network modes

» Infrastructure — This operation mode requires the presence of an 802.11 Access
Point. All communication is done via the Access Point.

» Ad-Hoc -This mode indicates the 802.11 peer-to-peer operation. All
communication is done from client to client without the use of an Access Point.

€ Channel: Shows the numbers of the radio channel used for the networking. Only
Access Points and Ad-Hoc nodes create the BSSID. The parameters are not active in
the infrastructure operation mode.

€ SSID: Shows the SSID of the BSS that one is willing to join.

€ Tx Rate: Shows the Data Transfer Rate. There are 1 Mbps, 2M bps, 5.5 Mbps, 11
Mbps, and auto mode. If you select “auto mode”, the device will choose the most
suitable rate automatically.

€ Signal Strength: This bar shows the signal strength level. The higher the blue bar, the
more radio signal been received by the Wireless LAN USB Adapter. This indicator
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helps to find the most comfortable antenna/workstation position for quality network
operation.

€ Link Quality: The measured Signal Strength level gives the overall Link Quality and
Connection Status.

€ MAC Address: The MAC Address of the Wireless LAN USB Adapter. Unique 48-bit,
hard-coded Media Access Control address known as the station identifier.

3.1.2 Statistics

Wimbam LAK Moxroc D4lib ]
| TMEL WSE FasiNHET (5054) =
o Jockike: [ Dafanti® =
Honiee  Ebister | Sie Forvew | Bnogg tion | Advesmced | Profiles | Iufo |
Tx R
Chabn. Fraclkak:
Suavesialol L3 158
Uuce o1l L o
bdgnivi Feobeis
Sl b3 70
Orpuce sxshal o
Fuajroid Fakeds &} n

4 Data Field: Shows the total amounts of data packets that have been
successfully/unsuccessfully transmitted or received by the adapter.

€ Management Field: Shows the total amounts of management packets been
successfully/unsuccessfully transmitted or received by the adapter.

€ Rejected Packets Field: Shows the total amounts of rejected packets that have been

transmitted or received by the adapter.

3.1.3 Site Survey

Vit Lisoe LAN Mconbicar TMliEy x|
[ATEIEL UZE FactVOET (2054 =1
Cucent Poofile: | Catmudt® |

Mondac | Flectelice B8 Focesy | Encogetion | Advwancsd | Brofdes | Iafe |

B0 [ =00 | Signel [ Ch| WEF [ Taps ]
0 &-F4.05.HI109 datsmlt 0% B Ba Irdewrbrucham

P I

Hadu

This screen shows all the Access Points or Adapters nearby when operating in Ad-Hoc
mode. Click “Re-Scan” to collect the BSSID and Channel information of all the wireless
devices near by.

If you want to connect to any device on the list, double-click the item on the list, and the
adapter will automatically connect to the selected device.
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3.1.4 Encryption

Fianlass L &K kioceoc Dakhr =]
A THMEL T&E Fast¥HET (30581 =l
Couos ot Foofle: | Tedmui® =
Momitor | Sttt | Sike Soreey  Eocrypion | Afdvaseed | Poofiles | o |

BTy [Diableat =]
Kex il e
Hew 82 [T
e | R
Koy 04 [Frawecani
WEF oy to um L |
Aubusticstion Tops T

Additional security can be achieved by using the WEP (Wired Equivalent Privacy) encryption.
WEP encrypts each frame transmitted from the radio, using one of the keys entered from
this panel.

There are four 10 Hex digit encryption keys value available for the WEP. You can define the
encryption key values of their own choice.

Enable the WEP (Wired Equivalent Privacy) option in order to activate WEP encryption for
transmissions between the stations and the Access Point. WEP is an authentication
algorithm, which protects authorized Wireless LAN users against eavesdropping.

3.1.5 Advanced

Ml LA N bordior Dlilite i |
[ S THEL [TEH FaWIET (90521 =|
Cooent Prafdle:  [Dafoult? = |
tomice | Sirties | B Surver | Enerption Advenced | Profiles | Info |
—Tut Boowsr Lewel cm Bl ——
= Long _—
Freambl: Typa " Ehott
& A P
= P ISR
BrEi=) ZH10
BT T8 Thoeshald S R
{Dismbled] 2047
ENZ.LL Perver Seen

There are Preamble Type, Fragmentation Threshold, and RTS/CTS Threshold setting
under this mode.

€ Preamble Type (Short/Long): Preamble is the first sub field of PPDU, which is the
appropriate frame format for transmission to PHY (Physical layer). There are two
options, Short Preamble and Long Preamble. The Short Preamble option improves
throughput performance.

€ Fragmentation Threshold: The size at which packets will be fragmented. Choose a
setting within a range of 256 to 2346 bytes.
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€ RTS Threshold: Minimum packet size to require an RTS (Request To Send). For
packets smaller than this threshold, an RTS is not sent and the packet is transmitted
directly to the WLAN. This is the option for the RTS Threshold activation.

¢ Power Mgmt Mode: Shows the Power Management mode. There are two optional
selections for this mode.

» Active — Adapter will always set in active mode.

» Power Save — Adapter will enter power saving mode when it is idle.

3.1.6 Profiles
P oz Lt Momrior 1hlic: x|
[ A TMEL WZE B NET 3058 =]
Courent Profil - [Defeuki® |

Hoadbo | Stedistics | Sl Soevey | Encoyplica | Advanced  Frofles llm’o |

Ezasting poodilas Powwiew of: Tiefanh’
Sl -
Hode: Ixdrtruchoe
heonel: E]
Tor Pt - Aum
202 1L Powrer Saee: DI
Encrypbon: Dimbled
Auihentesbon @ Aul
FEadin: on
Tnt. Boaming [ulis =1
LY I Fizach
o evome ok profde 2 Defouh’ aod ik &
Hpan I il -onl Tl e Merd” ponormend o e
R i creste & pusin s Jocdike.
[l ik I

Hadw

This shows you the available profiles that you can choose from the list “Current Profile”.
Here you can create, save, delete or rename profiles so you can have all the adjustments
that you want to make in a single move.

By selecting one of the available profiles, from the list “Existing profiles”, you can see in
details the profile configuration in the section “Preview of xxxx” where xxxx is the selected
profile. In order to minimize click the “Hide” button at the bottom of the screen.

3.1.7 Information

WHrcdes=: L8N ELonioy T Ekn x|
|5 TEEL TED FeriWHET (S054) =]
Zroorent Frodils: |'Dl|'lrull"' E'
Momitac | Stetertics | St Surray | Excoyption | Advemced | Poofiles  1zd=
Ddvic 298351
Firmamrs LI02.DLLE
A Plosion 33am
MAC Addmm O0-0d-4 C-6C-33-10

Hia

It shows the current Driver, Firmware, Application Version and MAC Address of the
device.
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3.2 Configuration & Monitor Utility Under Windows XP

A. Click on the network icon in the System Tray Icon.

Wireless Network Connection (Atmel)
Speed: 11.0 Mbps

Sagnal Strength: Excelent

B. Next, click the “Properties” Button.

Wirsless Metwork Connection 3 Status ﬁ|r§|

Lonmeecaon
Saha [ e T
Dhurstion: oS0 1d
= 11.0 Mbps
Sgreal Srength: ¥ ool
At
Sert -Eq_ Feoshved
Fackess: M 1]

Popeter || Destle |

C. If you want to stop using the Windows XP built-in application, un-check the “Use
Windows to configure my wireless network settings” option. When you uncheck that
option you are able to use the Wireless LAN USB Adapter’s Configuration & Monitor
Utility under Windows XP.

- Wirchess Network Connection 8 Properties ﬁlﬁl

Geranl | VWinskess Hebwise | Ay pnoed

( ]\Lisa Wirdoran by ponfigu rey warskans natmark u:rg:j

Ay aiabls nedwosa
T cornact 32 an aeaksble retwork, chick Configue:

Erefrresi nsdwiso

Autrmolealy curreid by svadasl rotrerha n e oo balod
betow

(o |
Eiing up sk nerwork
I:.:d'ma..u.:':;'. . Aganoes

ok | [ Canca |

Notel: When you want to change back to the Windows XP built-in application, check the above
option and you are able to use the built-in application of Windows XP.

Note2: As you can see when the control is to the Windows XP built-in application then the
Configuration & Monitor Utility is locked and you can’t change anything from it, all you
can do is watch the settings the have been applied.
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Technical Specification

e Standard: IEEE802.11b

e Frequency Band: 2.400 GHz ~2.4835GHz

e Data Rate: Up to 11Mbps

e Interface: Mini USB / USB V1.1

e Transmission Range: Outdoor: 100~300M, Indoor: 40~100M
e LED Indicators: Power, Link

e Power consumption: USB Bus Power Only

e Operating Temperature : 0 to 55

e Storage Temperature : -20 to 70

e Operating Humidity: 0% to 70% Non-Condensing

e Storage Humidity: 0% to 95% Non-condensing

e Data Encryption: 64 bit/128 bit WEP Encryption

e Software: Configuration Utility software

e USB Cable: 1M

e Compatibility: Windows 98/Me/2000/XP, Linux (Kernel 2.4.18-3)
e Certification: FCC, CE

e Dimensions: 95mm x 65mm x 13mm

Chapter
4
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Troubleshooting

This section provides solutions to problems usually encountered during the installation and
operation of this Wireless LAN USB Adapter. Read the description below to solve your
problems.

v If you encounter difficulty using / installing the Wireless LAN USB Adapter, this
may be related to various causes:

e Out-of range situation, which prevents the card from establishing a wireless
connection with the network.

e Configuration mismatch, which prevents the card from establishing a wireless
connection with the (correct) network.

e Absence of, or conflict of the Wireless LAN USB Adapter driver.

e A problem or conflict with the connector, which prevents the Wireless LAN USB
Adapter from powering on.

e A conflict of the hardware with another device.

v, What does IEEE 802.11 feature support

o CSMA/CA plus Acknowledge Protocol
e Multi-Channel Roaming

e Automatic Rate Selection

®eRTS/CTS Feature

e Fragmentation

e Power Management

v Can Wireless products support printer sharing
Wireless products perform the same function as LAN products. Therefore, Wireless
products can work with Netware, Windows NT/2000, or other LAN operating systems to
support printer or file sharing.

v Would the information be intercepted while transmitting on air
WLAN features two-fold protection in security. On the hardware side, as with Direct
Sequence Spread Spectrum technology, it has the inherent security feature of
scrambling. On the software side, WLAN series offer the encryption function (WEP) to
enhance security and Access Control. Users can set it up depending upon their needs.

v, What is DSSS What is FHSS And what are their differences
Frequency-hopping spread-spectrum (FHSS) uses a narrowband carrier that changes
frequency in a pattern that is known to both transmitter and receiver. Properly
synchronized, the net effect is to maintain a single logical channel. To an unintended
receiver, FHSS appears to be short-duration impulse noise. Direct-sequence spread-
spectrum (DSSS) generates a redundant bit pattern for each bit to be transmitted. This
bit pattern is called a chip (or chipping code). The longer the chip is, the greater the
probability that the original data can be recovered. Even if one or more bits in the chip
are damaged during transmission, statistical techniqgues embedded in the radio can
recover the original data without-the need for retransmission. To an unintended
receiver, DSSS appears as low power wideband noise and is rejected (ignored) by
most narrowband receivers.

10
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Glossary

A

Ad-Hoc Mode - A client setting that provides independent peer-to-peer connectivity in a
wireless LAN. An alterative setup is where PCs communicate with each other through an
access point. An Ad-hoc integrated wireless LAN is a group of computers, each has a
Wireless LAN adapter, Connected as an independent wireless LAN. Ad hoc wireless LAN is
applicable at a departmental scale for a branch or SOHO operation.

B

Bandwidth - The transmission capacity of a given facility, in terms of how much data the
facility can transmit in a fixed amount of time; expressed in bits per second (bps).

Bit - A binary digit. The value (0 or 1) used in the binary numbering system. Also, the
smallest form of data.

BSS ID - A specific Ad hoc LAN is called a Basic Service Set (BSS). Computers in a BSS
must be configured with the same BSS ID.

D

Default Gateway - The routing device used to forward all traffic that is not addressed to a
station within the local subnet.

DHCP server and client - DHCP stands for Dynamic Host Configuration Protocol. This
protocol is designed to automatically load parameters for the TCP/IP network, including the
IP address, host name, domain name, net-mask, default gateway, and name server address.
The machine that provides this service is called the DHCP server, and its client computers
are called DHCP clients. If client computers support DHCP, a TCP/IP configuration is not
needed on each client computer.

Domain - A sub-network comprised of a group of clients and servers under the control of
one security database. Dividing LANs into domains improves performance and security.

Driver - A workstation or server software module that provides an interface between a
network interface card and the upper-layer protocol software running in the computer; it is
designed for a specific NIC, and is installed during the initial installation of a network-
compatible client or server operating system.

DSSS (Direct-Sequencing Spread-Spectrum) - DSSS operate over the radio airwaves in
the unlicensed ISM band (industrial, scientific, medical). DSSS uses a radio transmitter to
spread data packets over a fixed range of frequency band.

11
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E

Encryption - A security method that applies a specific algorithm to data in order to alter the
data's appearance and prevent other devices from reading the information.

Ethernet - The most widely used LAN access method, which is defined by the IEEE 802.3
standard. Ethernet is normally a shared media LAN meaning all devices on the network
segment share total bandwidth. Ethernet networks operate at 10Mbp using CSMA/CD to run
over 10Base T cables.

F

Firmware - Program that is inserted into programmable read-only memory (programmable
read-only memory), thus becoming a permanent part of a computing device.

Fragmentation Threshold Value - Indicates how much of the network resources is devoted
to recovering packet errors. The value should remain at its default setting of 2,432. If you
experience high packet error rates, you can decrease this value but it will likely decrease
overall network performance. Only minor modifications of this value are recommended.

Fragmentation - Breaking a packet into smaller units when transmitting over a network
medium that cannot support the original size of the packet.

IEEE - The Institute of Electrical and Electronics Engineers

IEEE 802.11b standard - The IEEE 802.11b Wireless LAN standards subcommittee
formulating standards for the industry. The objective is to enable wireless LAN hardware
from different manufacturers to communicate.

Infrastructure Mode - A client setting providing connectivity to an Access Point. As
compared to Ad-Hoc Mode where PCs communicate directly with each other clients set in
infrastructure Mode all pass data through a central Access Point. The Access Point not only
mediates Wireless network traffic in the immediate neighborhood but also pro-vides
communication with the wired network. An integrated wireless and wireless and wired LAN
is called an Infrastructure configuration. Infrastructure is applicable to enterprise scale for
wireless access to central database, or wireless application for mobile workers.

IP Address - An IP address is a 32-bit number that identifies each sender & receiver of
information that is sent across the Internet. An IP address has two parts: the identifier of a
particular network on the Internet and one identifier of a particular device (which can be a
server or a workstation within that network).

ISM band - The FCC and their counterparts outside of the U.S. have set aside bandwidth
for unlicensed use in the ISM (Industrial, Scientific and Medical) band. Spectrum in the
vicinity of 2.4 GHz, in particular, is being made available worldwide. This presents a truly
revolutionary opportunity to place convenient high-speed wireless capabilities in the hands
of users around the globe.

L

12
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LAN - A local area network (LAN) is a group of computers and associated devices that
share a common communications line and typically share the resources of a single
processor or server within a small geographic area (for example, within an office building).

M

MAC Address - 12-digit hexadecimal number that identifies a networking product on the
network.

Mbps (Megabits per second) - One million bits per second; unit of measurement for data
transmission.

N

Network - A system that transmits any combination of voice, video and/or data between
users.

Node - A network junction or connection point, typically a computer or work station.

O

Open System - Is when the sender and the recipient do not share a secret key. Each party

generates its own key-pair and asks the receiver to accept the (usually randomly) generated
key. Once accepted, this key is used for a short time only; then a new key is generated and

agreed upon.

P

Packet - A unit of data routed between an origin and a destination in a network.
PCMCIA - Personal Computer Memory Card International Association

Plug and Play - The ability of a computer system to configure expansion boards and other
devices automatically without requiring the user to turn off the system during installation.

R

Roaming - The ability to use a wireless device and be able to move from one access point's
range to another without losing the connection.

RTS/CTS Threshold Value - Should remain at its default setting of 2,347. A preamble is a
signal used to synchronize the transmission timing between two or more systems. A series
of transmission pulses is sent before the data to indicate that “someone is about transmit
data.” This ensures that systems receiving the information correctly when the data
transmission starts.

S

Shared Key - Is when both the sender and recipient share a secret key. Both units use this
key for an extended length of time, sometimes indefinitely. Any eavesdropper that discovers
the key may decipher all packets until the key is changed.

13



Wireless LAN USB Adapter

Signal Strength - The signal level indicates the strength of the signal as received at the
wireless network interface.

SNMP (Simple Network Management Protocol) - A standard network protocol that can be
used to manage networks locally, or worldwide via the Internet.

Spread Spectrum - Spread Spectrum technology is a wideband radio frequency technique
developed by the military for use in reliable, secure, mission-critical communication systems.
It is designed to trade off bandwidth efficiency for reliability, integrity, and security. In other
words, more bandwidth is consumed than in the case of narrowband transmission, but the
trade off produces a signal that is, in effect, louder and thus easier to detect, provided that
the receiver knows the parameters of the spread-spectrum signal being broadcast. If a
receiver is not tuned to the right frequency, a spread —spectrum signal looks like

background noise. There are two main alternatives, Direct Sequence Spread Spectrum
(DSSS) and Frequency Hopping Spread Spectrum (FHSS).

SSID (Service Set Identifier) - Is the unique name shared among all points in a wireless
network. The SSID must be identical for all points in the network. It is case sensitive and
must not exceed 32 characters.

Static IP Address - A permanent IP address that is assigned to a node in an IP or a TCP/IP
network.

Subnet - A subnet is a logical sub-division of a Local Area Network that has been divided
by means of routers or gateways. A subnet may include multiple LAN segments. Each
subnet is identified by the Subnet Mask.

T

TCP/IP (Transmission Control Protocol/Internet Protocol) - The basic communication
language or protocol of the Internet. It can also be used as a communications protocol in a
private network (either an intranet or an extranet). When you are set up with direct access
to the Internet, your computer is provided with a copy of the TCP/IP program just as every
other computer that you may send messages to or get information from also has a copy of
TCP/IP.

\W

WEP (Wired Equivalent Privacy) - A data privacy mechanism based on a 40 bit shared key
algorithm, as described in the IEEE 802 .11 standard. The optional cryptographic
confidentiality algorithm specified by IEEE 802.11 used to provide data confidentiality that is
subjectively equivalent to the confidentiality of a wired LAN medium that does not employ
cryptographic techniques to enhance privacy.

Windows workgroup - A Windows workgroup can consist of either wireless or wired
network connections or a combination of the two. Usually a Windows workgroup consists of
members who are related because of a shared function, e.g. members of the same
department. For a Windows workgroup it is not relevant where the workgroup participants
are located, since the members of a Windows workgroup are identified by their workgroup
name only.

14
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No. Item Specification Test Method/Condition
Condition | Min. | Typ. | Max.
1. |General specification
1-1. [Standard IEEE 802.11b
1-2. |Frequency Band(MHz) 2412 2483.5
1-3. |No. of Selectable 11 Channels (US, Canada)
Channels 13 Channels (Europe)
14 Channels (Japan)
1-4. |Channel Spacing (MHz) 5 13.5
1-5. |Modulation Technique DSSS (CCK, DQPSK, DBPSK)
1-6. |Spreading 11-chip Barker Sequence
1-7. |Media Access Protocol CSMA/CA(collision Avoidance) with
ACK
1-8. |Interface MINIUSB/USB V 1.1
1-9. |Dimensions 95 x 65 x 13 mm
1-10. |LED Indicators Power, Link Status
1-11. [Antenna One Built-in antenna
One External Dipole antenna
2. |Standard Test Condition
2-1. |Supply voltage(V) 5.0
3. |(Electrical Temperature Range : 0 ~ 55°C
Specification Humidity : 95 % (Non-condensing)
3-1. |Power Consumption @+5V 200 |Receiver Mode
(mA) 480 |Transmit Mode
3-2 |Receive Sensitivity -80 @ 11 Msps
(dBm)[FER < 8%)] -84 @ 5.5 Msps
-86 @ 2 Msps
-89 @ 1 Msps
3-3. |Range(Meters) Indoor 35 @ 11 Msps
100 @ 1 Msps
Outdoor 150 @ 11 Msps
300 @ 1 Msps
3-4. |Average Output Power @30dB difference between the signal
(dBm) CHI1~CHI14| 155 17 18.5 |level at center frequency and higher
first side lobe
3-5 |Frequency Accuracy(ppm) - 25 +25
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4. |Frequency channel plan

Regulation Domains

Channel_ID

Frequency
(Mhz)

FCC
(X’10%)

IC
(X 20°)

ETSI
(X ’30°)

Spain
(X’31¢)

France
(X32°)

MKK
(X°40°)

2412

X

X

X

2417

2422

2427

2432

2437

2442

2447
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