Chapter 5
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System logon screen shot. Yo u can logon by user ID and selected authentication method.
The specified user ID and password should be used at the first logon.
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The authentication method can be changed by using <Administrator>.

If you use fingerprint identification, enter the user ID and press * ENTER' . And then
place your finger on the sensor for logon.

If you were registered with password user, type your ID and password, and press
‘ENTER’



1) Matched
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Now you can use your PC.

2) Not matched
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If it does not match, the warning screen will appesr.



Chapter 6
Folder Encryption and Decryption



Folders can be encrypted and decrypted for security purposes.
Special folders and subfolders controlled by the Windows system should not be
encrypted.

Special foldersare asfollows.
1) Windows folder
2) Programs Files folder
3) My Documents folder
4) Recycled folder

- Warning -
If you encrypt the special folders, it may cause a critical error in the operating
system.

Folder encryption/decryption may not work well on some explorer-like utilities
other than Microsoft Explorer.

Do not encrypt the folder in which an executing program is stor ed.
(It may cause somecritical system errors.)



1. Folder Encryption

Folder encryption uses user’ s fingerprint and password.
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Select the folder to be encrypted and click the right button of mouse. Then execute
'SecuTouch Folder Encryption'.

User Authentication
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Fingerprint Optical Mouse . o
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This screen isfor fingerprint verification.
Encryption runs when the scanned fingerprint matches the registered one.



1) Matched

Folders are being encrypted.
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Above icon indicates the encrypted folder.

2) Not matched
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When unmatched, above message appears.



2. Folder Decryption

Encrypted folders can be decrypted only by entering the fingerprint, password, or both
which was used for encryption.
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Select the encrypted folder to be decrypted and click the right mouse button. Then
execute ' SecuTouch Folder Decryption'.
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The above is for fingerprint verification. Decryption is executed when the scanned
fingerprint matches the registered one.

1) Matched

The folders are being decrypted.

£ Lo=]
=i B Mp Corricuber
| gﬂ I Floppp &) Ta
| EaE@ 5] e
h B M s
I :-D Men Foldar
ot i
bl e 200100190
H-C ol s

| EneaTauch |
| [ Prinkess

Decryption has completed.

2) Not matched
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When unmatched, the above message appears.
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Open: Open files authertication.
Ddete: Ddete files authentication.

If you want to decrypt files to other folder, you can use the menu, ‘ Decryption into

different folder’ .
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Unauthorized accessis not alowed.

Chapter 7
File Encryption and Decryption



1. File Encryption

Thisis method to encrypt the selected files to protect.

- warning -
If the Windows system related files is encrypted, it may cause a critical error in
operating system.

File encryption uses user’ s fingerprint or password.
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Select files to be encrypted and click the right button of mouse. Click * SecuTouch
password and then execute 'Encryption’.



Encipption in process __.
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Encryption is executed when the scanned fingerprint matches the registered one.

1) Matched
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2) Not matched
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Above icon indicates encrypted files.



SecuTouch Authentication failed
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When unmatched, the above message appears.

2. File Decryption

Encrypted files can be decrypted only by entering the fingerprint, password, or both
which was used for encryption.
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Select the encrypted file to be decrypted and click the right mouse button. Click
* SecuTouch password’ and then execute 'decryption'.



Decryption in process ...
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Decryption is executed when the scanned fingerprint matches the registered one.

1) Matched

Decryption result
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From 2 file(s) 2 are decrypted.

The files has been decrypted.
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Sdlected files have been decrypted.

2) Not matched

SecuTouch Authentication failed 2]

Finger pririts don't maich / 1'3 Password s inconect ot finger prints dont match,

When unmatched, the above message appears.

Chapter 8

Screen Saver



In Windows system, screensaver is operated for security purpose. In order to
prevent someone to access the PC, fingerprint verification is needed to exit the

SCreensaver .
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Click 'OK" after selecting 'Password Check' in the 'Screensaver' and setting 'Waiting
Time.

The screensaver can be set to
turn on automatically when
the PC isidle for the specified
period of time.

When you sdlect screensaver in tray menu, screensaver immediately runs.
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The fingerprint verification window will appear if you press any key while the
screersaver is running. If the scanned fingerprint matches the registered one, the
screensaver will be closed.

(If unmatched, screensaver kegpsrunning.)

Chapter 9
System Tray



1. Tray M enu

Click SecuTouch icon in Windows Desktop, above window appears.
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1) Adminigtrator Program

To execute SecuTouch user management wizard.
2) Screen Saver

To run screensaver immediately for security purpose.
3) Encrypt

To encrypt user’ sfile.
4) Decrypt

To decrypt user’ sfile
5) Properties

It shows properties of SecuTouch system.
6) Exit

It finishes SecuTouch system.

2. File Encryptio

This combined function is provided to encrypt/decrypt individud file.

Administrator Program(F)
S Saver

Decrypt

Propertisss)
Exit

Sdlect * Encrypt’ intray icon menu.



Browse for Folder

Click * Search’ button to sdlect afolder.
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Sdect filesin the folder and click * Encrypt’ button.



: Uszer Authentication

User authentication for encryption.
(After scanning fingerprint encrypt proceeds.)

Encryption iz completed.
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Encryption has completed.



3. File Decryption
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Select ‘ Decrypt’ in tray
icon menu.
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Click * Search’ button to select afolder.
Sdect filesin the folder and click * Decrypt’ button.

W gl spsult

Decryption has completed.



FAQ

1.
When user manager is charred out, the message, “fingerprint resister file is damaged
or not exist. Register a new user.”

It is the case that users data file is damaged. In case of backupping user’'s data,
copy the file in system folder and restart a computer. If not, copy enrol.dat file
SecuTouch install CD and restart a computer. (In this case, input initial

1D/PASSSWORD)

2.
After attestation of fingerprint, logon window pops up.

[ Control Panel ] -> [ Password ] Omit fixed password

3.
In case of using password attestation, Windows logon window pops on.
[ Control Panel ] -> [ Password ] Change currently fixed password to password of

Secutouch.

4.
It had run after installation, but fingerprint attestation does not work well.
Clean the sensor of fingerprint attestation with soft and clean cloth. If there is

problem after it, ask A/S.

5.
Mouse does not move. How to do?

At first, check that mousse is connected with USB port. If not connected, connect
it. If it is connected, disconnect and reconnect it after 5 seconds. Contact us when

it does not move after that.

6.
After connect mousse with computer, hardware install wizard does not appear.
Check that USB Port is active in CMOS setting. Contact us if Plug & Play does not

work even though it is active.



Other user is not deleted in user manager after select it.

General user can not delete user except controller.

8.
When installing a new driver, how to do?

At first, delete SecuTouch Optical Mouse in USB Port. And then Windows 98/SE
users run Remove9x.exe in SecuTouch install CD, and Windows 2000 users run

Remove2k.exe. After it, connect mouse. Hardware install wizard will run automatically.

8.
In case of delete SecuTouch, What are suggestions?
If deleting SecuTouch, encrypted folders or files can not be decrypting. Decrypt

encrypted files and folders before deleting the program.

10.
What is security grading in institute of user manager?

It is function to indicate the level of fingerprint attestation. Attestation
succeeds only when he rate of agreement is high if selected ‘High’ . We recommend a
user who has to repeat attestation or registration to change the level of fingerprint

attestation.

11.
What function is boot control key in institute of user manager?
If boot control key is selected to ‘unusable’, it functions to prevent booting in
Dos mood or safe mood. If a user wants to boot in Dos mood or safe mood, it works

when control key is selected to 'usable’ .

12.
What is file or folder encrypting?

File encoding is the authorized encoding algorithm to encrypt files and folders.
It is impossible to know the contents of encoded folder or file without attestation
of whom did.

13.
How to encode several files?

If the files are in a folder, use folder encoding to encode the folder. If a user



wants to encrypt some files in a folder, select files and use folder encrypting to

encrypt the folder.

14.
Is it possible to encrypt encrypted files?

It is not possible to encrypt encrypted files in SecuTouch.

15.
Does it encode any folder or file in explorer?

It is not possible to encrypt any file or folder. Particular folders such as
control panel can’'t be encrypted. Folders that are in running programs and are

related to Windows System occur problems it they are encrypted.

16.
Is it only possible to decode and encode in explorer?

There are “encrypt” and “decrypt” menu when clicking right mouse button on
SecuTouch monitor Tray lcon. Use them to encrypt and decrypt in different

environments.

17.
How to use the function of fingerprint protect in Screensaver?

When clicking right button for registration in desktop, there is the tap
“Screensaver” . Check "Password check’ in the tap and fix latency. Then Secutouch

Protection works.



Letter of guarantee

Name of product: SecuTouch Fingerprint Optical Mouse
Name of model : DFS-2001U

Serial No :

Day of purchase :

About service
DaeMin Electronics Co., Ltd. services compensation according to the rule of customer

compensation.

Free service

The period of guarantee of SecuTouch ( DFS-2001U ) is 1 year. A user gets free
service if the product purchased in 1 year is out of order.

In this case, it occurs our company control.

DaeMin Electronics Co., Ltd. does not take responsibility of the first installation.

After the period of guarantee, 1 year, a use has to pay for service.

Pay service

1. It causes by the mistakes of customer.

It causes by customer’s careless handling, repair or reconstruction.

It causes by using products which DaeMin Electronics Co., Ltd. does not provide.

After installation and during moving, It causes by impact of dropping and so on.

2. In other cases

A user asks service not because of breakdown.

It causes by a natural calamity. (fire, damage from salt water, flood, etc.)

Certificate of the using right

The person or the company, which has the serial number of the product, has the right

to use the software including programs, documents, and recording media.

ALl particulars of the software to use follow the certificate of the using right.



Certificate of the using right is the proof of purchase, so keep it in safe place. It

needs when upgrading and service.

Software contract

This a contract is not the legal permission contract between DaeMin Electronics Co.,
Ltd. and a user. If a user opens the case of CD-ROM, it means that the user approves

of this contract. If you not approve this contract, please return the product to the



place you bought it quickly. It will refund when you return the receipt and the

product that is composed of unopened case and contents.

1. The using right: DaeMin Electronics Co., Ltd. gives the right to use to a user as
written in the certificate of the backside. It is regarded as “using the software” if
it is saved in main memory device or other memory device of a computer. The number of
the software will be the biggest number of the number of computers used and computer

using the software.

2. Transfer of the using right: If a user purchases the upgraded software, the user
can use the old version when he or she does not use the old version and new version
at same time even tough the using right is transferred to the new version. So,

alienation and lending of the old version of the software are prohibited. If programs
and attached files are in old version and not in new version, the using right of

programs and attached files will be kept to new version.

3. Alienation of the using right: When the using right of the software is alienated
to other user, the transferee has to acknowledge the contract in advance and then the
original diskette of the product and adjuncts are transferred. The transferor has to
destroy the copy of custody. When alienation occurs, it has to be notified to DaeMin

Electronics Co., Ltd. by the form of customer register.

4. Copyright: DaeMin Electronics Co., Ltd. reserves the copyright and intellectual
property of the software and adjusts and this rights is protected by copyright act of
Republic of Korea and International copyright treaty. The user can use this software
and make only one copy only for custody. No part of this manual or described software
may be copied, reproduced, or amended without prior written consent of DaeMin

Electronics Co., Ltd. except the compatible parts of reverse engineering. (In case of

products of network, annex manual may be copied as the number of the allowed users.

5. Installation: This software may be installed in a computer in a house or an office

and a laptop. However, it can not be installed in two computer at same time.

6. Warranty: DaeMin Electronics Co., Ltd. has guaranteed the quality of CD-ROM and
adjuncts for 90 days from the purchase. Because of any defects in the quality, we

exchange it with a receipt in this period. We do not guarantee if a user causes a



defect. We do not guarantee that functions are suitable for user’'s specific purpose.

7. Responsibility: DaeMin Electronics Co., Ltd. disclaims all the responsibility what

suppliers, agents or others guarantee by word of month, in word, or other means.

8. Term: This contract stands until the end. However, it may be ended if a user
damages the program, adjuncts, or the copy of custody and does not observe the

contract.

9. Registration and Account policy: if a user wants to get service from customer
support and upgrade to new version, a person or a company has to write the register
card and send it to DaeMin Electronics Co., Ltd. DaeMin Electronics Co., Ltd. may

give the discount benefit of new version to the user who registered.

10. Customer support: We, DaeMin Electronics Co., Ltd., do our best for the user who
registered to figure out a solution of technical problem in system environments and

to notify the result of inconvenient in using.

11. Approval: The user, you, acknowledge the described contents of the contract,
agree with the contract basis, and accept that it is in preference to old order,

agreement, advertising, notice or written agreement.

12. Inquiry: Please send e-mail or fax, make a phone, or write in homepage if you

have a question or inconvenient.



