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Chapter 1 Introduction

Congratulations on your purchase of this outstanding SMC Wireless Broadband Router.

This product is designed specifically for small office and home office needs. It provides a

complete SOHO solution for Internet access and is easy to configure and operate even for

non-technical users. Instructions for installing and configuring this product are included in

this manual. Before you install and use this product, please read the manua carefully so

you may take full advantage of its functions.

1.1 Functions and Features

High speed for wirelessL AN connection

11Mbps data rate by incorporating Direct Sequence Spread Spectrum (DSSS).
Roaming

Provides seamless roaming within the IEEE 802.11b WLAN infrastructure.
|EEE 802.11b compatible

Allowing inter-operation among multiple vendors.

Auto fallback

11Mbps, 5Mbps, 2Mbps, 1M bps data rate with auto-fallback.

Broadband modem and I P sharing

Connects multiple computers to a broadband (cable or DSL) modem or an
Ethernet router to surf the Internet.

Auto-sensing Ethernet Switch

Equipped with a 3-port auto-sensing Ethernet switch.

VPN supported

Supports multiple PPTP sessions and alows you to set up VPN server and VPN
clients.

Firewall

All unwanted packets from outside sources and other intruders are blocked to

protect your Intranet.



DHCP server supported

All of the networked computers can retrieve TCP/IP settings automatically from
this product.

Web-based configuring

Configurable through any networked computer’ s web browser using Netscape
or Internet Explorer.

Access Control supported

Allowsyou to assign different access rights for different users.

Virtual Server supported

Enables you to expose WWW, FTP and other services on your LAN for access
by Internet users.

User-Definable Application Sensing Tunnel

User can define the attributes to support the special applications requiring
multiple connections, such as Internet gaming, videoconferencing, Internet
telephony, etc.. This product can then sense the application type and open the
correct multi-port tunnel for it.

DMZ Host supported

Lets a networked computer be fully open to the Internet; this function is used
when the special applicationsensing tunnel feature is insufficient to allow an

application to function correctly.

1.2 Packing List

One wireless broadband router unit
Oneingtallation CD-ROM

One power adapter

OneCAT-5 UTP Fast Ethernet cable



Chapter 2 Hardware Installation

2.1 Panel Layout
2.1.1. Front Panel

LEDs monitor the status of each port.

Figure 2-1 Front Panel
LED:

I ~ Function | Color Status Description _
POWER |Power indication| Green On Power is being applied to this product.

M1 System staus1 | Orange | Blinking | This product isfunctioning properly.

on This product isworking for a specific
service.

This product is being configured or
upgraded. Don’ t turn it off !

WAN port On | TheWAN port islinked.

L) Green . . .
activity Blinking 'g;:WAN port is sending or receiving

W.LAN |Wirelessactivity] Green |Blinking | Sending or receiving data viawireless

on An active station is connected to the

i . corresponding LAN port.
LinkiAct. Link status Green eponang P

M2 System status 2 | Orange
Blinking

WAN

1-3 . .
Blinking The corresponding LAN port is
sending or receiving data.
SPEED Datais transmitting in 100Mbps on the
1~3 DaaRate | Green | On | yreshonding LAN port.




2.1.2. Rear Panel

The rear pandl features three 10/100 Mbps Ethernet ports and one Wide Area
network (WAN) port. The WAN port connects your DSL or cable modem to the router.

The LAN ports are used to connect to your computers or other network devices.

o sfwwriwle il WY (B
RESET  ppiren com WAN 3 2z 1 0CIN
Figure 2-2 Rear Panel
Ports:
Port Description
RESET To reset system settings to factory defaults, please follow the steps:
1. Power off the device,
2. Pressthe reset button and hold,
3. Power on the device,
4. Keep the button pressed about 5 seconds,
5. Release the button,
6. Watch the M1 and M2 LEDs, they will flash 8 times and then M1 flashes
once per second.
PRINTER  Printer Port (Optional)
COM Serial port (connect dial -up modem or console cable)
WAN Port The port where you will connect your cable (or DSL) modem or Ethernet
router.
Port 1-3  The ports where you will connect networked computers and other devices.
DCIN Power inlet (DC 12V)



2.2 Procedurefor Hardware Installation
1. DecideWhereto PlaceYour Wireless Broadband Router:

Y ou can place your Wireless Broadband Router on adesk or other flat surface, or you
can mount it on awall. For optima performance, place your Wireless Broadband Router
in the center of your office (or your home) in alocation that is away from any potentia
source of interference, such as a metal wall or microwave oven. This location must be

close to power and network connections.
2. Set up LAN connection:

a. Wired LAN connection: connect an Ethernet cable from your computer’ s Ethernet
port to one of the LAN ports of this product.

b. WirelessLAN connection: make sure the antennae are in avertical position.

| - Wireless
' LAN Card

INTERNET

Cable/xDSL MODEM Wired LAN Card

Figure 2-3 Setup of LAN and WAN connections for this product.



3. Set up WAN connection: Connect an Ethernet cable from the WAN port to your
cable/xDSL modem or Ethernet backbone. Figure 2-3 illustrates the WAN

connection.

4. Power on:
By connecting the power cord to the power inlet and turning the power switch on, this
product will automatically enter the self-test phase. When it is in the self-test phase,
the indicators M1 and M2 will be lighted ON for about 10 seconds, and then M1 and
M2 will be flashed 3 timesto indicate that the self-test operation has finished. Finally,
the M1 will be continuously flashed once per second to indicate that this product isin
normal operation.



Chapter 3 Network Settings and Software Installation

To use this product correctly, you have to properly configure the network settings of your
computers and ingtall the attached setup program on your computer (Windows
95/98/ME/NT/2000).
3.1 Make Correct Network Settings of Your Computer
The default IP address of this product is 192.168.123.254, and the default subnet maskiis
255.255.255.0. These addresses can be changed as needed, but the default values are used
in this manual. If the TCP/IP environment of your computer has not yet been installed,
you can refer to Appendix A to configure it. Once TCP/IP is installed, configure it as
follows:
1. Configure IP as 192.168.123.1, subnet mask as 255.255.255.0 and gateway as
192.168.123.254, or, more easily,
2. Configure your computers to “Obtain an |P address automatically,” that is, via
DHCP server of this product.

After configuring the TCP/IP communication protocol, you can use the pi ng command
to check if your computer has successfully connected to this product. The following
example shows the ping procedure for Windows 95 platforms. First, execute the ping
command from a DOS window:

pi ng 192. 168. 123. 254
If the following messages appear:

Pi ngi ng 192.168. 123. 254 with 32 bytes of data:

Reply from 192. 168. 123. 254: bytes=32 ti ne=2ns TTL=64

a communication link between your computer and this product has been successfully
established. Otherwise, if you get the following messages,
Pi ngi ng 192.168. 123. 254 with 32 bytes of data:
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Request tinmed out.

there must be something wrong in your installation procedure. You have to check the
following itemsin sequence:
1. IstheEthernet cable correctly connected between this product and your computer?

Tip: The LAN LED of this product and the link LED of the network card on your

computer must belit.
2. Isthe TCP/IP environment of your computers properly configured?

Tip: If the IP address of this product is 192.168.123.254, the IP address of your
computer must be 192.168.123.X and the default gateway must be 192.168.123.254.

Now you can configure the Internet Sharer (refer to Chapter 4).
3.2 Ingtall the Software Into Your Computers
Sip this section if you do not want to use the print server function of this product.

Step 1: Insert the installation CD-ROM into the CD-ROM drive. The following window
will be shown automatically. If itisn’' t, pleaserun “install.exe’ on the CD-ROM.
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Step 2: Click on the INSTALL button. Wait until the following Welcome dialog appears,

and click on the Next button.

‘Welcome to the Barticade Setup program. This program
will install Barricade on your computer,

ltis strongly recormmended that you exit all ‘Windows programs
before running this Setup program.

Click Cancel fo quit Setup and then close any programs you have
running. Click Mext to continue with the Setup program

SWARNING: This program is protected by copyright law and
international treaties

Unauthorized reproduction or distribution of this program, or any
portion of it, may result in severe civil and criminal penalties, and will
be prosecuted to the maximum extent possible under [aw

R e e |

Step 3: Select the destination folder and click on the Next button. The setup program will
then begin to install the programs into the destination folder.

Setup will install Barricade in the following folder.
Toinstall to this folder, click Mext
Toinstall to a different folder, click Browse and select ancther folder.

You can choose not to install Barricade by clicking Cancel to exit
Setup.

CAProgram Files\SMCYBarricade Browse.. |

’rDestination Folder

< Back Cancel |
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Step 4: When the following window is displayed, click on the Finish button.

Setup Complete

Setup has finished installing Barricade on your computer

Click Finish to cormplete Setup.

o S

Step 5: Select the item to restart the computer, then click the OK button to reboot your

computer.

To complete the Baricade setup, please remember to reboot your
computer.

 Yes, | wantto restant my computer now,

& Mo, |will restart my computar later !

Step 6: After rebooting your computer, the software installation procedure is compl ete.

Now, you can configure the Internet Sharer (refer to Chapter 4) and set up the Print Server
(refer to Chapter 5).
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Chapter 4 Configuring Wireless Broadband Router

This product provides a Web-based configuration scheme, i.e., configuring by Netscape
Communicator or Internet Explorer. This approach can be adopted in any MS Windows,
Macintosh or UNIX based platform.

4.1 Startup and Login

; SMC Barricade Wireless Broadband Router - Microsoft Internet Explorer !Em
J File Edit “iew Favorites Tools Help ﬁ

EMIC Barricade Wireless Broadband Router

|»

System Status

Item VAT Status Sidenote
rd Remaining Lease Time 00:00:00
IF Address 0.0.0.0
1t admin) Subnet Mask 0.0.0.0
? Gateway 0.0.0.0 o
_
Domain Name Server 0.0.0.0
| Item ‘ Peripheral Status ‘ Sidenote | LI

Activate your browser, and disable the proxy or add the | P address of this product into
the exceptions. Then, type this product’ s IP address in the Location (for Netscape) or
Address (for |E) field and pressENTER. For example: http://192.168.123.254.

After the connection is established, you will see the web user interface of this product.
There are two appearances of web user interface: for general users and for system
administrator.

Tolog in asan administrator, enter the system password (the factory setting is” admin®) in
the System Password field and click on the Log in button. If the password is correct, the
web appearance will be changed into administrator configure mode. As listed in its main

menu, there are several options for system administration.
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4.2 Status

MC Barricade Wireless Broadband Router - Microsoft Internet Explorer

JEiIe Edit “iew Favorites Tools Help

SMC Barricads Wireless Broadband Eouter

St wo g System Status
Item WAIT Status Sidenote
Remaining Lease Time 00:00:00
IP Address 0.0.0.0
Subnet Mask 0.0.0.0
CGateway 0000 —
Domain MName Server 0.0.00
| Item ‘ Peripheral Status ‘ Sidenote | LI

This option provides the function for observing this product’ s working status:
A. WAN Port Status.

If the WAN port is assigned a dynamic IP, there may appear a “Renew” or
“Release” button on theSdenote column. Y ou can click this button to renew or

release |P manually.
Modem Status.

C. Printer Status. The possible kinds of printer status include “Ready’, “Not

ready”, “ Printing..”, and “ Device error”.

When ajobis printing, there may appear a“ Kill Job” button on the Sidenote

column. You can click thisbutton to kill a current printing job manually.
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4.3 Toolbox

; SMC Barricade Wireless Broadband Router - Microsoft Internet Explorer

JEiIe Edit “iew Favortes Tools Help

SWC Barricade Wireless Broadband Eouter

|»

SMC

NSV Administrator's Toolbox

Change Administrator's Password

Primary Setup Old Password I

New Password

Reconfirm I OK | Clear |
MMiscellaneous Information & Commands

e Firmware version: R1.90
o WAN's MAC Address: FF-FF-FF-FF-FF-FF

View Log... | Rebuutl Backup Setting | Clone MAC |

Reset to Default | Firmware Upgrade... | LI

This option enables you change the administraor password. Besides, you can get the
information about Firmware version and WAN's MAC Address.

Y ou can aso reboot this product by clicking the Reboot button.

You can backup your settings by clicking the Backup Setting button and save it as a bin
file. Once you want to restore these settings, please click Firmware Upgrade button and

use the bin file you saved.
Y ou can Clone MAC address by clicking Clone MAC button.
Y ou can upgrade firmware by clicking Fir mwar e Upgrade button.

Note: we strongly recommend you to change the system password for security reason.
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4.4 Primary Setup

/3 SMC Banicade Wirelesz Broadband Router - Microzoft Intermnet Explorer

J File Edit “iew [Go Favorites Help ﬁ

SMC Barnicade Wireless Broadband Fouter

M Primary Setup

Networks

Item Setting
P LAN TP Address [iszTe8123254 |
> AN Type Dynamic IP Address _ Change.. |
¥ Host Mame I— {optional)
» Renew IP Forever " Enable

Sawve | Undo | Helpl

This option is essential to enable this product to work properly. The setting items and the
web appearance depend on the WAN type. Choose the correct WAN type before you start.

1. LAN IP Address: this product’ s IP address. The default address is 192.168.123.254.
Y ou can changeit if necessary.

2. WAN Type: WAN connection type of your ISP. You can click Change.. button to

choose a correct one from the following four options:
A. Satic IP Address: ISP assigns you a static | P address.
B. Dynamic IP Address: Obtain an | P address from ISP automatically.

C. PPP over Ethernet: Some ISPs require the use of PPPOE to connect to their

Services.

D. Dial-up Network: To surf the Internet via PSTN/ISDN.
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4.4.1 Static |P Address

WAN IP Address, Subnet Mask, Gateway, Primary and Secondary DNS: enter the proper
setting value provided by your |SP.

4.4.2 Dynamic | P Address
1. Host Name: optional, required by some ISPs, for example, @Home.

2.  Renew IP Forever: this feature enables this product to renew the IP address

automatically when the lease timeis expired even with the system in an idle state.
4.4.3 PPP over Ethernet

1. PPPoE Account and Password: the account and password your |SP assigned to you.

If you don't want to change the password, keep it empty.
2.  PPPOE Service Name: optional. Input the service nameif your ISP requiresit.

3. Maximum Idle Time: the time of no activity required to disconnect your PPPoE
session. Setting it to 0 will disable thisfeature.

4.4.4 Dial -up Network
1. Dial-up Telephone, Account and Password: assigned by your ISP. If you don't want
to change the password, keep it empty.

2. Primary and Secondary DNS: automatically assigned if they are configured as
"0.0.0.0."

3. Maximum Idle Time: the time of no activity required to disconnect your dial-up
session.

4. Baud Rate: the communication speed between this product and your MODEM or
ISDN TA.

5. Extra Setting: needed to optimize the communication quality between the ISP and
your MODEM or ISDN TA
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4.5 DHCP Server

; SMC Barricade Wireless Broadband Router - Microsoft Internet Explorer

JE|Ie Edit “iew Favorites Tools Help ﬁ

SMC Barricads Wireless Broadband Eouter

m} DHCP Server

Networks

Item Setting
» DHCP Server € Disable & Enable
» IP Pool Starting Address |1 00
» IP Pool Ending Address |1 99

» Dotnain Mame I

Savel Undul Clients List... | Helpl

The settings of the TCP/IP environment include Host I P, Subnet Mask, Gateway, and DNS
configurations. It is not easy to correctly configure all the computers in your LAN
environment. Fortunately, DHCP provides a simple approach to handle these settings.
This product supports the function of DHCP server. If you enable this product’ s DHCP
server and configure your computers as “automatic IP allocation” mode, when your
computer is powered on it will automatically load the proper TCP/IP settings from this

product. The settings of DHCP server include the following items:
1. DHCP Server: Choose“ Disable” or “ Enable.”

2. Range of IP Address Pool: Whenever there is a request, the DHCP server will
automatically alocate an unused IP address from the IP address pool to the
requesting computer. You must specify the starting and ending address of the IP
address pool.

3. Domain Name: Optional: thisinformation will be passed to the client.
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4.6 Virtual Server

; SMC Barricade Wireless Broadband Router - Microsoft Internet Explorer !Elm
J File Edit Yiew Fovorites Tools Help ﬁ

SMC Barricads Wireless Broadband Eouter

|»

M Virtual Server

Networks

j1D] Service Port Server IP Enable

1 |21— 192.168.123 |1— ¥

2 |80— 192.168.123.'1_ ~

3 W 192.168.123.'2_ W

4 |— 192.168.123.|_ r

5 I— 192.168.123.I— r -
& l— 192.168.123.|_ r

7 |— 192.168.123.|_ r

8 |— 192.168.123.|_ r

Thisproduct’ s NAT firewall filters out unrecognized packets to protect your Intranet, thus
all hosts behind this product are externally invisible. If you wish, you can make some of

them accessible by enabling the Virtual Server Mapping.
A virtual server is defined asa Service Port, and all requests to this port will be redirected
to the computer specified by the Server IP.

For example, if you have an FTP server (port 21) at 192.168.123.1, aWeb server (port 80)
at 192.168.123.2, and a VPN server at 192.168.123.6, then you need to specify the

following virtual server mapping table:

Service Port Server IP Enable
21 192.168.123.1 \%
80 192.168.123.2 V
1723 192.168.123.6 \%
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4.7 Special AP

; SMC Barricade Wireless Broadband Router - Microsoft Internet Explorer !Em

JE|Ie Edit “iew Favortes Tools Help ﬁ

EMC Barricade Wireless Broadband Eouter

%j Special Applications H
ID  Trigger Incoming Ports Enable
1 |e112 6112 4
2 s [51200-51201,51210 ~
3 2019 [2000-2038,2050-2051,2069,2085 301 4
4+ | | r
s | | r B
6 | | r
z | o
g I I r |

Some applications require multiple connections, such as Internet games, video
conferencing, Internet telephony, etc.. Due to the firewall function, these applications
cannot work with a pure NAT router. Special Applications enables some of these
applications to work with an NAT router. If Special Applications is insufficient to allow

an application to function correctly, try DM Z host in the Misc. Items options.
1. Trigger: the outbound port number the application issued first.

2. Incoming Ports: when the trigger packet is detected, the inbound packets directed to

the specified port numbers are allowed to pass the firewall.

This product provides some predefined settings in the gray pad on the bottom of the web
page. Choose the Popular application and click Copy to copy the predefined setting.

Note: Only one PC can use each Special Application tunnel at any time.
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4.8 Access Control

; SMC Barricade Wireless Broadband Router - Microsoft Internet Explorer !Em

JE|Ie Edit “iew Favortes Tools Help ﬁ

EMC Barricade Wireless Broadband Eouter

|»

SMC

NFR I Router Access Control

Item Setting
P Access Control W Enable
» Default Group: all hosts except those listed on the other groups

[Aow B pots |
b Group 1 members |1007149

“|Allow ¥ ports  [25.53,80,110

P Group 2 metnbers |150—199

- [Block ¥ ports 21,119 —
» Group 3 memmbers |10,2[]

- [Black =] ports | =l

Access Control allows you to assign different access rights to different users. First, you
have to divide users into different groups. Users are identified by their 1P addresses. You
can assign access rights to the members of Group 1, 2 and 3. The others are al members
of the Default Group. Next, you have to assign the access rights of each group. Access

rights can allow or block usersto access specified TCP and UDP ports. For example:

Group | Members Access Right Comments
Default - Allow 0 No accessright (allow nothing)

Group1 | 100-199 |Allow (25,53,80,110) acnagsgéﬁgﬁi?ﬁg.ﬁ?ﬁm)

) Cannot read net news(119) and
Group 2 50-99 |Block (21,119) FTR(21) only
Group 3 1-9,20 |[Block 0 Fully access (block nothing)
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49 Misc. Items

5 SMC Barricade ¥Wireless Broadband Router - Microsoft Internet Explorer

JElIe Edit Yiew Fawvorites Tools Help ﬁ

SRAC Barricade Wireless Broadband Eouter

Miscellaneous Items

Ttem Setting Enable
b IF Address of DMMEZ Host 192 168123 l8— ~
» Remote Administrator Host I0.0.0.0 ||
P Administrator Time-out 600 ccconds (0 to disabled
¥ Discard FING from WAN side |
b Mon-standard FTP port IO—

Sawve | Undo | Help |

1. IP Addressof DMZ Host: The DMZ (Demilitarized Zone) Host is a host without the
protection of a firewall. It alows a computer to be exposed to unrestricted 2-way

communication. (Note that this feature should be used only when necessary.)

2. Remote Administrator Host: In general, only Intranet users can browse the built-in
web pages to perform administration tasks. This feature enables you to perform
administration tasks from a remote host. When this feature is enabled, only the
specified P address can perform remote administration. If the specified IP address is
0.0.0.0, any host can connect to the Barricade to perform administration tasks. When
thisfeatureis enabled, the web port will be shifted to 88.

3. Administrator Time-out: The time of no activity to logout automatically. Set it to
zero to disable thisfeature.

4. Discard PING from WAN side: When this feature is enabled, any host on the WAN

cannot ping the barricade.

5. Non-standard FTP port: You have to configure this item if you want to access an

FTP server whose port number is not 21. This setting will be lost after rebooting.
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4.10 Wireless Setting

; SMC Barricade Wireless Broadband Router - Microsoft Internet Explorer !Elﬂ

JEiIe Edit “iew Favortes Tools Help ﬁ

SMC

Networks Wireless Setting
Item Setting
Wetworlk DRI ||:Iefau|t
Primary Setup Channel 6
WEP Security & Disable WEP

EWC Barricade Wireless Broadband Eouter

|»

" Enable IEEE 64 bit Shared Key security
" Enable IEEE 128 bit Shared ey security

& WEP Key 1

© WEP Key 2

© WEF Key 3

© WEF Key 4

Wireless settings allow you to set the wireless configuration items.

1

3.

4.

Network ID (SSID): Network 1D is used to identify the WLAN. Client stations can
roam freely on this product and other Access Points that have the same Network ID.
(Thefactory setting is“ default”)

Channel: Theradio channel number. The permissible number of channels depends on
the Regulatory Domain.

The factory setting is as follow: Channel 6 for North America; Channel 7 for
European (ETSI); Channel 7 for Japan.

WEP Security: Select the data privacy agorithm you want. Enabling the security can
protect your data while it is transferred from one station to another. The standardized
|EEE 802.11 WEP (128 or 64-hit) is used here.

WEP Key 1, 2, 3 & 4: When you enable the 128 or 64 bit WEP key security, please
select one WEP key to be used and input 26 (for 128-bit) or 10 (for 64-hit)
hexi-decimal digits.
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Chapter 5 Print Server

This product provides the function of the network print server for MS Windows
95/98/NT/2000 and Unix-based platforms.

Y ou must configure each station individually to connect to your server printer.

5.1 Configuring on Windows 95/98 Platforms

After you complete the software installation procedure described in Chapter 3, your
computer possesses the network printing facility provided by this product. For
convenience, we call the printer connected to the printer port of this product as server
printer. On a Windows 95/98 platform, open the Printers window in the My Computer
menu:

B3 Printers [_ O] x|
File Edit “iew Help

Add Printer  {HP Caseriet! HPLaserlet]...
CBL[PCL) : Chinese)

|4 objectis) v

Y on can now configure the print server of this product:
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1. Find out the corresponding icon of your server printer, for example, theHP L aser Jet
6L. Click the mouse' sright button on that icon, and then select the Properties item:

HP Laserlet 6L [PCL] Properties I E3

General I Detailsl Sharingl Faper I Prinit Qualit}ll Fonts I Device Dptionsl

l_f‘?"@ HF Laserlet BL [PLCL]

Comment: I

Separator page: I[none] LI Browse. . |

Frint Test Page I

QK. I Cancel Apply I Help

2. Click theDetailsitem:

HP Laserlet 6L (PCL) Properties H E3

General Details IShalingI Faper I Print Qualityl Fonts I Device Dptionsl

I_ET"?‘ HF Laserlet BL [PLCL]

Frint to the following port:

FETmate: [All-in-1] LI Add Port... |
Frint using the following driver:
IHF' Laszerlet GL [PCL) LI Mew Diriver... |

LCapture Printer Port... I End Capture. .. I

Timeout settings

Mot zelected: zeconds

I 15
Transmizssion et I 45 zeconds

Spoal Settings. .. I Fart Settings... I

QK. I Cancel I Apply I Help
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3. Choosethe” PRTmate: (All-in-1)" from thelist attached at the Print To item. Be sure

that the Printer Driver itemisconfigured to the correct driver of yourserver printer.

4. Click on thebutton of Port Settings:

Printer Position

Enter the Product's IP :

|192.1EB.123.254 Cancel |

Typein thelP address of this product and then click the OK button.

5. Make sure that all the settings mentioned above are correct, and then click the OK
button.

5.2 Configuring on Windows NT Platforms

The configuration procedure for a Windows NT platform is similar to that of Windows

95/98 except the screen of printer Properties:

&F Hewleut Packard Lazer)et 6L Properlie:

Genetal Foris | Scheduling | Sharing | Securily || Device Satiings |

Hewlelt Packand Lasenlet BL

Frint ba the fallowsng portfs]. Documents wil peint to the first free

checked porl.
Pot [Descigion [ Prewer <]
LILPT3 Local Pect
[ COM1: Lacal Pat J
I COM2: Local Poct
| COM3: Local Port
Tl Com4: Local Post
LI FILE: Loeal Pot
IR Tmate § Local Post
| Fximate Local Pt Hewlett Packaid L, x|
AddPor. | DeletePot | ConfigueFort.. |

I Enable bidirectional support
I~ Enable printer pooling

0K I Cancel
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Compared to the procedure in the previous section, the selection of Details is equivalent

to the selection of Ports, and Port Settingsis equivaent to Configure Port.

5.3 Configuring on Windows 2000 Platforms

The configuration procedure for a Windows 2000 platform is similar to that of Windows

95/98, except for the screen of printer Properties:

&% HP LaserJet 6L Properties

Generall Sharing Forts |.¢\dvanced| Securityl Device Settingsl

HF Lazerlet BL

Brint to the following port(z]. Documents will print to the firgt free

checked port.
Pt | Description | Frinter ﬂ
O comr: Setial Port
O comz: Setial Port
U coma Serial Port
O] COM4: Serial Port
LI FILE: Print to File
PR Tmate Local Port HF Lazer)et BL
4

Add Pot... Dielete Port Configure Paort... |

[ Enable bidirectional support
[” Enable printer pooling

Compared to the procedure in the previous section, the selection of Details is equivalent

to the selection of Ports, and Port Settingsis equivaent to Configure Port.
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5.4 Configuring on Unix-based Platforms
Please follow the traditional configuration procedure on Unix platformsto set up the print

server of this product. The printer nameis*“Ip.”
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Appendix A: TCP/IP Configuration for Windows 95/98

This section advises on how to install TCP/IP protocol into your personal computer. It
assumes you have successfully installed one network card on your personal computer. If
not, please refer to your network card manual. Also, Section A.2 tells you how to set
TCP/IP vaues for working with this | P Sharer correctly.

A.llngall TCP/IP Protocol Into Your PC

1. Click Start button and choose Settings, then click Control Panel.

2. Double click Network icon and select Configuration tab in the Network window.
3. Click Add button to add network component into your PC.
4

Double click Protocol to add TCP/IP protocol.

Select Hetwork Component Type EE

Click the type of nebwork component you want to install:

Add...

Cancel

|

l Frotocol iz a 'language’ a computer usez. Computers
| ;

| must uze the zame protocol bo communicate.

]
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5. Select the Microsoft item in the manufacturers list. Choose TCP/IP in the Network
Protocols. Click OK button to return to Network window.

Select Network Protocol

e LClick the Mebwork Protocol that you want to install, then click 0K, |f you have
L an inzstallation disk. for this device, click Hawe Dizk.

Manufacturers: Metwork Protocols:
& Banyan U Fast Infrared Protacal ‘:_j

Hawe Digk... 1

Ok I Caticel ]

6. The TCP/IP protocol will belisted in the Network window. Click OK to complete the
install procedure and restart your PC to enable the TCP/IP protocol.

A.2 Set TCP/IP Protocol for Working With I P Sharer

1. Click Start button and choose Settings, then click Control Panel.
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2. Doubleclick Network icon. Select the TCP/IP line that has been associated to your

network card in the Configuration tab of the Network window.

Network [ 7]

Canfiguration ] Identification | Access Contiol |

The following network components are installed:

Bl PCI Fast Ethemet DEC 21140 Based Adapter _:_j
U MetBEUI > DiakUp Adapter

¥~ MetBEUI > PCI Fast Ethernet DEC 21140 Based Adapter
W TCPAP -» Diallp Adapter

?{TTEF‘.-"IF‘ -» PCI Fast Ethernet DEC 21140 Bazed Adapter
File and printer sharnng for Microzoft Hetworks

Add.. 1 Femave 1 Froperties ;

Primary Metwork Logon:
Client for Microzoft Metwarks _‘_’j

File and Print Sharing... 1

= Die=zcription

TCPAP iz the protocol you use to connect to the Internet and
wide-area networks.

Ok ; Cancel

3. Click Properties button to set the TCP/IP protocol for this P Sharer.
4. You now have two setting methods:
A. GetIPviaDHCP server
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a  Select Obtain an | P address automatically in the [P Address tab.

TCP/IP Properties

|i = | A |

1 o =L g 2
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b. Do not input any value in the Gateway tab.

TCP/IP Properties

| | Advenced ] Nepis
| WINS Configuration | 1P Address |
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c. Choose Disable DNSin the DNS Configuration tab.

TCP/IP Properties 7 |x]

| Gateway | WINS Configuraton | IP Address |

[ D

Eli}=) i T e

HEmuye:
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Configure |P manually

a

Select Specify an | P address in the IP Address tab. The default | P address
of this product is 192.168.123.254. Therefore, please use
192.168.123.xxx (xxx is between 1 and 253) for IP Address field and
255.255.255.0 for Subnet Mask field.

TCP/IP Properties [ 7]

Bindings | Advanced | MetBIOS |
DMS Configuration ; Gateway ; WwINS Configuration  |P Address

An IP address can be automatically azzigned to this computer.
|F wour nebwork, does not automatically azzign IP addresses, ask
wour network. administrator for an address, and then bype it in
the space below.

' Obtain an IP address automatically

—% Specify an IP address:

IPAddess: [192.168.123.115 |

Subnet Mask: | 255 .265.2566. 0] |

ak. i Cancel
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In the Gateway tab, add the IP address of this product (default IP is
192.168.123.254); in the New gateway field and click Add button.

TCP/IP Properties [ 7]

Bindngs | Advanced | MetBIDS
DMS Configuration  Gateway | WIMS Configuration | IP Address

The first gateway in the [nstalled Gateway list will be the default.
The address order in the list will be the order in which these
machines are uzed,

Hew gateway:

192.168.123.254 | sdd |

Inztalled gateways:

Hemowe |

ar. I Cancel
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c. IntheDNSConfiguration tab, add the DNS values which are provided by
the ISP into DNS Server Search Order field and click Add button.

TCP/IP Properties [ 7]

Bindngs | Advanced | MetBIOS
DNS Configuration | Gateway I WIMS Configuration | IP Address

~ Dijzable DNS
—(* Enable DMS

Hast: IMyEDmputer Domain; i

DMS Server Search Order
[168. 95 .192. 1] | Bdd

168.95.1.1 Femuove |

Domain Suffix Search Order
| Vdd |

| Hemoe

ar. I Cancel |

-38-



