Dear M. Joe Dichoso,

Thank you for your attention in the First Access regul ation application. First
Access product is a security/office environnment product.

W are at the final stage of the product and a fast response will be fully
appreci ated. Wth your pernission we would |ike to schedul e a conference cal
with Hernon Labs (Dr. Edward Usoskin ) and us.

Rem nder of the First Access application issues:

1) Only the schematic can be held confidential. The test data cannot be held
confidential. Please provide a corrected confidential letter listing only the
schemati c.

2) In order to conply with Section 15.203, the cable nust be permanently
attached. |s the cable permanently attached?

3) Section 15.231 does not allow periodic transm ssions at regular intervals.

Pl ease indicate how the device conplies with this as it appears that the device
is constantly verifying the presence of a card.

4) Section 15.231 does not allow data transmi ssion and is for renote contro
purposes. |t appears that the device reads the cards and sends the “data” to be
verified. Also, the device does not appear to be for renpte control purpose as
the transmitter is not turning anything on or off. The device should be

di sm ssed. Pl ease expl ain.

Regards the first claim
It is agreed by First Access. The required letter will be send to FCC by nail

Regards the second claim

First Access sensor cable is pernanently attached and not accessible to a
custonmer. It is shown in sensor internal view photographs No.3 and No. 4, pages
14, 15 of our Application (FCC | D: OC8SA108).

Regards the third claim

First Access Card does not transnit periodically.

At the first stage of the card life the card is inactive and uninitialized (does
not even in RF node).

At the second stage, after the card is initialized, the interval of the

transm ssions is varied randomMy from1.5 to 2 seconds to prevent repeated
overlap collisions and periodic transm ssions!. The card trigger is no nore than
for 2 - 2.5n8 each tine. The probability of the periodical transmission is |ess
than 0.1% of normal distribution.

Regard the firth claim

There is no data transnission, there is a trigger which the sensor verify

whet her the FA card is in the vicinity.

The only data transmission is being done once in a few hours for authentication
of the user, the trigger for the authentication is being done by the User/PC

t hrough the FA sensor and its no nore than 30ns.

The whol e First Access concept is to OV OFF the PC access and the attached

devi ces.

Regar ds,

Anmpos Daskal
Vi ce President
Har dwar e Devel opnent
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