JH-888

Wireless AV Burglary-Resisting System

User Manual

Brand : JENN HUEY

Model :
JH-230E / JH-350R ~ JH-C1R / JH-22B

Wireless AV theft-proof Transmitter /
3.5” LCD & Wireless AV theft-proof Receiver /
Wireless Remote Controller



1. Characteristic:

JH-888 User Manual :

a. JH-888 is a group that has 3.5” LCD, simple and easy wireless AV
burglary-resisting system.
b. JH-888 include JH-230E & JH-350R

2. JH-230E: Wireless AV theft-proof Transmitter

a. Connect to Antenna and Adapter as fig. below:

h

Ahtenna Adapter ;.

b. Open the glue shell of the front of launcher, can see the circuit board of the
following picture. You can adjust the group code and wireless AV channel on the

circuit board.

JH-230E Circuit board & Sketch map
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a. Theft-proof area code
12345678
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b. Theft-proof group code

000

c. Wireless AV channel

El d. Time sensor

Comments:

A. Guarding against theft area yard: Please don't
adjust, 1t 1s had, 1s left on 2.3.4 that this code 15 1

B. Theft-proof group code: Need and JH-CIR 18
the same as JH-22B theft-proof group code

C. Wireless audio-visual channel: There 1s
adjustable channel 8 in all, the code is as follows

D. The time switch of reaction:

Upwards: Every reaction of 3 seconds;

Downward: After reaction, need on-the-spot
clearance not to will carry on the reaction of next
time until 120 seconds.




* Wireless AV Coding Channel

12314
Channel 1 HHHH

12314
Channel 2 HHHH

12314
Channel 3 HHHH

12314
Channel 4

'L

Utilize the support fixed JH-230E.
Propose installing it highly: 1.8-2.1 meters.

Notices:

Install the essential
screw hole down with
support, otherwise
unable to adjust the
angle.

P

c. 60 seconds after the infrared ray inductor needs heat engine, begin movements
after the power until JH-230E answer.

d. Notes:

1. If interfere with the situation wirelessly and audio-visually (for example: Have
already installed wireless 2.4G router at the scene) ,We can adjust the wireless
audio-visual channel and solve this problem.

2. Please don't device on draught (example launcher this: The gate, by the
window, by the air conditioning mouth) ,If putting will probably produce the wrong
report situation in the draught.

3. Be sure to pursue the direction as above when the support is installed,
otherwise may cause the angle to adjust the question.



3. JH-350R: 3.5”" LCD & Wireless AV theft-proof Receiver,

a. Connect Antenna on the JH-350R.

b. Side switch: The reaction sound switches over the switch

Forward Bi~bi sound of the buzzer

Middle silence

Backward +12V alarm output, for the outer alarm loudspeaker to use.

c. Terminal Block on Back

Comments:

1. Input terminus son of the image: Camp's
curtain image of the front is JH-230E wireless
image at ordinary times, when the sons of this
end input the image, camp's curtain image of
the front switches over and inputs the image
automatically.

2. The alarm exports DC12V: Loudspeaker
use of the outer alarm.

3. Yellow AV mother's seat: The image is
exported.

4. Red AV mother's seat: The sound exports.
5.  White AV mother's seat: The sound
exports.

6. White DC power seat: Connect Adapter DC
power



d. Terminal Block on Bottom
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Wireless alarm coding Wireless AV coding

&

Alarm time Adjustment

Bottom of JH-350R,
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Comments:

A.  Wireless alarm code: Need and JH-230E 1s the same as JH-22B theft-proof group code

B. Wireless audio-visual channel: There 1s channel 8 1n all, can adjust in accordance with the table
below.

C. The time adjustment of the alarm: Show right that calls time to increase alertly.

* Wireless AV coding

12314
Channel 1 HHHH

1234
Channel 2 HHHH

1234
Channel 3 HHHH

12314
Channel 4

Tl




4. JH-22B: Wireless Remote Controller
a. Group code adjusted: Open JH-22B glue shell, can see a group of theft-proof
group codes, this group code needs and similarly JH-230E and JH-C1R
theft-proof group code.

Phrrerd Theft-proof

Group codes

5. Wireless coding Contrast Table:

JH-230E circuit board explains

Need to be the same

sensor
O 12345678 1234
1234 00000000 (OODQ
éﬂzaa D[”] [l Wireless alarm coding  Wireless AV coding
Need to be the same m
12345678 ==
00annnn @
Alarm time Adjustment
Bottom of JH-350R

' The channel of infrared ray:
Please keep 1 upwards, 234 is downward
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FCC ID:

FCC Compliance and Advisory Statement

This device complies with Part 15 of the FCC rules. Operation is subject to the following two conditions:(1)
this device may not cause harmful interference, and (2) this device must accept any interference received,
including interference that may cause undesired operation. This equipment has been tested and found to
comply with the limits for a Class B digital device, according to Part 15 of the FCC rules. These limits are
designed to provide reasonable protection against harmful interference in a residential installation. This
equipment generates, uses and can radiate radio frequency energy and if not installed and used in
accordance with the instructions, may cause harmful interference to radio communications. However,
there is no guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning the
equipment off and on, the user is encouraged to try correct the interference by one or more of the following
measures:

1. Reorient the receiving antenna.

2. Increase the separation between the equipment and receiver.

3. Connect the equipment into and outlet on a circuit different from that to which the receiver is connected.
4. Consult the dealer or an experienced radio/TV technician for help. Any special accessories needed for
compliance must be specified in the instruction manual.

Warning:

A shielded-type power cord is required in order to meet FCC emission limits and also to prevent
interference to the nearby radio and television reception. It is essential that only the supplied power cord
be used. Use only shielded cables to connect I/O devices to this equipment.

CAUSION:

Any changes or modifications not expressly approved by the party responsible for compliance
could void your authority to operate the equipment.



