
Shenzhen Zishan Video Co., LTD

2.911 (d)(5)(ii) Applicant Attestation v1.3

Section 2.911(d)(5)(ii) Certification – Applicant (Covered List)

Company name: Shenzhen Zishan Video Co., LTD
Address: Room 201, D dong, Factory Entrance, Kai Hui Mao Industrial Park, Liyuan Road, Heping
Community, Fuhai Subdistrict, Bao’an District, shenzhen, China
Product Name: 4K Dash Cam
FCC ID: 2BQS3-S36
Model(s): S36, S33, S34, S35, S37, S38, S53, S62, S72, S100, S101, S112, S122, S133, S16, S98,
S22, S65, S91, S17, S109, S26, S46, S76, S71, S15, S50A, S117, S87, S93, S55, S75, S88, S105,
S83, S48, S30, S31, S32, S39, S61, S84, S124, S11, S12, S13, S130, S131, S132, S28

2.911(d)(5)(ii) Applicant filing
We, [Shenzhen Zishan Video Co., LTD] (“the applicant”) certify that, as of the date of the filing of the
application, the applicant is not identifiedNOTE 1on the “Covered List”NOTE 2,established pursuant to
§1.50002 of this chapter, as an entity producing covered communications equipment.

Yours sincerely,

Name: Chris Yao Date: Jul. 15, 2025

Title: manager

Company name: Shenzhen Zishan Video Co., LTD

Signature:

NOTE 1
Delete option not applicable to this application.

NOTE 2

“Covered List”; is the List of Equipment and Services Covered By Section 2 of The Secure Networks Act, available at
https://www.fcc.gov/supplychain/coveredlist
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