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DISCLAIMER

The materials used in this publication are copyright and are not to be duplicated, copied, or used
without the prior consent of the copyright holder. Technical specifications and information in
this document is subject to change without prior notice being given.

COPYRIGHT

Copyright©Shenzhen Ejoin Technology of Co., Ltd. No part of this document may be reproduced,
transmitted, or translated, in any form without prior written permission. Offenders are liable to
the payment of damages. All rights are reserved in the event of grant of a patent or the
registration of a utility model or design. All specifications supplied herein are subject to change
without notice at any time.

DEFINITIONS AND INTERPRETATIONS

"You" "Your""User" "Customer"or "Client" or refers to you, the individual or business entity
acquiring a Ejointech gateway .

“Ejoin”, "We", "Us", and "Our" refer to Ejoin Technology (“Ejointech”).

“Device”,”Modem”,and “Gateway” refer to Ejointech gateway.

"Update" means maintenance of, or a fix to, a version of Ejointech Software, including, but not
limited to a hot fix, patch, or enhancement, none of which function as a standalone service or
other software package and which do not have an additional cost for an existing Licensee.

Purpose

This agreement outlines the permitted use of SMS gateway devices sold by Ejoin Technology, and
sets out the responsibilities of the buyer in ensuring legal and ethical usage of the product.

Safety Notice & AGREEMENT

By using Ejointech VolP and SMS gateways, you agree to the following terms:1.) Ejointech VolP
and SMS gateways are strictly prohibited from being used in mainland China. This restriction is
non-negotiable and strictly enforced; 2.) Any gateways used within mainland China will not be
granted a license or technical support;3.)Always install antennas in locations with a strong
cellular signal and avoid metallic enclosures.

Prohibited Use
Buyer must not use the device, or allow it to be used:

To send unsolicited or bulk SMS ( “spam” ) without user consent
For phishing, fraud, scams, or illegal marketing
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To harass or threaten any individual or entity
In violation of any local, national, or international law
With forged sender IDs or misleading message content

Termination and Enforcement

Violation of this policy may result in:
Immediate suspension of support and warranty
Reporting to carriers, regulators, or government agencies

Refusal of future sales to the offending party
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1 Product Brief

This manual is for the Ejointech ACOMG6XX Series SMS Gateway, a powerful and flexible
device for sending and receiving SMS messages using multiple SIM cards. The gateway is
widely used for SMS marketing, two-factor authentication, USSD querying, and more. It
supports 8 to 64 ports and up to 512 SIM cards.

1.1 Hardware Overview

The front panel includes ports for SIM cards, Ethernet/WAN, power, and status LEDs. Ports
are typically grouped in banks of 8 and correspond to the internal 4G modemes.

16x Antennas (SMA)

2x Cooling Fans Heat Dissipation Vent

e e e e e e e e

Power Switch

Power Display USB 3.0 Ethernet Port (RJ45)

Reset Button

2 Get Ready to Start

2.1 What's in the Box

J Ejointech ACOM6XX Gateway Device

o External Antennas (SMA Connectors)
o Power Adapter (AC 100-240V INPUT)
. Ethernet Cable and USB Cable

. Mounting Brackets
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Your Ejointech Device is designed so that user can set it up quickly and start using it right away.
Follow the steps below to get started.

2.2 Install Antennas

ANTENNA INSTALLATION GUIDELINES
o Install antennas in a location with access to a cellular network radio signal.

. Antennas must not be installed inside metal cases.
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2.3 Insert SIM Card

The device supports hot-swapping, allowing SIM cards to be inserted or removed without the
need to power off.Ensure SIM card chips connect with the SIM tray's interface.

The SIM cards should be Standard SIM Cards 2FF (25mmx15mmx0.8mm).

2.4 Network Connection

a. Wan Connection

Connect one end of the Ethernet cable to the WAN port of the gateway and the other end to the
router. Make sure the gateway and computer connect with same network and login with default

information ; which typically takes 1-2 minutes.

Video Reference: How to Set Up Ejointech New Gateway (YouTube)
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Make sure Ejointech and
computer in same network

Ejointech Computer
Device

Connect router

Connect router via Ethernet
via Ethernet Cable or Wifi
Cable
Router

b. Wifi Connection

This feature only applies to special model.

Click on menu position “Basic Settings” and navigate to tab “Wifi Settings”

WIFI Setting (a) Collapse

WIFI Mode: | STA v
SSID: |ChinaNet-rDYK | Scan WIF! |
| connect wiFi |

WIFI Password

Status: Connected
WANIP: 0000
IP Mask: 0.0.0.0
Default Gateway: 0.0.0.0
DNS Server: 0.0.0.0
Submit | [ Reset |

Click on the "Running Status" position, navigate to the "System Settings" tab, and check the Wan
Status to see if the wifi connection mode is successfully selected.

It should be “Wifi” if connected.

» Advanced Settings
» Systsm Settings
WAN Status (@) Collapse

~ Running Status

» Port Status Connection Mode Static IP Connection Status Connected

» System staws 1P 1921681164 Default Gateway 192.168.1.1

» Inter-Call Stats DNS Server IP 192.168.1.1 MAC Address 00-30-f1-01-ad-7f

» SMS/MMS Stats

» SMS Inter Send

2.5 Power Connection

Connect the smaller end of the power cable to the power input on the back panel, and insert the
other end of the cable into a 100-220V power outlet.
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2.6 USB Serial Connection

The USB interface is only used for initial setup in case the user cannot find the IP or for

troubleshooting by the Elointech technical team to resolve bugs. It is not required to be

connected when the device is operating normally.

3 Accessing the Web Interface

3.1 Login Credential

¢ Default IP: 192.168.1.67

e Username: root

¢ Password: root

Ensure your computer is on the same subnet (e.g., 192.168.1.xxx) and access the device via a
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browser.

The default WAN IP address of the device is 192.168.1.67. Here are the considerations regarding its
compatibility with the router's LAN IP:

1. If the router's LAN IP is set to 192.168.1.1, the default IP of the device will work fine without any
changes.

2. If the router's LAN IP is different from 192.168.1.1, say 192.168.0.1, then the default IP of the
device needs to be adjusted. So, how can you change it?

Account: |

User Logii
doi i Password: |

| Login | | Reset |

3.2 Network Configuration

You can set the device IP via Static, DHCP, or PPPoE. Navigate to 'Basic Settings' > 'WAN
Settings'.

e Static IP (default): 192.168.1.67

¢ DHCP: Automatically obtains an IP address from the router.

® PPPOE: Use if ISP requires username/password.

%4 Base Setting

WAN Settings ) Collapse
WAN Type: | Static IP v
WAN |p: | Static IP |

IP Mask: | PPPoE
Default Gateway: 192.168.1.1
DNS Server: |192.168.1.1
Submit || Reset
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Enable Wan Type. Fill IP settings, submit to take effect.

Items Description

WAN Type Static IP: Manually set up gateway IP.

Dynamic IP: Automatically obtain IP from local network (DHCP)

PPPoE: Requires ISP to provide account and password. Use this mode
when there is no router in the local network.

WAN IP The WAN IP address of the gateway.

IP Mask The subnet mask of the gateway.

Default Gateway IP address of the default gateway. Example: router IP.
DNS Gateway Domain name server IP address. Example: 8.8.8.8.

3.3 Basic Setting

a. SIP Server Connection

Click on menu position “Basic Settings” and navigate to tab “Sip Server Settings”

SIP Server Settings ) Collapse

Protacol Mode & - Encryption Method & - |NoNE

I

T
sip server PO | SIP Server Port%¥: 5060
I

Phone Numper @ | Account@: |

Password &' ‘

submit || Reset |

o Under this section, users can configure settings to connect with their softswitch or SIP
server.

o This format clearly presents each setting and its description.

Item Description

Protocol Mode Two modes available: Registration and Point-to-Point.

Note: Point-to-Point is only for gateways and servers in the same LAN
or with public IPs.

Encryption Method Two methods available: Ejointech’s and VOS2000.

Note: Selecting "EJOIN" requires configuring the proxy server and port
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first.

SIP Server IP IP or domain name of the softswitch directing traffic to the gateway.

Example: VOS IP.
SIP Server Port The SIP port of the softswitch, default is 5060.

Phone Number Caller phone number for the SIP client, also serves as the callable SIP
port number.

Account SIP registration account provided by softswitch.

Example: Routing gateway ID on VOS.

Password Password for the SIP registration account.

4 Gateway Settings

In this section, users can perform basic configurations for the device, such as changing the IMEI,
automatically obtaining numbers, setting billing options, configuring SIM card switching and etc.

% i setungs

- woaty Il
of s ) IMEI Switching 2 cotiapse
» IMEI Settings
» PIN Settings Enable By SIM Switching
» SIM Settings (J Enable Continuous Call F. 0
* Number Settings (J Enable Online Time(Min).
# Biling Settings (J Enable Calls Num 0
» AT Command (O Enable Talks Num 0
» USSD Command [J Enabie Call dur. Value(M 0 Call dur P. 60
» Switch Card
* Inter-Calling EmniE=|
» Intemet Settings =
» Call Dur. Control
» Call Num Control Port IMEI i Cofapse
» Talk Num Settings o T

SRR 1 355385077038911

4.1 Enable/Disable Port

Click on menu position ”“Gateway Setting" and navigate to tab "Port Setting".

In this section, users can manually enable or disable ports, slots, and select the network
information for registration. Generally, it is recommended to keep the Basic Settings in this
section at their default values. The device will intelligently select the network for registration
based on the situation. Arbitrary changes may result in the SIM card failing to register.
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In this section, users can lock the operator. Generally, no additional settings are required by the

user.

V Click 'Submit' at the bottom of the page to save your settings

4.2 IMEI Change

IMEI (International Mobile Equipment Identity) is a 15-digit number. The gateway supports IMEI

modification to protect SIM cards .users can automatically change or generate IMEls as needed.

» Basic Settings % IMEI Settings
Modify IMEI
oty (S

» Port Setii 2 =

Rt IME! Switching ) Collapse
» IMEI Settings

» PIN Settings Enable By SIM Switching

» SIM Settings () Enable Continuous Call ... 0

» Number Settings () Enable Online Time(Min). 0

» Billing Settings (J Enable Calls Num: 0

» AT Command (J Enable Talks Num 0

» USSD Command () Enable Call dur. Value(M 0 calldur P 60

» Switch Card

» Inter-Caliin e e
: 9 [Submit | [ Reset |
» Internet Settings —_—

» Call Dur. Control

» Call Num Control Bort IMEL @ Collpse
* Talk Num Settings Port IMEI

Call Ctri Setti
p oy 1 2552850770589 11 [ ‘
4 868921045285036 I |
» Adv: ed Settir
° It supports automatic import and export of IMEls.

o When selecting the IMEI prefix auto-fill option to change the IMEI, users can copy the first

6-8 digits of the IMEI, enter them into a designated field, click "Copy," and then select "Auto

Complete" to automatically generate the IMEI.
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o For detailed instructions, please refer to the video tutorial

https://www.youtube.com/watch?v=jLUAiWcuRrY

o Additionally, users can activate automatic IMEI switching and modification based on SIM
card locking or other relevant conditions.

4.3 PIN Settings

» Basic Settings & PIN Settings
- Gateway Settings Basic Settings (@) Collapse
» Port Settings PIN Unblock: |Disabled v
» IMEI Settings [Suomit] [ Cancet |
» PIN Settings
» SIM Settings
» Number Settings Bort PIN B Coborse
» Billing Settings Port
» AT Command 1 ‘ ‘ | J ‘ ‘ ‘
> e S 2 L 1 L 1 L 1 L 1
» Switch Card
3 | | | |
» Inter-Caliing
4 \ | |
» Internet Settings
s [ ]
» Call Dur. Control ‘ ‘
# Call Num Control s : ‘
» Tl Setings " I | L 1 I
» Call Ctrl Setings 8 [ | L ‘

» SMS/MMS Settings

[‘copy |[ ciear ] [ submit | cancel |

PIN (Personal Identification Number) Most SIM cards do not have a PIN code. If a SIM card does
have a PIN, enter the PIN code in the corresponding slot and enable "PIN Unblock" for the SIM
card to function properly.

4.4 Sim Card Auto Enable

Click on menu position “Sim Setting” and navigate to tab “SIM Schedule”.

This feature is suitable for multi-SIM devices and allows for automatic activation of SIM cards at
different time intervals for more flexible management. For instance, user can activate SIM card 1
from 06:00 to 07:00 and SIM card 2 from 08:00 to 09:00.
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4.5 Configure the Sim Number

» Basic Settings
¥ SIP Setting
~ Gateway Settings

Port Settings
PIN Settings
SIM Settings
Number Settings
Billing Settings
AT Command
USSD Command
Switch Card
Inter-Calling
Intemet Settings
Call Dur. Control
Call Num Control

Talk Num Settings

Call Cirl Settings

z % SIM Number Settings

Basic Settings

) Collapse

Number Storage: | Disabled v
Number Source: | Local ~
Ignore Ussd Resp: | Disabled v

Submit || Cancel

Auto Query (@) Collapse
Operator | Operator Name Method Content Number Key Valid Character Set Service Num Recv Num Translation
inquiry Now || submit || Reset |
SIM Number &) Collapse
Port No. SIM Number
0118680091 02 03 04
101 18680091
05 06 o7 08
01|John Mark 02 03 04
2.01 John Mark
05 06 07 08
01 02 03 04
3.01
05 06 07 08
nm n na nn

a. Automatically Retrieve Sim Number

There are three ways to automatically retrieve the card number depending on user’s mobile
carrier (USSD code, SMS message, SIM card calling). For example, using T-Mobile in the United

States:

® Access the "Number settings" under the "Gateway Setting" section on the device page.
® Fill in the information under the "Auto Query" section.

e Operator ID: 310260

e Operator Name: T-Mobile

e Method: USSD
e Content: #686#

®  Click "Submit" to apply the changes.
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Auto Query ~) Collapse
Operatnr’ I Dperamr Name Method Content Number KE}’ ‘Valid Character Set Service Num Recv Num Translation
46001 CHN-UNICOM [UssD  ~ | [#686# | |numberis /| [T | | -3 |

| Inguiry Now H Submit H Reset ‘

® This method is also applicable for USSD or SMS number queries.

Operator ID: Auto-select

Operator Name: Auto-select

Method: USSD/SMS

Content: USSD code or the phone number for SMS queries

Number Key: The keyword in the response from the recipient.(For example: if the USSD
response is "Your SIM number is 923345556978," the keyword would be "number," which is
typically the word that appears just before the SIM number).

Prefix Translation: If user receive the number as 923345556978 but do not need the country
code, user can use prefix translation to delete 923" and add "0" instead.

b. Manual Entry Sim Card Number

If sim cards do not support automatic number retrieval or if automatic retrieval fails, please use
manual entry mode. The page supports manually entering the sim card number into the

corresponding sim card slot.

SIM Number A Collapse
Port No. Sl Number

. S —
01[18580091 02| | 03 04

101 18680091 —
0s| 06| | o7 08|
01[Jonn Mark 02 | 03 04|

201 John Mark L e
os| 08| | 07 o
01 02| | 03| 04/

3.01 r T 1 T 1

V Click "Submit" at the bottom of the page to apply the changes.

® Extended Prompt: When users enable port-to-port calling or messaging, they need to enter
the number on this interface.

4.6 Billing Settings

This is the billing system page, widely used for automatically querying balance to remind
customers to recharge or replace SIM cards with no balance. The billing system works by getting
an accurate balance for each SIM card from USSD or SMS responses, then deducting money
during each billing period based on the set tariff. Note that this method may have some
deviations.
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+ SIP Setting
~ Gateway Settings Cedeedilie s

@) Coliapse

Port Settings Simulate Billing &Y
PIN Settings Hangup The Call@®
SIM Sciings Source Of Operators
Number Settings

Periodic Query Balance &
Billing Settings .
Bal Warn Card Query®
AT Command

Q
USSD Command Use Last Balance!

Switch Card Check Balance When Switch Card:

Inter-Calling Bal Wam Card Switch:
Internet Settings
Call Dur. Control
Call Num Control

Talk Num Settings

Disabled

Disabled

<

*When the balance is not encugh

Register Operators

0

* Minutes, get balance periodically. 0 means no query.

Disabled

Enabled

Enabled

Enabled

LIRS IR

(J Wnen Balance Warmning Send SMS to

submit || Reset |

Call Ctrl Settings

» SMS/MMS Settings Provider List

(@) Collapse

Index Operator ID Operator Name Query Methos @ Gaution Balances©® Inval Batances @
(el
Items Description
Billing Enable this to activate the billing system.
Hangup The Call If enabled, the call will be hung up when the balance is lower than

the invalid balance value.

Source of Operators Use this setting when the operator ID and IMSI are different.

Periodic Query Enable to periodically query the balance for more accuracy.

Balance

Bal Warn Card Query  If enabled, it will query the balance when it is lower than the caution

balance value.

Use Last Balance

- Enable: If the balance query fails, use the last known balance. -

Disable: If the balance query fails, the balance shows as N/A, and the

SIM can't be used if it is lower than the invalid balance value,
indicated by a yellow SIM LED.
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Items

Query Method

Caution Balances

Invalid Balances

Query Command

Balance Keywords

Invalid Balance

Keywords

Invalid SIM

Keywords

Service Num

Query Cmd

Balance Keys

Description

USSD or SMS for querying balance.

When the balance is lower than the caution balance value, the billing
system will send a USSD or SMS to recalibrate the balance.

The SIM can’t be used if it is lower than the invalid balance value.

The HTTP or SMS command for querying balance.

The balance keywords in the USSD or SMS response. For example: in
"Your credit balance is AED 45.82," AED can be the keyword.

Keywords indicating an invalid balance.

If the SIM is blocked by the operator, it may get a response like
"Sorry, your SIM is blocked now." You can set "blocked" as an invalid
SIM keyword. The card will show as invalid.

The operator number that will send an SMS back to you.

SMS command for querying balance.

Same as balance keywords.
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Invalid Bal Keys

Invalid SIM Keys

Manual

Same as USSD.

Same as USSD.

Click “Add New” to set a tariff list with different destination prefixes. "x" means for all prefixes.

User can also perform delete and edit operations here.

Tariff List

(&) Collapse
Data Detail
Data Status: v
Destination Prefix: |x |
Tariff: ‘ |GD

[ submit |
Data List Add New | [ Delete |

O Destination Prefix Tarift Operation
0O x 0.0010/60 [Del] [Edit]

4.7 AT Command

AT Command is used for communicating with and controlling gateways. These commands are

used to check the status of the SIM card, send USSD commands, make calls, and perform other

operations necessary for managing the gateway.

~%F Module and Command

» SIP Setting

Module Operations (a) Collapse
» Port Settings Please Select Module: ~ | [Restart | [stop | [ Stan |
» PIN Settings
» SIM Settings
» Number Settings
» Biling Setings Command Operations (a) Collapse
» AT Gommand Bo1 Oo2 Oo3 Dos CDos Dos Doz Dos
b USSD Command Oos 010 On O12 013 O1s O1s Ots
4 RUIENET Flease sekctport Ll 017 O18 O19 Oz0 O21 O22 Oz D24
4 EEEEL) O2s D26 O27r O2s D29 Os0 O3 Oa2
» Internet Settings
» Call Dur. Control Manjally eal [[san ]
» Call Num Control ATGommand:: [ZEC0RE [ Sena |
» Talk Num Settings USSD Command: [ send | [QueryAnl]
0, SR Response Data Show Current | Snow ASIM | [ Ciear | [ Refresn

=
e
-
o Module Operations

SIM Status Content
atscops?
+COPS: 0
oK

Operation

User can select different modules and perform operations such as restart, stop, and start.

o Command Operations

Iltems Description
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Select Port Choose the port to perform command operations.
Manually Call Test if the SIM card can make a call.
AT Command Send AT commands to check the SIM status.
USSD Command Send USSD commands for balance inquiry, number retrieval, and
recharge.
SIM Status Display the current status of the SIM card.
Content The response received after executing a USSD or AT command.
Command Operations a) Collapse

@o1 Doz Doz Dosa Cos Cos Cor Dos
- Oog 010 On Oz Oz 014 O1s O1s

Piease Select Port: L Al o T ™
017 O1s O19 Ozo D21 O22 O23 O24

O2s5 O2 D27 D28 D29 O30 D31 O3z

Manualy cait | [ st

AT Command: |at+cnps7 [ send |
USSD Command: | [ sena | [aQueyan]
Response Data Show Current |[ Show AllSIM | [ Clear | [ Refresh
Port SIM Status Content Operation
at+cops?
1.01 +COPS: 0
oK

4.8 USSD Command

USSD Command is used for sending USSD (Unstructured Supplementary Service Data) messages.
These commands allow users to query balances, retrieve numbers, recharge accounts, and
perform other operations on the SIM card.

% ussp comman

» Port Setiings [J ByDur Min Minutes: |0 Max Minutes: |0 ussD
S [0 BycallDur. Dur, Minutes: |0 Biling Pra(8)@: |60 ussD Drop
P e () By Schedulet Begin Time: ~ |00:00 EndTime:  |00:00 UssD Drop
N -
et i [ By Schedule2 Begin Time: | 00:00 EnaTime:  |00:00 ussD Drop
» Billing Sefiings =
[ By Scheaule3 BeginTime: | 00:00 EnaTime: | 00:00 ussD Drop
» AT Command
» USSD Command
» Switch Card [submit [ Reset |
» Inter-Calling
» Infemet Settings USSD List ) Collapse
» Call Dur. Control —
USSD Command I ][ copy Show Current || show All SiM | Clear Data || Export Records | [ Send |
» Call Num Control e
b Talk Num Settings 0O Port Status Command Response Operations
» Call Gt Settings 104

3.01
» App Settings
401

» Advanced Settings 501

° USSD Auto Send
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USSD commands are automatically sent based on specific conditions. "Drop" means ending the
current call after the specified call duration is reached.

o On this page, can manually send USSD commands and receive responses easily.
Iltems Description

Copy Copy the USSD command to another channel.

Show Current Display the active SIM cards.

Show ALL SIM Display all SIM cards.

Clear Data Clear the USSD response data.

Send Execute the USSD command.

4.9 Sim Slot Switch

This feature is only applicable to devices with multiple card slots per port. Ejointech devices
allow only one SIM card to be online per port. When using a multi-card device, this interface for
configuring the conditions for locking SIM cards in an Ejointech SMS device. Users can set various
conditions under which a SIM card should be locked or switched out. It allows users to switch
SIM cards under various conditions.

» Basic Settings
~ Gateway Settings

Port Settings

Conditions for Locking Card a) Collapse

IMEI Settings SIM Oniine Time Checking: & Enable
PIN Settings Drop Cali:  (J Enable Drop the active call when oniine time expired

= 1
SIM Settings Online Time: |3 :[10 * Minutes : Seconds

Number Settings Locking Duration: [300 | Seconds, 0 means no lock while -1 means permanent lock

AT Command
USSD Command
Accumulated SMS Count
Switch Card o [ Enavle
ecking:

»

»

»

»

»

» Billing Settings
»

»

»

» Inter-Calling
»

Intemet Settings

¥ SMS/MMS Settings Accumulated Failed SMS Count
O enavle

P Ppp Settings Checking:

» Advanced Settings

» System Settings Consecutive Failed SMS Count

» Save and Reboot

[ Enable

Consecutive Undelivered SMS
O Enable
Count Checking:
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a. Automatic SIM Card Switching

In the SIM card switching section, users can configure the conditions under which SIM cards will
be automatically switched. When a SIM card meets the specified conditions, it will automatically
switch to the next card slot.

® for receiving SMS messages, it is recommended to enable the following conditions and set
the Sim card's online duration to be no less than 3 minutes to ensure stable card registration
and reception.

SIM Online Time Checking: Enable

Drop Call [ Enable Drop the active call when online time expired
Online Time: (3 ] : ‘710 | " Minutes : Seconds
Locking Duration: [s00 | Seconds, 0 means no lock while -1 means permanent lock

® To check which SIM cards are active, navigate to "Running Status" > "Port Status" in the

interface.

® Click 'Submit' at the bottom of the page to save your settings

b. SIM Card Switch by Manual

For manual SIM card switching, users need to navigate to the "Gateway Setting" section and
configure the settings under the "Port Setting" page.

® Enable/Disable SIM Cards:
»  Check the SIM slots to enable the SIM card in that slot.
» Uncheck the SIM slots to disable the SIM card in that slot.
»  Use this option to manually enable or disable SIM cards as needed.

® Click 'Submit' at the bottom of the page to save your settings
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4.10 Port Inter-Calling

In this section, users can configure different ports and slots to call each other under specific
conditions.

® Before enabling port-to-port calling, user need to go to the “Gateway Setting” section
and enter the numbers in the “Number Setting” to ensure the software recognizes the
corresponding card numbers for sending.

® Once the SIM numbers are filled, create the groups user need for the task, set the
required conditions, and the idle ports will call each other randomly once the conditions
are triggered.

Inter-Calling Oriented Call Setting
% Inter-calling

~ Gateway Settings

Port Settings Basic Settings &) Collapse
PIN Settings

SIM Settings inter-Calling@: |Enabled ~ |~ If enabled, device will enable the feature by following conditions.

Number Settings send sms®: | Disabled ~ |~ If enabled, the callee will send a SMS to caller before inter-calling.

Billing Settings Min Call Duration: |60 * Seconds

20 " Seconds

AT Command Max Call Duration

USSD Command
submit || Reset |

Inter-Calling
Internet Settings Conditions Settings @ collapse

Call Dur. Control
Gall Num Control

Talk Num Settings (O Time fiow control 00:00 - 24:00

Call Cirl Settings By Device Cnline Time Min Interval: [60 Minutes Max Interval Minutes
i 5
S SMSAS Seitrigs Consecutive Failed Calls Failed Calls: [5
By Consecutive Calls Consecutive Calls: |20

» App Settings
Total Call Durations Call Durations: |80 Minutes
» Advanced Settings Cumulative of Calls call sums: [0

» System Settings By Continuous SuccCalls Con SuccCalls: |0

»
»
>
»
»
>
»
» Switch Card
»
b
»
»
»
»

s — [t [ Resel]
Iltems Description
Port Inter-Calling The function will work if it is enabled. (need

to set SIM number for every port first).

Send SMS If it is enabled, the callee will send a SMS to
caller before inter-calling

Min Call Duration The minimum call duration when do port

inter calling
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Max Call Duration The maximum call duration when do port
inter calling. the call duration will between

minimum and maximum duration.

Cumulative of Calls Call Sums: |0

Conditions Settings (=) Collapse
(O Time flow control 00:00 - 2400
By Device Online Time Min Interval: |80 Minutes Max Interval Minutes
Consecutive Failed Calls Failed Calls: |5
By Consecutive Calls Consecutive Calls: |20
Total Call Durations Call Durations: |60 Minutes
b ]
OO

By Continuous SuccCalls Con SuccCalls: |0

submit || Reset

® |[f needed, users can choose to send an SMS before making a call to simulate human

behavior.

Inter-Calling Oriented Call Setting

“& Inter-Calling

Basic Settings (~) Collapse
Intsr—ca\lingez Enabled ~ | * If enabled, device will enable the feature by following conditions
sl S - | Enabled ~ | * it enabled, the callee will send a SMS to caller before inter-calling
Min Call Duration: |60 * Seconds

Max Call Duration: |120 ” Seconds

Submit | Reset |

SMS List® () collapse
Data List Add New | [ Delete |

0O SMS Content Gpemtion

= 1

@) please call mel ‘ [Delete] [Edit]

i 1
o call me right now ‘ [Delete] [Edi]
0 plz call me when u're free. [Delete] [Edif]

® The callee will select an SMS content first, then send it to the caller before inter-calling. User
can click the “Add New” button to add new SMS content, as well as delete or edit the

existing SMS content.

4.11 Internet Settings

Under this section, users can configure a simulated internet connection to reduce the risk of
their cards being blocked.
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® The screenshot below shows which URL the device will surf for consuming data.

&) Collapse

URL Settings

www.google.com
www.facebook.com Seperated by comma or CRLF.

URLs

| submit |[ Reset |

® This feature requires configuring the APN and activating data services to ensure that the

card can access the internet.

APN Settings (&) Collapse

Operator 1D Operator Name: APN User Name Password

submit || Reset

5 SMS Send/Receive

This section is primarily for configuring settings related to SMS receiving and sending.

5.1 Port Status

This section is designed to display the registration status of the ports
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% sws port settings

» Gateway Settings SMS port settings @) Collapse
~ SMS/MMS Settings Enabled || Disabled Submit |

b ont aettings O Port Port Status SIS Enabled SMS Center Number
it e [m] 1.01 ]
» SMS Receive = o ®
» SMS Forward
» SMS Inter-Sending 0 L 9
» Message Control O an o
» SMPPSetings O 5.01 ]
» EIMS Settings O 6.01 ]
» Prefix Route O 701 V]
» SMS Filier (@] 8.01 (V]
» MMS Send . (m] 92,01 Q
O o o L ]
a 11.01 (]
O 12.01 (]
(m] 13.01 V]
T C o °
CEE =

5.2 SMS Sending

On this page, users can select one or multiple ports to send SMS messages to multiple contacts.

SMS Record Source®: | EIMS v
» Basic Settings

» SIP Setting [ submit
» Gateway Settings

Send SM$S (&) Collapse
~ SMS/MMS Settings

@01 Doz Doz Dos Oos Dos Doz Dos

» Port Settings
» SMS Send - Ooy O10 O O12 O13 O14 O1s O1s
Please Select Port: [J Al Osi Os5 O3 O
b MG Herane 0417 O1s O19 O20 O21 022 D23 Oaa
b SMS Forward 025 Oz D27 O28 029 Oso O31 O3z
» SMS Inter-Sending BeEE
b Receiver List = Semi-colon can be used to separate multiple receivers.
» SMPP Settings
A
» EIMS Settings
Hello

* Prefix Route

: SMS Content Send
» SMS Fiter
» MMS Send

- Successful SMS: |0 Clear
» App Settings Failed SMS: [0

» Advanced Settings

» System Settings

In the "Basic Setting" section, the "Sending Interval" allows users to set the time interval

between sending SMS messages, thereby controlling the delay between two consecutive
messages.|f no value is set, the SIM card will send the second SMS immediately after the first one.
If a value is set, the SIM card will wait for the specified interval before sending the second SMS.

Basic Settings (=) Collapse
Sending \n1erva<0: l:l-l:l “ Seconds
Sms Send Timeout: (124 =3-300(Seconds) for one short SMS
SMS Format: | AUTO ~
Status Repcn@: Disabled ~
Sms Send Max Lengih: |0 = Default 0 is not limited, the unit: byte
Sms Send Max Count: |0 = Default 0 is not limited
Sms Send Over Flow Proc: | Refuse ~ | * Default rejection
Count rulee: 0-0-140-6

Defaysendduraton@: [0 |~ seconas
SMs Record Source @ | EIMS ~

Submit |

o SMS Format can be PDU and TXT.

o SMS Status Report:When this feature is enabled, the system will receive a status report
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from the operator after an SMS is sent, confirming whether the message was successfully

delivered.

5.3 SMS Receiving

The SMS inbox allows user to view received messages, including the sender and recipient. Use
'Refresh’ to view the latest messages and 'Clear' to delete all messages.

® To display the number or remark in the receiver field, please navigate to the “Gateway
Setting” section, and under “Number Setting”, enter the corresponding sim slot's

number in advance.

5.4 SMS Filter

In this section, user can filter out related numbers by setting a number prefix. User can also filter

messages containing specific keywords by setting up keyword filters.

28/79



Ejointech ACOM6XX User Manual

+ Gateway Settings
~ SMS/MMS Settings

Port Settings
SMS Send

» Basic Settings

SMS Receive
SMS Forward
SMS Inter-Sending

>

»

»

»

>

» Message Control
+ SMPP Settings
» EINS Settings
» Prefix Route

) SMS Filter

+ MMS Send

» App Settings
» Advanced Settings

» System Settings

& SMS Filter

SMS spam filter

(@) Collapse

SMS spam filter: | Enabled ~
maximum 1024 digits, including the sem

Number prefix blacklist @ -

* Multiple numbers separated by semicolons

Sensitive Word:

* Multiple sensitive Word separated by semicolons

SMS Trash Box

(® collapse

SMS List

Port Sender Time

Refresh Clear

Content Operations

(Details0)

» Running Status 201

» Save and Reboot 301

5.5 SMS Forward

a. SMS to HTTP

11 NE

(Details0)

(DetailsD)

(DetailsD)

® The feature “SMS forward” allows to forward incoming SMS messages to one/more
recipients/Servers according to defined rules.

® Click on Position "Gateway Setting" , Navigate to "SMS Forward",enable SMS to HTTP

submit || Reset
» Basic Settings
» SIP Setting SNSRI (&) Collapse
» Gateway Settings
Forward Protocol®: [HTTP-POST -
~ SMS/MMS Settings URL * The nttp:/ protocol prefix can be omitted
» Port Setiings User Name: usemame = | * Parameter name = value
» SMS Send Password password =] |
b SMS Receive sender sender| * Parameter name
oM Eoriewn Receiver receiver I | Enable
» SWMS Inter-Send
e Device Port por
» Message Control
: Charset charset] = [uTFs v
» SMPP Settings
Skl Content conten]
» EIMS Settings
= submit || Reset
» Prefx Route ‘
» SMS Filter
» MMS Send Basic Settings ) Conapse

® Users can refer to the Ejoin Gateway HTTP API Document to configure the relevant

parameters.

Download Ejoin Gateway HTTP APl Document

Parameter Description

Forward protocol GET: The SMS content will be in the request line.
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POST: The SMS content will be in the request body.

URL The URL to which the SMS is forwarded.

User name Use this field when the destination URL requires the 'username’
parameter; user may leave it blank.

Password Use this field when the destination URL requires the 'password'
parameter; user may leave it blank.

Sender The SIM number that sends SMS messages to the SIM card in the
gateway.
Receiver If the 'receiver' parameter is filled, it will display the value of that

parameter. If it's not set, but the SIM card number is configured, it
will display as the SIM card number. If the SIM card number is not
set, this parameter will be empty.

Device Port The device port.

Charset UTF-8 or BASE64.

b. SMS to Email

The SMS to Email feature allows user to forward incoming SMS messages to one or multiple
email addresses.Please ensure that your gateway is connected to the internet for it to work.

1. Open the Gmail sender email settings page, enable IMAP and POP, and keep them enabled.
2. Go to Gmail "Account" > Security and turn on two-step verification for login.
3. Search “APP PASSWORDS” on the search bar ,enter to create an app password.

4. Copy the password, remove any spaces, and enter it in the **email password** field on the
device page.

5. Enter the Gmail recipient email in the device settings page.

5. Save and reboot the device to take effect.

Here are detailed steps

® Click on the "Gateway Setting" >"SMS Forwarding">"Basic Setting", and select Email email in
the forwarding protocol box.
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» Basic Settings
» SIP Setting
» Gateway Settings

Port Settings

SIS Send

SMS Receive

SMS Forward
SMS Inter-Sending
Message Control
SMPP Settings
EIMS Settings
Prefix Route

SMS Fiter

MMS Send

» App Settings

» Advanced Settings
» System Settings

» Save and Reboot

TSubmt || Reset |
Basic Settings () Collapse
Fovaraprotoco@: [Emal ]
Content Before®: [Disabled v |
Muttiple Port ﬁ
sender®: | | * Email Account
Password: | | * Email Password
Giobal subject®: | |
Sms Forward Multi Ports (&) Collapse
Port No. Recipient Subject Remarks
: \
z 1 7 —
; —— ] —
: — — —
: ——— —— ———
s I L ] L 1
7
8
9
10

V The current version only supports forwarding to GMAIL email addresses. We will use a

Gmail email address as an example to demonstrate the setup.

The plugin can be used in two modes:

Forward all incoming SMS to one fixed email address

Forward incoming SMS from each port to different email address

Parameter

Forward

protocol

Multiple Port

Sender

Password

Recipient

1.

Description

After receiving a text message, the device forwards it to the destination

email address in the form of an email.

After enabling it, user can configure forwarding email addresses for each
port

The sender's email address for emails sent to the destination email

The sender's email password

Recipient's email inbox

Setup Instructions

Open the Gmail sender email settings page.Enable POP an IMAP on Gmail
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M Gmail Q, Search mail e

Settings

General Labels Inbox Accounts and Import  Filters and Blocked Addresses Forwarding and POP/IMAP  Add-ons  Chat and Meet  Advanced Offline Themes

Forwarding: [(Add a forwarding address |
Learn more — —

Tip: You can also farward only some of your madl by cres
POP download: 1. Status: POP is enabled for all mall

(GDVQ\

Enable POP for all mail (even mai that's already been downloaded)
1 Enable POP for mail that arrives from now on
—Disable EOE

2. When messages are accessed with POP  keep Gmail's copy i the Inbox -

3. Configure your email client (e.g. Outlook, Eudora, Netscape Mail)
Configuration nstrac

IMAP access: Status: IMAP is enabled
[access Grail fre cle @ Enable IMAP
1 mone *) Disable IMAP

When | mark a message in IMAP as deleted:
) Auto-Expunge on - Immediately update the server. (default)
7 Auto-Expunge off - Wait for the client to update the server.

‘When a message is marked as deleted and expunged from the last visible IMAP folder:
Archive the message (default)
Move the message to the Trash
Immediately delete the message forever

Folder size limits
o Go to Gmail "Account" > Security and turn on two-step verification for login.

Google Account Q, Search Google Account ®

Review security activity

@ Home
[E5 Personal info
How you sign in to Google
C® Data & privacy Make sure you can always access your Google Account by keeping this information up to date
B securty I @ 2-Step Verification @ Onsince Apr 29 > I
&, People & sharing
& Passkeys and security keys 1 passkey >
B Payments & subscriptions
=== Password Last changed Oct 12, 2023 b
About
s+ Skip password when possible @ On >
O Google prompt 3 devices >

¢« 2-Step Verification

Turn on 2-Step Verification

Prevent hackers from accessing your account with an —X—
additional layer of security.

O @
Unless you're signing in with a passkey, you'll be asked L \
to complete the most secure second step available on
your account. You can update your second steps and
sign-in options any time in your settings. Go to Security
Settings @

3. Search “APP passwords” on the GOOGLE Account Search and enter APP passwords and

create password.

32/79



Ejointech ACOM6XX User Manual

Google Account Q,  app password %
Google Account results =
@ Home = Password Manager
=  Security
E‘E Personal info int secu

E Password

Personal info, Security

= App passwords
= Seouity ’___-——”

= Web & App Activity
L_|‘ Data & privacy

® Data & privacy

ﬂ Security
2} People & sharing
Help Center articles

B Payments & subscriptio
[Z] sign inwith app passwords

@ About [Z] Use or fix App password

< App passwords

App passwords help you sign into your Google Account on older apps and
services that dont support modern security standards.

App passwords are less secure than using up-to-date apps and services
that use modern security standards. Before you create an app password,
you should check to see if your app needs this in order to sign in.

Learn more

You don't have any app passwords.

To create a new app specific password, type a name for it below...

App name
ejointech

4.  Copy the password ,remove the spaces and fill in below tab. Submit

5. Save and Reboot device to take effect.
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& sus Forward

» Gateway Settings

~ SMS/MMS Settings Email to messages <) Collapse
» Port Setlings Email to messages: | Disabled -

» :x: zend. | Submit || Reset |
’ eceive

» SMS Forward
» SMS Inter-Sending

» Message Control Forward Protocol @ | Disabled ~
» SMPP Settings Submit || Reset

» EIMS Settings

SMS to HTTP (&) Collapse

» Prefix Route
» SMS Filter Basic Settings ) Collapse

» MMS Send
» MMS Inbox

Forward Protocol& - | Email ~

Content Before - | Disabled i remove spaces and fill in here

Senderd Sa\es@gmaﬂ com * Email Account A
Password: | sseeeeee * Email Password

System Settings

Recpient: [samggratcom Wil ecpnt,spare by caras

Giobal Subject -
» Running Status Submit || Reset
» Save and Reboot —

c. Example Email Text Sent from Plugin

J Sender: +16738126421
o Receiver: "port.sim slot number" +8618281110000
o SMSC: 8613800758500
o SCTS: 23090516464932

o SMS Message Content

V Requires App-Specific Password rather than regular Gmail email password

V Save and reboot to take effect after enabling and filling in the Gmail account details

5.6 SMS Port Inter-Sending

a. Port SMS Auto-Send

Scheduled Sending

Scheduled Sending allows user to customize the content user need to send and the numbers
user want to send it to. When the conditions are triggered, the port will automatically send the
SMS to the numbers user have entered.
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% SMS Inter-Sending
Scheduled Sending @) Collapse
maximum 2400 ASCII charactors or maximum 800 local character

» Port Settings
g Content: Use line breaks to separate multiple pieces of conte.
» SMS Send
» SMS Receive
» SMS Forward =
» SMS Inter-Send
el E Recipients * Semi-colon can be used to separate multiple rece
» Message Control
4)
» SMPP Settings
» EIMS Settings O sendaToLocaisim@® Inter Send Count
¥ Prefix Route [J By Duration Minimum Minutes: 0 Maximum Minutes: 0
A [ By Consecutive Failed Calls Failure Count: 0
b _MMS Send [J By Consecutive Calls Ccall Count 0
+ App Settings [ By Call Duration Call Duration: 0 Minutes
) sentoy sus@ SMS Count: 1

» Advanced Settings

Submit | Reset

b. Port Inter-Send

In this section, users can configure different ports and slots to send SMS messages to each other
under specific conditions.

Before enabling port-to-port sending, user need to go to the “Gateway Setting” section and
enter the numbers in the “Number Setting” to ensure the software recognizes the
corresponding card numbers for sending.

% sws nter-sending

» SIP Setting
» Gateway Settings Scheduled Sending (@) Collapse
~ SMSIMMS Settings maximum 2400 ASCI charactors or maximun 800 local character!

» Port Settings
e Content: Use line breaks to separate multiple pieces of conte.
» SMS Receive
» SWIS Forward — 4
b, SMsInteraenalng Recipients = Semi.colon can be used to separate multiple rece
» Message Control
Y Sup setings 4
» EIVS Sefings ) send To Local s @ Inter Send Gount
» Prefix Route ) By Duration Minimum Minutes: 0 Maximum Minutes: 0
b SMS Filter () By Consecutive Failed Calls Failure Count: 0
» 1S Send 7 (] 8y Consecutive Calls call count: |0
[J 8y call Duration Call Duration: |0 Minutes
[ sentbysus® SMS Count: 1

» Advanced Settings
submit |[ Reset
» System Settings
[+ running st RS ) @ maeiee
» Save and Reboot
Port .01 02 .03 04 05 06 o7 08

A3 (/] /] (/] /] (/] /] /] /]

o Once the sim numbers are filled, create the groups user need for the task, set the required
conditions, and then activate this feature.
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Port Settings
SMS Send

[J By Call Duration Call Duration

Send To Local si&) Inter Send Count
By Duration Minimum Minutes Maximum Minutes: 0
By Consecutive Failed Calls Failure Count
By Consecutive Cals call Count

Minutes

= [e|[e][e][e

Sent by SMs& SMS Count

["submit ][ Reset |

SMS Receive

SMS Forward

Port Group &
SMS Inter-Sending

@) Coliapse

Message Control Port
SMPP Settings 01
EIMS Settings 02
Prefix Route Os

SMS Filter
O

MMS Send —
Os
» App Settings Os
» Advanced Settings Or

» System Settings Ue

Oo

Cosmeegres o
» Save and Reboot D11
D12
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c. Parameter Definition

Item

Content

Recipients

Send To Local SIM

By Duration

By Consecutive Failed
Calls

By Consecutive Calls

By Call Duration

Description

The SMS content user need to set for port-to-port sending.

Maximum 2400 ASCII characters or maximum 800 local characters!

The recipient numbers user want to send to. Use a semi-colon to

separate multiple receivers.

Enable this option to allow the gateway to send inter-port SMS
(SIM numbers must be filled in "Number Setting" first). For
example, channel 1 sends SMS to port 3.

Send SMS based on the device's online time, within the specified

minimum and maximum minutes.

Send SMS based on consecutive failed calls.

Send SMS based on consecutive calls.

Send SMS based on the SIM's call duration.

5.7 Message SMS-Send Control
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In this section, users can control the sending volume for each port by adjusting the settings.

When user set Max Msg, Max Msg / Hour, Max Msg / Day, and Max Msg / Month, user need

to configure the correct time zone (NTP Server). This setting resets every day at (0:00am).

» Basic Seftings ¥ Message Control@

» SIP Setting
» Gateway Sattings
~ SMS/MMS Settings

Port Settings
SMs Send
SMSReceve
SMS Forward
SMIS Inter-Sending
Message Control
SMPP Settings
EIMS Settings
Prefix Route

SMIS Fiter

MMS Send

+ Advanced Settings

¥ Save and Reboot

Basic Settings

(@) Collapse

ctii Mode: |Enabled ~
Message Exhaust Operation® - [Lock si v
Only Successful SMS: | Disabled v

setby Each Port®@: | Disabled -

Max Msg: |0

Max Msg / Hour: |0

Max Msg/ Day: |0 me

Max Msg / Month: |0 me.

* to use this feature. please set the NTP server.
* to use this feature, please set the NTP server.
* to use this feature. please set the NTP server.

* to use this feature, please set the NTP server.

Submit

Message Statistics

@ Collapse

% Message Conrol0

» SIP Setting
» Gateway Settings

Port Settings
SMIS Send
SMS Receive
SIS Forward
SMIS Inter-Sending
Message Control
SMPP Setings
EIMS Settings
PrefxRoute
SMIS Filter
MIMS Send

» App Settings

» Advanced Settings
» System Settings

» Save and Reboot

Item

SMS Control Mode

Switch SIM

Only Count

Successful SMS

Set by Each Port

Data List Show Current | Show AllSIM | [ Batch Reset | [ submit |
O Port Status Total Remain Current Hour Remain Today Remain Current Month Remain Operations
1.01
201
301
401
501
a0t
Basic Settings (=) Collapse
Ctrl Mode: | Enabled v
Message Exhaust Operation@: |Lock SiM ~
Only Successful SMS: | Disabled v
Set by Each POF\‘)Z Enabled -~
Port Settings (= Collapse
Port Max Msg Max Msg / Hour Max Msg / Day Max Msg / Manth
1 o 0 0 0
2 0 o 0 o
3 ] 0 0 0
4 0 o 0 o
. D | o | o | 6 |
. b | B | g | B |
z ) o 0 o
8 o 0 0 0
3 0 o 0 o
10 0 o 0 o
Description

Enable this mode by using the flash option.

Switch the SIM card when one SIM card reaches the set limit.

Enabled: Failed SMS will not be counted.Disabled: Failed SMS will be

counted.

Enabled: Each port uses different SMS limit values.<br>Disabled: All
ports use the same SMS limit value.
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Max SMS

Max SMS/Day

Max SMS/Month

Show Current SIM

Show All SIMs

Batch Reset

The maximum number of SMS messages a SIM card can send.

The maximum number of SMS messages a SIM card can send in a day.

month.

Show only active SIM cards (default).

Show all SIM cards, including inactive ones.

Manually reset the SMS count.

5.8 SMPP Settings

The maximum number of SMS messages a SIM card can send in a

Ejointech devices support SMPP V3.4 and can function as both an SMPP client and server.

Typically, Ejointech devices are more commonly used as SMPP servers.

% smpP settings

+ Gateway Settings
v SMS/MMS Settings

Port Settings.
SMS Send

SMS Receive
SMS Forward
SMS Inter-Sending
Message Control
SMPP Settings
EIMS Settings
Prefix Route

SMS Filter

MMS Send

Basic Settings

) Collapse

smpr@- [server ~ Port: 20002 | “Add ":port' to specify a special port
Data List [(AdaNew | [Detete
(|] Account Password Yield Code Report Code Dest Addr TON Status
No Data
10 I | [auto v | [uTFs ~ | 0
Oot Oo2 OO0z Oowa Oos Bos Doz Oos Oee Otw On Oz O O Ol DO
0417 O1s [BEE) O20 O21 Oz2 023 D24 Oa2s D26 Oor Oo2s O29 Oao Oa1 Os2
[ submit || Reset
Advanced Settings (%) Collapse
Forward Sms: | Enabled ~ Sms Report Msg Type: | Deliver_Sm ~
Submit Response: | Submitied v Submit Timeout: |60 * Minutes
Report Response: [Sent ~ Report Timeout: |60 * Minutes
Smpp Min Submit Ports @ [0
Auto Clip Routing: | Disabled v
Fail Retry: [0 Max Queue Size: |1600
Retry Codes: ‘

We will demonstrate how to connect an Ejointech device to a Diafaan server to show how the

connection is made.

The sending process is: Diafaan SMS server - Ejointech SMS gateway - Mobile.

a. Steps to Connect Diafaan SMS Server with Ejointech Device:
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Create SMPP Port, Account, and Password in Ejointech Device

Set the port, account, and select all ports as shown in the screenshot above. Leave other fields
blank.

b. Add SMPP Gateway in Diafaan

Open Diafaan and add a new SMPP gateway.
Add SMPP Gateway

Message Gateway type

Select the message gateway type wyou want to use.

|:\| GEM Modem Gatew ay/

(®) SHPP Gateway
D Clickatell Gateway

(O Other: | Emulator Gateway v

Cune

c. Configure the SMPP Gateway in Diafaan

Enter the SMPP server account details created on the Ejointech device in step 1:

Host or IP: Device IP address (if Diafaan and the device are not in the same local network,
forward the SMPP port).
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Server Port: 20002
SMPP Version: v3.4
Username: Diafaan

Password: 123456

Add SMPP Gateway

SMPP server

Enter vour SMPF server account details.

SIFF server

Host or IP “

Server port: 2775 ::.
SMPF version: Ov3.3 @ v3.4

SMPF server account

User name: ‘

Password: ‘

AAIRR

Default source ‘+oooonnnnnuo

[] Users can override the default source

{ Previous
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d. Send a Test SMS

After configuring, send a test SMS to verify the connection.

&= C [} 192.168.1.31:9710/#sendform

" Diafaan SMS Server Send Message New User Contacts ¥
Messages
Inbox To:
Outbox _—
People ‘rp\
Contact list Message:
User list
Archive

Send log (1)

Send Message | or cancel

This will guide user through connecting the Diafaan SMS server with an Ejointech device for SMS
transmission.

e. Parameter Explanation

% SMPP Settings

Basic Settings (=) Collapse
smpp@: |SERVER ~ Port: 20002 * Add ":port’ fo specify a special port.
Data List Add New | | Delete
O Account Password Yield Code Report Code Dest Addr TON Status
No Data
1 |diafaan | [122456 | [auTo v | [utFs v | O

o1 o2 Moz ®Eos Bos Eos @or oz oo B Gn B B B B B
817 [/ EH] B9 ® 20 821 82 B33 @2 @25 s @27 [/ PX] 29 @ 30 a1 @3

[ suomit || Reset |

Item Description

SMPP client: Device works as an SMPP client.server: Device works as an
SMPP server. If the device is in NAT, the SMPP port needs to be
forwarded first.

Port Device SMPP port.
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Account

Password

Yield Code

Report Code

Dest Addr

TON

Status

Select Ports

SMPP account for SMPP client registration.

SMPP account password.

When the device receives an SMS, it will encode the message using
this code.

The code for the delivery report.

Destination address. When the device receives an SMS, it will send
the SMS to the SMPP client, and the recipient address will be the
destination address.

NPI and TON are set to 0x01 if enabled.

When an SMPP client is registered in the device, it will show as
"transceiver".

Selecting all ports means all ports will use one SMPP account.

f. Parameter Explanation

Advanced Settings

(=) Collapse

Forward Sms: |_Eﬂab\ed v Sms Report Msg Type: |_De\wer_SM v
Submit Response: | Submitted v Submit Timeout: |80 * Minutes
Report Response: Sem—v! Report Timeout ,50—“ * Minutes
Smpp Min Submit pors®- [o \
Auto Clip Routing: ID\samsd v
Fail Retry: |0—‘ Max Queue Size: 16007\

Reiry Codes:

Submit || Reset

Item

Forward SMS

SMS Report Msg Type

Submit Response

Description

Enabled: Forward SMS to SMPP client.

Disabled: Do not forward SMS to SMPP client.

SMS report message type, default is Deliver_SM.

Submitted: When the device receives a request, it sends back
"submit ok".

Sent: When the device sends SMS to SMSC successfully, it sends back
"submit ok".
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Delivered:When the destination mobile receives SMS, it sends back

"submit ok".
Submit Timeout Submit "ok" timeout value. After 60 minutes, it will timeout.
Report Response Sent: When the device sends SMS to SMSC successfully, it sends back

a delivery report.

Delivered: When the destination mobile receives SMS, it sends back
a delivery report.

No Response: Do not send a delivery report.
Report Timeout Report timeout value, default is 60 minutes.

Auto Clip Routing Send: When an SMS is sent from one port, the next time, the same
recipient number will also use that port.

Receive: When SMPP sends an SMS from a device port, the next
time this port receives an SMS, it will forward to the destination
address using the original address from the first time.

Cache Time The auto clip routing cache time.

5.9 EIMS (Bulk SMS Software) Connection

EIMS is a bulk SMS system developed by Ejointech for its devices. In this section, users can
register their devices to connect to EIMS for bulk sms. The installation of EIMS requires the user
to provide a cloud server with LINUX CENTOS7.

For detailed instructions, please refer to the documentation Ejointech EIMS Quickstart User

Guide. This page only guides users on how to register to EIMS.
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& Ems setings

» SIP Setting

Server Type®: |ElMs v

Port Settings. Server Address: |8.210.84.242 * Add ";port" to specify a special port.

» SMS Send UDP/TCP: |TCP v

) SMS Receive User Name:

» SMS Forward Password

» SMS Inter-Sending Registration Status:
» Message Control | submit |[ Reset |
» SMPP Settings

» EIMS Settings
» Prefix Route

» SMS Filter

» MMS Send

a. Here are the steps for setting remote management for
user’s devices.

1. Prepare VPS: Set up a VPS running Linux CentOS 7.
2. Install EIMS: Contact the Ejointech technical team to install the EIMS system on your VPS.

3. Register Device:

a. Login EIME Link Ejointech installed and Click on Position "Basic Setting", navigate to "Device

Mgnt" to create new account for gateway.

Go to the "EIMS Setting" section on the SMS/MMS Settings.
Select "EIMS" as the server type.
Enter the EIMS server IP and choose TCP Port.
Enter the account credentials user created on EIMS.
Click "Submit" to register user’s device with the EIMS system.
Save and Reboot to take effect.

m o o0 o

Video Reference: How to Register Ejointech Device with EIMS (YouTube)

5.10 Prefix Route

The SMS will be routed to the ports that match the specified prefix, which helps save
communication expenses. There are two modes for prefix settings: operator prefix and port
prefix.

o Operator Prefix: This mode is used when one device has SIM cards from different
operators. By configuring the operator prefix, the device will use the same operator to send SMS
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traffic routed to it.

o The screenshot below shows the operator prefix setup. When SMS traffic is sent to the
device, it will use the SIM card from the same operator to send the SMS.

ey & Prefix Route Settings

» SIP Setting

» Gateway Settings Benicisettings (@) Coliapse

~ SMSIMMS Settings Prefix Route: | Operator Prefix v

Port Settings

SMS Send Data List Add New
SMS Receive

@] Country Code @ Operator D@ Receive Number Prefix@
SMS Forward
SMS Inter-Sending MolDat
v e 1 [ss | [46000 [ |
SMPP Settings [ submit | Reset

EIMS Settings
Prefix Route

»

*

»

»

»

» Message Control
»

»

»

» SMS Filier
»

MMS Send
» App Settings
» Advanced Settings

» System Settings

» Save and Reboot

o Port Prefix: This mode routes SMS traffic based on the port prefix settings. When SMS
traffic is sent to the device, it will route the SMS according to the specified port prefix

» Basic Settings % Prefix Route Settings
» SIP Setting
» Gateway Settings Basic Settings @ Collapse
~ SMS/MMS Settings Prefix Route: [ Port Prefix ~
» Port Settings
» SMS Send (o | (Reset]
» SMS Receive
» SMS Forward
= Port Prefix Settings () Collapse
» SMS Inter-Sending
» Message Control 0 Port Port Status Prefix Remove Prefix Digits
» SMPP Settings O 1.01 G
b EIMS Settings 0 201 5
* Prefix Route 0 301 o
SMS Filte
e D 401 o
* MMS Send
i 0 501 0
¥ App Settings (m] 6.01 o
» Advanced Settings O i ja
O 801 0
» System Sattings
0 9.01 0
) Running staus | T =

5.11 MMS Send

Ejointech 4G devices support MMS sending. Currently, receiving MMS can only be achieved via
HTTP API.

When configuring MMS sending, ensure that the SIM cards inserted in the device have data
enabled. Additionally, user need to configure some related settings on the device to ensure
successful sending.

Configuration Steps:
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1. Ensure Data Activation: Make sure that the SIM cards inserted in the device have an active
data plan.

2.Configure APN information

o If user do not know the APN information for user’s SIM card, insert the SIM card into an
Android phone and navigate to the "Access Point Names" (APN) settings to find the information.
Alternatively,user can contact SIM card provider or mobile carrier for this information.

o The image below is an example of the APN information for a specific mobile carrier.

APN Name Verizon
APN vzwinternet
Proxy

Port

Username

Password

Server

MMSC https://mms.vtext.com/serviets/mms
MMS Proxy

MMS Port 80

MCC 310

MNC 12

Authentication Type

APN Type internet+mms
APN Protocol

APN Roaming Protocol

Bearer

3. Configure MMS Settings: On the device, configure the necessary settings such as MMSC, MMS
proxy, port and APN (Under Gateway Settings>Internet Settings>APN Settings).

Settings () Coliapse
Operator ID MMSC MMS Proxy MMS Por... Contextld

310410 [ i [ o Jo |

stago | || [0 o |

310260 |n11p'ﬂfmms msg eng t-mobile comimmsiwapenc | ‘ ‘ |sn ||1 ‘
Submit | Reset

Send MMS (=) Collapse

Dot Koz o3z Coesa Cos Cos Doz Cloe

APN Settings (a) Collapse

Operator ID Operator Name APN User Name Password

submit || Reset |
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4. Select Ports: Choose one or more ports for sending MMS to different recipients.

5. Monitor Records: Check the records of successful and failed MMS sends displayed below.

For receiving MMS, set up the HTTP APl according to the provided guidelines.

Remind to save and reboot the software to take effect.

6 Application Settings

6.1 Translation Settings

a. SIP to LTE Translation List

Using the example in the figure above:

- Callee Number: 25670123456
- Prefix: 2567
- Digits Stripped: 3 digits

- Added Digit: 0

The callee number 25670123456 will be translated to 070123456 after stripping the first 3 digits
and adding a 0.

If the ports are set to **’, the translation will apply to all ports.

SIP->GSM Translation List&® <) Collapse
Data Details
Data Status: | Edil
Pors®¥:
Callee Prefix: 2567 * Asterisk means match all digits
Digits Stripped: |3 * 0 means not stripping prefix
Digits Added: (0 * Space means not adding prefix
Submit
Data List Add New Delete
Ports Callee Prefix Digits Stripped Digits Added Operation
2567 3 0 [Del] [Edit]
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b. LTE->SIP Translation List

Using the example in the figure above, when calling the SIM in the gateway, user will hear an IVR
message: "Please dial a number." If user dial 85245166, it will be translated to 075585245166.

Prefix Translation List (a) Collapse
Data Detail
Data Status: | Edit |
Ports: | All Z|
Original Prefix. |[2-9] x means all input number, [0-9] means all digits
Translated Prefix |0755x x means the corresponding digit of orignal prefix from right to Ie’m
Data List AddNew | | Delete |
] Ports Original Prefix Translated Prefix Operation
[2-9] 0755x [Delete] [Edit]

c. Caller ID Hidden

This feature requires support from the carrier. If the carrier in the user's country does not
support it, this feature will not be available on the user's device.Some operator's SIM cards can

also hide the caller ID by adding a dial prefix.

Callerld Hidden (=) Collapse

Callerld Hidden: |Enabled Sl
Dial Prefix: i

submit || Reset

6.2 SIM Pool Settings

This page is used to register for the Ejointech Simbank system(ESPS). When users purchase a
Simbank and a Gateway, they need to provide a VPS Linux Centos 7 for Ejointech to install the
Simbank system (Called ESPS). The Gateway can then be registered to the SIMBANK system using

this page.
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4 siM pool settings

» SIP Setting
» Gateway Settings Basic Settings (@) Collapse
» SMS/MMS Settings siupool®: [Enalea
Registration® . [Enabled ~ | * It connect directiy to a S1M pool device, disable the registration
~ App Settings

Server Address: 821084242 * Add ":port’ to specify a special port
» Phone Book

...... - User Name: |simbank1
Dial Pian

II

Password: |sseess

Translate Settings

Inward Black List Status

3
>
>
» Inward White List Submit || Reset
3
3
3

SIM Pool Settings

» Auto Recharge . Other Settings () Cotlapse

State Notification

SIM Allocation Mode: [Active | *Active means requestto server and Passive means watt servers request
» Advanced Settings .
i Use Local Policy @ * If enabled, the palicy of page Lock/Switch Card vill be used
» System Settings. TmeTolive: [180  |*Seconds
R RUnTg S USSD Report *+ If enabled, Report to ESPS server on USSD

* Save and Reboot Submit || Reset

Steps for Connecting Gateway with Simbank Server (ESPS)

1. Create a Gateway device account in the ESPS system.
2. Enter the ESPS link IP and the created device account.

3. Save the settings and restart the device.

6.3 Auto Recharge

Auto recharge is based on the billing system. If user want to enable auto recharge, please
configure the billing system first.

- Recharge Template #0: Connects with the Ejointech auto recharge system.
- Recharge Templates #1-#4: Connect with third-party recharge systems in Bangladesh.

& Auto Recharge Settings

Recharge Platform: | Recharge Template #0 v
~ App Settings

» SIP Setting
» Gateway Settings Basic:setlings @ Collapse
» SMS/MMS Settings Aute Recharge: |Enabled v

Server Address * Add ":port" to specify a special port.
Phone Book
User Name:
Dial Plan
Password
Transiate Settings
status

Inward Black List
Inward White List submit
SIM Pool Setings

Auto Recharge Other Settings (@) Collapse

State Nofification
Min Balance: If balance reached to this value, the auto-recharge will be frigger.
» Advanced Settings

submit || Reset
T [svomt ]
» Running Status
» Save and Reboot

Auto Recharge Parameter

ltem Description

49/79



Ejointech ACOM6XX User Manual

Server Address

Username

Password

Status

Min Balance

Basic Settings

The auto recharge server address (the server with the Ejointech EAR
system).

The username created in the Ejointech EAR system.

The password created in the Ejointech EAR system.

Displays the registration status.

If the balance is lower than this value, the EAR system will perform an
auto recharge.

@) Collapse

Auto Recharge:

Enabled

-

Recharge Platform: | Recharge Template #3 v
Server Address:
User Name: | |
Password: |
Operator. | Disabled v
Number Type: _Pre-pala_ ¥ |
Amount |
Access key: |
Repeat Time: 500 | Can'tbe less than 600 seconds
Confirmed Timeout: 300 | Seconds
Time recharge control©@: [00:00 +24:00
Submit || Reset
Other Settings (@) Collapse
Min Balance: [0.00 If balance reached to this value, the auto-recharge will be trigger
submit || Reset
Recharge Record &) Collapse
| Export Records
Port Phone Number Amount Time Status Description
No Data
Total undefined undefined/NaNPages v
| Export Records

Auto Recharge Configuration

Iltem

Description
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Server Address

Username

Password

Operator

Number Type

Amount

Access Key

Repeat Time

Confirmed Timeout

Time Recharge
Control

Recharge Record

The address of the third-party recharge system.

The username created in the recharge system.

The password created in the recharge system.

The operator ID.

Specifies whether the SIM card is prepaid or postpaid.

The amount to be refilled.

The access key created in the recharge system.

The time interval during which the SIM card cannot be recharged
again after a recharge.

The time to query the balance.

The time period during which recharges are enabled.

Displays the recharge records on this page.

6.4 State Notification

o This feature is used to send various types of reports from the device to a configured URL.
The reports include data such as Call Detail Records (CDR), SMS data, call duration, SMS counts,
and traffic counts. The information is transmitted using HTTP, and detailed implementation can
be found in the APl documentation.

The device sends reports to a configured URL. These reports include:

- Call Detail Records (CDR)
- SMS data

- Call duration data
- SMS counts

- Traffic counts
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The reporting is based on HTTP. For more details, please refer to the Ejointech Gateway Http API

document.

& state Notification

» Phone Book

» Dial Plan

» Translate Settings
» Inward Black List
» Inward White List
+ SIM Pool Settings
» Auto Recharge

» State Notification

[+ save an Revoot |

Basic Settings

@) Collapse

Enable:

URL

Interval time:

Enabled ~

60 * Secs
['submit ] [ Reset |

Reporting Control

(@ Collapse

CDR
Receive SMS
Sent SMS.

Call Control:

SMS Control

Traffic Gontrol

Enabled

Disabled

Disabled

Enabled

Disabled

MHEYEY RAIRYRS

Disabled

Submit |[ Reset |

Device Reporting Configuration

Item

U

X

L

Interval Time

C

O
=

Receive SMS

Sent SMS

Call Control

SMS Control

Traffic Control

Description

The URL to which the HTTP report is sent.

The interval at which reports are sent.

Call Detail Records.

The SMS messages received by the device.

The SMS messages sent from the device via HTTP, SMPP, and web.

Call duration data, including SIM cards’ call duration and remaining

time.

SMS counts, including SIM cards’ SMS count and remaining SMS

count.

Data usage of the SIM cards.

This configuration allows the device to send various reports to a specified URL at defined

intervals.
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7 Advanced Setting

This section allows for detailed customization and management of the device's advanced
functions.

7.1 Network & VPN Settings

The Network and VPN settings allow users to configure how the device connects to and interacts
with other networks.

a. VPN Settings

o This device operates only as a VPN client (PPTP and OpenVPN). To use the VPN function,
please enter the VPN parameters on the VPN settings page.

% Network setings

» SIP Setting
G atawy Satings VPN Settings (a) Collapse
+ SMS/MMS Settings VPN support@: [ openven v
Auth Mode @ | Passwora ~ | 7 root certificate is required. piease import
» App Settings —_—)
Server Address:

~ Advanced Settings S |

Network Settings T

FIES LT Vpn Proto: |UDP o

Codec Setings N

LED Settings
Callback Settings
Calwalt Settings

Local IP: 0.00.0
Remote IP: 0.0.0.0

[ 'submit ][ Reset |
Vaice Record

Other Settings

Network Management Settings (&) Collapse
» Running Status Webifore 80 |
Telnet Fort: |0
i System Telnet Port: [0 “Qpen (> 0) Risk of attack, please use caution
HTTPAPI Port: [80

o Network Settings

There are three ways to access the device:
- Web (default port: 80)

- Telnet (default port: 23)

- Serial (the COM port user insert)

o Web configuration is the most commonly used method for this device.

Network Management Settings & Collapse

Web Port: (80
Telnet Port: In

o |
System Telnet Port: iU | * Open (= 0) Risk of attack, please use caution

HTTP API Port: (80

Submit || Reset
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o Network Settings

Item Description
Web Port Device web management port
Telnet Port Device telnet port (0 means disabled)
System Telnet Port Device system shell access via telnet (0 means disabled)
HTTP API Port HTTP API port (default is the same as web port)
Network Management Settings ~) Collapse
Web Port. |80 \
Telnet Port: VD i
Syslem Telnet Port: |0 X CDEIT > 0) Risk of attack, please use caution
HTTPAPI Port: |80
HTTPS: |Disabled v

Submit || Reset |

7.2 Port Settings

This section allows users to control how calls are managed and forwarded on the device's various

channels.

Port Settings Description
Iltem Description

Type Indicates the current type of network (LTE).
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Disable If disabled, this channel will be locked by the gateway.

Hot-line When a client calls this channel, the gateway will automatically
forward the call to the specified hot-line (Mobile to VolP). Leave
blank if not needed.

Unconditional When a client calls this channel, the gateway will forward the call to
Forward another mobile unconditionally.
No Answer Forward When a client calls this channel and there is no answer, the gateway

will forward the call to another mobile.

Busy Forward When a client calls this channel and the channel is busy, the
gateway will forward the call to another mobile.

7.3 LED Settings

The "LED Setting" page allows users to configure the LED indicators for SIM card status. Each SIM
slot has an LED that displays the current status of the SIM card. If there is an issue with the SIM
card, such as carrier lock, profile lock, no balance, or registration failure, the LED will flash. The
flash frequency can be adjusted for different conditions.

Settings Overview:

- Lock Card Flash Frequency:

- Carrier Lock Card: Adjusts the flash speed when the SIM card is locked by the carrier
- Profile Lock Card: Adjusts the flash speed when the SIM card profile is locked.

- No Balance: Adjusts the flash speed when the SIM card has no balance.

- Registered Failed: Adjusts the flash speed when the SIM card fails to register.
- Other Settings:
- Port Light Indication: Option to disable or enable the port light indicator.

- Temp Lock LED Disabled: Option to enable or disable the temporary lock LED.

This page is used to set how the LEDs will behave to indicate various statuses and issues with the
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SIM cards in the device.

% LED settng

» SIP Setting

LED Setting

(@ Collapse

Lock Card Flash Frequency &

» SMS/MMS Settings
» App Settings
~ Advanced Settings

Network Settings
Port Seftings

» Gateway Settings

Carrier Lock Card:
Profile Lock Card.
No Balance;

Registered Failed

i3

»

» Codec Seftings Other Ssttings
» LED Settings

» Callback Settings

» Calwait Setiings

» Voice Record

e

Other Settings

Stow S—() F a5t
Slow  Sm—) Fast
Stoy  smm—
siowO

Fast

Fast

Port Light Indication: () Disable

Temp Lock LED Disabled®: () Enable

100

500
1000

submit |[ Reset |

» System Settings
» Running Status

» Save and Reboot

7.4 Other Settings

This section provide comprehensive control over the device's behavior, allowing for

customization to meet specific operational requirements.

% other settings

» Gateway Settings

Application Feature

(& Collapse

» SMSIMMS Settings
» App Settings

~ Advanced Settings

Network Settings
Port Seitings
Codec Settings
LED Setings
Callback Settings
Caliwalt Settings

Voice Record

Other Settings

» System Settings

*» Save and Reboot

Caller ID Display Enable
Adaptive JitterBuffer Enable
Don'tsend# to PSTN Enable
carry PSTN Caller D@ Enable
Forbid PLMN Call®: O Enable

Silenee Suppression
1P TOS:
Append # to PSTN:

White Number List@

Agente MMS:

DTMF Pre-Act Time: |1

DTMF Activity Time: (3

First DTMF Wait Time @ [12

“ Seconds

Max Alerting Time @ - [120

Max Ringback Time &

* Seconds

“ Seconds

RTP Inactivity Time @ [60

* Seconds

Auto Alerting Time Range@: [0 0

* Seconds

Auto Alerting Type @

183 v
stop Pseudo Alert®: & enavle = Stop the pseudo alert when caliee is alerting

GSM Delay Answer®: () Enable Delay Answer Time Range:

PO . T o (SN S

a. Application Feature Settings Overview

Enable
O Enabie
O Enabie

* excluding white list numbers
* Seperated by comma
* Separate multiple proxy configurations with

¢

n n

This page provides a variety of settings to configure advanced features and behaviors of the

gateway device. Below is an explanation of each section and how to use them.

1. Caller ID and Jitter Buffer Settings

o Caller ID Display: Enable or disable caller ID display.

o Adaptive JitterBuffer: Enable or disable adaptive jitter buffer to help manage variations in
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packet arrival times.

Silence Suppression: Enable to avoid transmitting silence packets.
IP TOS: Enable to set Type of Service for IP packets.
Don't send # to PSTN: Enable to prevent sending '#' to PSTN.

Append # to PSTN: Enable to append '#' to PSTN.

2. Call Forwarding and DTMF Settings

Carry PSTN Caller ID: Enable to carry PSTN caller ID.

Forbid PLMN Call: Enable to forbid PLMN calls (excluding white list numbers).
White Number List: Enter numbers separated by commas.

Agente MMS: Configure multiple proxy configurations separated by commas.
DTMF Pre-Act Time: Set the pre-action time for DTMF.

DTMEF Activity Time: Set the activity time for DTMF.

First DTMF Wait Time: Set the wait time for the first DTMF.

Max Alerting Time: Set the maximum alerting time.

Max Ringback Time: Set the maximum ringback time.

RTP Inactivity Time: Set the RTP inactivity time.

Auto Alerting Time Range: Set the time range for auto alerting.

Auto Alerting Type: Set the type of auto alerting (default is 183).

Stop Pseudo Alert: Enable to stop pseudo alert when the callee is alerting.

. Delay and Interval Settings

LTE Delay Answer: Enable to delay answer for LTE.

Delay Answer Time Range: Set the delay answer time range for LTE.
LTE SIP Delay Answer: Enable to delay answer for LTE SIP.

SIP Delay Answer Time Range: Set the delay answer time range for SIP.
SIP Delay Answer Call Dur.: Set the call duration for SIP delay answer.
VolP Delay Answer: Enable to delay answer for VolP.

Delay Answer Time: Set the delay answer time.

Call interval Model: Set the call interval model (default is Refuse).

Call interval Time Range: Set the call interval time range.
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o Auto Redial Times: Set the number of auto redial attempts.

o Call Wait Settings Times: Set the call wait settings times.

o DTMF Mode: Set the DTMF mode (default is RFC2833).

o RFC2833 Payload Type: Set the payload type for RFC2833.

° DTMF Quiet Duration: Set the quiet duration for DTMF.

o RTP Ptime: Set the RTP packetization time.

o RTP Start Port: Set the RTP start port.

o RTP End Port: Set the RTP end port.

o Hotline Number Dial Delay: Set the dial delay for hotline numbers.
J Network Compatible Count: Set the network compatible count.
o Network Compatible Dur.: Set the network compatible duration.
o Check Balance TimeOut: Set the timeout for checking balance.

o Module Reg Timeout: Set the module registration timeout.

o Auto Reply: Enable to auto-reply to messages.

o Busy Tone Det: Enable busy tone detection.

o TE Char Set: Set the TE character set (default is LTE).

J Wireless Mod Heartbeat Det: Set the heartbeat detection for the wireless module.
o Switch Mode: Set the switch mode (default is gsimsw).

o SIM Card Init Judge: Enable SIM card initialization judge.

o Volte Call Only: Enable to allow only VOLTE calls.

o SMS Failed Retries: Set the number of retries for failed SMS.

o Signal Period: Set the signal period.

o SIMVOL: Set the SIM volume (default is Auto).

o Echo Canceller: Set the echo canceller settings.

o IVR: Enable IVR functionality.

o IVR Play Time: Set the playtime for IVR.

J Dial Is Alert: Enable dial as alert.

o IVR Delay Answer Time Range: Set the IVR delay answer time range.
J Auto Fail Sim Switch: Enable automatic SIM switch on failure.

J Optimize Msg: Enable message optimization.

o Receive Method: Set the receive method (default is Default).

o Receive Period: Set the receive period.

° SRA2: Enable SRA2.
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HTTP client wait time: Set the HTTP client wait time.

4. Auto Drop Settings

o Enable Drop After Start: Enable and set the drop time after start.
J Enable Drop After Alert: Enable and set the drop time after alert.

o Enable Drop After Talk: Enable and set the drop time after talk.

b. How to Use:
1. Adjust General Settings:

Enable or disable features like caller ID display, jitter buffer, silence suppression, etc.

2. Configure Call Handling:

Set up DTMF settings, alerting times, and call forwarding options.

3.  Set Delay and Interval Parameters:

Configure delay answers, auto redial times, and call intervals.

4, Manage RTP and Network Settings:

Set RTP ports, network compatibility, and module registration timeouts.

5. Activate Special Features:

Enable features like auto reply, busy tone detection, IVR, and auto SIM switch on failure.

6. Define Auto Drop Conditions:

Set conditions for automatically dropping calls after start, alert, or talk.

7. Save and Apply:

Iltems Description

Caller ID Display If it is disabled, caller ID will not show on “call
status” page.
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Silence Suppression

Adaptive Jitter Buffer

IPTOS

Don’t send # to PSTN

Append # to PSTN

Carry PSTN Caller ID

Forbid PLMN call

White Number List

DTMF Pre-Act time

DTMEF Activity time

First DTMF wait time

Max Alerting Time

Max Ringback Time

RTP Inactivity Time

If it is enabled, half of the bandwidth will be
saved.

A jitter buffer is a shared data area where
voice packets can be collected, stored, and
sent to the voice processor in evenly spaced

intervals.

TOS of IP packets.

If it is enabled, the last digit # of callee

number will be removed.

If it is enabled, # will be appended in the

callee number

SIP extension will show the mobile number
when user call the SIM in gateway.

Calls will be rejected when calling the SIM in

gateway.

The numbers in white list will not be rejected
if forbid LTE call is enabled.

The prepare time until DTMF tone is
detected.

The minimum of DTMF activity time.

Send a call to the sim card in device, after the
call connected, if don’t dial number, the call
will be hangup after 12 seconds.

The maximum time of alerting.

The maximum time of ring back.

The maximum duration of silence from
gateway. System will hang up the call
automatically if the silence duration reaches
this value
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Auto Alerting Time

Stop Pseudo Time

LTE Auto Answer

VolIP Call Auto Answer

Call Interval Mode

Call Interval Time Range

Auto Redial Time

Call Wait Settings Times

DTMF Mode

RFC2833 Payload Type

RTP Ptime

RTP Start Port

RTP End Port

Fake ring back time, gateway will do fake ring
back when reaches this value.

Stopping fake ring back when the callee is
alerting.

Applying to calls from LTE network. The
gateway will answer the incoming calls

automatically when reaches the value.

Applying to calls from IP network. The
gateway will answer the calls automatically
when reaches the value.

Refuse: in interval time, the call will be reject
by 503 code

Keep: in interval time, the call will hold, then
send out by this sim.

The call interval time value, can set time

range
LTE redial time

Example: if set to 3 seconds, when sim card A
in device is calling mobile B, then mobile C
call A, A will connected C, and hold the call
with B, after 3 seconds, A disconnect C, talk
with B again. This settings is used for sim

blocking.

RFC2833, SIP INFO and IN-BAND. The default
one is RFC2833.

RTP Payload for DTMF, the default is 101.

The interval of RTP packages.

The initial port when RTP voice stream
transmit the IP network.

The maximum rtp port
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Hotline Number Dial Delay Incoming call delay to send to sip server

Network Compatible Count Sim card registered two times, after failed,
shows registered failed

Network Compatible Dur Sim card registered time period, every time
180s

Check Balance Timeout The time of query balance

Auto reply One caller send call from one port to a

mobile, next time, this mobile call back, the
call will forward to the caller and ignore
hotline number settings.

Busy Tone Det Detect the busy tone, then hangup the call,
need to confirm the busy tone frequency
first.

TE Char Set Set character for USSD response.

Wireless mod Heartbeat Det The module heartbeat detect time

SIM Card Init Judge If enabled, the sim card need to read phone

before registered

SMS failed Retries Sms send failed, will retry 5 times

Echo Canceller Echo canceller parameter setting

Iltems Description

Drop after start The call drop automatically after the call start
value

Drop after alert The call drop automatically after the call

ringing value

Drop after talk The call drop automatically after the call

connected value
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8 System Settings

This section is used for managing various system-related configurations and functions.

8.1 User Mgmt

User MGT (Management) is used to manage user accounts and control IP access to the system.

The default username/password of gateway are root/root. User are allowed to change the
password and add new users on this page. Every account has a role, different roles have different
right of permissions. Role “admin” has the highest right of permission, role can be added in page
“role mgmt”.

% User Management

Data Detail

Nfeance Soin Account: | |
» Advanced Settings I —|
] The password must be composed of 8~15 Engiish letters, numbers or special symbols ~S@*#2&*:%|-{.1, not all
= 5 Password
Y SICRESRENY S numbers or letters

» UserMGT

} Role MGT Weak Medium Strong

» Device MGT confimedPwe: [ |
File MGT Role: EM”H":V|
System Update —
Test Network Data List [‘Add New ] [Del |

| suomit |

Monitor System

0 Account Role Phone Number & Email rcp&? Email Sendere Operation
System Waming

[Edit]

- "
Running Status - Admin [Edit Phone]
» Save and Reboot [Edit Email]

The User Management page allows administrators to:

1. Manage User Accounts: Add, edit, and delete user accounts, including updating phone
numbers and email addresses.

2. Control Access: Define which IP addresses are allowed or not allowed to access the system,
enhancing security by restricting access to trusted IP addresses only.

This ensures that only authorized users can access and manage the system, and access can be
controlled based on IP addresses for added security.

8.2 Role Mgmt

The "Role Management" page is used to manage user roles and their permissions within the
system. This allows administrators to control access to various features and functionalities based
on the role assigned to a user.
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o Create and Manage Roles: Define different roles within the system and assign appropriate

permissions to each role.

o Control Access: Ensure that users only have access to the features and settings necessary

for their role, enhancing security and operational efficiency.

J Modify Permissions: Easily update and manage permissions for existing roles as needed.

» Basic Settings

» SIP Setting

% Role Management

PG ateway Setings Role List (&) Collapse
» App Settings Role Name Home Permit Operation
5 Admin Al Permit
» Advanced Settings SySiem Sfatls &
SMSMMS.
~ System Settings MMS Inbox
Settings

» UserMGT

- System Settings  System Warning

» Reole MGT User System Status v

e T RunningStatus | PortStatus Call Status System Status

» File MGT Call Statistics Inter-Call Stats SMS Inter Send

» System Update CDR Query

» TestNetwork SMS/MMS

= - SMS Send SMS Receive

» Monitor System sms_only SMS Send v Settings [Edit]

» System Warning

Running Status

SMS/MMS Stats

» Running Status

» Save and Reboot

submit | Reset |

8.3 Device Mgmt (ETMS Connection)

The "Device Management" section is essential for ensuring that the device is properly configured,

operates within the correct time zone, and has the necessary settings for cloud management.

+ Basic Settings

» SIP Setting

» Gateway Settings
» SMS/MMS Settings
» App Settings

» Advanced Settings

~ System Settings
User MGT
Role MGT
Device MGT

»
»

»

» FlleMGT
» System Update
» Test Network

» Monitor System

»

System Warning

» Save and Reboot

%4 Device Management

Basic Settings

@ Coliapse

Device Alias:

Country Code

Auto Reboot: [0 * After running specified times (hours)
Scheduled Reboot: | Disabled
Submit | Reset
Date And Time (@) Collapse
Time Zone: |+8:00
Get time mode: |NTP

Time Server.

time.windows.com

* NTP Server's host or IP address.

Submit |[ Reset

Network Management System©@

@ Coliapse

Server Type
Server IP
Server Port:
Account:
Password

Status:

ETMS

www.ejoinerm.com

60000

goip32

The Device Management page allows administrators to:
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o Configure Basic Device Settings: Set device alias, country code, and configure automatic or

scheduled reboots.

o Set Date and Time: Ensure the device has the correct time settings by configuring the time

zone and synchronizing with an NTP server.

o Manage Network Settings: Connect the device to a network management system for

remote management and monitoring.

a. Device Cloud Management (ETMS Connection)

Ejointech devices support cloud-based remote management. If user need to manage devices
remotely via the cloud, user will need to provide a VPS running Linux CentOS 7 for the Ejointech
technical team to install the ETMS system. Once installed, users can register their device with the
ETMS using the options provided in the Network Management System section.

Network Management System'&¥ ~) Collapse

Server Type: |[ETMS v

Server IP. 18.210.84.242

Server Port: | 50000
Account: | goip32
PASSWOID |seeses
Status: OK
Status Dur. Time: 22:12:37

Submit || Reset |

b. Enabling Cloud-Based Remote Management (ETMS):

1. Prepare VPS: Set up a VPS running Linux CentOS 7 or Centos 8.
2. Install ETMS: Contact the Ejointech technical team to install the ETMS system on your VPS.

3. Register Device:

a. Login ETMS Link Ejointech installed and Click on Position "Basic Setting", navigate to

"Device user" to create new account for gateway.

b. Go to the "Network Management System" section on the Device Management page.
c. Select "ETMS" as the server type.

d. Enter the ETMS server IP and Server Port 50000.

e. Enter the account credentials you created on ETMS.

f. Click "Submit" to register your device with the ETMS system.

Video Reference: How to Register Ejointech Device with ETMS
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8.4 File Management

The "File Management" (File MGT) section is used to manage log files generated by the device.

This page allows administrators to view, export, and delete log files as needed.

“¥ File MGT
File List ~) Collapse
[pet ]
(| Index Dimame Filename Modification Time Type Size Operations
1 lopt/ejoin/varflog sysmsg.log 2024-05-23 14:54:34 log 9751 \ Export \
2 lopt/ejoinivarflog messages.log 2024-05-23 14:34:33 log 36787 \ Export \
O 3 lopUejoinivarflog messages.001.log 2024-05-23 13:06:58 log 1048589 \ Del H Export \

The File Management page is essential for:

(D Log Management: Keeping track of log files that record system activities and events.

(2) Maintenance: Deleting old or unnecessary log files to free up storage space.

(3) Analysis: Exporting log files for detailed analysis, troubleshooting, and record-keeping.

8.5 System Update

The "System Update/Restore" section is used to manage firmware updates, export and import

configurations, export service data, and restore the device to factory settings. Here’s a detailed

explanation of each section and their purposes:

%4 System Update/Restore

Import File®&

a) Collapse

File Type: | v |

File Name: | #Eszee | B3

submit | [ cancel |

Export Configuration

a) Collapse

Click 'Export' butten to export the configuration.

Type: | Configuration ~ | | Export C

Service Data

) Collapse

Click 'Export’ button to export the service data

Service Data Type: | Call Duration

v | [ Export Data

Restore To Factory

=) Collapse

Click 'Restore’ button will restore system to factory settings.

Restore

a. Import File

Use this section to import new firmware

updates or configuration files to the device. Select the
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appropriate file type, choose the file, and click "Submit" to apply the update or configuration.

b. Export Configuration

This section allows user to export the current configuration of the device for backup or transfer
to another device. Choose the configuration type and click "Export Configuration" to download
the file.

c. Export Service Data

Export specific service data, such as call duration records, for analysis or record-keeping. Select
the data type and click "Export Data" to download the information.

d. Restore to Factory:

If user need to reset the device to its original factory settings, use this section. Clicking "Restore"
will erase all custom settings and data, restoring the device to its default state.

8.6 Test Network

The "Ping and Capture" section is used for network diagnostics and traffic capture.This
subsection allows user to configure and execute ping tests to diagnose network connectivity.

Ping 1 Collapse

Auto Ping: | Disabled v * Ping automatically when system booting.

IP or Host:
Packet Size: 756 * Default is 56 byles

|

B

Packet Count: |4 J " Default is 4, 0 means always ping
|

Save Results: | Disabled v * Save Ping result to log
Result submit | | Start
Capture 4 Collapse
Auto Capture: | Disabled v \ = capture automatically when system booting
IP or Host: * blank means do not limit the ip address.
Port: |0 ‘ * Default is 0,0 means all ports
File Size: |2M*3 v

| submit | |

Start ...
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a. Ping

1. Configure Auto Ping:

Enable auto ping if user want the system to perform ping tests automatically upon booting.

2. Manual Ping Test:

Enter the IP address or hostname, packet size, and packet count.
Click "Start" to initiate the ping test.

View the results in the "Result" section to diagnose connectivity issues.

b. Capture

1. Configure Auto Capture:

Enable auto capture if user want the system to start capturing network traffic automatically
upon booting.

2. Manual Traffic Capture:

Specify the IP address and port (if needed) and select the file size.
Click "Start" to begin capturing network traffic.

Use the captured data for detailed network analysis.

8.7 Monitor System

The "Log Settings" page is used to configure how the system logs various events and activities.
This allows administrators to monitor, debug, and analyze the performance and behavior of the
device.
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‘& Log Settings

Gerneral Settings ~) Collapse

Log File Count: |5 ~ | * The size of single logfile is 1MB
UTL Log Level: Tf‘.’ARN ~
SIP Log Level: @
Network Log Level: EVENT—V‘
Log Server: |www.ejoinerm.com
Send Log To Server: | Disabled v

GDB Debug: | Enabled v | * Modifying this configuration requires restarting the device
Submit || Cancel |
Log Modules ~) Collapse
O poTs O ccm O sip SIP Msg SIP Route
) wireLESS [ psp O esp O spc O esm
| O emm O re O Leo O um O earR
l submit | cancel
CPU & Memory (=) Collapse
CPU & Memory Mon: [Disabled &

submit || cancel

a. General Settings

o Log File Count: Specifies the number of log files to keep. Each log file is IMB in size.
. UTL Log Level: Sets the log level for utility logs (e.g., WARN, INFO, ERROR).

. SIP Log Level: Sets the log level for SIP-related logs (e.g., INFO, DEBUG).

o Network Log Level: Sets the log level for network events (e.g., EVENT, ERROR).

o Log Server: Specifies the server where logs will be sent, if configured.

o Send Log To Server: Enables or disables sending logs to the specified server.

o GDB Debug: Enables or disables GDB debugging. Note that modifying this setting requires
restarting the device.

b. Log Modules

Allows users to select which modules to log. Modules include:
o POTS: Plain Old Telephone Service

o WIRELESS: Wireless communication logs

o ETM: Event and Transaction Management

o CCM: Call Control Management

o DSP: Digital Signal Processing

J RC: Remote Control

° SIP: Session Initiation Protocol
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o SIP Msg: SIP Messages

o SIP Route: SIP Routing

o ESP: Event Streaming Processing

J SPC: Service Provider Control

o LED: LED status logs

o UTIL: Utility logs

o EBM: External Business Management

o EAR: Event and Alarm Reporting

c. CPU & Memory

J CPU & Memory Mon.: Enables or disables monitoring of CPU and memory usage.

d. How to Use

1. Configure General Settings:

Set the desired log file count.
Choose appropriate log levels for UTL, SIP, and Network logs.
Specify the log server if logs need to be sent to an external server.

Enable or disable GDB debugging as needed.

2. Select Log Modules:

Check the boxes for the modules user want to log. This will ensure that logs for these specific

components are recorded.

3. Enable CPU & Memory Monitoring:

If needed, enable monitoring of CPU and memory usage to keep track of the system’s resource
consumption.

4, Submit Changes:

After configuring the settings, click the "Submit" button to save changes.

Use the "Cancel" button to discard any changes.
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The Log Settings page is essential for:

1. Monitoring System Performance: By configuring log levels and modules, administrators
can keep track of system performance and diagnose issues.

2. Debugging: Detailed logs help in troubleshooting and resolving technical problems.

3. Analysis: Logs provide valuable insights for analyzing the device’s behavior and

performance over time.

8.8 System Warning

The "System Warning" page is used to display the current status and potential risks associated
with the device. It provides alerts and warnings about various aspects of the system that may

require attention.

A gystem Warning

System Warning 4) Collapse

Device License Normal
Device account no risk
ETM Account Risk  The etm account is not secure, please contact the server administrator to change the password.

Receive all call close

a. Warnings Displayed:

1. License

Status: Indicates whether the device license is normal or if there is an issue.

Example: "Device License Normal" means the device license is functioning correctly.

2. Account Risk

Status: Shows if there are any risks associated with the device accounts.

Example: "Device account no risk" means there are no detected issues with the device accounts.

3. ETM Account Risk

Status: Indicates the security status of the ETM account.

Example: "The etm account is not secure, please contact the server administrator to change the
password." This means the ETM account is at risk and needs attention.

71/79



Ejointech ACOM6XX User Manual

4, Receive All Call

Status: Displays the status of the "Receive All Call" setting.

Example: "Receive all call close" means the setting to receive all calls is turned off.

9 Running Status

The "Running Status" section serves as a monitoring tool for various operational aspects of the
device. It provides detailed statistics and status information on ports, calls, SMS, and more.

9.1 Where to Check Sim Cards Status

Navigate to the Port Status page under the Running Status section.

In this section, user can monitor the registration status and signal strength of different SIM cards

in real-time.

® Panel Mode: Check SIM Cards Register Status
e List Mode: Check SIM Cards signal strength, SIM card number, etc.
® LED Control Panel: Locate specific SIM cards on the device by controlling LEDs.
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Panel Mode List Mode LED Control Panel

% LED Control Panel

SIM LED click the icon to turn onioff the LED light Turn off all LED lights | (=) Collapse

1 2 3 4

o
@

& 8

9.2 System Status

This page provides information on the system status, device information, WAN (Wide Area
Network) status, and license details.
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‘& System Status

Device Info (=) Collapse
Device ID 4c0bf0d8-550146a5- NA Net Management Status OK
Current Time 2024-05-23 15:31:06 +8:00 Running Time 22 Hr 52 Min 13 Sec
Module Type LTE Library Version u753.14342 319.14197
Hardware Version @ 4.1.1.2.15 Firmware Version @ 0.9.16
Software Version@  532-707-900-841-100-000 Released Time Jan 19 2024 09:26:27 r9693
WAN Status () Collapse
Connection Mode Static IP Connection Status Connected
IP 192 168.2 205 Default Gateway 192 168.1.1
DNS Server 1P 192.168.1.1 MAC Address 00-30-T1-01-46-a5
License Info (a1 Collapse
License File ID  0gfRJKkmJplH2xYcmSauz Status OK
Create Time 2024-05-22 14:36 Birth Time  1970-01-01 00:17
Max Rem Time No limit Remain time  No limit
IMEI Modify Disable Max call dur. No limit
Allow ICCID 8986 Deny ICCID

9.3 Inter-Calling Statistics

"Call statistics for the Port Inter-Calling setting. user can review the statistics within this section

after enabling Port Inter-Calling."

¥ Inter-Calling Statistics

Port Status

Call Status

System Status

Call Statistics

Inter-Call Stats

Media Stats

SMS/MMS Stats
SMS Inter Send

Traffic Stats
CDR Query
SMS Query

» Save and Reboot

Inter-Calling Statistics

(® Collapse

Data List

O Port State Duration
0 101 IDLE
0 201 IDLE
O 301 IDLE
0 401 IDLE
0 501 IDLE
0 601 IDLE
0 7ot IDLE
0 so1 IDLE
O 901 IDLE
0 10,01 IDLE
O 1ot IDLE
0O 1201 IDLE
0O 1301 IDLE
O 1401 IDLE
0 15.01 IDLE
0 16.01 IDLE
0 1701 IDLE

9.4 SMS Statistics

This page displays SMS/MMS statistics for each port over different time.

Inc_ Calls Out. Calls Success Failed
[ 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
0 0 0 0
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& smsimms stats

» SIP Setting
» Gateway Settings SMSIMMS Stats (&) Collapst
m Data List ['snow Cur | 'show Al | [ Clear Data |(Lasthour v
» App Settings Pot  SIM Status Received Filtered Out Sent Sent OK Send Failed Con. Failed Unsent Sending Send Succ Rate
Total 0 0 0 0 0 0 0 0
» Advanced Settings
101
» System Settings
201
- running stars RS
» Port status 401
» Call Status 5.01
» System Status =
» Call Statistics ==
» Inter-Call Stats
. 8.01
» Media Stats
- 9.01
» SMSIMMS Stats
1001
» SWMS Inter Send
» Traffic Stais s
» CDR Query 1201
» SMS Query 13.01
14.01
» Save and Reboot
15.01
16.01

9.5 SMS Inter Send

Call statistics for the Port Inter-Send setting. user can review the statistics within this section
after enabling Port Inter-Send.

& sms nter sena
» SIP Setting
SMS Inter Send Wi
Data List Show Cur | [Show Al | [Lastnour  ~
» App Settings Port SIM Status sent Sent 0K Send Failed Con. Failed Unsent Sending
el - - 2 - : :
1.01
» System Settings
201
» Port Status 401
» Call Status T
» System Status 6.01
» Call Statistics 73
» Inter-Call Stats
8.01
» Media Stats
= 2.01
» SMSMMS Stais
shaiiae 1001
» SMS Inter Send
» Traffic Stats 4103
» CDR Query 1201
» SMS Query 1301
1401
» Save and Reboot
15.01
16.01

9.6 Traffic Statistics

This page allows user to view how much data SIM card has consumed. It is only applicable when
users have enabled “Internet Setting” and are simulating internet usage.
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» Basic Settings & Traffic Stats

» SIP Setting

» Gateway Settings Traffic Stats @

@) Collapse

¥ SMS/MMS Settings Data List

» App Settings [J Port  TotalFlow(MB)  Day Flow(MB)
101 0 0
» Advanced Settings O
O 201 0 0
» System Settings
s = 0 301 0 0
~ Running Status 0 401 0 0
» Port Status 0 501 0 0
» Call Status 0 601 P i
» System Status 0 7ot 5 =
» CallStatistics O sot 5 g
» Inter-Call Stats =
0 901 0 0
» Media Stats —
0 10.01 0 0
» SMS/MMS Stats
: 0 1.0t 0 0
» SMS Inter Send !
» Traffic Stats Q 120t 2 0
» CDR Query 0 1301 0 0
» SMS Query 0 1401 0 0
0 1501 0 0
» Save and Reboot

9.7 SMS Record

"SMS Query" :

Last 24 hour traffic(MB)

0

Sl o B2 o 8l o fall o ISl o |I=l o Fe) o

Last Hour Traffic(MB)

0

Sl o B2 o Sl o [Sll o =l o |5l o Fel o

Recent Intemet Trafic(MB)

0

Sl o g o ol o 5l o el o [ o ol o

['show cur |[ showAll ] [ Clear Data

Last Visit URL

In this section, user can view partial data of received and sent SMS

messages.The device retains a maximum of 50 received SMS messages for each port and does

not store sent SMS records. To preserve and access all SMS records, it's necessary to establish a

connection with the EIMS server beforehand.

i= Send Record

» Basic Settings = Receive Record

¥ SIP Setting Time range: & 2

» Gateway Settings
» SMSIMMS Settings
Port no 1CCID

» App Settings Sender

Sender:

Send Time

Please enter sender

Message

Message:

T

Please enter message content

Q Search || 'O Reset ‘

» Advanced Settings

» Systam Settings.

~ Running Status
Port Status

call status
System Status
Call Statistics
Inter-Call Stats
Media Stats
SMSIMMS Stats
SMS Inter Send
Traffic Stats
COR Query
SMS Query

» Save and Reboot

10 Save and Reboot

No Data Record!

The modifications will take effect after user save and reboot the gateway. After users save their

modifications and initiate a reboot, the settings will persist, although data will be lost. Ongoing

calls will be interrupted during this process.
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% save and Reboot

+ Gateway Settings Operations =) Collapse

select Operation save | | Repoot |

TN ~—

11 Frequently Asked Questions (FAQs)

11.1 What is the Login Information?
Default IP: 192.168.1.67

Username: root

Password: root

11.2 How Can | Reset the Device to Factory Settings?

Press and hold the "RST" button near the power button for 10 seconds to reset the device
to factory settings.

11.3 What Should I Do if the SIM Card Registration Fails?

® Ensure the antenna is properly installed.

® Ensure the SIM card is inserted in the correct direction.

® |[f the previous two steps are not problematic, please swap the SIM cards between the ports
a. Navigate to the "Port Status" section.
b. Browse the list of available ports to see if there are any other ports available.
c. If other ports are available, select one.

d. Remove the failed SIM card from the current port and insert it into the
selected new port.

e. Ensure the antenna is properly installed.
f.  Wait for a moment as the device automatically detects the new SIM card.

g. Check if the SIM card works in the selected new port.
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h. If the SIM card still fails to register, consult the SIM card provider or check if
the SIM card is functional.

i.  Ifthe SIM card registers successfully, please consult the Ejointech Support
Team for further debugging.

11.4 How Do | Update the Firmware?

Navigate to "System Settings" > "System Update".
Upload the firmware file and submit.
The device will reboot automatically after saving the changes.

Flash the page in 3 minutes and get the software back online.

11.5 Where Do | Download Ejoin Gateway Http APl Document

Download Ejoin Gateway HTTP API Document

11.6 Why are My Settings Changes not Taking Effect?

a. Save the changes made to settings.

b. Reboot the device for the new configuration to take effect.

11.7 How to Make My Device Remotely Manage in Different Locations?

Here are the steps for setting remote management for your devices.

® Prepare VPS: Set up a VPS running Linux CentOS 7.

® Install ETMS: Contact the Ejoin technical team to install the ETMS system on your VPS.

® Register Device:

a.

Login ETMS Link Ejoin installed and Click on Position "Basic Setting", navigate to

"Device user" to create new account for gateway.

b.

C.

Go to the "Network Management System" section on the Device Management page.
Select "ETMS" as the server type.
Enter the ETMS server IP and Server Port 50000.

Enter the account credentials you created on ETMS.
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f. Click "Submit" to register your device with the ETMS system.

11.8 How to Install EIMS Bulk SMS Software

Here are the steps for setting remote management for your devices.

® Prepare VPS: Set up a VPS running Linux CentOS 7.

® Install ETMS: Contact the Ejoin technical team to install the EIMS system on your VPS.

® Register Device:

a. Login EIME Link Ejoin installed and Click on Position "Basic Setting", navigate to
"Device Mgnt" to create new account for gateway.

b. Go to the "EIMS Setting" section on the SMS/MMS Settings.
c. Select "EIMS" as the server type.

d. Enter the EIMS server IP and choose TCP Port.

e. Enter the account credentials you created on EIMS.

f. Click "Submit" to register your device with the EIMS system.

g. Save and Reboot to take effect.
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FCC Statement
This device complies with part 15 of the FCC rules. Operation is subject to the following two conditions: (1)
this device may not cause harmful interference, and (2) this device must accept any interference received,
including interference that may cause undesired operation.

Caution: Changes or modifications not expressly approved by the party responsible for Compliance

could void the user’s authority to operate the equipment.

NOTE: This equipment has been tested and found to comply with the limits for a Class B digital device, pur
suant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harm
ful interference in a residential installation. This equipment generates uses and can radiate radio frequency
energy and, if not installed and used in accordance with the instructions, may cause harmful interference to
radio communications. However, there is no guarantee that interference will not occur in a particular install
ation. If this equipment does cause harmful interference to radio or television reception, which can be deter
mined by turning the equipment off and on, the user is encouraged to try to correct the interference by one
or more of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help important announcement .

Radiation Exposure Statement

To comply with FCC RF exposure compliance requirements, this grant is applicable to only mobile
configurations. The antennas used for this transmitter must be installed to provide a separation distance of
at least 120 cm from all persons and must not be co-located or operating in conjunction with any other
antenna or transmitter.
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