
Shenzhen Yong Li Chuang Xiang technology co., ltd 

2.911 (d)(5)(i) Equipment Type Attestation v1.2 

 

Section 2.911(d)(5)(i) Certification – Equipment Type 

 

Company name: Shenzhen Yong Li Chuang Xiang technology co., ltd 

Address: Rm536,Block A2,Huafeng Zhigu Hangcheng High-tech Park, 

Hangkong Rd,Xixiang,Baoan, Shenzhen, China 

Product Name: AI Smart Mouse 

FCC ID: 2BGTS-M1 

Model(s): M1, M1mini, P70, M2, M3, M5, M6, M7, M7Pro, M7Qi, M8, M9, M10, M20, M30, M40, M50, 

M60, M70, M80, M90, M100, M200, M300, M400, M500, M600, M700, M800, M900, A1, 

A2, A3, A4, A5, A6, A7, A8, A9, A10, V1, V2, V3, V4, V5, V6, V7, V8, V9, V10 

 

 2.911(d)(5)(i) Equipment Type 

 

We, [Shenzhen Yong Li Chuang Xiang technology co., ltd] (“the applicant”) certify that the equipment 

for which authorization is sought through certification is not: 

 Prohibited from receiving an equipment authorization pursuant to § 2.903; of the FCC rules. 

 Identified as an equipment type in the “Covered List” NOTE 1  

 

 

Yours sincerely,  

 

 

Name: Bin White              Date:    Jun. 26, 2024 

 

 

Title and Company name: Manager; Shenzhen Yong Li Chuang Xiang technology co., ltd 

 

 

NOTE 1 

“Covered List”; is the List of Equipment and Services Covered By Section 2 of The Secure Networks Act, available at 

https://www.fcc.gov/supplychain/coveredlist 
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