Shenzhen Haimeilan Technology Co., LTD.

Section 2.911(d)(5)(i) Certification — Equipment Type

Company name: Shenzhen Haimeilan Technology Co., LTD.

Address: 9V777, East 9th Floor, Building 2, SEG Science Park, Huagiang North Street, Futian
District, Shenzhen, 518000 China

Product Name: Smart Phone

FCC ID: 2BDI3-V

Model(s): 116 Pro max, AEO1, AE02, AEO3, AE04, AE05, AE06, AEO7, AEO8, AEQ9, AE10, AE11,
AE12, AE13, AE14, AE15, AE16, AE17, AE18, AE19, AE20, FAO1, FA02, FAO03, FA04, FAQ5, FA06,
FAQO7, FA08, FAQ9, FA10, FA11, FA12, FA13, FA14, FA15, FA16, FA17, FA18, FA19, FA20, Viral11,
Alpha10 Pro, Zero 5 neo, Echo8 Se, S26 Ultra, Pixel 9, SP30 Pro, MT Ultimate, M15 pro

2.911(d)(5)(i) Equipment Type

We, [Shenzhen Haimeilan Technology Co., LTD.] (“the applicant”) certify that the equipment for

which authorization is sought through certification is not:
¢ Prohibited from receiving an equipment authorization pursuant to § 2.903; of the FCC rules.
¢ Identified as an equipment type in the “Covered List"™NOTE

Yours sincerely,

Name: Jiaxin Zhang Date: Jun. 13, 2025

Title: Manager

Company name: Shenzhen Haimeilan Technology Co., LTD.

Signature: J.‘mi‘w 2‘7

NOTE 1
“Covered List”; is the List of Equipment and Services Covered By Section 2 of The Secure Networks Act, available at

https://www.fcc.gov/supplychain/coveredlist
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