
Radxa Computer (Shenzhen) Co.,Ltd. 

2.911 (d)(5)(ii) Applicant Attestation v1.2 

 

Section 2.911(d)(5)(ii) Certification – Applicant (Covered List ) 

 

Company name: Radxa Computer (Shenzhen) Co.,Ltd. 

Address: 1602, Smart Valley, tiezai Road, Gongle community, Xixiang, Baoan, Shenzhen, China 

Product Name: Radxa ZERO 3W 

FCC ID: 2BC6T-ZERO3W 

Model(s): Radxa ZERO 3W D1E0H1W15, Radxa ZERO 3W D1E0H0W15, Radxa ZERO 3W 

D2E0H0W15, Radxa ZERO 3W D4E0H0W15, Radxa ZERO 3W D8E0H0W15, Radxa ZERO 3W 

D2E0H1W15, Radxa ZERO 3W D4E0H1W15, Radxa ZERO 3W D8E0H1W15, Radxa ZERO 3W 

D1E8H0W15, Radxa ZERO 3W D2E16H0W15, Radxa ZERO 3W D4E32H0W15, Radxa ZERO 3W 

D8E64H0W15, Radxa ZERO 3W D1E8H1W15, Radxa ZERO 3W D2E16H1W15, Radxa ZERO 3W 

D4E32H1W15, Radxa ZERO 3W D8E64H1W15 

 

2.911(d)(5)(ii) Applicant filing 

We, [Radxa Computer (Shenzhen) Co.,Ltd.] (“the applicant”) certify that, as of the date of the filing of 

the application, the applicant is not identified NOTE 1 on the “Covered List” NOTE 2, established pursuant 

to  

§ 1.50002 of this chapter, as an entity producing covered communications equipment. 

 

 

Yours sincerely, 

 

 

Name: Luffy Wang               Date:  2024/4/15        

 

 

Title and Company name:  Manager / Radxa Computer (Shenzhen) Co.,Ltd.     

 

NOTE 1 

Delete option not applicable to this application. 

 

NOTE 2 

“Covered List”; is the List of Equipment and Services Covered By Section 2 of The Secure Networks Act, available at 

https://www.fcc.gov/supplychain/coveredlist 
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