
Shenzhen Kaida Technology Co., LTD  

2.911 (d)(5)(ii) Applicant Attestation v1.2 

 

Section 2.911(d)(5)(ii) Certification – Applicant (Covered List ) 

 

Company name: Shenzhen Kaida Technology Co., LTD 

Address:  4 / F, building C, No. 9, Huayuan Xincun Avenue, xiangjiaotang community, Bantian street, 

Longgang District, Shenzhen 

Product Name: mini-pc 

FCC ID: 2BAM4-PC-AAC19 

Model(s): PC-AAC19, PC-K001, PC-K002, PC-K003, PC-K004, PC-K005, PC-D006, PC-D007, 

PC-D008, PC-D009, PC-D10, PC-B011, PC-B012, PC-B013, PC-B014, PC-B015, 

PC-C016, PC-C017, PC-C018, PC-C019, PC-C020, PC-N031, PC-N034 

 

2.911(d)(5)(ii) Applicant filing 

We, [Shenzhen Kaida Technology Co., LTD] (“the applicant”) certify that, as of the date of the filing of 

the application, the applicant is not identified NOTE1 on the “Covered List” NOTE 2, established pursuant 

to  

§ 1.50002 of this chapter, as an entity producing covered communications equipment. 

 

 

Yours sincerely, 

 

 

Name: Weimeng Luo              Date:Apr. 10, 2023             

 

 

Title and Company name:  manager/ Shenzhen Kaida Technology Co., LTD 

 

 

NOTE 1 

Delete option not applicable to this application. 

 

NOTE 2 

“Covered List”; is the List of Equipment and Services Covered By Section 2 of The Secure Networks Act, available at 

https://www.fcc.gov/supplychain/coveredlist 
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