RF4200 FHFP AR
RF4200 USERS MANUAL

This device complies with Part 15 of the FCC Rules. Operation is subject to the following
two conditions: (1) this device may not cause harmful interference, and (2) this device

must accept any interference received, including interference that may cause
undesired operation.



Warning: Changes or modifications to this unit not expressly approved by the party
responsible for compliance could void the user authority to operate the equipment.
Notes: This equipment has been tested and found to comply with the limits for a Class
B digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential installation.
This equipment generates, uses and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful interference
to radio communications.

However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or television
reception, which can be determined by turning the equipment off and on, the user is
encouraged to try to correct the interference by one or more of the following measures:
--Reorient or relocate the receiving antenna.

--Increase the separation between the equipment and receiver.

--Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

--Consult the dealer or an experienced radio/TV technician for help.

Note: If shielded cables or special accessories are required for compliance, a
statement

must be included which instructs the user to employ them, for example, Shielded
cables must be used with this unit to ensure compliance with the Class B FCC limits.



H=x

Contents
LIS OB e ot 1 1
1. RF4200 Hardware Connection INStFUCTION .........ccciiiiviiecicicceicveeee et 1
2. RFA200 ZRAFHRAVEITBA ...t 5
2. RF4200 Software Tuning INSTrUCtION ....................ocoiiiiiieeoeeeeeeececcceeeeeeeee e 5
P = - 5
2.1 Working Parameters REAiNG .................cccccooooioiiiccoceeeeoccccceeeeeeeeeeeeeeeeeeeoeeeeeees e 5
211 BERATEETTT oo 5
2.1.1 Cable Connection Method ... 5
PR I = OO 6
2.2 Working ConditioNs TESTING ......c.eviiiiiiiseeee ettt 6
2.3 BEBFIHEZEEBE .o 6
2.3 Parameters Reading & SETLING ....ooiiiiiireese ettt 6
24 BETUBB ....oooooooooeeeee s 7
2.4 Parameters DESCHPTIONS ...ttt et 7
25 GRHRABIE ... 11
2.5 False Alarm Processing MEthOAS ... 11
2.6 BFTRIBHRIERML........coooooeeee oo 13

2.6 Special False Alarms Shielding MethOAS ... 13



1. RF4200 mE{HiZiEsaR

1. RF4200 Hardware Connection Instruction
1.1 RF4200RX & RF4200TX
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1.2 RF4200RX & RF4200TX Connection

Antenna signal wire input

1-1, 1-2 power out tg

RX, note +, -

é 424} power in

PSU

11 Antenna signal wire input 11

TX-RX Connection Cable

Ground: direct ground and impedance
ground can be freely optional




1.3 RF4201 TX-RX-Extender Connection

I\ I @na wire input

- |

+24V power in

PSU TX-RX Connection Cable




1.4 Synchronization Connection
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2. RF4200 3R{4HE{EiBe
2. RF4200 Software Tuning Instruction

2.1 ERNTEEH

2.1 Working Parameters Reading
2.1.1 BEEHAMEESR

2.1.1 Cable Connection Method

(8578 RS232 SR MIAIERAHEAS RF4200 4R, 2% RS232 SRCINEER, 3
1EHHEIH L4TFF CardMonitor.exe B4, Sk < (Refresh)izdl, SEHRIEREHY COM
2, & P Open BTSN, RHSEMRBIERER, FRESEBNE
1-1 Fiw. MBRENSESEER, Alat ¥ (Read)iki.,

One way is the usual on site tuning. Use RS232 cable to connect PC to RF4200
board, install RS232 driver, open the software CardMonitor.exe, click Refresh button

s . :
=/  select the correct Port COM, click Open button b, then the software will
automatically recognize the model number of the board, and shows the factory’s
setting parameters as bellow (Figure 1-1). If some parameters are not showed, click

Read button ¥ , then all parameters will be showed.

£ cardMonitor-2.9.20

Select Port: | COME Device: 4200 @ R/ a m
12345A W real-imedata tagsignal  alarmdata  customer flows 4 b
Excesyy Yk Moni tor Select Chart:  All - Toom(Use mouss wheel to zoom chart)
surrent Level 3
uid 2F4A874D000000F0
evice info
type 4200 —— signal
ver tims 20181030 —— noise
setting count z —— noise_gate
device & address
address 255
device 255
version 4202201906121100
Llease time
status disable
arailable t o
elapsed time a
filter 32
peak pos gated 10
hit eount 7
alarm count
peak gated
ange_1
Low 200
hizh 2047
ange_2
Low 200
high 2047
sar
range 1
Low 3
high 258
range 2
Low 3
high 2585
12019-10-08 15:38 06 ]read confiz uid smecessfully. =
[2019-10-08 15:38:05]read confiz "lease time' success fully,
[2019-10-08 15:38:05] sessfully.
[2018-10-08 15:35:05], i fully,
[2019-10-08 15:38:05] 1y
[2018-10-08 15:38:06]read config ‘pesk pos gated suecessfully.
[2013-10-08 15:38:05]read confiz "hit count’ succezzfully.
-
Message
Ready NUM

Figure 1-1



2.2 MHRFETIERE
2.2 Working Conditions Testing

RITRESEUCREAEEE 1.5 K, RFELHEE, ATLUEERUIRSHIRE, IRE
AEEISESA HIBEA S, IREIERI TN, BBRATIELEE. IREESK/\H P201
=5, BRSPS 3 1MEFER, BARPE. KIS, 44 3iR: WORMEEE 1.5 K; 5*5
Bin: WORTERE 1.6 5K, E&/IVT: WURTEIE 1.8 K,

Put the TX antenna 150cm far from RX antenna, power on, use soft label or hard
tag to test until the RF4200 system alarms, the buzzer sounds “di...di...di....."and also
the leds on rx board flashing, then it means the system is working normally. The alarm
sound volume is controlled by P201 on the RX board. The volume has low, medium
and high optional. Factory setting is medium. Testing the 4*4 soft label, the detection

is 150cm, and 5+5 soft label, the detection is 160cm, and mini hard tag, the detection
is 180cm.

2.3 EIHHRESH
2.3 Parameters Reading & Setting

2 cardMonitor-25.20

Select Port: | COM6 Device: 4200 @ R/ a m
12345A M reshtimedats  tagsignal  alarmdata  customer flows b n
i fales Moni tor Select Chart:  All - Zoon(lse mouse wheel to zoon chart)
current level 3
uid 2F4A3740000000F0
device info
type 4200 —— signal
ver time 20181030 —— noise
setting count 2 — . gat
device & address
address 255
derice
ersio 4202201908121100
ea
sta disable
available tine i
clapsed tine i
Eilter 32
peak pos gated 10
Lit sount 7
alarm count 238
pesk gated
range_1
Low 200
high 2047
ange 2
Low 200
high 2047
r
range_1
Tow 3
high 255

12012-10-08 15:38:05)read config “uid success
ou 3 [2019-10-08 15:38:05]
high 255 [2012-10-08 15:38:05]r ea
[2012-10-08 15:38:05]r ea
[2019-10-08 15:38:05]r ea =
[2019-10-08 15:38:08]read confiz *pesk pos gated success
[2015-10-08 15:38:05]read config "hit co

Message

Figure 3-1

mE  (Read)idl, BVETEEUMATEMFREE RIS (08 3-1 Ff
) . BRETE, AR, WIESKTEY, At O (Save)nd
TR, ERNOEESEMERT, TaE O (Reset TS E.



Click Read button ¥ , the software will get all parameters from the RF4200 board
that connects to the PC. On the left side of the software, each parameter data could

are not well changed, then click Reset button to resume factory setting.

be changed. After changed, click Save button to save the new data. If the data

B cardMonitor-2.9.2.0

Select Port: | COME

1234 5|A

Property Valus

current level 3

uid 2F4 A3 74D000000F0
Figure 3-2

E’ﬁ‘éﬁ’ \"Jﬁiﬂ‘wMﬁE ISRIRNREEEIR (08 3-2 FizR) o FES
Rtz AEsE D (Save)RAMHTIE, I EARNRBEHTRERE, RHE
240 E£+, FitaNiEREfiT, FERTTERERE,

The above 1 2 34 5 five buttons are the sensitivity levels of the board. Select and

click Save button ) to set the board quickly and simply. The higher the number
selected, the wider the detection will be, but the lower the anti-interference capability
will be.

2.4 2588

2.4 Parameters Descriptions

Select Port COMS Device: 4200 @ R\/ a [ 1 ] &
1 12345A 14 real-tmedata tagsignal  alarmdata  customer flows 4 bk
14 56
Vel Moni tor Select Chart:  All =z Zoon [Vse mouse wheel to zeom chart)
3 -
CF4A3740000000F0
4200 —— signal
20151030 — noise
2 —— noise_gate
265
285
4202201908121 100
dizable
0
0
a2
10
?
238
low 200
high 2047
ange 2
Lov 200
hizgh 2047
13 o
range_1 [2019-10-08 17:07:63]read config uid sucoess: -
Low 3 [2019-10-08 17:07:53]read confi
hizgh 255 [2019-10-08 17:07:63]read confi
range 2 [2019-10-08 17:07:53]read confi
Low 3 [2019-10-08 17:07:55]read sonfig smr’ smocess
hizh 255 ~  [2019-10-08 17:07:53]read confiz 'peak pos gated suceessfully
device infe [2019-10-08 17:07:53]read confiz ‘hit comt’ success Fully.
v
Message
Close Port,need to open the serial port first NUM



1. REPE—RIRE, AR 3. XNMSHRARTIRIRBMEEIKE, 1FR=
REEMRK, RWFSIEERE, ERRRIIEFR), 5 ZXrRREERS, RarE
IEERR, ERIRR/IRENRA. M 12855 G 5 7MERK, TRREEERLTHE,

1. Sensitivity one-button setting: 3 is the factory setting, it means the normal
sensitivity using in normal environment. 1 means the sensitivity is very low, the

detection is very narrow, but the false alarms will not come easily; 5 means the
sensitivity is very high, the detection is very wide, but the false alarms will come easily.

2, uid, BERAIME—IRR, SNEREBEE—RI vid, ERZER UID A2E

2. The uid is the Unique ID number of the board. Each board has only one uid. All
boards have different uid number. The number will not repeat.

3. IREBFMELE (device&address), BN F—1MNEO%IZZERFRIRHZER.
BERSRERZSEL.

3. The device&address is not used yet. It is spare for the situation that one serial
cable is to connect multiple systems.

4. [RA (version) , XNESHERTEFLRAS, 4200 RREREE,

201807111600 FK~EFERMAIBHA,

4. The version is the firmware version number, 4200 is the model number of the
board, 201807111600 is the release date of the firmware.

5. ERE (#) (customer flows (in) ) , XPMSHICRERF LIEIHR
f, FEdRE (GAANEM) IMEHE, RUFmaLdINTETIsenERS.

5. The customer flows (in) is the record number that customers have passed
through the system to come into the shop from the date when the system starts
working. This function is only used for the system with IR counting sensor.

6. MERE (&) (customerflows (out) ) , XPMSHICREBRZ AR TIEIHZE
f, B RE (EHEH) MEHE, RUFmaLlINTETIsEnNERS.

6. The customer flows (out) is the record number that customers have passed
through the system to go out of the shop from the date when the system starts
working. This function is only used for the system with IR counting sensor.

7. FERSE (lease time) , BIARA/SAMESERTA (disable) . status AJLA
EREERBEIREER, enable 2FAMERE, disable 24 FAMESERE.
available time RiXENBEMIEERE, elapsed time REIZEMIEEIHRIEER
1RRYAdE), ANRFESEINKEHERE, JEE available time SbENBRFEERTE
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(FE0) &, REEPE], FAEEELA 1 ZIsP M, WMERIREN 4, Fx 4 75 (1
INET) 1x§,elx%1 30000, aNRFEZEIE, TTLATE Enable &b Fisk#E Disable
&, R=FEIE,

7. The lease time is used to limit the effective working time for the system. The
factory setting is to disable this function, means the system can work for unlimited time.
The status can show whether the lease time function is enabled: enable is to limit the
working time, while disable is not to limit the working time. The available time is the
effective working time that was set for the system, and the elapsed time is the time
that has been used since the setting. If you need to reset the effective working time
for the system, just put a valid number (not 0) at the available time, and click the Save

button B to save it. The lease time is based on 1 quarter of the clock, if it is set to 4,
it means 4 quarters (1 hour) ). The setting range is 1-30000. If you need to disable it,
B

you can click Enable button, and select Disable, then click save button to save it.

8. IEREEL (filter) , BAAMER 32, REEEIR 0-1023, —AHEN.
8. The filter is set at 32 by factory, the setting range is 0-1023. Usually it is not
necessary to modify.

9. BEEEIR (peak pos gated) , BUAMER 10, RESEEIR 0-255,
—MRAMEE, ZEUER), RERIFMETRE, IRELER. RUFERR, TS
ZEERN, Rz, NRGNEESAEE, TAERKEZEERX.

9. The peak pos gated is set at 10 by factory. The setting range is 0-255, Normally
it is not necessary to modify. When this value is smaller, the alarm possibility is very

low, and the alarm accuracy is very high. If there are false alarms, change to a smaller
value. If the detection is not good, change to a bigger value.

10~ apFREL (hitcount) , BRAMER 8, IRETEEIRE 1-8. WIRE—MIER
H}ilij % 8 REMBIITEES, WERBESHENRENTEES, FRERN
RE, @ EP>T\§SI SRERAIRSHIIEEBRR, muREM), REESRNS, R
ZTE%—E’%%%UE& ERARRINER T, ATLUEE R\ IRECRIRR R GIRBIRE
HIEEE.

10. The hit count is set at 8 by factory. The setting range is 1-8. In one processing
cycle, if a suspected tag signal appears 8 times, the system will determine this signal is
a true tag, then decide to alarm. The hit count is related to the detection distance.
When the hit count is smaller, the alarm possibility is higher, means the sensitivity is

higher. And vice verse. If there is no false alarm, the hit count can be changed to smaller
to make the detection distance wider.



11, IREIXREL (alarm count) , ZSEERTNER EEEZEZSFIRISITHREIR
#, WEESEE.

11. The alarm count is total alarms quantity that counted from the system power
on of the last time. When the power off, the number is resume to 0.

12, IEEIIPR (peak gated) , i (low) BRIAMER 150, &fi (high) BAIA
22047, RETERZ 0-2047, BERSMNHECERXERE, B2 18K
Xi& (range_1#range 2) . RFEREFIVSSHHLE (BE) HE, RETHPE
—XiEFEER, AJ%)S’ZLA#JxehSZ 55. BERA (low) RREREENISHZ—,
SEGHN, E%E’\J*EE%L%, RZARERIRZRBIR, ERRRAIBER T, TLUBSR

INZBECRIRR R ER AR AIEE .

12 . The peak gated low value is set at 150 and high value is set at 2047 by factory.
The setting range is 0-2047. The range of peak gated is 2 effective intervals (range_1
and range_2). The characteristic (peak) value of the signal collected by the system is
regarded as the label signal as long as it is in any range. The low peak is one of the
most important parameters of alarm. The smaller the parameters, the higher the
probability of alarm, otherwise the lower the probability of alarm. If there is no false
alarm, the detection distance can be wider by reducing this parameter.

13, {SIRLLITIRR (snrgated) , Az (low) EUAMER 3, IRESEERZ 0-255,
=iz (high) BUAR 255, ERTIRSEHRIHECERXEFRE, 8§ 2 MEAKXE
(range_1Flrange_2) . REXREZINESIFIE (BIRLLIIR) B, REAEHAF
F—XEBERN, WEHAARIREES. ERUEM (low) RIRESREENSHZ
—, SN, IREAERNES, RIIRZOBREE. ERRRER T, TLUE
HRINZ SRR B R EIRBIRERIIEE.

13. The signal to noise ratio (snr gated), the low bit (low) default value is 3, the
setting range is 0-255, and the high (high) default is 255. The numerical range of snr
Is expressed by interval. The parameters are 2 effective intervals (range_1 and range_2).
The signal characteristics (signal-to-noise ratio threshold) values collected by the
system are considered as label signals as long as they are in any range. Low signal-to-
noise ratio (low) is one of the most important alarm parameters. The smaller the
parameters, the higher the alarm probability, otherwise the lower the alarm probability.
The smaller the parameters, the higher the alarm probability, otherwise the lower the
alarm probability. If there is no false alarm, reduce this parameter, the detection
distance will be wider.

14, IRELHE (alarm data) , EFIRELE (alarm data) EHE, =& -
RATER 1 BRFIHRESIERS, REMEP A NI E AR R



S, I¥E. BEE. /MNEE. ZXIEE (NE 4-2 Fir)

14. The alarm data is the alarm daily records. Select alarm data, click
button to display the new alarm records. The records include alarm id, peak, snr, peak
pos min, and peak pos max.

Menid tor

M alarm data

Stap

alarm 1d peak SIY peak pos min peak pos max
1 |1 BBl 5 385 395
2 1 BEET [ 359 395
3|1 T4 9 388 395
4 |1 BTE @ 351 =1
5 |1 Bfd 11 302 395
5 |1 36 T i) 395
Tl 674 [ 353 395
g |1 GYT G 353 395
Figure 4-2
2.5 RIRACIE
2.5 False Alarm Processing Methods
1) . , BUNFERE, BEHARRRESFERETI, NERERNE,

BEE %’5@5@ 2 RLAS, BREFZETM. MRBFRE, BfibmTREN
Eﬁ%ﬁt 10, EORAMKIBE A PRI EESIERES T2

1). After power on, if there is false alarms. Firstly, you check whether there is a tag
around. Ifyes, please put it away from the antenna 2 meters away to avoid the system
from interference. If no, firstly check if the hit  pesk pos zated 0 count is 8 and
the difference of peak pos max - peak pos min is 10, and then according to the
data in the software to determine every parameters.

2) . BNiRBIRR, BirEraURERAT. BRRILERIIZASE, A&
[EIRFGURERISERE— UM, RE—XEN— 128, BHEZWEEFIER
LXK,

2). If there is no false alarm, and the detection is not good. First of all, resume to
factory setting parameters. Then improve the detection step by step. It is better to try
the parameters one by one, the the modification range is not too much. Modify and
test, little by little, to improve the detection.

A. BHERIZEIIR (20& 5-1 fx)

reduce the peak gated low



peak gated

range_1

Low 1680

hizh “ 2047

range_ 2

low ‘ 150

hi =-_Il'| 2047
Figure 5-1

B. PHESIREL (FE 5-2 Fimw)

reduce the snr low

s5nr

range 1

low ‘ 3

hizgh 285

range_2

Low 3

high ‘ 255
Figure 5-2

C. MRy (20E 5-3 A7)
reduce the hit count
hit count 3 ‘

Figure 5-3

D. HMRIFEMNEZE (WE 5-4 FirR)
reduce the peak pos gated
peak pos gated 10‘

Figure 5-4

FEEXIZIEEIPRUURISIERLL . A and B are the mainly ones to be modify.
EREREFR, NRHILRR, BER AKX TRIRMEIEIELSEH.

During the above processing, if there false alarm, please refer to the False Alarm
Processing.

&iE:

{SIRLY (snr) | L&(E (peak) | IE{ERIBEZE (peak pos) FlgpHIREL (hit count)
SRHREH 4 M BEESH, SESERETLIARIEFIIRER., EXE0RT
VE=Lye

Remarks:

Signal to noise ratio (snr), peak value (peak), peak pos gated (peak pos) and hit

count (hit count) are 4 important parameters of identification tags. Reasonable
parameter settings can achieve better results. The new modification must be saved,

1



then it will be valid.

2.6 FRRIREERS
2.6 Special False Alarms Shielding Methods

7, REMMERFE/RAINRIRAIFRZE T B ESIRNESeET#, m

EFEMRRRI . EXMNHE, FHMHMAILBIMSRIRESIEEE, HHIFHRRR
HSEE, RESEHFLEE RO HIFHRIRIR.

In the working site, the occasional false alarm of the system is not caused by the

full range interference of the label frequency, but by the interference of a certain

frequency band. In this case, we can observe the alarm data log, find out the scope of
special false alarms, set parameters to avoid this special false alarms.

4 alarm data

Stop
alarm 1d peak S peal pos min peak pos max
1 |17 TOv 11 36 415
2 17 Te0 14 36 394
3 |17 Tar 14 ar 394
4 |17 T45 1z 387 394
5 17 a1 12 a7 391
& |17 b4 1 3ar 3490
¥ oLT GTe T 387 358
g 17 God 3] a7 jifital

Figure 6-1
Rz e g, BRI TR EEUE B RS SEENEE, (RIRERITIRESHA
WEAVERAREEUERIIRBRIREEUE (WE 6-1 F7R) &
HIRZEIRAERILEY , iIRIRA peak SEEEA _EEH7E 750-900 /&), 1,
HATTLURE peak gated #UEA (WNE 6-2 F7x) -
Click the button | ™*= | to make the alarm data log read in real time. Assuming
that there is no tag enter, the alarm data are false alarm data(Figure6-1).

From the alarm data, we can see that the peak range of false alarms is basically
concentrated between 750-900. Then, we can set peak gated data to(Figure6-2):



Select Port: cOM4 Device: 4200 @ R\/ a

1 2 3 4 5 A 4 alarm data
Froperty Value Stop
uid ZFE0191400000035D
device & address el Adl peak snr peak pos min peak pos max
add.tl'ess 255 1|17 707 11 36 415
del\'l ce 255 s 17 750 14 36 394
version i 4200201507111600 3 17 TET 14 x 394
customer flows(in) 4 |17 745 1z 387 384
customer fl_ows(out) 5 |17 781 1z 387 381
lease time & |17 554 10 367 390
sta?us : enable 7ol1T a7a 7 367 feiezi]
available time 1} & |17 aEd [ 35T 358
elapzed time i
filter 32
peak pos zated i0
hit count a
alarm count 17
peak gated
range_1
Low 150
high 750
range_2
Low g00
high 2047
snr
range_1
Low 3
high 255
range_2
Low 3
high 255

Figure 6-2

WFEA T BT LAREHRRECR T, 56 3 25 8 FIER FRIRIR.

Then the false alarm of alarm data No. 1 to 8 will stop.

FIREFERSREACNTEE RIS S, AR HaIREENESAMFEH T,
FETERHIRESUHTIRE. REMUERSE, MEEREXNRAILRE (IRE)
RS S HURCR. ESUMRZENFES=1MHE (peak. snr, peak pos
max-peak pos min) BFIMTRM, ASHWIANBIREES. U= MFHRIFIRT
i

The main board will collect the RF signal in the range of detection at any time,
and analyze the characteristics of the signal collected at present, and give the alarm to
the signal that conforms to the feature of the tag. The alarm data log is the
comprehensive data record that the main board recognizes the characteristics of the
label (alarm) every time. In order to be considered as a tag signal, the signal must

ultimately meet the criteria of three characteristics (peak, snr, peak pos max - peak pos
min). The following are the criteria for judging the three characteristics:

Peak:
peak gated

range_1

Low 150
high Th0
range_2

Low 900
high 2047

Figure 6-3
55 peak #E (W& 6-3 Fi7x) |, WIRFE range_1 & range_2 SEEIA.

1



The peak (Figure6-3) value must be inside range_1 or range 2

Snr:
snr

range_1

Tow 3
high ZER
range_J2

Low 3
hizh 2ER

Figure 6-4
SS8I snr #YE (W& 6-4 Fi7x) , W1k range 1 8¢ range 2 SEEIA.

The snr value (Figure6-4) must be inside range_1 or range_2.

Peak pos max - Peak pos min:

lease time

status dizable
availahle time i
elapzed time 0

filter 3F

[pea]: pos zated ID]

hit count a

alarm count 3

Figure 6-5

(=589 peak pos max # peak pos min F9ZEE, W F peak pos gated
SHILTENE (W8 6-5 fir) » ALE—EREHIERES, JAR1 3 FKIERW
Peak pos max - Peak pos min ZEEM, HRAIZEE, TMEARRFIRIKIE.

The difference between the peak pos. max and the peak pos. min of the signal
must be less than the value set at the peak pos gated(Figure6-5). In the above group
of alarm data log, only the first 3 records of the peak pos max - peak pos min difference
is effective, so the rest can be ignored, not as the judge of false alarm.

FE, FiIN Q”TLL_SUL,%TEE-EIIU\EPE’J peak HERIZESE, MIMERIRR
HN7Zi%E. BEEAESYRARNMAS=MHETERIANITEES, MLNRESH
peak HELLR D HEL SEERK, TiABITIRESEHCKEIR, BRATA B ATLANIER snr,
Peak pos max - Peak pos min f981{E, BEEEE—NIVEER, NEEHEALL
B IR EN N SECEAERR. NR=MESSFHINSERCRD BRI, EEE
&= VInEIESEE, WeRAASRITIESHTE. TREUTF—MrE, TERFE
WMz TIES, BRRR.

Above, we introduce the method of setting up parameters by observing the peak
value in the alarm data log, thus shielding false false alarms. But because the signal
must be conformed to three characteristics at the same time, then it would be finally
identified as a true tag signal. So if the peak value of the signal is more scattered, larger,

1



and can not shield false alarms by setting parameters, then we can also observe the
values of snr, peak pos max - peak pos min, whether or not in a small range, it is also
possible to set corresponding parameters to avoid false alarms. If the values of the
three signal features are scattered and average, and even cover the entire range of the
tag, the current interference signal is considered to be completely and infinitely similar
to a tag, in this case, it is not possible to shield the interference signal to eliminate the
false alarm.



