Swittons Biometric Version — User Manual

Scenario 1- Registering a new fingerprint.

¢ In the condition of device being completely switched off, long press
(touch) button “1”. The LED under button “1” will start blinking,
indicating the device has entered the fingerprint registration mode.

e To register the fingerprint, touch the sensor in the middle of the
device, while doing so, green LEDs will start blinking indicating
successful recognition of the fingerprint by the sensor.

e During the process of registering the fingerprint the LED in the top left
corner will change from RED to BLUE to GREEN on successful addition
of the fingerprint

e The device is now ready to use by pressing any button to place an
order

Scenario 2- Wake Up device from sleep mode.

e |f device encounter inactivity for 90 seconds or more, it will go into
sleep mode.

e To wake up the device, touch the middle sensor with the added
fingerprint in Scenario 1. A green LED will light up indicating successful
recognition and red LED, if fingerprint not recognized.

® Once the LED has turned green, the device is again ready to use, and
any button can be used to place an order.

Scenario 3- Reset the fingerprints on the device.

® To reset the device fingerprints, user needs to long press button “2”
and “3” simultaneously.

® This reset the device and if need to be used again, user will have to
start again from “Scenario 1”.



Button Usage.

e Scan the fingerprint, once the GREEN LED around the sensor lights
up, the device is authenticated.

e On the top left corner, LED will turn RED which indicates Wi-Fi for the
device needs to be configured.

e An AP will be generated by the name of “SWITTONS_XXXX”, connect
to it using cellphone or PC.

e Enter the Wi-Fi credentials, if credentials are found correct led will
turn blue and then green, and the device will be ready to use.

e Touch any button to trigger the events.

NOTE: - The LED color RED in the top left corner, indicates device not being
connected to Wi-Fi. GREEN color would indicate the device successfully
connected to Wi-Fi.

FCC Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant
to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates, uses and can radiate radio frequency
energy and, if not installed and used in accordance with the instructions, may cause harmful interference
to radio communications. However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or television reception, which
can be determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

* Reorient or relocate the receivingantenna.

* Increase the separation between the equipment and receiver.

* Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

* Consult the dealer or an experienced radio/TV technician for help.

Caution: Any changes or modifications to this device not explicitly approved by manufacturer could void
your authority to operate this equipment.

This device complies with part 15 of the FCC Rules. Operation is subject to the following two conditions:
(1) This device may not cause harmful interference, and (2) this device must accept any interference
received, including interference that may cause undesired operation.

RF Exposure Information
The device has been evaluated to meet general RF exposure requirement. The device can be used in

portable exposure condition without restriction.



