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Getting Started
Initial setup
      Ensure that the SIM card is inserted correctly before using your tablet for the first time. 
Read the Quick Start Guide for more information on how to set up your tablet. SIM cards 
are not supported on Wi-Fi only tablets.

Press and hold the power button to turn on your device. Follow the onscreen instructions to 
complete the initial setup.

1.Select your language and region and touch NEXT.
2.Read the content carefully, accept the user terms and conditions, and then touch

AGREE >AGREE.
3.Read the service policy. Select AGREE and touch NEXT.
4.Your device will automatically search for available Wi-Fi networks. Follow the 

onscreen instructions to connect to a network.
5.Read the Google    terms and conditions and touch NEXT.
6.You can configure your device in two ways:

• Follow the onscreen instructions to restore a backup.
• Follow the onscreen instructions to copy data from another device, or touch

SET UP AS NEW PHONE > OK to skip this step.
If you choose to skip this step, you can still import data from another device 
later by touching Settings > Advanced settings > Data transmission.

7.Touch GET STARTED to complete the settings. Your device is now ready to use.

Connecting to the Internet

Connect to Wi-Fi networks effortlessly with your device.

Connecting to a Wi-Fi network
 1   Swipe down from the status bar to open the notification panel.
 2   Touch and hold       to open the Wi-Fi settings screen.
 3   Switch on Wi-Fi. Your device will list all available Wi-Fi networks at your location.
 4   Select the Wi-Fi network you want to connect to. If you select an encrypted network, 
      you will also need to enter the Wi-Fi password.

Foreword
Read this guide carefully before using your device.

All pictures and illustrations in this document are for your reference only and may differ    

from the final product.

Some features in this guide may not be supported by certain devices or carriers.

Symbols and definitions

Connecting using Mobile Data

      Before using mobile data, ensure that you have a data plan with your network provider to 
avoid incurring excessive data charges. Mobile data is not supported on Wi-Fi only tablets.
   1   Swipe down from the status bar to open the notification panel.
   2   Touch        to enable mobile data.
      Disable mobile data when not required so as to save battery power and reduce data usage.

Charging your device
Your device displays a low battery warning when the battery is nearly empty. Charge your 
device immediately to prevent it from switching off automatically.
Using a charger to charge your device
Connect your device to a socket using the factory-provided charger and USB cable.

l If your device does not respond when you press the power button, the battery is
probably empty. Charge your battery for at least 10 minutes (use the charger that 
came with your device), and then restart your device.

       2    Your device automatically conducts a safety check when you connect it to a charger 
            or other devices. If your device detects that the USB port is wet, it will automatically 
            stop charging and display a safety message. If this message is displayed, unplug the 
            USB cable from your device and allow the USB port to dry out completely to avoid 
            damaging your device or battery.

Using a USB port to charge your device
If you do not have access to a charger, you can charge your device by connecting it to a 
computer with a USB cable.

1.When you use a USB cable to connect your device to a computer or another device, 
allow access to device data? will be displayed in a popup dialog.

2.Touch No, charge only.
If another USB connection mode has been selected, swipe down from the status bar to open 
the notification panel. Touch File transfer via USB, and then select Charge only.

Safety information
• Only use genuine Rhino batteries, chargers, and USB cables to charge your device.

Third-party accessories are a potential safety hazard and may impair your device's 
performance.

• You can recharge your battery many times, but all batteries have a limited lifespan. If
you notice a significant deterioration in your device's battery life, purchase a genuine Rhino 
replacement battery. Do not attempt to remove built-in batteries. If your device has a built-in 
battery, contact an authorized Rhino service center for a replacement. If the battery is 
removable, replace it with a genuine Rhino battery.

• Your device may become warm after prolonged use or when exposed to high ambient
temperatures. If your device becomes hot to the touch, stop charging it and disable 
unnecessary features. Place your device in a cool location and allow it to cool down to room 
temperature. Avoid touching the surface of your device for prolonged periods when it 
becomes hot.

• Charging times may vary depending on the ambient temperature and the remaining
battery level.

• Avoid using your device when it is charging. Do not cover your device or the charger.

      For more information on charging and battery care, visit http://Rhino.com/ and search for 
your device's user guide.

Battery status information
The battery status is indicated by your device's indicator light and the battery icon in the 
status bar.
     Status indicator        Battery icon Battery status

Blinking or steady red             Less than 4% remaining

Red Charging, less than 10% remaining

Orange Charging, 10–90% remaining

Charging, at least 90% remaining. If 100% is displayed
next to the battery icon in the status bar, or a charging
complete message is displayed on the lock screen, this
indicates that charging is complete.

Screen and Display
Home screen
About the home screen
Use the home screen to access your apps and widgets.

Description

Reminder

Warning

Indicates potential problems that may arise if proper care or

attention is not given, such as device damage or data loss. 

Warns you about potential hazards that could cause serious

injury.

Highlights important information and tips, and provides

additional information.

Green  

Status bar: Displays notifications
and status icons

Display area: Displays app icons,
folders, and widgets

Dock bar: Displays frequently used apps

Navigation bar: Displays virtual
navigation keys1 2 3 4 5

Basic screen gestures

Use simple touchscreen gestures to perform a variety of tasks, such as launch apps, scroll 
through lists, and enlarge images.

Touch: Touch an item once. For example, touch to select 
an option or open an app.

Double touch: Touch the target area of the screen twice in 
quick succession. For example, double touch an image in 
full screen mode to zoom in or out.

Touch and hold: Touch and hold the target area of the screen
for at least 2 seconds. For example, touch and hold a blank area
on the home screen to access the home screen editor.

Swipe: Swipe your fingers on the screen. Swipe vertically or
horizontally to browse other home screens, scroll through a
document, and more.

Spread fingers apart: Spread two fingers apart on the screen. 
For example, spread two fingers apart to zoom in on a picture
or web page.

Drag: Touch and hold an item, and then move it to another
position. For example, use this gesture to rearrange apps and
widgets on the home screen.

Pinch fingers together: Pinch two fingers together on the
screen. For example, pinch two fingers together to zoom
out on an image.
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Security and Backup
Backing up and restoring data

Back up data on your old device to a microSD to avoid losing your files.

1. Open       Backup on your old phone.

2. Select Back up > SD card > Next.
Select the data you want to back up and touch Back up. When prompted, enter a backup 
password. No backup password is required for photos, audio files, videos, or documents.

      Set a password reminder to help you remember your password and prevent you from losing 
access to your files.

Backing up data to your phone's internal storage

Back up data to your phone's internal storage to avoid losing your files. Only back up smaller 
files.

1. Open       Backup
2. Select Back up > Internal Storage > Next.
3. Select the data you want to back up and touch Back up. When prompted, enter a 

backup password. No backup password is required for photos, audio files, videos,
or documents.

• Set a password reminder to ensure you don't lose access to your files.
• By default, backup files are saved to the RhinoBackup folder in Files.
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Personal Information & Data Security

The use of some functions or third-party applications on your device could result in your 
personal information and data being lost or becoming accessible to others. Use the 
following measures to help you protect your personal information:

• Put your device in a safe place to prevent unauthorized use.

• Set your device screen to lock and set a password or unlock pattern.

• Periodically back up personal information stored on your SIM card, memory card or
your device memory. If you change to a different device, be sure to move or delete any
personal information on your old device.

• Periodically back up personal information stored on your memory card or your device
memory. If you change to a different device, be sure to move or delete any personal 
information on your old device.

• Do not open messages or emails from strangers to prevent your device from becoming
infected with a virus.

• When using your device to browse the Internet, do not visit websites that might pose a
security risk to avoid your personal information from being stolen.

• If you use services such as the portable Wi-Fi hotspot or Bluetooth, set passwords for 
these services to prevent unauthorized access. Turn these services off when they are not
in use.

• Install device security software and regularly scan for viruses.

• Be sure to obtain third-party applications from a legitimate source. Downloaded
third-party applications should be scanned for viruses.

• Install security software or patches released by Rhino or authorized third-party
application providers.

• Using unauthorized third-party software to update your device may damage your
device or put your personal information at risk. It is recommended that you update 
through your device's online update feature or download official update packages for
your device model from Rhino.

• Some applications require and transmit location information. As a result, a third-party
may be able to share your location information.

• Some third-party application providers may collect detection and diagnostic
information on your device to improve their products and services.
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Legal Notice

Copyright © Rhino Technologies Co., Ltd. 2017. All rights reserved.

This document, whether in part or whole, shall not be reproduced or transmitted in any way, 

shape, or form without the prior written consent of Rhino Technologies Co., Ltd. and its 

affiliates ("Rhino").

The product described in this document may include software that is the copyright of Rhino or 

its licensors. Such software shall not be reproduced, distributed, modified, decompiled, 

disassembled, decrypted, extracted, reverse engineered, leased, assigned, or sublicensed unless 

such restrictions are prohibited by law or such actions are approved by the copyright holder.

company names mentioned herein may be the property of their respective owners.

Notice

Some features of the product and its accessories described herein rely on the software installed 

or the capacities and settings of the local network, and therefore may not be activated or may be 

limited by local network operators or network service providers.

Therefore, the descriptions herein may not exactly match the purchased product or its 

accessories.

Rhino reserves the right to change or modify any information or specifications contained in this 

document at any time without prior notice and without any liability.

Third-Party Software Statement

Rhino does not own the intellectual property of the third-party software and applications that are 
delivered with this product. Therefore, Rhino will not provide any warranty of any kind for 
third-party software and applications. Neither will Rhino provide support to customers who use 
third-party software and applications, nor be responsible or liable for the functions or 
performance of third-party software and applications.

Third-party software and applications services may be interrupted or terminated at any time, and 
Rhino does not guarantee the availability of any content or service. Third-party service 
providers provide content and services through network or transmission tools outside of the 
control of Rhino. To the greatest extent permitted by applicable law, it is explicitly stated that
Rhino shall not compensate or be liable for services provided by third-party service providers, 
or the interruption or termination of third-party contents or services.

Rhino shall not be responsible for the legality, quality, or any other aspects of any third-party 
software installed on this product, or for any uploaded or downloaded third-party works in any 
form, including but not limited to texts, images, videos, or software etc. Customers shall bear 
the risk for any and all effects, including incompatibility between the software and this product, 
which result from installing software or uploading or downloading the third-party works.
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This product is based on the open-source Android™ platform. Rhino has made necessary 
changes to the platform. Therefore, this product may not support all the functions that are 
supported by the standard Android platform or may be incompatible with third-party 
software. Rhino does not provide any warranty or representation in connect with any such 
compatibility and expressly excludes all liability in connection with such matters.

DISCLAIMER

ALL CONTENTS OF THIS DOCUMENT ARE PROVIDED "AS IS". EXCEPT AS 
REQUIRED BY APPLICABLE LAWS, NO WARRANTIES OF ANY KIND, EITHER 
EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO, THE IMPLIED 
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR 
PURPOSE, ARE MADE IN RELATION TO THE ACCURACY, RELIABILITY OR 
CONTENTS OF THIS DOCUMENT.

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, UNDER NO 
CIRCUMSTANCES SHALL RHINO BE LIABLE FOR ANY SPECIAL, INCIDENTAL, 
INDIRECT, OR CONSEQUENTIAL DAMAGES, OR LOSS OF PROFITS, BUSINESS, 
REVENUE, DATA, GOODWILL SAVINGS OR ANTICIPATED SAVINGS 
REGARDLESS OF WHETHER SUCH LOSSES ARE FORSEEABLE OR NOT.

THE MAXIMUM LIABILITY (THIS LIMITATION SHALL NOT APPLY TO LIABILITY 
FOR PERSONAL INJURY TO THE EXTENT APPLICABLE LAW PROHIBITS SUCH A 
LIMITATION) OF RHINO ARISING FROM THE USE OF THE PRODUCT DESCRIBED 
IN THIS DOCUMENT SHALL BE LIMITED TO THE AMOUNT PAID BY CUSTOMERS 
FOR THE PURCHASE OF THIS PRODUCT.

Import and Export Regulations

All applicable export or import laws and regulations must be complied with and all necessary 
governmental permits and licenses must be obtained before exporting or importing the 
product, including the software and technical data, described in this document.

This guide is for reference only. The actual product, including but not limited to the color, 
size, and screen layout, may vary. All statements, information, and recommendations in this 
guide do not constitute a warranty of any kind, express or implied.
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FCC Caution.

 Labeling requirements.
This device complies with part 15 of the FCC Rules. Operation is subject to the following 
two conditions: (1) This device may not cause harmful interference, and (2) this device must 
accept any interference received, including interference that may cause undesired operation.

Information to user.
Any Changes or modifications not expressly approved by the party responsible for 
compliance could void the user's authority to operate the equipment.

 Information to the user.
Note: This equipment has been tested and found to comply with the limits for a Class B 
digital device, pursuant to part 15 of the FCC Rules. These limits are designed to provide 
reasonable protection against harmful interference in a residential installation. This 
equipment generates uses and can radiate radio frequency energy and, if not installed and 
used in accordance with the instructions, may cause harmful interference to radio 
communications. However, there is no guarantee that interference will not occur in a 
particular installation. If this equipment does cause harmful interference to radio or 
television reception, which can be determined by turning the equipment off and on, the user 
is encouraged to try to correct the interference by one or more of the following measures:
-Reorient or relocate the receiving antenna.
-Increase the separation between the equipment and receiver.
-Connect the equipment into an outlet on a circuit different from that to which the receiver is 
connected.
-Consult the dealer or an experienced radio/TV technician for help.

Specific Absorption Rate (SAR) information:

This T5 meets the government's requirements for exposure to radio waves. The guidelines 
are based on standards that were developed by independent scientific organizations through 
periodic and thorough evaluation of scientific studies. The standards include a substantial 
safety margin designed to assure the safety of all persons regardless of age or health.
FCC RF Exposure Information and Statement The SAR limit of USA (FCC) is 1.6 W/kg 
averaged over one gram of tissue. Device types: Mobile phone (FCC ID: 2AU94T5) has also 
been tested against this SAR limit. The highest SAR value reported under this standard 
during product certification for use at the ear is 0.41 W/kg and when properly worn on the 
body is 0.69 W/kg. This device was tested for typical body-worn operations with the back of 
the handset kept 10mm from the body. To maintain compliance with FCC RF exposure 
requirements, use accessories that maintain a 10mm  separation distance between the user's 
body and the back of the handset. The use of belt clips, holsters and similar accessories 
should not contain metallic components in its assembly. The use of accessories that do not 
satisfy these requirements may not comply with FCC RF exposure requirements, and should 
be avoided.
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Body-worn Operation
This device was tested for typical body-worn operations. To comply with RF exposure 
requirements, a minimum separation distance of 1.0 cm must be maintained between the 
user’s body and the handset, including the antenna. Third-party belt-clips, holsters, and 
similar accessories used by this device should not contain any metallic components. 
Body-worn accessories that do not meet these requirements may not comply with RF 
exposure requirements and should be avoided. Use only the supplied or an approved antenna.

The device for operation in the band 5150–5250 MHz is only for indoor use to reduce the 
potential for harmful interference to co-channel mobile satellite systems

The device shall automatically discontinue transmission in cases of absence of information to 
transmit, or operational failure. Then it will scan the available radio signals. If this signal is 
connected before, it will be automatically connected, otherwise manual connections will be 
necessary.
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Google, Android, Google Play, YouTube and other marks are trademarks of Google LLC.
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