PRODUCT NAME: Fingerprint padlock
Product number : W8

is subject to the condition that this device does not cause
harmful interference (1) this device may not cause harmful
interference, and (2) this device must accept any interference
received, including interference that may cause undesired
operation.

Any changes or modifications not expressly approved by the
party responsible for compliance

could void the user's authority to operate the equipment.
NOTE: This equipment has been tested and found to comply
with the limits for a Class B digital device, pursuant to Part 15 of
the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a
residential installation. This equipment generates, uses and can
radiate radio frequency energy and, if not installed and used in
accordance with the instructions, may cause harmful
interference to radio communications. However, there is no
guarantee that interference will not occur in a particular
installation.

If this equipment does cause harmful interference to radio or
television reception,

which can be determined by turning the equipment off and on,
the user is encouraged to try to correct the interference by one
or more of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.
-- Connect the equipment into an outlet on a circuit different
from that to which the receiver is connected.

-- Consult the dealer or an experienced radio/TV technician for
help.

To maintain compliance with FCC's RF Exposure guidelines,
This equipment should be installed and operated with minimum
distance between 20cm the radiator your body: Use only the
supplied antenna.

FCCID: 2AT56-W8 Made in China

User Manual

This QR code is for iOS (iPhone) phones

Made in China

W To Use with Fingerprint Only
*When no fingerprint is registered, any fingerprint can unlock the

padiock; once a fingerprint is registered, only registered

To register the first fingerprint:

1.Long press fingerprint sensor for 3
seconds or more.

2 Release your finger when the indicator
light tums blue.

3.Wait for the indicator to flashes green to
start fingerprint registration.

4.To register a fingerprint, press your
intended finger on the sensor. The
indicator will flash blue and green at the
beginning, then tur solid blue once a
fingerprint sample is collected. If the | o
indicator tums red, sample collection has

failed. Press the sensor to try again

5.Repeat Step 4 with the same finger ten times at different angle
to complete the registration process. When the sensor has
successfully collected ten samples of the same finger, you will
hear a long beep and the indicator tums solid green

To add a fingerprint after padiock is already registere
1.Press and hold the sensor for 3 seconds

2 Release when the indicator flashes blue once.

3.Wait for the indicator tur solid blue to enter registration mode
4.Press the sensor with a registered fingerprint (that is, the first
one set). When the blue indicator tuns to flash green, Repeat
Steps 4 and 5 to add a new fingerprint.

Delete all fingerprints:
1.Press and hold the sensor for 5 seconds.
2
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3Wait for the indicator tums solid red and press on the sensor
with a registered fingerprint
4.Allfingerprints are deleted when the indicator flashes green.

To unlock with fingerprint:

When padlock is locked, press finger on the fingerprint sensor. If
the fingerprint is recognized, the indicator turns green momentari-
ly and the lock beam automatically pops up. If the fingerprint is not
recognized, the indicator tums red momentarily.

Low voltage warning:

When the battery is lower in voltage(<3.5v), the indicator will flash
red for 15 seconds and repeat every one minute for low battery
waring. Please charge promptly.

Recharge:

The padiock charges with a mini USB cable included in the
package. The indicator tumns solid red while charging.

1l To USE with Mobile App threugh bluetooth
“Available only with Bluetooth version

Download free mobile app:

“Please tum on Bluetooth in your phone and make sure your
phone has internet access.

Sean QR code on the first page of this manual with your phone
camera to download free E-Lock mobile app. You may search it in
your app store too.

Connect padiock to mobile app for the first time:

1.0pen the E-Lock mobile app.

o

3 Press the fingerprint sensor to activate the padlock.

4.Select the padiock to be connected.

5.Type in initial password for authentication: 123456,

6.When the authentication is successful, the Bluetooth unlock
icon in the app turns red. (Click unlock icon to unlock. The icon will
turn green when unlock is completed.)

Add fingerprint user:
1.Click on the fingerprint user icon to enter the fingerprint user
interface.
2.Click on the
and click OK.
3\Wait for the fingerprint icon to appear, then press on the

icon in the upper right comer, enter your name

fingerprint sensor to register fingerprint for this user. Press on the
sensor from different angle with the same finger to complete the
process. The fingerprint icon will turn red as you go. The process
completes after 10 fingerprint samples of the same finger are
successfully collected.

4.To set permission on general users, click the user's unlock icon
to set unlock permission.

5.To delete a general user, long press on the user name in
Android phones, or swipe left in iOS phones.

6.To delete fingerprint administrator account, the padiock needs

to be restored to factory settings.

Add a Bluetooth user

1.Click on the Bluetooth user icon to enter the Bluetooth user

2.Click on the "+" icon i the upper right corner, enter your name
and password, then click OK. You can add multiple Bluetooth
users.

3.Similar to fingerprint user, the administrator can set the unlock
permission of general user and delete general user account
Temporary dynamic password.

Dynamic passwords can be used for other unregistered
fingerprints or Bluetooth users to temporarily unlock the padiock.
The dynamic passwords will be invalid after a single use. The
password will automatically update

Unlock log
The padlock will record unlock activities. For Bluetooth unlock, the
log will include time and user. For fingerprint unlock, the unlock
time is available only if the lock has Bluetooth function

Other functions
Click More to go to other features like:

2.Modify the administrator password
3 Restore factory settings.

4.0ne-click lost proof mode. In this mode, when the lock and the
phone are too far away, the APP will vibrate to remind the user
connection to padiock is lost. This function is useful to keep your

belongings within a safe distance.

Unlock by unregistered users
Unregistered users can use temporary dynamic password to
unlock. Unregistered users do not have any permission like
general user or administrator. Dynamic password will be invalid
after a single use.




