EM-T17X

Android System User Manual

Thank you for using our products! To help you get familiar with the product
faster, please refer to the user manual if you have any problems during use.
This document mainly introduces the interface and system usage instructions of
the T17X rugged tablet and helps you quickly understand the use of the product
through the picture instruction. |f you have any insoluble problems during use,

please contact our technical personnel to deal with them. Thank you for your

trust.
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Product Appearance

Six views:

Device function interface description

1. Power button: In shutdown mode, press and hold the power button to power on the
device;

In the startup mode, short press the power button to turn off
the screen and wake up the screen, press and hold the power button to power off or
restart the device, or urgent call for help;

2. 3.Volume button “+ : Device volume can be turned up/down;

4. TF card slot: Insert TF cards

5.S8canning module (optional) : Supports code—scanning function;

6. Front camera: 5MP, supports photograph and video;

7. Speaker: A built-in speaker for playing videos; Built—in 8Q/1W waterproof
speaker x 1;

8. Pogo pin: Used to connect the docking charger, expand the USB port and charging
port;

9. Scan Window: This window is where the optional scan module can be installed. |f

the scan module is installed, the user can open notes, websites, scan apps, etc

(any place where a cursor can be used to input content). By pressing the F scan



button, the scan window will emit a scanning light. Align the light with the
barcode to scan and read the barcode data on the device

10. F key: Scan key by default, for fast scan;

(Note: The scanning function of this device is an optional feature and requires the additional installation of a
scan module to use the F scan button effectively. Without the scan module, the F scan button will not function. If
you do not install the scan module but needs to use the F button for custom functions, you can contact the

respective sales or technical personnel to install the appropriate software app for this purpose.)

11. Type C: For charging or transmitting data through the data |ine;

12. Rear camera: 13MP, supports photograph and video;

13.Flashlight: To adjust the brightness of light when taking photos;

14. Power port: For charging the adapter;

15. Audio port: ¢ 3.5mm standard earphone jack

16. Optional Modules: Supports an RJ45 network port (10/100M adaptive), one DB9
serial port (RS232), and one USB 2.0 port as options, with the RJ45 network port
being standard by default

17. HOME Button: Pressing the HOME button can switch back to the desktop.

18. USB Interface: USB 2.0, supports the use of USB peripherals such as flash

drives and keyboards



Display Layout
Initial display: Swipe up to display, as shown in the following figure.

No SIM card

10:26

Thu, Aug 10

0 Configure physical keyboard

Tap to select language and layout

Swipe up to open




Display menu introduction: All applications are showed in here. In this

interface, you can quickly start and operate the application

Time

Battery
I]mn [ WERN - [l

Back Home Menu



System Settings

Settings: Users can set the system in this interface.
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Sound
Volume, vibration, Do Not Disturb

Display
Dark theme, font size, brightness

Wallpaper

Home, lock screen

Accessibility
Display. interaction, audio

Security
Screen lock, Find My Device, app security

Privacy
Permissions, account activity, personal data

Location
On - 1 app has access to location

Safety & emergency
Emergency SOS, medical infa, alerts

Passwords & accounts
Saved passwords, autofill, synced accounts

DuraSpeed

System
Languages, gestures, time, backup

About phone
<4 [}



Extended Settings

You can enable or disable various functions here.

AR

Extension Settings

fi  AppBoot

%, Disable Syster
[
(U] Automatic shutdown

7
=7

Screen Rotation
Disable Storage
ww  Disable Portal
[  Disable Status
& Disable Back

Disable Home

a e

Disable Recent

Device Model

(=]



Network and Internet

You can set WLAN and Ethernet, flight mode and other functions in this interface.

Wi-Fi Settings
You can search for and connect to Wi—-Fi networks, set Wi—-Fi preferences, view

saved networks, and check traffic usage in this interface

Ww2mEwAd L

Network & internet

P s @
Mabile network

4 Airplane mode a»

SIM cards

® Hotspot & tethering
off

Data Saver
O o

& Ethernet setting

VPN



A connected device
In this interface, you can set Bluetooth, projection, print

by Bluetooth, and so on.

1. Bluetooth Settings

You can search and match Bluetooth in this interface.

1028 8w M L} 1028 8 % M
« €
Connected devices Pair new device
=+  Pair new device Device name
X
Previously connected devices
Available devices
>  Seeall
(6]
Connection preferences Phone's Bluetooth address: 00:E0:04:5F 84:71
Bluetooth, NFC
Q@
Visible as "T11X" 10 other devices
4 L - 4 . |

2. 016 Management

view files received

Turning this option on or off allows the device to switch the master/slave mode

read the USB flash drive and other USB devices, or connect to the PC

TR '

«

OTG Management
OTG Switch a»



Applications and notifications
You can view all applications

permission management in this interface

Battery

You can view the remaining battery power,

percentage in this interface

W30 0w

«

Apps

fecently opened apps

& [Extension Settings
0 min. ago

@ Gallery

4min.ago
>  Seeall 22 apps

General

Default apps

Browser, Phone, and Messaging

Unused apps
0 unused apps

Special app access

0 apps can use unrestricted data

notification Settings

the power saving mode

030 8w
€
Battery

89.

default applications, and

and battery power

Not charging

Battery Usage

View usage from last full charge

Battery Saver
off

Battery Manager
Detecting when apps drain battery

Battery percentage

Show battery percentage in status bar

@

Battery usage data i3 approximate and can change based on Usage.
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Display
In this interface, you can adjust the brightness, set night mode, wallpaper, dark
theme, eye protection mode, automatic rotation screen, font size, display size,

and screen saver, lock the screen, and wake up the device when picking it up, and

other functions.

W3 BwEE L}
€
Display

Brightness level
60%

Dark theme

Will never tum on automatically

Night Light

Will never tum on automatically

‘Adaptive brightness
off

Screen timeout
After Never Screen Off of inactivity

Auto-rotate screen a

Advanced
Colors, Font size, Display size, Lock screen, Lift to wake
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Volume

You can set the media volume, call volume, ringtone volume, alarm volume, incoming
call vibration, Do—Not-Disturb mode, block ringing (press the power button and
volume + at the same time), ring tone, notification tone, alarm tone, and other

functions

Wwn owEg §

Sound

Media volume
—_—e

Call volume

Ring & notification volume
—_—

Alarm volume

o

Do Not Disturb
off

Phone ringtone
Flutey Phone

Media
Shaw player

Vibrate for calls
Never vibrate
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Memory
You can view the memory usage and

space occupied by applications in this interface

Privacy

You can view the license status of
each software in this interface

set it to display briefly when
entering a password, and set whether

the lock screen displays the notification

13

MmN awEg
<«
Storage

14...

= Storage manager

@ Freeupspace
Go 10 Files app 1o manage and free up space

B System

Apps

py Videos

@ mages

o Documents & other

Trash

nI@wEg

Privacy

Privacy dashboard
Show which apps recently used permissions:

Permission manager
Control app access to your data

Camera access
For all apps and services

Microphane access
For all apps and services

Show passwords
Display charscters biefly as you type

Notifications on lock screen
Show all notification content

Show clipboard access
Show a message when apps access text, images, or other content you've
copied

128 68 total

13GB

0.93GB

262 MB

1.2MB

28
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Location
In this screen, you can turn GPS on or off
and allow or restrict the use of an

application to obtain location information.

Security
In this interface, you can set screen
lock mode (none, slide, pattern, PIN code

password), device management application

encryption and credentials, fixed screen, etc

14
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Location

Use location ()

Recent access
No apps recently accessed location
> Seeall

App location permissions
10f 4 apps has access to location

Location services

0]

Apps with the Nearby devices permission can determine the relative position of
‘cannected devices.

Leam more

03 BwEg

Security

Security status
Device security

Screen lock
Swipe

Device admin apps
1 active app

Encryption & credentials
Encrypted

Trust agents
App pinning
off

Auto-start management



Account
You can add other accounts in this interface

(Exchange, IMAP, POP3)

Accessibility

Settings for screen readers, displays

and interactive controls. For example:

font size, display size, dark themes

enlarged gestures (3 consecutive screen clicks)
color correction, color reversal, removing

animations.

Kuaiba

15
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Passwords & accounts
Autofill service
None

Accounts for Dwner

+  Addaccount

Automatically sync app data
Let apps refresh data automatically

4 L]
w2z awng
(_
Accessibility

Downloaded apps

2 ButtonAssignment
off

@ Kiosk Mode
off

Display.

Text and display

n Extra dim
Dim screan beyond your phone’s minimum brightness

Dark theme
Wil never tism on automatically

Magnification
off

Interaction controls

Timing controls

B3 svstem contrals
4 [ ]



Kuaiba speeds up foreground apps by
inhibiting background app activity
but it may cause some notifications to

not be received properly

System

You can set the wireless upgrade

Language, input method, date, time

backup, reset options, as well as the
debugging related to the developer options
(to enter the “about the phone”

click 7 times of version number)

1. Language & input

16
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(5
System

@ Languages & input
C  Gestures

o) Date & time
GMT+08:00 China Standard Time

@ Backup

2 Multiple users
Signed in as Dwner

€D Reset options

Languages & input

%, Languages
English (United States) and Simplified Chinese (China)

Keyboards.



You can add and switch other languages
and you can set up a virtual keyboard

and a physical keyboard

2. Date and time
You can set the date and time manually
or obtain them automatically over
the network. You can set the display

in 24-hour format

3. Hand gestures

17

Date & time

Set time automatically
Use network-provided time

Set date
Set time

Automatic time zone
Use network-provided time zone

Select time zone

Use locale default
Use locale default

Use 24-hour format
13:00

Gestures

Quickly open camera
On

System navigation
3-button navigation



You can quickly turn on the camera
(press power button twice) by gesture
Settings; System navigation can be
switched in gesture navigation and
three—button navigation;

Vibration when incoming call (press power

button and volume + at the same time) .

4. Reset options
You can reset WLAN

and Bluetooth Settings, and reset app

preferences, or restore factory Settings

18



About the phone
This interface allows you to view basic device information. For example: device
name, storage, operating memory, screen resolution, front and rear cameras, model

and serial number, Android version, |P address, WLAN MAC address, Bluetooth, power—

on time, version number.

19



Use of Software

Hardware Decoder

You can enable some basic Settings of the scanning module here, as shown below.

Entering the "Hardware Decoder” APP for the first time.

1425 @ I g ]

Software Barcode Scanner @
Enable scanner ()
Scanner test:

CLEAR
1.8.7

Settings Button in the Top Right Corner: Includes four sub—modules: "General

Settings, " "Barcode Settings, " "Restore Default Settings, " and "Scan Results” .



11:47 O W@

& Software Barcode Scanner

Sound (\
Play sound effect when getting results /
Vibrate 2
Keyboard input mode (HID)
Fill the results into boxes

Widget input mode ()

Bluetooth handle

Clipboard

Convert Invisible Characters

Filter spaces at both ends of barcode ()
Clear previous results

Character Prefix >

13:36 O W @

<  Software Barcode Scanner

Action Prefix

Action Suffix

String truncation

NV WV WV

Add TAB

Add ENTER

N

Replace character(HEX)

Scan encoding
i >

F key ()

Scan mode selection

Scan interval(ms)

General Settings

1. Prompt tone: You can set whether there is a sound prompt after the bar code is
read.
2. Bluetooth handle on: Allow Bluetooth handle connection;

3. Enter: Carriage return—linefeed by default after opening;

21



4. Automatically empty EditText: After reading the next |ine of code data, the
previous |ine of data will be cleared, and only one piece of scan data is allowed
in the EditText;

5. Service startup: The device will automatically run the hardware decoder app after
startup, without manual operation;

6. Scanning hover button: After opening, a scanning button will appear on the
screen, you can press this button to scan and read the bar code;

7. Block volume key: After it is turned on, the volume plus or minus key cannot be
invoked in the app interface;

8. Restore the default Settings: You can set the parameters to the factory default
values;

9. Output modes: System broadcast, clipboard, input box mode, and keyboard input
mode can be selected;

10. Replace characters: Change a character of the scan data to another character,
for example, change 1 in the bar code to A, then set the character 0x31 to 0x41;

11. Add prefix: Add characters in front of all bar codes;

12. Add suffixes: Add characters after all bar codes;

13. Delete characters: Delete the number of characters in the front and the number
of characters in the back;

14. Tab: Add the suffix of Tab;

15. Decoding: The encoding methods are optional to decode Chinese characters;

16. Adjust the size: Adjust the size of the suspension button;

17. Sound adjustment: Adjust the volume of scanning sound;

18. Scanning mode selection: You can choose to press trigger and release stop

press scan until the scan result is obtained, and the continuous scanning mode;

19. Baud rate selection: Optional 9600 or 115200;

20. Custom broadcast: The users can customize the broadcast interface to obtain
scan data;

21. Import configuration: Import scanning app to save the Settings files;

22. Export configuration: Import the scanning app Settings files to facilitate one-

22



time import of configuration on other devices;

23. Continuous scanning timeout: Set the interval for reading each bar code

Barcode Settings

Configure different barcode symbologies, such as enabling/disabling start/stop
characters, check digits, and setting the range of characters to be read from the
barcode.

Restore Default Settings

Reset all settings within the scan app to their default values

Scan Results

Records the previously scanned data results

Kiosk Mode

Kiosk Mode Overview

Function: Kiosk Mode can help administrators customize the programs or services
that a device can run as a way to |limit the programs or services available to device
users.

Application: You can restrict device applications to run administrator—specified
applications or services through Kiosk Mode, thus enabling the device to be better
used for customer—facing kiosks, interactive signage experiences, and other services
helping to restrict the interface available to customers and fixing the device to a

certain program or service display.

Interface Description

23



1.1 Admin Mode

Function: In this mode, you can set the apps or services that need to be restricted
and import/customize the settings for easy use, while protecting the device data
security.

Operation: Enter the password to enter the administrator mode, the interface shows
the apps allowed to be used, the admin mode menu = Click the three—dot icon in the
upper right corner to open the "Menu" — Set custom restrictions and other

operations
1429 O ™ gy

14:29

K2 User Mode

KN User Mode

_u.r.'i‘ v

Calendar WiFi Settings

] v

i
Calendar WIFi Settings

1.2 Admin Mode function details

User Mode

Function: Click to switch user mode

Apps Managements
Function: Click to set "Add App", "Add Shortcut”, "Recent Apps Whitelist”, "Disable
System Services".

Thereby helping the administrator to perform the following functions:

24



1. Limit the programs or services that can be used in user mode.

2. Setting a whitelist for clearing recent tasks, thus protecting applications from
running in the background while cleaning.

3. Hide the applications in the list of disabled system services, even if the user

exits Kiosk Mode, you can not click on the application to operate.

1430 @ &

Fa Kiosk Mode

RecentApps  Disable normal  Disable d
. Add App Add Shortcut Whitelist Services Servi'

Browser +
com.android.browser

Calendar
com.android.calendar

Contacts
com.android.contacts

Clock

com.android.deskclock

Details of each Settings

>  Add App

Function: Click "+" on the right side to add the program to the list of allowed
programs, it will be displayed on the desktop, click "-" to remove the program from
the list of allowed programs, the desktop will not display the program (i.e. when
the program shows "—" on the right side means that the program has been displayed on

the desktop, showing "+" is not displayed).
14:30 O g

r'ﬂ Kiosk Mode

Recent Apps Disable normal  Disable d
Whitelist Services i

Add App Add Shortcut

Browser
com.android.browser

Calendar
com.android.calendar

Contacts
com.android.contacts

Clock

com.android.deskclock
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»  Add Shortcut
Function: Click "+" on the right side to add the shortcut (shortcut means a shorter

route to enter an interface) to the list of allowed shortcuts, which will be

w_n

displayed on the desktop, and click to remove the shortcut from the |ist of

al lowed shortcuts, then the shortcut will not be displayed on the desktop (i.e. when

n_n

-" is displayed on the right side of the shortcut, it means that the shortcut is

displayed on the desktop, and when "+" is displayed, it is not displayed on the

desktop) .
1431 @ G

m Kiosk Mode

Recent Apps Disable normal
Whitelist Services

Add App  Add Shortcut

com.android.settings

Bluetooth Settings
dre tings
Tethering Settings

n.android.settings

VPN Settings

com.android.settings

> Recent Apps Whitelist

Function: Click "+" on the right to whitelist the app so that it will not be

cleaned up when using "Clear Recent Apps" and will still be able to run in the

26



background.
14:31 @ |1 £y

Kiosk Mode

RecentApps | Disable normal  Disable d

fdd fpp Atd Shortout Whitelist Services

Browser
om.androi

Calendar

com.androi

Contacts
com.and;

Clock

com.android.ds

Options

Launch System Settings

Reset To Default
Clear Recent Apps
Document

About

Exit

Check for updates

> Disable System Services
Function: Click on the right to hide the application or service from the

device, so that it cannot be displayed even if you exit Kiosk Mode; click . on

the right to remove the application or service from the disabled list (i.e., when

. is displayed on the right, it means that the application or service is already

in the disabled |ist).
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Export

Function: You can export the device's custom configuration in both "File" and

"QRCode" forms for easy application to other devices or records

File

QRCode

Operation:
File Export: Click "File" = file name = select the stored file = click "Select”
— the configuration is saved successfully = you can find the exported

configuration according to the file address in the blue box

28
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[ Export configs

/storage/emulated/0

1

Android

Podcasts

QR Code Export: Click

Cancel

Import

29



Function: You can import custom settings in both "File" and "Scan" formats

Operation:

File Import: File: Click "File"— Select the file where the custom configuration is
located = Click "Select"= "import_success reboot app" is displayed, that is, the

application is successfully configured and can be used after reboot

1447 B BB 1047 B M@ i

i’ Import configs
/starage/emulated/0/Android

© . © o

import_success reboot app

Scan Import: Click "Scan" to bring up the scan box, scan the QR code where the
configuration is located, after successful identification, "import success reboot

app" will appear, that is, the configuration application is successful, reboot and

30



use it

Options

Functions: By entering the options, you can set the following functions:

1. Restrict the notification bar expansion state, to ensure that users can not
access the settings through the notification bar shortcut to change the
application restrictions

2. Change the home screen wal lpaper and icons, you can customize the home page
wal Ipaper, so as to show the corporate style and other content

3. Change the admin mode password

4. In order to protect the device data security, you can restrict the external USB

storage device and connection with the PC
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m Options

Notification Bar

Display

Security

ADB Connection Allowed

Specific operation of each function:

Notification Bar

14:56 11 gx
m Kiosk Mode

Status Bar

Quick Switch

Heads-up notifications

“Show Notification Bar” : When selected, the notification bar will always be
displayed with the top, after canceling, you need to manually slide down to display
the notification bar.

“Enable Notification Bar” : When selected, the notification bar can be scrolled
down and expanded, when cancelled, the notification bar cannot be scrolled down and
expanded

“Show filtered notifications” : When "Enable Notification Bar" is unchecked and

"Show filtered notifications" is selected, users can scroll down to expand the
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Notification Bar to see notifications from allowed applications, but the shortcut to
the Notification Bar cannot be manipulated
“Heads—up notifications” : When selected, a floating notification will pop up for

the allowed applications

> Display
1456 M B
r.a Kiosk Mode
Use system wallpaper
“Use system wallpaper” : System wallpaper will be used as Kiosk wallpaper after
selection

“Portrait wal lpaper” / “Landscape wal Ipaper” : Cancel "Use system wallpaper"”, you
can customize Kiosk wal Ipaper content, there are two modes of portrait and landscape

wal Ipaper to choose.

“Logo” : Customize the image and height of the logo after selection

14:56 1 @
m Kiosk Mode

Portrait logo

Landscape logo

Image height

> Security

You can set the password to enter "Admin Mode" after clicking on it
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Show Password

Cancel

>  Extend Storage
When deselected, external storage devices will be disabled
>  USB Connection Al lowed

When deselected, the use of USB connection to the PC will be disabled.

Launch System Settings

Function: Clicking on it will open the "Settings" application of the system

Reset To Default
Function: Clicking on it will clear the original settings and return to the

original default values

Clear Recent Apps
Function: Click to clean up recent background tasks outside the whitelist (for
whitelist settings, please refer to 1.2 Admin Mode = "Apps Management” — "Recent

Apps Whitelist")

About
Function: Click to view software version, serial number, copyright, final version

and other information
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Kiosk Mode 2.0.23

Serial Number

Copyright © Kiosk Co., Ltd.

release(2023-08-18 15:13:09 417dc65)

OK

Exit

Function: Clicking will exit the Kiosk Mode application.

Check for updates
Function: Clicking on Check for Update after networking will detect if the current

application is the latest version.

1.3 User Mode

Function: In this mode, users can only use the programs or services allowed by the
administrator.

Operation: Click on the top right corner to open the "Menu" .
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@)
Kl User Mode

=] v

Calendar WiFi Settings

14:59 1 gy

ﬁ User Mode

Admin Mode

w3 >

Calendar WiFi Settings Clear Recent Apps

About

Admin Mode
Users enter a custom password to enter Admin Mode for more settings (please refer

1.2 Admin Mode for details)

Show Password

Cancel

36
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Clear Recent Apps
Click to clean up the recent background tasks outside the whitelist (go to Admin

Mode to set the recent apps whitelist, please refer to 1.2Admin Mode for details)

About
Click to view software version, serial number, copyright, final version and other

information

o

Kiosk Mode

Serial Number

Copyright © Kiosk Co., Ltd.

release(2023-08-18 15:13:09 417dc65)

OK

Application Guidelines

2.1 Usage restrictions

Application Restrictions
When you need to restrict the applications available in the main screen of Kiosk
Mode, you can do the following:
Click "Admin Mode" = Enter the password = Click the upper right corner = Click
"Apps Management"” = Go to the "Add App" interface = Click the "+" to add the

al lowed applications

Shortcut Restrictions
When you need to restrict the convenience of jumping to a certain interface by
clicking on the main screen of Kiosk Mode, you can do the following:
Go to "Admin Mode" = Click the upper right corner = Click "Apps Management” — Go

to the "Add Shortcut" interface = Click "+" on the right side " to add an al lowed
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shortcut.

Notification bar restrictions

If you want to restrict users from expanding the notification bar, you can do the
following:
Go to "Admin mode" = click on the upper right corner = click on "Options” = click
on "Notification Bar" = select the restriction you want (for details, please refer

to 1.2 Admin mode — Options — Notification Bar).

2.2 Security Protection

Password Settings

If you need to set/change the security password to enter administrator mode
(initially, the login password is none, no need to enter the secret click OK to
enter admin mode), you can do the following:
Enter "Admin Mode" = click on the upper right corner = click on "Options" = click

on "Security"”, you can enter the password you need to set

Data Protection

If you need to disable data transfer from the device to other electronic devices or
storage, you can do the following:
Enter "Admin Mode" = click on the upper right corner = click on "Options" =

select Disable USB Extend Storage device or USB Connection Allowed as required.

2.3 Display Settings

If you want to customize the wallpaper and icons for the Kiosk Mode home screen, you
can do the following:
Go to "Admin Mode" = click on the upper right corner = click on "Options" = click

on "Display” = select the wallpaper and icons you want to arrange according to your
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needs.

FCC Warning

This device complies with part 15 of the FCC Rules. Operation is subject to the
following two conditions:

(1) This device may not cause harmful interference, and
(2) this device must accept any interference received

including interference that may cause undesired operation

Any Changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate the equipment

Note: This equipment has been tested and found to comply with the limits for a
Class B digital device, pursuant to part 15 of the FCC Rules. These |imits are
designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates uses and can radiate radio
frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications. However,
there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on
the user is encouraged to try to correct the interference by one or more of the
fol lowing measures:

—Reorient or relocate the receiving antenna.

—Increase the separation between the equipment and receiver.

—Connect the equipment into an outlet on a circuit different from that to which
the receiver is connected

—Consult the dealer or an experienced radio/TV technician for help

The device has been evaluated to meet general RF exposure requirement. The device
can be used in portable exposure condition without restriction.

Specific Absorption Rate (SAR) information:

This Rugged Tablet meets the government's requirements for exposure to radio waves
The guidelines are based on standards that were developed by independent
scientific organizations through periodic and thorough evaluation of scientific
studies. The standards include a substantial safety margin designed to assure the
safety of all persons regardless of age or health.

FCC RF Exposure Information and Statement

This radio is designed for and classified as “General population/uncontrolled
Use” , the guidelines are based on standards that were developed by independent
scientific organizations through periodic and thorough evaluation of scientific

39



studies. The standards include a substantial safety margin designed to assure the
safety of all persons regardless of age or health. The exposure standard for
wireless radio employs a unit of measurement known as the Specific Absorption Rate
or SAR, the SAR limit set 1.6W/kg.

Body—worn operation; this device was tested for typical body—worn operations with
the back of the handset kept Omm for body worn. To maintain compliance with RF
exposure requirements, use accessories that maintain a Omm for body worn. The use
of belt clips, holsters and similar accessories should not contain metallic
components in its assembly. The use of accessories that do not satisfy these
requirements may not comply with RF exposure requirements, and should be avoided

The highest reported SAR value for worn on the body is 0.474 W/kg
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End
Thank you

|f you have any questions, please contact us!
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