Testing Tomorrow’s Technology

Request for Confidentiality

Date: May 20, 2025

Subject: Confidentiality Request for: FCC ID: 2AKSM-SAFES IC: 22303-SAFES

Pursuant to FCC 47 CRF 0.457(d) and 0.459 and IC RSP-100, Section 12.4, the applicant
requests that a part of the subject FCC application be held confidential.

Type of Confidentiality Requested Exhibit

[ ] Short Term X] Permanent Block Diagrams

Short Term External Photos

Short Term X] Permanent Internal Photos

Short Term <] Permanent Operation Description/Theory of Operation

Short Term X] Permanent Parts List & Placement/BOM

Short Term X] Permanent Tune-Up Procedure

[

Short Term ] Permanent Schematics

Short Term Test Setup Photos

i Short Term [ ] Permanent* User’'s Manual

Safe-Com Wireless has spent substantial effort in developing this product and it is one of the
first of its kind in industry. Having the subject information easily available to "competition"
would negate the advantage they have achieved by developing this product. Not protecting
the details of the design will result in financial hardship.

Permanent Confidentiality:

The applicant requests the exhibits listed above as permanently confidential be permanently
withheld from public review due to materials that contain trade secrets and proprietary
information not customarily released to the public.

NOTE for Industry Canada Applications:

The applicant understands that until such time that IC distinguishes between Short Term and
Permanent Confidentiality, either type of marked exhibit above will simply be marked
Confidential when submitted to IC.

Sincerely,

By: % W George Yang - Agent

(Signature/Title) (Print name)
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The following additional description is provided for the Long-Term Confidentiality request for
the Internal Photos Exhibit request:

1) Internal photos are not published in User Manuals. The user does not need to
access these photos to operate the equipment properly. The Graphical User Interface is what
is used to control the unit and make the proper settings for safe operation.

2) There are no user serviceable parts inside the unit. All service requiring
disassembly of the unit requires the unit to be returned to the factory. Any user access inside
the unit would void the warranty.

3) All sales of the device is subject to proprietary information protection by the
authorized installer and the end-user.

4) This device is not accessible to the public. An Non-Disclosure Agreement (NDA) is

required in order for a technician to have access to install/service the device if performed by
someone other than Safe-com Wireless. A sample of the NDA is attached.
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