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5.2Cloud Server Setting

When the device is on the initial interface, press M/OK button > [Comm.] >
[Cloud Server Setting] to view the cloud server address.

Cloud Server Setting

Function Description:

Descriptions

Server Address | The default is: https://dc.minervalot.com
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System Settings

Set related system parameters to optimize the performance of the device.

When the device is on the initial interface, press M/OK button > [System] to
set the related system parameters to optimize the performance of the device.

System System
Date/Time Auto Switch
Attendance Security Setting
i:ingerprini UsB
Vaoice Update
Auto Switch Reset Opts.
Date and Time

Press M/OK button > [System] > [Date/Time] to set the date and time.

Date/Time Date/Time

Set Date Set Time

2024-10-25 16:43:29
Set Time 24-Hour Time
_ 16:43:29 - _
24-Hour Time Date Format

YYYY-MM-DD
Date Format DeT
Y‘N\’-!".-!M-DI_J

DST Daylight Saving Sefup

<+ If users need to set the date and time manually, select Set Data and Set
Time to set the date and time, then press M/OK to save.
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Set Date Set Time
2024-10-25 16:46:48
~ -~ -~ ~ ~ ~
2024 | (10 ) (25 ) 1q | (46 ) (48)
L ot L L A LY
Y %] oD HH b S5

+ Press M/OK to control the © ' icon for 24-Hour Time to enable or disable this
format. If enabled, then select the Date Format to set the date format.

+ Press M/OK to control the © .~ icon for DST to enable or disable the Daylight
Saving Time function. If enabled, press Daylight Saving Stetup to set the
switch time.

DsT Start Date

Start Date. 01-09

01-00
Start Time
00:00 e A
End Date q
01-00 = L
End Time 1] DD
00:00.

<+ When restoring the factory settings, the time (24-hour) and date format
(YYYY-MM-DD) can be restored, but the device date and time cannot be
restored.

Note: For example, the user sets the time of the device (18:35 on March 15, 2023)
to 18:30 on January 1, 2024. After restoring the factory settings, the time of the
equipment will remain 18:30 on January 1, 2024.
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Attendance Settings

When the device is on the initial interface, press M/OK button > [System] >
[Attendance] to enter the attendance setting interface.

Attendance

Duplicate Punch Period{nm
Mane
Alphanumeric User ID

i_og Alert
Disable

Authientication Timeout(s)

Menu Screen Timeout(s)
&0

Function Description:

Within a set time period (unit: minutes), the duplicated

li Punch
Dup |c?te Ll attendance record will not be reserved (value ranges
Period(m) -
from 1 to 999999 minutes).
| ;
AlphanuniSiic Decides whether to support letters in a User ID.
User ID

When the record space of the attendance reaches the

maximum threshold value, the device automatically
Log Alert displays the memory space warning.

Users may disable the function or set a valid value

between 1 and 9999.

The time length of the message of successful verification
displays.
Valid value: 1~9 seconds.

Authentication
Timeout(s)
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Used to set the delay time for exiting from the menu
screen to the standby screen.

Users may disable the function or set a valid value
between 60 and 99999. To disable this function, set the
value to 0.

Menu Screen
Timeout(s)

Fingerprint Parameters

When the device is on the initial interface, press M/OK button > [System] >
[Fingerprint] to enter the fingerprint setting interface.

Fingerprint

1:1 Threshold Value
30
1:M Threshaold Value

Sensitivity
Low
1:1 Retry Attempts

Fingerprint Image

_NCI_T‘II_E

Function Description:

Under 1:1 verification method, the verification will only be
successful when the similarity between the acquired
fingerprint data and the fingerprint template associated
with the entered user ID enrolled in the device is greater
than the set value.

1:1 Threshold
Value

Under 1:N verification method, the verification will only be

1:N Threshold | successful when the similarity between the acquired

Value fingerprint data and the fingerprint templates enrolled in
the device is greater than the set value.
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To set the sensibility of fingerprint acquisition. It is recom-
mended to use the default level "Mid(Medium)". When the
environment is dry, resulting in slow fingerprint detection,

Sensitivit
y you can set the level to "High" to raise the sensibility; when
the environment is humid, making it hard to identify the
fingerprint, you can set the level to "Low".
1:1 Retry In 1:1 Verification, users might forget the registered
Attempts fingerprint, or press the finger improperly. To reduce the

process of re-entering user ID, retry is allowed.

This function is disabled by default. After disabling it, the

fingerprint image will not be displayed when registering

and verifying fingerprints. The menu interface allows to

enable or disable this function, and there are security

prompts when switching. Four choices are available:
Fingerprint Show for enroll: to display the fingerprint image on the

Image screen only during enrollment.

Show for match: to display the fingerprint image on the

screen only during verification.

Always show: to display the fingerprint image on screen

during enrollment and verification.

None: not to display the fingerprint image.

Voice Settings

When the device is on the initial interface, press M/OK button > [System] >
[Voice] to configure the voice settings.
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Voice

Key Voice

Volume
70

Function Description:

Toggle to enable or disable the voice prompts during

Voice Prompt , ,
function operations.

Key Voice Toggle to enable or disable the keypad sounds.

Adjust the volume of the device which can be set between

Vol
olume 0 to 100.

6.5 Auto Switch Settings

When the device is on the initial interface, press M/OK button > [System] >
[Auto Switch] to enter the setting interface.

Auto Switch Auto Switch
o | Time | Name State o | Time | Mame State
1 0100 Check-In % 6 06:00 OT-Out x
2 0200 Check-Out x 7 0000 x
3 03:00 Break-Out x 8 00:00 x
4 04:00 Break-In x 9 00:00 x
5 05:00 OT-In X 10 00:00 x
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By turning on the auto switch, and setting the switch time. Then within the set time,
the standby interface template will automatically display the punch status.

Edit Auto Switch Switch time
0000
Check-In
Time
01:00 .n i e
State Oq
ot ~
HH MM
6.6 USB Settings

When the device is on the initial interface, press M/OK button > [System] >
[USB] to enter the USB setting interface.

Note: Only FAT32 format is supported when upgrading firmware using USB disk.

UsSBE

USE Upgrads

Function Description:

Descriptions

Developer When turned on, the device enters developer mode, at
Mode which time the USB upgrade function is disabled.
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Upgrade firmware via USB drive.

USB Upgrade | note: This menu item will not be displayed when Developer

Mode is turned on.

USB Upgrade

The device's firmware program can be upgraded with the upgrade file in a
USB drive. Before conducting this operation, please ensure that the USB drive
contains the correct upgrade file and is properly inserted into the device.
Then select [USB Upgrade] and click M/OK to upgrade.

If no USB drive is inserted in, the system gives the prompt "PenDrive not found"
after you tap USB Upgrade on the System interface.

USE Upgrade USE Upgrade USE Upgrade

System UG System

Update failure Update Successfully!

M/OK M/OK

Note: If upgradefile is needed, please contact our technical support. Firmware upgrade
is not recommenced under normal circumstances.

Update Firmware Online

When the device is on the initial interface, press M/OK button > [System] >
[Update] to enter the setting interface.

Press M/OK button to turn on the Enable Firmware Update Online function,
the device will prompt that the update may bring some data security risks,
which requires manual confirmation by the user (If the security setting
function is turned off, the risk warning will not be displayed when the online
update is turned on).
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Update

Enable Firmware Update Online

Check for Updates

Select [Check for Updates] it may have the following 3 scenarios:

+ If the query fails, the interface will prompt "Query failed".

Check for Updates

ZMUG36-LSLA-Ver1.0.6

< If the firmware version of the device is latest, it will prompt that the
current firmware version is already the latest.

Check for Updates

ZMUG36-LSLA-Ver1.0.6
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< If the firmware version of the device is not the latest, the version number

and change log of the latest version will be displayed. Users can choose
whether to update to the latest firmware version.

Check for Updates Check for Updates
ZMUG36-LSLA-Ver1.0.3 ZMUO36-LSLA-Verl.0.3
ZMUG36-LSLA-Ver1.0.6 ZMUO36-LSLA-Ver1.0.6

Upgrading ...
Update now Upﬁate Iag«,s Update now Update Iag«,s

Factory Reset

The Factory Reset function restores the device settings such as communication

settings and system settings, to the default factory settings (This function
does not clear registered user data).

Select [Reset Opts.] on the System interface and then press M/OK to restore
the default factory settings.

System
Auto Switch
Seci T
B System
HeH Reset Opts.7Reset
Upd M/OK ESC
Reset Opls.
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Data Management

When the device is on the initial interface, press M/OK button > [Data Mgt.] >
[Delete Attlog] to delete the specified Attendance log.

Data Mgt.

Delete Attlog

Select [Delete Attlog] in the data management interface, and in the pop-up
confirmation interface, click M/OK to delete all attendance records.

Data Mgt.

Delete Attlog

System
Delete Attlog?

M/OK ESC
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3 Record

Once the identity of a user is verified, the Event Logs will be saved in the
device. This function enables users to check their attendance records.

When the device is on the initial interface, press M/OK button > [Record] to
search for the required Attendance log.

Menu

User Mgt.  Comm. System  Data Mgt.

i \
ol n, — —

Record Autotest  Sys.info.

1. Enter the user ID to be searched and click M/OK. If you want to search
for logs of all users, click M/OK without entering any user ID.

D

Please input

5555

2. Select the time range in which the logs need to be searched.
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M1
Start Time End Time
2024-10-25 00:00 2024-10-25 23:59
~ ~ ~ -~ ~ - ~ ~ ~ -~
2024 ) (10 ) (25 ) (00 ) (00 ) 2024) (10 ) (28 ) (23 ) (59 )
b W b W W b b b W W
YYYY MM DD HH MM YYYY MM DD HH MM

3. Once the log search succeeds. Select the login highlighted in green to

view its details.

Record

Date | Sum

20241025 5

4. The below figure shows the details of the selected log.

Record
Time | VerType | State
10-25 16:56 Card None.
10-25 16:55 Card Mone
10-25 16:33 FF Mone
10-25 16:33 Card Maone
10-25 16:32 FP Mone
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Autotest

When the device is on the initial interface, press M/OK button > [Autotest] to
to automatically test whether all modules in the device function properly,
which include the LCD, Voice, keyboard and Real-Time Clock (RTC).

Autotest Autotest
Test All Test LCD
Test LCD Test Voice
Test Voice Test Keyboard
Test Keyboard Test Fingerprint Sensor
Test Fingerprint Sensor Test Clock RTC

Function Description:

To automatically test whether the LCD, Audio, Camera and

Test All
- RTC are normal.

To automatically test the display effect of LCD screen by
Test LCD displaying full-color, pure white, and pure black to check
whether the screen displays colors normally.

To automatically test whether the audio files stored in the

Test Voice , : o
device are complete and the voice quality is good.

The terminal tests whether every key on the keyboard
works normally. Press any key on the Keyboard Test

Test Keyboard | interface to check whether the pressed key matches the
key displayed on screen. The keys are dark-gray being
before pressed, and turn blue after pressed.
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To test the fingerprint sensor by pressing a finger on the

Test Fingerprint | scanner to check if the acquired fingerprint image is clear.

Sensor When you are pressing a finger on the scanner, the
fingerprint image will display on the screen.

To test the RTC. The device tests whether the clock works
Test Clock RTC | normally and accurately with a stopwatch. Tap the screen
to start counting and press it again to stop counting.
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10System Information

When the device is on the initial interface, press M/OK button > [Sys. Info.]
to view the storage status, the version information of the device, firmware
information and privacy policy.

Sys.Info.

Device Info

Firmware Info

Privacy Policy

Function Description:

Function Name Description

It displays the number of registered users, administrators,
passwords, fingerprints, card and attendance records.

Device Capacity

Displays the device's name, serial number, MAC address,

Device Info
fingerprint algorithm, platform information and vendor.

Firmware Info | Displays the firmware versionof the device.

Privacy Policy | Displays the contents of the privacy policy.
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Operation on the ZKBio Zlink App

11.17 Add Person

Click [Contacts] > [Add New Person] to enter Add Person interface.
Then click [Manually Add] to enter the Add person profile interface.

After you have entered the personnel information, click [Add]. When the
interface prompts “Added successfully’, it means the addition is successful.
And the added personnel will be displayed in the personnel list.

Note: The Mobile Number or Email needs to be entered so that the person
can receive the activation link.

The page displays the number of inactive persons. Click [Go >>] > [Activate]
to send the activation link to the person.

Click [Confirm] to confirm and exit.

Then the person will receive an activation email. After the person activating
the account, the person will be activated.

VY Add New Person
ation person it A

Contacts j

Add New Person w

@ Daven Liu n
L Contacts J | |
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(JZKBio Zlink ‘

We are happy to get yau started. You are almost there.

Hello ,

Welcome,

Click the button below to confirm that you are a zkteco123456
lUIﬂdey user.

u Activate your account

or

Activation Confirmation Paste this link into the browser

If this email is not releval 13, kindly ignore it.
Thanks,
The ZKBio Zlink Team

For any support or inquiries, please email us at platformsupport@zkteco.in

© Copyright 2024 Armatura designed by ZKTeco. All rights reserved.

11.2 Manage and Add Person in Device

1. Click [Device] to enter the My Device list interface.

2. Thenselect the device in the list to enter the Device Details interface.

3. Click [Attendance Person] to enter the Attendance Person interface.
4. C(Click [Add Person] to enter the add person interface.

5. Select the persons and click [Confirm] to add them to the device.

6. Click [Confirm] in the pop-up confirmation window.

7. After completion, the personnel will be added to the attendance person list,
and you can click [Edit] to edit and modify.
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( Attendance Person w

ﬁ( Attendance Person 1

& Lucylee

I & Mick Liu

11.3 Register Verification Mode on the App

Once you have added people to the device, you can register Verification Modes to
them. Note: It must be based on the features actually supported by the device.

11.3.1 Register Password
1. Inthe bottom menu of App, click [Contacts] > [Organization)].
2. Click[Add Person] to enter the credential management interface.

3. In the credential management screen, select the personnel for whom you
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want to register a password.

4. Thenclickonthe () iconand enterthe password in the pop-up window.

5. Click [Submit] to confirm.

- Contacts ‘

Organization Management 1 Credential j

th Organization Name Test 159

& o 1 Code

@ Add New Person

e Organization @
Contacts
B} Job Title

Test 1590rganization S persons not activated 6o >
2  MickLiu
&% Person & Department ° Joe Zhou FIN Code Registration

& JoeZhou -
& Add Person 9
S Maylee Bo K o &0 Bo
i ae PRI gy
PIN Cod

More Information

&, Credential
& HMay Permission

& Role 003

11.3.2 Register Card

1. Inthe bottom menu of App, click [Contacts] > [Organization] > [Credentiall.

2. In the credential management screen, select the personnel for whom you
want to register a card number.

3. Then click on the &7 icon. You can select Register on Device or Manually
Enter Card Number.

4. |If you select Enter Card Number, just enter your card number directly into
the registration window that pops up and click [Confirm] to finish.

5. If you select Register on Device, you need to select the device first in the
device list screen.

6. The interface will pop up a prompt, and at the same time the device will
display the Enroll Card Number interface. Place the card in the swipe area,
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when the display shows “Card registered successfully’, it means the card is
successfully registered.

- Contacts ‘ 4 Organization Management 1 4 Credential w

& Organization Name Test 159
. ) @ Motify person register biometric templates
Add New Person B o 1Code  Bal Sddfe! L
® Mick Liv
Organization @ B More Information -

&

Test1590rganization 9 persons not activated,6o = il =R &1 &
B Job Title PINGods Cand I

2  MickLiv

&% Person & Department ® Joe Zhou

& JoeZhou - .

& Add Person 9

2 Maylee | Bo F o o

] Credential PIN Code P paim
Card

& HMay Permission May Lee

-3
& Role 009

[e=] & {
&  DavenLiu PINCode  Cord frace PTET palny
> 0 H May Register on Device
e Azure Cheng
007
Enter Card Number

\. contacts J o Jf N T N o o e

r( Select Device w

Card Registration

Go to the device to register cards

Enter Card Number

Enter Card Number

11.3.3 Reqister Fingerprint

1. Inthe bottom menu of App, click [Contacts] > [Organization] > [Credentiall.

2. Inthe credential management screen, select the personnel for whom you
want to register a fingerprint.

3. Thenclickonthe m icon.
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4. Select[Registration on Device] in the pop-up menu.

5. Select the Device in the device list, at the same time, the device displays the
fingerprint registration screen. According to the prompts, place your
finger on the fingerprint sensor and press 3 times. When the interface
prompts “Enrolled successfully’, it means the fingerprint registration is
successful.

6. Justfollow the prompts when finished.

4 Contacts 1 < Credential Select Device N
0 ‘Add New Person @ Notify person register biometric template 0 T 9
B
- . ® Mick Liu ¢
Organization -
12
Test 1590rganization 9 persons fiot activated 6o > e e ; o
. Fingerp
- MickLiu t
® Joe Zhou
& JoeZhou -

2 Maylee B¢ B=Hd Hd ®0
raed  Fingerprin  poim
t

H May

May Lee

009
& Lileo

5 (]
Daven Liu 0 FIN Code Cand

& Azure Cheng

o7 Register on Device

L Contacts J

Please read and agree 10 the agreement

before registering fingerprint Fingerprint registered successfully
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120Operation on the ZKBio Zlink Web

12.17 Add Person

1. Log in to the ZKBio Zlink Web with the account you have created. Then

click the 85 icon on the top left corner, and click [Organization] >
[Person] > [Add] to add a new person.

@ZKB]O Zlink english v g4 Testisov () Houia v

« « Organization o Organization / Person Inactive person list; go to activate

B Job Title Department 2 + Department Head: Sct Depariment Head

9 | Person Name Mobile Number Email Person .. Gend Actions

& Credentia] Mick Liu iy g il . 680482
A Resignation Mick Liu - e A 12
Joe Zhou = Felal Bl e 011
May Lee AT e 009
H May il EEE T yEcrssE e 007

2. Enter the basic information of the person and click [Save].

< Add

Mobife Numbe:

Emall

Person 1D

Fatial Photo.

&
Updoad

* Department
DEFALILT

“ Job Titke

DEFALILT

Gender

Diste o Joining

2025-01-08 e
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12.2 Manage and Add Person to Device

: oo . : .
1. Click the 09 icon on the top left corner, and click [Device Center] >
[Device] to enter the device setting interface. Then select the device you
: icon after it and select

want to synchronize people with, click the
[Attendance Person] from the pop-up menu to enter the setting interface.

English v g Test150v () Hluiia v

=] 2 .
82 (JZKBio ziink
~ Device Center DPevice Center / Device
B Device =
Device Device Model Device Type Status Actions
Time Attendance Online E
Details

& Device Administrators

B site
Attel erson
Reboot Device

Unbind

Tick the person in the pop-up window and click [OK] to add the person to

2.
the device.

X

WClear

Select Person
Selected: 3 persons

9 Lucy Lee
DEFAULT

9 Mick Liu
DEFAULT

9 Lucy Lee
9 Mgkt 9 Joe Zhou
DEFAULT

9 Joe Zhou

9 H May
Ouiteo
£ Daven Liu

Copyright©2025 ZKTECO CO., LTD. All rights reserved.
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Register Verification Mode on the Web

. oo . : o
1. Click the 85 icon on the top left corner, and click [Organization] >
[Credential] to enter the credentials setting interface.

ZKBi Zlink English v g4 Test159v H Julia v

«_« Organization

ion / Credential
Job Title
® c
© Role
Person ID Person Name Petson Credentials Actions
& Person
__ o o
A Resignation 12 Mick Liu
011 Joe Zhou
009 May Lee
007 H May
006 Li Leo
005 Daven Liu
10 / page 1-10 of 11 items 5 5

2. Select the person and click [Details] that follows, tick Agreement and click
Fingerprint/Card/PIN Code to remotely register the personnel biometric
verification mode.

go ZKBio Zlink English v g7y Test159v @) Hulla v
« e Organization i Credential
£ Job Title - c
© Role

Person ID Person Name Person Credentials Actions
& Person

575910 Lucy Lee D n
A Resignation 12 Mick Liu

011 Joe Zhou

009 May Lee

007 H May

006 LiLeo
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X Details

| Basic Information
PersonID 575910
Person Name  Lucy Lee

| Credential

| have read and agree to User Agreement and Privacy Policy and
Data Processing Agreement

[Fngepin o
Zm -

12.3.1 Reqister Password

Select the person whose password you want to enroll and click [PIN Code].
Set the password in the pop-up prompt window, and then click [Confirm] to
confirm.

PIN Code Registration

Please enter the pin code to complete the
registration

2]
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12.3.2 Reqister Card

1. Click [Card] in the Details page. You can select Register on Device or
Manually Enter Card Number. If you want to register on device, then
click [Card Registration].

Card Registration

(&) Register on Device
Manually Enter Card Number

2. Select the registration device, the device will display the Enroll Card Number
interface. Place the card in the swipe area, when the display shows green +/,

it means the card is successfully registered.

Select Device
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Card Registration

ee , please go to the device to register
card

3. When the interface pops up the prompt, the device displays the Punch Card
interface. Place the card in the swipe area, when the display shows “Enrolled
Sucess’, it means the card is successfully registered.

Enrall Card Enroll Card

Punch Card Enrolled Success

4. |If you select Manually Enter Card Number, just enter your card number
directly into the registration window that pops up and click [Confirm] to
finish.
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Card Registration

Register on Device

Manually Enter Card Number

12.3.3 Regqister Fingerprint

1. Click [Fingerprint] in the Details page. Choose the hand and finger to
be enrolled in the pop-up prompt window.

Fingerprint Registration

Page |66 Copyright©2025 ZKTECO CO., LTD. All rights reserved.



M1 User Manual

2. Select the registration device, the interface pops up a prompt window,
while the device will display the fingerprint registration screen.

Select Device X

@ Please perform registration on the device assigned to the person

-N”

Total 1 items \_Il 10/ page

Fingerprint Registration

Dear Lee , please go to the device to register
fingerprint

3. According to the prompts, place your finger on the fingerprint sensor and
press 3 times. When the interface prompts “Enrolled Success’, it means the
fingerprint registration is successful.
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ID:001 ID:001

Please press your finger Enrolled Success

4, Successfully recorded fingerprints will be displayed in green.

Fingerprint Registration

Page |68 Copyright©2025 ZKTECO CO., LTD. All rights reserved.



M1 User Manual

Privacy Policy

Notice:

To help you better use the products and services of ZKTeco (hereinafter referred as “we”,
“our”, or “us”) a smart service provider, we consistently collect your personal information.
Since we understand the importance of your personal information, we took your privacy
sincerely and we have formulated this privacy policy to protect your personal information.
We have listed the privacy policies below to precisely understand the data and privacy
protection measures related to our smart products and services.

Before using our products and services, please read carefully and understand all the rules
and provisions of this Privacy Policy. If you do not agree to the relevant agreement or any

of its terms, you must stop using our products and services.

I. Collected Information

To ensure the normal product operation and help the service improvement, we will collect the
information voluntarily provided by you or provided as authorized by you during registration and
use or generated as a result of your use of services.

1. User Registration Information: At your first registration, the feature template (Fingerprint
template/Face template/Palm template) will be saved on the device according to
the device type you have selected to verify the unique similarity between you and the
User ID you have registered. You can optionally enter your Name and Code. The above
information is necessary for you to use our products. If you do not provide such
information, you cannot use some features of the product regularly.

2. Product information: According to the product model and your granted permission
when you install and use our services, the related information of the product on which
our services are used will be collected when the product is connected to the software,
including the Product Model, Firmware Version Number, Product Serial Number, and
Product Capacity Information. When you connect your product to the software,
please carefully read the privacy policy for the specific software.

Il. Product Security and Management

1. When you use our products for the first time, you shall set the Administrator privilege before
performing specific operations. Otherwise, you will be frequently reminded to set the
Administrator privilege when you enter the main menu interface. If you still do not set the
Administrator privilege after receiving the system prompt, you should be aware of the
possible security risk (for example, the data may be manually modified).

2. All the functions of displaying the biometric information are disabled in our products by
default. You can choose Menu > System Settings to set whether to display the biometric
information. If you enable these functions, we assume that you are aware of the personal
privacy security risks specified in the privacy policy.
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3. Only your user ID is displayed by default. You can set whether to display other user
verification information (such as Name, Department, Photo, etc.) under the Administrator
privilege. If you choose to display such information, we assume that you are
aware of the potential security risks (for example, your photo will be displayed on the
device interface).

4. The camera function is disabled in our products by default. If you want to enable this
function to take pictures of yourself for attendance recording or take pictures of
strangers for access control, the product will enable the prompt tone of the camera.
Once you enable this function, we assume that you are aware of the potential
security risks.

5. All the data collected by our products is encrypted using the AES 256 algorithm. All
the data uploaded by the Administrator to our products are automatically encrypted
using the AES 256 algorithm and stored securely. If the Administrator downloads data
from our products, we assume that you need to process the data and you have known
the potential security risk. In such a case, you shall take the responsibility for storing
the data. You shall know that some data cannot be downloaded for sake of data
security.

6. All the personal information in our products can be queried, modified, or deleted. If
you no longer use our products, please clear your personal data.

Ill. How We Handle Personal Information of Minors

Our products, website and services are mainly designed for adults. Without consent of
parents or guardians, minors shall not create their own account. If you are a minor, it is
recommended that you ask your parents or guardian to read this Policy carefully, and only
use our services or information provided by us with consent of your parents or guardian.

We will only use or disclose personal information of minors collected with their parents' or
guardians' consent if and to the extent that such use or disclosure is permitted by law or
we have obtained their parents' or guardians' explicit consent, and such use or disclosure
is for the purpose of protecting minors.

Upon noticing that we have collected personal information of minors without the prior
consent from verifiable parents, we will delete such information as soon as possible.

IV. Others
You can visit https.//www.zkteco.com/en/index/Index/privacyprotection.ntml to learn more

about how we collect, use, and securely store your personal information. To keep pace
with the rapid development of technology, adjustment of business operations, and to
cope with customer needs, we will constantly deliberate and optimize our privacy
protection measures and policies. Welcome to visit our official website at any time to learn
our latest privacy policy.
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Eco-friendly Operation

The product's "eco-friendly operational period" refers to the time during which this
product will not discharge any toxic or hazardous substances when used in accordance
with the prerequisites in this manual.

The eco-friendly operational period specified for this product does not include batteries
or other components that are easily worn down and must be periodically replaced. The
battery's eco-friendly operational period is 5 years.

Hazardous or Toxic substances and their quantities

Hazardous/Toxic Substance/Element

Componen .
t Name Lead Mercur Cadmium Hexava.lent Polybrominated Ponb.rommate
(Pb) (Hg) (cd) Chromium 1 g, 1 enyls (PBB) d Dipheny|

e (Cré+) RO Ethers (PBDE)

Chip x O O O O O

Resistor

Chip X O O O O o

Capacitor

Chip X o o O o O

Inductor

Diode X @) O O O O

ESD x O O O o o

component

Buzzer X O O O O O

Adapter X O O O O O

Screws O O O X O O

O indicates that the total amount of toxic content in all the homogeneous materials is below the
limit as specified in SJ/T 11363—2006.

x indicates that the total amount of toxic content in all the homogeneous materials exceeds the
limit as specified in SJ/T 11363—2006.

Note: 80% of this product’'s components are manufactured using non-toxic and eco-friendly
materials. The components which contain toxins or harmful elements are included due to the
current economic or technical limitations which prevent their replacement with non-toxic
materials or elements.
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"Hereby, ZKTECO CO.,LTD declares that this Product is in compliance with the essential requirements and other

relevant provisions of  Directive 2014/53/EU.

This device complies with Part 15 of the FCC Rules.
Operation is subject to the following two conditions:
(1) This device may not cause harmful interference, and

(2) This device must accept any interference received, including interference that may cause undesired operation.

Warning: Changes or modifications to this unit not expressly approved by the party responsible for compliance
could void the user’s authority to operate the equipment.

Note: This equipment has been tested and found to comply with the limits for a Class B digital device,

pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against

harmful interference in a residential installation. This equipment generates, uses and can radiate radio frequency
energy and, if not installed and used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a particular installation. If this
equipment does cause harmful interference to radio or television reception, which can be determined by turning
the equipment off and on, the user is encouraged to try to correct the interference by one or more of the
following measures:

® Reorient or relocate the receiving antenna.

® Increase the separation between the equipment and receiver.

® Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

® Consult the dealer or an experienced radio/TV technician for help.

"This equipment complies with FCC RF radiation exposure limits set forth for an uncontrolled environment.

This equipment should be installed and operated with a minimum distance of 20 cm between the radiator and
your body.

This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter."
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