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Quick Setup Guide

What's in the box
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Quick Reference Guide

CyberGate SMB Card

USB Cable

Charging your card RV
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/ . \ » Remove the card and USB cord from the original packaging
‘\\ ) » Connect the magnetic end of the USB cord to the card
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i 3 Magnet can only connect one way due to polarity
» Connect the opposite end to a power source such as
% N Desktop Computer
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USB Plug
» Solid RED LED indicates your card is fully charged
» RED flashing LED indicates that your card is charging

» Disconnect the magnetic end of the USB cord once fully charged.




Basic card operations

Back of Card

EMV Charger

LED Window

------Power Button

D Power ON/OFF is located just below the LED window
D To turn the power ON/OFF, hold the power down for 1-3 seconds. Yellow LED will illuminate and

flash continuously.

» LED Color Indicators
® Red - Power indicator
Flashing Red indicates your card is charging
Solid Red indicates Full Charge
@ Blue - USB is connected
Yellow - Pairing & Power ON/OFF
Rapidly flashing indicates pairing mode

Slow flashing lindicates card has been paired

D Pairing your CyberGate Card
® Open your Android device and go to the Discovery Panel in the Settings to show Bluetooth
Pairing
Follow this path: Settings/Bluetooth/Scan
® Hold down the power button for four (4-6) seconds to put the card in pairing mode (rapid

flashing Yellow LED)
® Your Android device will automatically scan for any device looking to pair
® Once found, your device will show CYBERGATE , select CYBERGATE
® When prompted, enter the pairing code 1...2...3...4 (numbers only)

® Once the Code is entered, your phone and card will complete the pairing.

Downloading our App e

D Click on the link and download our app, Go to Google Play on your Android device and search for
CyberGate Gatekeeper (https://play.google.com/store?hl=en)
» In the search bar, type in the CyberGate SMB or CyberGate Secure Mobile Briefcase

» Download the CyberGate App to your Android enabled device and install

Securing your card

9 Enable bluetooth on your device
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n » Follow the on-screen wizard to setup your Facial Recognition Template on your device

» Follow the on-screen wizard to setup your Password Recovery on your device
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Troubleshooting N

» Red and Yellow LEDs are alternating flashing

@ This indicates your card has experienced an error.

@ To reset, hold down the power button down for 8-10 seconds to reboot your card
9 Card does not appear to be charging

® Ensure the USB cord is plugged into a reliable power source

® Make sure the magnet connector on the USB cord is properly connected to the card.
» Perform Factory Reset

@ Connect your CyberGate card to the USB cable and a power source and hold down the power
button for 8 - 10 seconds.

@ Warning - this will erase your CyberGate card

FCC Manual Statement: §15.19 Warning

This device complies with Part 15 of the FCC Rules. Operation is
subject to the following two conditions: (1) this device may not cause
harmful interference, and (2) this device must accept any interference
received, including interference that may cause undesired operation.

FCC Manual Statement: §15.21 Information to user.

Changes or modifications not expressly approved by BluStor PMC, Inc.
could void the user’s authority to operate the equipment.

FCC Manual Statement: §15.105 Digital Devices Statement.

Note: This equipment has been tested and found to comply with the limits
for a Class B digital device, pursuant to part 15 of the FCC Rules. These
limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates, uses
and can radiate radio frequency energy and, if not installed and used in
accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not
occur in a particular installation. If this equipment does cause harmful
interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct
the interference by one or more of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from
that to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

IC Manual Statement

This device complies with Industry Canada licence-exempt RSS
standard(s). Operation is subject to the following two conditions: (1) this
device may not cause interference, and (2) this device must accept any
interference, including interference that may cause undesired operation
of the device.

Le présent appareil est conforme aux CNR d'Industrie Canada
applicables aux appareils radio exempts de licence. L'exploitation est
autorisée aux deux conditions suivantes : (1) I'appareil ne doit pas
produire de brouillage, et (2) I'utilisateur de I'appareil doit accepter tout
brouillage radioélectrique subi, méme si le brouillage est susceptible
d'en compromettre le fonctionnement.



