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1 UniCAP Access Point (AP) Network Topology 

 

 
 

1.1 Connect PoE Adapter to UniCAP AP 
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Notes: Please connect PoE to UniCAP Expansion Unit AP port and the Ethernet Port labeled 
“LAN-IN” on PoE Adapter to your PC or Switch. 
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1.2 Configure PC IP address 
 

 

Notes: Connect your PC to the “LAN-IN” port on PoE Adapter of AP, manually configure your 
wired NIC with a static IP address on the 192.168.188.x subnet (e.g. 192.168.188.202). 
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1.3 Visit AP Web page 

 

 

Notes: Input the default IP address “192.168.188.251”in the address bar of browser. Then 
enter the default username and password (username: admin, password: password) to enter the 
Web interface of AP. 

 
 

1.4 Configure IP address for AP 
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1.5 Connect AP to Switch 

Notes: Connect AP to Switch and confirm it can visit Internet, then configure your PC to the 
same subnet and connect to the same Switch in order to continue to configuring the AP. 

 

1.6 Configure location, Language and Country code for AP 

 

 

Notes: After change the country code, the AP will be set to factory default. 
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1.7 Configure detailed WiFi parameters for AP 
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1.8 Configure Radius parameters for AP 

Notes: If want to use the 802.1x authentication, it need to configure the Radius profile firstly. 
Then in the security profile, the radius profile will be presented in the drop-down list. 
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1.9 Configure Portal parameters for AP 

Notes: The AP can support Web authentication based on Chillispot. If want to use the Web 
authentication, it need to configure the Portal profile and Radius profile firstly. Then in the security 
profile, the Portal profile and Radius profile will be presented in the drop-down list. Above all, you 
need to setup a Web authentication server and radius server. 
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1.10 Configure security parameters for AP 
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802.1x Authentication 

 

 

Web Authentication 
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1.11 Configure Rate limit rule (Optional) 

Notes: Rate Limit profile will be cited in the AP configuration. 
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1.12 Configure Group ID (Optional) 

Notes: Group profile is used for 802.1x/Web authentication. Group is classified by Filter-ID 
attribute in radius access accept message. The Group is bound with the role of the user. 
Different group has different VLAN and rate limit configuration. When a station sends the 
username and password to the Radius server for authentication, the server can respond with a 
Filter-ID (optional) to the AP. After AP gets the Filter-ID attribute, AP will search the Filter-ID in 
the Group profiles. If the Filter-ID can be matched in one profile, the traffic VLAN and rate limit 
will be applied to the station. 

The Group profile is cited in the Radius server profile. 
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1.13 Configure MAC ACL rule (Optional) 
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1.14 Configure SSID 
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Notes: You may apply the relevant Security, Rate Limit, Mapping or MAC ACL profiles which 
you configured here. After the above setting, wireless stations can connect to the relevant SSID 
of AP and get IP address from DHCP server of firewall to visit Internet. 
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2 AP WDS Network Topology 

 

2.1 Enable WDS function 
 

 

Note: Enable WDS function when you configure SSID. 
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2.2 Configure CPE WDS 

 

 

Note: Enable WDS function too when you configure CPE to connect to AP. 
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3 NAWDS Network Topology 

 

3.1 Configure WDS bridge mode 
 

 

Note: Please select a specified Channel (for example 161) here. 
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3.2 Input remote AP MAC 
 

 

3.3 The configuration in remote AP 
 

 

Note: Please select the same Channel as the Channel of AP which you want to connect via 
WDS. 
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Note: Please input the MAC address of AP which you want to connect via WDS. 
 

3.4 NAWDS Auto Find 

UniCAP AP also supports “NAWDS Auto Find” function, after you configure 
master AP, you may enable “NAWDS Auto Find” function in slave AP. 

 

Note: Please select the same Channel as the Channel of AP which you want to connect via 
WDS. 
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Note: After you enable “NAWDS Auto Find” function, the AP will connect to the master AP 
via WDS automatically. 
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4 Troubleshooting 

4.1 Ping Diagnose 
 

 

4.2 TraceRT Diagnose 
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4.3 How to backup/restore setting 
 

 

Notes: Press “Save” button to save current setting. Press “Upload” button to load saved setting. 

 

4.4 How to upgrade AP 
 

 

Notes: Press “Choose File” button to select firmware file, then press “Upgrade” button to 
upgrade AP. 
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4.5 How to reset AP to default setting 
 

 

Notes: If you can’t visit AP web page, please press the “Reset” button of AP and hold for more 
than 5 seconds, the AP will reset to default setting automatically. Or you can do it by the Web 
GUI. 

 

4.6 How to check AP Setting by console 

 
Serial cable definition 

Notes: For the serial cable, one side is a standard DB-9 female serial port and the other side is 
a RJ11 connector. For the RJ11 connector PIN sequence you can use below picture as a reference. 
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RJ11 PIN DB-9 hole 

2 3 

3 5 

4 5 

5 2 
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Note: Input “enable” first and “ifconfig” command in “system/shell” folder to check AP IP 
address. 
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Note: Input “iwconfig” command in “system/shell” folder to check AP WiFi setting. 
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Note: Input “wlanconfig athx list” command to check if there is any WiFi station 
connects to AP. In the command, “athx” means the different SSID, if you want to 
check if there is any WiFi station connects to AP SSID, please input the relevant athx 
of the SSID. 
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5 FCC Statement 
 

Federal Communication Commission Interference Statement  
This equipment has been tested and found to comply with the limits for a Class B digital device, 
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection 
against harmful interference in a residential installation. This equipment generates, uses and can 
radiate radio frequency energy and, if not installed and used in accordance with the instructions, 
may cause harmful interference to radio communications. However, there is no guarantee that 
interference will not occur in a particular installation. If this equipment does cause harmful 
interference to radio or television reception, which can be determined by turning the equipment 
off and on, the user is encouraged to try to correct the interference by one of the following 
measures: 
● Reorient or relocate the receiving antenna. 
● Increase the separation between the equipment and receiver. 
● Connect the equipment into an outlet on a circuit different from that to which the receiver is 
connected. 
● Consult the dealer or an experienced radio/TV technician for help. 
 
FCC Caution: Any changes or modifications not expressly approved by the party responsible  
for compliance could void the user’s authority to operate this equipment. 
 
This device complies with Part 15 of the FCC Rules. Operation is subject to the following two 
conditions: (1) This device may not cause harmful interference, and (2) this device must accept 
any interference received, including interference that may cause undesired operation. 
 
For product available in the USA/Canada market, only channel 1~11 can be operated. Selection of 
other channels is not possible. 
 

IMPORTANT NOTE: 
FCC Radiation Exposure Statement: 
This equipment complies with FCC radiation exposure limits set forth for an uncontrolled 
environment. This equipment should be installed and operated with minimum distance 47 cm 
between the radiator & your body. 
 


