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1 UniCAP Access Point (AP) Network Topology

1.1 Connect PoE Adapter to UniCAP AP

u
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LUNotes: Please connect PoE to UniCAP Expansion Unit AP port and the Ethernet Port labeled
“"LAN-IN" on PoE Adapter to your PC or Switch.
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1.2 Configure PCIP address

LLNotes: Connect your PC to the "LAN-IN” port on PoE Adapter of AP, manually configure your
wired NIC with a static IP address on the 192.168.188.x subnet (e.g.192.168.188.202).
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1.3 Visit AP Web page

LLNotes: Input the default IP address "192.168.188.251”in the address bar of browser. Then

enter the default username and password (username: admin, password: password) to enter the
Webinterface of AP.

1.4 Configure IP address for AP

Page 5 of 30



‘ 11 t: +1732.800.1848
e: support@capwavetech.com
E w: www.capwavetech.com

1.5 Connect AP to Switch

LLNotes: Connect AP to Switch and confirm it can visit Internet, then configure your PC to the
same subnet and connect to the same Switch in order to continue to configuring the AP.

1.6 Configure location, Language and Country code for AP

LlNotes: After change the country code, the AP will be set to factory default.
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1.7 Configure detailed WiFi parameters for AP
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1.8 Configure Radius parameters for AP

LlNotes: If want to use the 802.1x authentication, it need to configure the Radius profile firstly.
Then in the security profile, the radius profile will be presented in the drop-downlist.
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1.9 Configure Portal parameters for AP

LlNotes: The AP can support Web authentication based on Chillispot. If want to use the Web
authentication, it need to configure the Portal profile and Radius profile firstly. Then in the security
profile, the Portal profile and Radius profile will be presented in the drop-down list. Above all,you

need to setup a Web authentication server and radius server.
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1.10 Configure security parameters for AP

PSK

802.1x Authentication

Web Authentication
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1.11 Configure Rate limit rule (Optional)

LLNotes: Rate Limit profile will be cited in the AP configuration.
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1.12 Configure Group ID (Optional)

LLNotes: Group profile is used for 802.1x/Web authentication. Group is classified by Filter-ID
attribute in radius access accept message. The Group is bound with the role of the user.
Different group has different VLAN and rate limit configuration. When a station sends the
usernameand password to the Radius server for authentication, the server can respond with a
Filter-ID (optional) to the AP. After AP gets the Filter-ID attribute, AP will search the Filter-ID in
the Group profiles. Ifthe Filter-ID can be matched in one profile, the traffic VLAN and rate limit
will be applied to the station.

The Group profile is cited in the Radius server profile.
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t: +1732.800.1848
e: support@capwavetech.com
w: www.capwavetech.com

Page 13 of 30



1.14 Configure SSID
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LLNotes: You may apply the relevant Security, Rate Limit, Mapping or MAC ACL profiles which
you configured here. After the above setting, wireless stations can connect to the relevant SSID
of AP and get IP address from DHCP server of firewall to visit Internet.
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2 AP WDS Network Topology

2.1 Enable WDS function

LlNote: Enable WDS function when you configure SSID.
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2.2 Configure CPE WDS

Traffic shaping Port forwarding Static routes

wireless mode [ Station Country

Enable wDS V| Hon-standard channzls DISABLED

5g_ssid | Scan |

e D
m [

L EN
B

LLNote: Enable WDS function too when you configure CPE to connect to AP.

Page 17 of 30



'F
‘ 'l11 t: +1732.800.1848

e: support@capwavetech.com
w: www.capwavetech.com

3 NAWDS Network Topology

3.1 Configure WDS bridge mode

LLNote: Please select a specified Channel (for example 161) here.
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3.2 Input remote AP MAC

3.3 The configuration in remote AP

LlNote: Please select the same Channel as the Channel of AP which you want to connect via
WDS.
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LlNote: Please input the MAC address of AP which you want to connect via WDS.

3.4 NAWDS Auto Find

UniCAP AP also supports “NAWDS Auto Find” function, after you configure
master AP, you may enable “NAWDS Auto Find” function in slave AP.

LlNote: Please select the same Channel as the Channel of AP which you want to connect via
WDS.
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LLNote: After you enable "NAWDS Auto Find” function, the AP will connect to the master AP
via WDS automatically.
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4 Troubleshooting
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Manager

m TraceRT

.1 Ping Diagnose
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M Fing

Interface Select:

[1_ntemet_Port v | Detail

IP Version

* |Pva IPvG

IP Address/URL

www.yahoo.com

Packets Length:

32 *

Ping Times:

n B

Items marked with an asterisk(®) are required

[l Ping TestResults

[oatlly  sosl

Reply From Bytes Time TTL
203.84197.25 32 39.210 47
203.84197.25 32 45.901 47
203.84197.25 32 39171 47
203.84197.25 32 36.807 47
B Fing Statistics
Packets Sent Packets Received Packets Lost Round Trip Min Roundrip Max Round Trip Average
4 4 0% 36.807 45901 40272

4.2 TraceRT Diagnose
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4.3 How to backup/restore setting

LNotes: Press “Save” button to save current setting. Press “Upload” button to load saved setting.

@

4.4 How toupgrade AP

LUNotes: Press "Choose File” button to select firmware file, then press "Upgrade” button to
upgrade AP.
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4.5 How toreset AP to default setting

LlNotes: If you can’t visit AP web page, please press the “Reset” button of AP and hold for more
than 5 seconds, the AP will reset to default setting automatically. Or you can do it by the Web
GUI.

4.6 How to check AP Setting by console

Serial cable definition

LNotes: For the serial cable, one side is a standard DB-9 female serial port and the other side is
a RJ11 connector. For the RJ11 connector PIN sequence you can use below picture as areference.
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DBY9 Female

54321

9876

RJ11PIN | DB-9 hole
2 3
3 5
4 5
5 2
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I 10.100.11.166 - SecureCRT
File Edit View Options Transfer Script Tools Window Help

HEOE 2RQ RS

Login as! admin

Pocsuord: login username is admin

login password is password

AP »enable
#A4P > /zysten /shell /
#AP >/zysten /shell /ifconfig
ath( Lirk encapibthernet HWaddr ECQ:10:3B:FF:CE:e0
inetb addr: feB0:ie2ld:i3bffifeffichol/Ad Scopeilink
UP BROADCAST REUMMIMG MULTICAST MTU:1500 Metricil
R¥ packets:1946 errorsi0 droppedi( overrunsi0 frame:0
TH packetz:33404 errors:0 dropped:151379 overruns:0 carrier:O
collisions:0 txoueuelen: 1000
RH bytes:266914 {(259,6 KiB} TH butes:7R30872 (7.2 MiB}

athl Lirk encap:Ethernet HWaddr EO:10:3B:FF:CE:A1
inett addr: feBli:e2ld;3bffifeffchil/6d Scopeilink
UP BROADCAST REUMMIMG MULTICAST MTU:1500 Metric:l
R packet=:1826 errors:0 dropped:( overruns:0 frame:0
TH packet=:28792 errvors:0 dropped:1d8975 overruns:0 carrier:0
collizions:0 txgueuelen:l000
R¥ bytes:236928 <231.3 KiB} TH bytes:f168301 (5,8 MiBE}

athle Link encap:Ethernet Hiaddr E0:10:3B:FF:CE:70
ineth addr: febl:e2ld:3bff:feft ch70/ad Scopeilink
UP BROADCAST REUMMIMG MULTICAST MTU:1500 Metric:il
RF¥ packet=z:2121 errorsi0 dropped:0 overruns 10 frame ;0
TH packets:89618 errors:0 dropped:151209 overruns:0 carrier:i0
collisions:0 txgueuelen:lO00

R _butes:308282 (320,65 KiBy T buytes:oGe7dels (4.4 MiB)
eth0 Link encap:Ethernet HiWadde EO:10:3B:FF:CBE:E0
inet addr3:10,100,11,166 Bosst:l10,100,11,255 Mask ;255,255 ,255,0
inete addr: febl::ezld:3bff:feff chid/ed Scope:link
UP BROADCAST RUMMIMG MULTICAST MTU:1500 Metric:l
RH packetz:d52126 errorsi0 dropped:0 overruns 0 frameil
TH packet=:1727653 errors:0 dropped:0 overrunzi0 carrieriO
collisions:0 txgqueuslen: 1000
F¥ bytes:6d818930 (61,8 MiB) TX bytes:11878929 (11,3 MiB}

el Link encap:Ethernet HWaddr EQ:1D0:3B:FF :CB:80
ineth addr: fed0:ie2ld:3bff ifeff ;ch80/6d Scopelink
UP BROADCAST RUMMIMG PROMISC MULTICAST MTU:1S00 Metric:il
R¥ packets 4857992 errorsi0 dropped 231979 overruns:0 frane:0
TH packetz 434690 errors:0 droppedi2 overrunzi0 carrieri0
collisionz:0 txgqueuslen: 1000
R bytes1522774124 (498.5 MiB) TH bytes:d2937056 (40,9 MiB)

LLNote: Input “enable” first and “ifconfig” command in “'system/shell” folder to check AP IP
address.
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IiE 10.100.11.166 - SecureCRT
File Edit View Options Transfer Script Tools Window Help

HBIH DRE] 8E& &R s

#AP f=ysten  shell >

#AP f=ysten  shell >

#AP fzysten /shell >iwconfig

lo no wireless extensions,

gel no wireless extensions,

gel no wireless extenszionsz,

tunl no wireless extenszions,

athlh TEEE B0Z2,11na ESSID:"Capaciti Metworks"

Mode:Master Freguency:5,7d45 GHz Access Pointy EO310:3B:FF:CE:7O
Bit Rate:d5d Mb/= T=—FPower=28 cEm

RTS thr=2346 B Fragment. thrioff

Ercryption keyioff

Power Management tof f

Link Buality=%4,94 Signal level=—% dBm HMHoize lewel=—955 dBm

Fx irwalid rwid:63242 BEwx irwalid crypt:0 Bx invalid frag:o

T= excessive retriesi0 Irwalid mizciQ  Missed beacon:il

athi IEEE 802,11ng ESSID:"Capaciti Metworks"
Mode :Master Freguency:2,d412 GHz  Access Point: EO:1D0313BE:FF :CBiG0
Bit Rate:Z16.7 Modsz  Tw—Power=28 dBn
RTS thr=2346 B Fragment. thrioff
Encryption key:off
Power Management ioff
Link Quality=94/9d Signal level=-96 dBm HMoise lewvel=-95 cBEm
RFx invalid rwid:81119 Ex invalid crupt:Q Fx invalid frag:0
Tx excessive retries:d Irwalid misci0 Miszsed beacon:O

athl? IEEE 202,11na ESSID: "Columbus Hotspot®
Mode :Master Frequency:s,7ds GHz Access Point: EO:10:3E:FF:CB:F1

LNote: Input “iwconfig” command in “system/shell” folder to check AP WiFi setting.
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I 10.100.11.166 - SecureCRT

File Edit View Options Script Tools

HPVH PBQY|IEESE

Transfer Window Help

¥
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athe IEFE 802,11ng ESSID:"Pretty Fly 4 WiFi"
Mode iMaster Frequency:2.d12 GHz Access Point: EO:1D:3B:FF:CBiGGE
Bit Rate:216.7 Mbls  Tx—FPower=23 dBm
RTS thr=2346 B Fragment thrioff
Ercryption keytaoff
FPower Management :of f
Link Quality=94/94 Signal level=-95 dBm Hoize level=-595 dBm
Fx irwalid rwid:81138 Ex irwalid crypt:0 RBx invalid frag:0
Tx excessive retriesi0 Irvalid misci0  Missed beaconiO
ath23 IEEE 802,11na ESSID: "Columbus WiFi"
Mode Master Frequency:5.745 GHz Access Pointy EO:1D:3E:FF;CB:77
Bit Rateid50 Mb/sz  Tx-Power=28 dBm
RTS thr=23d6 B Fragment thrioff
Encryption keyioff
Fower Management tof f
Link Auality=94/94 Signal level=-96 dBm Hoise level=—95 dBm
Rx irwalid rwid:63083 Rx inwvalid crypti0 Rx irwalid frag:i0
Tx excessive retries:0 Irvalid misci0  Missed beacon:O
ath? IEEE 202,11ng ESSID: "Columbus WiFi"
ModeMaster Freguency:2.,412 GHz Access Point: EO:;1D:3B:FF :CBi167
Bit Rate:216.7 Mb/=s Tx—Power=22 dBn
RTS thr=23d& B Fragnent thrioff
Ercryption keyioff
Power Managenent tof
Link Auality=94/94 Signal level=-96 dBm Hoize level=—95 dBm
Rx irwalid rwid:;81108 Rx invalid crypti0 Rx irwalid frag:0
Tx excessive retriesi0 Irwalid misci0  Missed beaconiO

AP f=ystem/shell>wlanconfig athlf list

DE ATD CHAN THRATE RMRATE RSSI IDLE TESEQ ERXSEQ CAPS ACAPS ERF STATE MAXRATE (DOT11) HTCAPS
4:04:fc:87:74:e8 1 149 260M 207M 37 4] 2015 57620  EP= — 4] b WpS RSN WME
#AP /syztem/shell

LNote: Input “wlanconfig athx list” command to check if there is any WiFi station
connects to AP. In the command, “athx” means the different SSID, if you want to
check if there is any WiFistation connects to AP SSID, please input the relevant athx

of the SSID.

Page 29 of 30



i
‘ l1 t: +1732.800.1848

e: support@capwavetech.com
CAPWAVE w: www.capwavetech.com

5 FCC Statement

Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses and can
radiate radio frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause harmful
interference to radio or television reception, which can be determined by turning the equipment
off and on, the user is encouraged to try to correct the interference by one of the following
measures:

® Reorient or relocate the receiving antenna.

e Increase the separation between the equipment and receiver.

e Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

® Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible
for compliance could void the user’s authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept
any interference received, including interference that may cause undesired operation.

For product available in the USA/Canada market, only channel 1~11 can be operated. Selection of
other channels is not possible.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with minimum distance 47 cm
between the radiator & your body.
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