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SmartGuard

June 24, 2015

Federal Communications Commission
445 12th Street SW
Washington, DC 20554

SUBJECT: Original Equipment Certification Confidentiality Request
To whom it may concern:

Pursuant to Sections 0.457(d)(1)(ii) and 0.459 of the Commission’s Rules, SmartGuard, LLC
(Grantee Code 2AEK6) hereby requests long-term confidentiality treatment of the following
documents accompanying this application:

Schematics of Radio

Block Diagram of each Radio

Operational Description

Internal photos

Note that the information in the internal photos is controlled to prevent them from becoming
public or disclosed to unauthorized persons by a snap-fit printed-circuit-board-assembly
enclosure that prevents the separation of the enclosure pieces. The device is designed such
that, once it is assembled, there is never a need for it to be disassembled. In the event that
the enclosure pieces are separated, an anti-tamper mechanism disables the device. If internal
photos were made public, the location of that anti-tamper mechanism would be made public,
creating a risk that it would be transversed. Because this equipment connects distributed
assets with the bulk electric system, it is important to protect this information to support grid
operations without compromise.

Further, SmartGuard, LLC also requests short-term confidentiality treatment of the following
documents accompanying this application:

e External photos

e Test setup photos

e User’s manual

Sincerely,

David Heim

Chief Strategy Officer
763.201.2000
certification@smartguardllc.net
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