The device is inherently incapable of storing, running, or delivering cybersecurity or anti-
virus software produced or provided by any entity identified on the FCC's Covered List,
including Kaspersky Lab, Inc. or any of its successors and assignees, due to the following
technical limitations:

Limitation Justification/Evidence

Device is designed with no external connectors, ports, or physical
interfaces that could allow data transfer or software installation. This
physical design characteristic can be verified through the submitted
device photographs, Block diagram and User manual.

No physical storage interfaces

Based on these technical limitations, we affirm that this device is inherently incapable of
storing or running any form of cybersecurity or anti-virus software, including those
produced by entities on the FCC's Covered List. Therefore, no additional evidence is
required for this equipment.

We understand that equipment placed on the market must conform to what was certified,
and we confirm that no modifications will be made to the equipment that would enable it to
store or run software from entities identified on the Covered List.



