
Mimosa Networks, Inc. 
3150 Coronado Drive, Santa Clara, California, United States, 95054 

Attestation Statements 
Date: 9th June, 2025 

Federal Communications Commission 
Authorization and Evaluation Division 
7435 Oakland Mills Road 
Columbia MD 21046 
USA 
Subject: Attestation Statements Part 2.911(d)(5)(i)-(ii) Filing 

FCC ID：2ABZJ-100-00111 

To Whom It May Concern: 

Statement for 47 CFR section 2.911(d)(5)(i) 

Mimosa Networks, Inc. (“the applicant”) certifies that the equipment for which authorization is sought is not “covered” 

equipment prohibited from receiving an equipment authorization pursuant to section 2.903 of the FCC rules. 

 

Mimosa Networks, Inc. (“the applicant”) certifies that equipment for which authorization is sought does not include 

cybersecurity or anti-virus software produced or provided by Kaspersky Lab, Inc. or any of its successors and assignees, including 

equipment with intergrated Kaspersky Lab, Inc. (or any of its successors and assignees) cybersecurity or anti-virus software 

pursuant to DA-24-886 and KDB 986446 D01 Covered Equipment Guidance B(2a) 

 

Statement for 47 CFR section 2.911(d)(5)(ii) 

Mimosa Networks, Inc. (“the applicant”) certifies that, as of the date of the filing of the application, the applicant is not 

identified on the Covered List (as a specifically named entity or any of its subsidiaries or affiliates) as an entity producing 

“covered” equipment. 

 

Respectfully, 

Applicant’s company name : Mimosa Networks, Inc. 

Applicant’s company address : 3150 Coronado Drive, Santa Clara, California, United States, 95054 

Signature :  

 

Name and Job Title : Syed Aon Mujtaba / SVP Engineering 

E-Mail : aon.mujtaba@radisys.com 

Tel : 408-398-2927 

Fax : 408-628-1276 

 


