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Chapter 1 Product Introduction

Thank you for choosing our wireless adapter!
The wireless adapter supports IEEE wireless standards, and is able to quickly process file

transfer, video, multi-media and other applications that require higher bandwidth.

This wireless adapter also integrates wireless configuration program, which makes it easy and

quick to set up the wireless client. Besides, Soft AP is supported forfast wireless network
establishment, and WPS encryption supported for you to quickly encrypt and secure your wireless
network.

All in all, the wireless adapter is easy-to-use, and of robust signal, long transmitting distance.

1.1 Package Contents

>
>

One Wireless network adapter

One Software CD (includes user guide and driver)

The above list is for your reference only; the actual contents may differ according to the product
you purchase.

1.2 Product Features

YV V V V V V

Supports soft AP feature

Detects wireless network and adjusts transmitting rate automatically

Provides two working modes: Infrastructure and Ad-Hoc

Supports WEP data encryption and WPA-PSK/WPA2-PSK encryption methods
Supports WPS (Wi-Fi Protected Setup) encryption to secure your wireless network
Complies with Windows 7/Windows 8/XP/ 2000/Vista, Linux, MAC OS, etc.

1.3 Product Usage

This Wireless Adapter offers a fast, reliable and extendable solution for wireless access.

It is mostly used in the following circumstances:

1. Enables staff members who require higher mobility, to have access to the wireless network
anywhere inside their company.

2. Enables wireless communication for companies or places which are not suitable for wired
LAN installation because of budget or building environment restrictions, such as historical
buildings, rentals, or places for short-term usage.

3. Suitable for Enterprises or individuals requiring to regularly alter the networking topology

4. Helps enterprises or individuals who would like to use wireless to establish wireless network
quickly and frees them from the trouble of cable distribution.



1.4 Before Installation

1. Please read through the whole user guide before you install and use this product.

2. Please close or uninstall the configuration programs of other manufacturers’ before you install the
configuration programs of the network adapters to avoid possible Ul (user interface) conflict.

3. To avoid possible network conflicts between this the network adapter and those of other
manufactures’, we recommend that you first disable the network adapters of other

manufacturers before installing the driver.

1.5 Disable other manufacturers’ wireless network adapters

1. Right click “My Computer” and select “Manage”

—1 . ‘
" Open

MRS Explore
Search...

Map Metwork Drive. ..

BEE  Disconnect Network Drive...

Create Shortcut
Delete
Rename

=4 Properties .

2. On the Computer Management screen ,select “Device Manager” — “Network adapters”, and right

click the network adapter you want to disable and click “Disable”

3. Click the “Yes” button on the dialogue box to disable thenetwork adapter.



1.6 Product Maintenance

1. Please keep the product away from water and humid environment to guarantee its normal
performance

2. Protect it against hazardous substances (such as acids, alkalis etc).

3. Please don’t directly expose the adapter to the sunlight or excessive heat.

4. Please contact our tech support if any problems occur.

Chapter 2 Installation Guide

This chapter will guide you through the process of installing the network adapter software
package, with the included software CD. The package integrates driver and configuration software.
Thus, when you are installing the driver, the configuration software will be installed automatically as

well.
The software installation steps and operating guide in this user guide are explained under

Windows XP, Installation steps for other operating systems are similar.

2.1 Install the USB network adapter

2.1.1 Please insert the Wireless USB Adapter into the USB port of your computer.

2.1.2 Put the software program CD, then auto installation window pops up on following. Just
click Windows, the driver should run automatically. (Double click “Setup.exe” in the

software CD and manually install when it doesn’t auto-run).



|1 Driver =10] x|
802.1lb/g/n USB Adapter

End-Uszer License Agreement

RALIMK. Software for Windows $PAfistaading Awing
Copyright [C] RALINE. TECHNOLOGY CORP. Al Rights Reserved.

Thank wau far purchazing and/or uzing RALINE, product. Please read this End-User License
Agreement [“Agreement’’] carefully and agree to comply with the terms of thiz Agreement
before downloading, installing, copying or using the software of Ralink ["Software"]. By
downloading, installing, copying or ugsing thiz Software, in whole or in part, you agree to be
bound by the terms of thiz Agreement,

SOFTwWARE LICENSE

All the rights and interests of the Software belong to Ralink. The Software iz protected by
applicable copyright laws and international copyright treaties, as well as other intellectual
property laws and treaties. The Software is licensed, not sold,

1. GRAMT OF LICEMSE. This Agreement grants vou the following rights:

[1] Installation and Uze: *'ou may install and use an unlimited number of copies of the

Software.

[2] Reproduction and Distribution: v'ou may reproduce and distribute an unlimited number of
copies of the Software; provided that each copy shall be a trug and complete copy, including -

< Back Mest » Cancel

2.1.4 Two set up types are provided: one is “Install driver and Ralink WLAN utility”,the other is
“Install driver only”.



Ralink Wireless LAN - InstallShield

Setup Type

| <Back ||

‘ | Cancel |

NOTE: you may select the second method when you are accustomed to use the WINDOWS built-
in wireless configuration program.However, this program doesn’t support AP mode, WPS, and the
WPS button on the wireless adapter. To use these advanced features, the first method is

recommended.

2.1.5 Click “Install” to begin the driver installation.

Ready to Inztall the Program
The wi I Iy ta begin i

]

Cancel

2.7 Click “Finish” to complete the installation.



Ralink Wireless LAN - InstallShield Wizar

InstallShield Wizard Complete

nztalled R alink . Click Finizh to exit the

< Back ‘ l Fikizh . Cancel

Chapter 3 How to use the Windows Built-in Wireless Configuration

This chapter explains to users who don’t install configuration program how to use Windows
Built-in Wireless Configuration to connect to the wireless network. Use of the Windows Built-in
Wireless Configuration requires enabling Wireless Zero Configuration service(the default is
enabled).

3.1 Wireless Network Connection under Windows XP

1. Right click “My Network Places” on the desktop and select “Properties”.

Open
Explore
- Search for Computers. ..

Map Mebwork Drive, .
Disconnect Metwark Drive, .,

. Create Shorbout

Delete
Rename

Properties

2. Open the network connection. Right click “Wireless Network Connection” and select “View



Available Wireless Networks” as shown below.

Repair

Bridge Connections

Create Shortcut
Delste
Renama

Properties

3. On the right of the screen displayed are the currently scanned wireless networks. If the one you

want to connect has not been scanned, click “Refresh Network List” to update the network list.

Select the wireless network you want to connect, and click “Connect” or double click this wireless

network. Input the key in the key dialogue box (the key input is case-sensitive) then click “Connect”.

/1 Wireless Network Connection 5

[ NetworlcToke Choose a wireless network

e Refresh network list Click an item in the list below to connect to a wireless network in range or to get more

information.

<2 Set up a wireless network ChinaNet-2ZkjF o

for a home or small office ((i))
' Security-enabled wireless network (WPA) Ilﬂﬂl]

Related Tasks ((i)) Tenda_3F7FA8

*f. Security-enabled wireless network (WPA)

A Learn about wireless
networking

Change the order of
preferred networks

() A :
9 Change advanced Wireless Network Connection
settings

The network 'Test' requires a network key (also called a WEP key or WPA key). A network
key helps prevent unknown intruders from connecting to this network,

Type the key, and then click Connect.

Network key: [ sssssssses |

Confirm network key: | e0ssssscee |

[ Connect ] [ Cancel ]

NOTE: If the wireless device you are connecting to is not encrypted, the key dialogue

box will not pop up.

4. When it shows “Connected” as the picture below, then you can enjoy wireless access to Internet

now.



(i1 Wireless Network Connection 5 ]X]

e TR Choose a wireless network

ﬁ Refresh network list Click an item in the list below to connect ko a wireless network in range or to get more
information,
<2 Setup a wireless netwark Q) Test Connected f? )
for a home or small office i [
5 Security-enabled wireless network I'.Il =
Related Tasks ((i)) Wireless-Test1 Automatic f{ =
i) Learn about wireless Unsecured wireless network l"“
networking (@) ChinaNet-6fxg
¢ Change the order of i “
preferred networks ‘i Security-enabled wireless network (WPA) II.[I
¥ Change advanced [({*))] TP-LINK_SEBF4C
settings
‘i Security-enabled wireless network (WPA2) I'.I“
((i» ybb
i Security-enabled wireless network (WPA2) llﬂﬂu
(( i)) MERCURY_704936
‘i Security-enabled wireless network (WPAZ) IID[I[] =

Connect

5. You should see the pop-up window on your low right hand corner indicate the connected status

1) Wireless Network Connection is now connected
Connected to: AP1

Signal Strength: Excelent

3.2 Wireless Network Connection under Windows 7

1. Click the wireless connection in the lower right corner of the computer’s desktop to view the
available wireless networks. Select the wireless network you wish to connect and click “Connect” or
double click the wireless network to connect. If you don’t find the specified one, please click the

refresh icon in the upper right corner to update the list.

Mot connected

| djjﬂ Connections are available

Wireless Network Connection 2
Test

sjxy3

SIXY-3G Route

test

sjxy2
ChinaMet-3ahb
ChinaMet-5e47

502

Open Metwork and Sharing Center



2. If the wireless network you are connecting is encrypted, you’ll be prompted to enter the key.Click
“Ok” after you enter the correct key.

@ Connectto a Netwu

Type the network security key

Security key: oooooloo|

[¥] Hide characters

3. It shows “Connected” after successfully connected. You can disconnect it, view its status or
modify the wireless network properties by right click the wireless network

Currently connected to:

=z Test 2
Internet access

Wireless Metwork Connection A ||

Test Connected 1..“1 :

Disconnect

5503 B

ChinaNet-EJDz x|

SIXV-3G Route A
ChinaNet-Se4Z "
ChinaNet-3ahb "
spoy2 o -

Open Metwork and Sharing Center

Chapter 4 Wireless Utility

When you are installing the driver, select “Install driver and Ralink WLAN utility” and the
adapter driver and client utility will be installed. All functions of this adapter can be configured
viaits utility interface (in the following text it is abbreviated as UI).

Select “Start”—“All Programs” —“Ralink Wireless”— Ralink Wireless Utility”, or click the “Ralink
Wireless Utility” shortcut on your PC’s desktop to start the UL

4.1 Client Mode
Client Mode Overview

It is a common solution to use the wireless network adapter as a client to receive signals.

10



Main interface for client mode

e

‘E‘b Ralink MLLE)

il
L+
-
Lt ]
x

The function buttons on the top(From L to R )are respectively x‘WiFi-Direct, 47 Available

Networks, 'Link Information, ' Profile Settings, W " Advanced, l'/‘Abou‘[, ? Help, and

(g2
% MiniSize. While the left column displays Turn On/Off RF, ESecurity /No security, and

MSignal status.

4.1.1 Available Networks

The “Available Networks” screen displays currently scanned wireless signals and you can click
one to connect the signal. Select one and you may view the AP’s MAC address, wireless mode
(A/B/G/N), authentication type, and encryption type, or WPS authentication and signal strength.
Before you connect to a wireless network, please click the “Rescan” button to update the wireless
network list and select the one you wish to connect, and then click the “Connect” icon.

11



Available Networks x
g
[ ChinaNet+Man o PAO@ L 2% -
ChinaNet-ijc ¥ o1 B9 L %
Chinahet-5e4z » u BODG %
ChinaNet-«E3W (2! 208 & 5%
dsc @ 11 @ . [iJ 4 a3
jhy001 v o1 POQP@ 7w
nAp ¥ (10 [ A-FL™
SIXY-3G Route ] BO@ L 1wo0%
sjxy2 ¥ BDO@ L 1wo%
spy3 194 QL w= |
sonoS07 ) BOQG a7
test ¥ BO9@ L wo%
Test g % = | N4 100%
TP-LINK_PocketaP. . 7% |
TPLINK_PocketaP... ¥ BO@ L 3% -
AP Information
551D Test Authentication WPAZPSK | (€D
MAC Address  00-0F-02-41-2F-BA Encryption AES ._____/
kK

For the networks that are not encrypted, you can directly click “Connect”. However, for the
encrypted wireless networks, a “Profile Settings” dialog will pop up and you must select the
corresponding authentication type and encryption type, and then click the “Next” button to input the
correct key. Please note that this type of connection will not create a profile, thus next time connect

to this network you still need to select it manually.

Profile Settings x
B =
Authentication |wPa2-PSK -]
Encryption |AES |
[
Profile Settings x
e
WPA Preshared Key | ““““ “

The detailed explanations about the authentication and encryption are as follows:

WEP: Supports 10/26-bit Hex characters and 5/13-bit ASCII.
WPA-PSK: Supports 8-63-bit ASCII and 8-64-bit Hex characters.




WPA2-PSK: Supports 8-63-bit ASCII and 8-64-bit Hex characters.
WPA-PSK/WPA2-PSK: Supports 8-63-bit ASCII and 8-64 -bit hex characters.
NOTE:

The Hex characters consist of numbers 0~9 and letters a-f.

ASCII characters consist of any Arabic digitals/letters and characters.

4.1.2 Link Information
After successfully connected to one wireless network, you can view its detailed information by
clicking the “Link Information” on the main interface.

2 Ralink YoRID@®! » x

Link Information X

Status Test <—> 00-0F-02-41-2F-BA

Extra Info Link is Down [Tx Power; 100%3]
Authentication WPAZ-PSK
Encryption AES
Metwork Type Infrastructure
Central Charnel 9

.

1. “LinkStatus” screen displays the detailed information of the connected AP including its SSID,
MAC address, authentication type, encryption type, network type and channel.

= IP Address

= Mask

Link Information x

Status Test <—> 00-0F-02-41-2F-BA

Extra Info Linkis Down [Tx Power: 100%g]
Authentication WPAZ-PSK
Encryption AES
MNetwork Type  Infrastructure
Central Channel 9

s

2. “Throughput” screen displays the signal strength of each of the wireless adapter’s antennas and
the link quality.

13



Link Information X
A aill | O
-
Link Quality 100 %
Signal Strength 1 -23 dBm
Transmit Receive

Link Speed 150.0 Mbps Link Speed 27.0 Mbps
Throughput 1.776 Kbps Throughput 58.804 Kbps

3.”Statistics” screen is used to count the total Rx
retransmitted and fail to receive ACK after all retries.

clear the count.

and Tx data packets,including transmitted,
You can click the “Reset Counter” button to

Link Information

{* Transmit " Receive

Transmitted Successfully
Retransmitted Successfully

Fail To Receive ACK After All Retries

= 5559

= 5657

= 83

4.1.3 Profile Settings

Except the above common connection type, you can also connect to the wireless network by
adding a profile on the “Profile List’screen. The Profile screen is used to save the wireless network
parameters. When the adapter is successfully connected to a network, the profile name of this
network will automatically be added here, which helps the adapter to quickly connect to the wireless
network next time. However, there’s one exception that when you have set the hidden SSID,namely
the SSID cannot be scanned, and then you must manually connect by adding the profile name. The

main interface is as shown below.

Profile List

+x @ EO
| T ——

Profile Information
PROF1
Test

Authentication
Encryption

WPA2-PSK
TKIP

Profile Name
S5ID

“"Add: create a new profile
# Delete: delete the existing profile
[ Edit: modify the existing profile

There are two network types for your option when clicking the “Add” button to add wireless

adapter connection: Infrastructure and Ad-Hoc.

14



Profile Settings
u e

Profile Name |PROF1

ssID | |

Network Type * Infrastructure - Connect to AP

" Ad Hoc - Connect to other computers

Infrastructure is an application mode that integrates the wired and wireless LAN architectures. It

is different from Ad-Hoc in that in this mode the computer installed with the wireless network

adapter has to fulfill the wireless communication via AP or wireless router. It can be divided into two

modes: “wireless AP + wireless network adapter” and “wireless router + wireless network adapter”.

Ad-Hoc is a special wireless mobile network application mode. All nodes in the network are

equal. Usually it is used to share resources by connecting the opposing computer’s wireless adapter.

1. Infrastructure Profile Management

When you are connecting the wireless adapter to an AP or a wireless router, please select the

Infrastructure mode.

Click the “Add “button and select the network type as” Infrastructure”, and enter the profile name

and SSID or you can find the SSID you wish to connect from the drop-down list.

Profile Settings
[ | =»

X

-

Profile Name |PROF1
ssp [T |

MNetwork Type * Infrastructure - Connect to AP

™ AdHoc - Connect to other computers

Click the next button to select the authentication type and encryption type such as WPA —PSK and

AES, and then input the key and click next.

Profile Settings
H 4= ENext
-
Authentication S
Encryption |T|C[P j
Profile Settings x

H 4= =

e

WPA Preshared Key |========

15



After a profile is successfully added, the profile name can be seen on the profile list; you can edit,
import or export the profile, click “Active” to finish the connection, now you can also view the
detailed connection status on the “Link Information”screen.

&= IP Addres:

= Mask

Profile List X

+ X EEO

Profile Information

Profile Name  PROF1 Authentication WPAZ-PSK e
551D Test Encryption AES

Link Information x

S\ 12!||O

Status Test <—> 00-0F-02-41-2FBA

Extra Info Link iz Down [Tx Power:100%]
Authentication WPA2-PSK

Encryption AES
Metwork Type  Infrastructure
Central Channel 9

NOTE:

If the SSID broadcast function of the wireless router or AP you wish to connect is disabled,
then the wireless adapter cannot scan the SSID, thus you need to connect by creating the
corresponding profile.

2. Ad-Hoc Profile management

Using the Ad-hoc mode to establish a wireless network requires that each computer should be
equipped with a wireless network adapter. By connecting these wireless adapters, computers are able
to share the resources. The detailed setting steps are as follows:
1) Firstly you’ll have to allocate a static IP to each wireless adapter to be connected in Ad-hoc
mode.
A. rightclick “My Network Places” on your computer’s desktop and selects “Properties”.

Open
Explore
Search Far Compukers. ..

I: Map Mebwork Drive. ..
Dizconnect Mebwork Drive. ..

Create Shorkouk
Delete
Rename

16



b.Right click “Wireless Network Connection”, and select “Properties”

LAM or High-5peed Internet

.l Laocal Area Connection
o' Mebwork cable unplugged

T M Realek RTLG102/8103/8136 F... o i Disable
Wiew Available Wireless Networks
Network Bridge Status
_ Repair
Metwiork Bridge add to Eridae
ﬂ-‘ Disabled o
I8 Bridge Miniport Create Shorkout
\\'irtu_a_l_l_ Private MNetwork Renames

= ‘JI‘| wpn
W Disconnecked
|_)J ~ AN Miniport (PPTRY

c.Select “Internet Protocol(TCP/IP)”and click “Properties”.

-4 Wireless Network Connection 41 Properties

General |W’ireless Networks | Advanced

Connect using:

|my 802.11n USB Wirsless LAN Card

Thiz connection uses the following tems:

T Metwork Monitor Diriver )
S AEGIS Protocol (IEEE 802.1x) ¥3.5.30
i |riteinet P TCPAP] ]
|
0] | &
Inztall... Uninsta
[rezcription k
Transmission Control Protocol/intemet Protocol. The default
wide area nebwork protocol that provides communication
across diverse interconnected networks.
Show icon in notification area when connected
Motify me when this connection has imited or no cornectivity
[ oK ] [ Cancel ]

d. Please enter the IP address and subnet mask, and make sure this IP address is not used by other
devices in the network. For example: if your wireless adapter’s IP address is 192.168.0.1, then set
other wireless adapters' IP addresses within the range of 192.168.0.2—192.168.0.254.Click “Ok” to

save the settings.

Internet Protocol (TCPSIP) Properties

General |

“fou can get IP settings assigned automatically if your network. supparts
this capability. Otherwize, pou need to ask your network. administrator for
the appropriate [P settings

() Obtain an IP address automatically

() Usze the following IP address:

IP address:

0

152 168

Subret mask:

256, 256 . 255 . 0 |

Default gateway:

(&) Usze the following DMS server addresses:
Prefermed DNS server. [

Alernate DNS server:

g Coe )




2) Create a new Ad-hoc profile
Click the “Add” button and enter the network name in the SSID field to identify the wireless
network, and select Ad-hoc as the network type and then select the channel.

il

Profile Name |PROF1

Profile Settings X

S5ID |Test |

Metwork Type  Infrastructure - Connect to AP

» Ad Hoc - Connect to other computer:
Channel

Click the “Next” button to select the authentication type and encryption type and then input the

correct key and click “Next”.

Profile Settings x
H 4= =
7
Authentication |WPA2PSK ﬂ
Encryption |AES j
Profile Settings x
H 4= =

F

WPA Preshared Key [Fsssss=

After a profile is successfully added, the profile can be seen on the profile list, select it and click
the “Active” icon on the lower right corner. And then search for the wireless network on other
clients. Double click the wireless network you have configured and you’ll be prompted for the
key .After entering the key, click “Connect”.



32 Wireless Network Connection 5

Network Tasks

& Refresh network list

Choose a wireless network

Click an item in the list below to connect to a wireless network in range or to get more
information,

\2 Set up a wireless network
for a home or small office

((i))
((i))

Related Tasks

1) Learn about wireless
networking

Change the order of
preferred networks

¥ Change advanced
settings

ChinaNet-2kjF

i Security-enabled wireless network (WPA)
Tenda_3F7FA8

' Security-enabled wireless network (WPA)

Wireless Network Connection

The network 'Test' requires a network key {also called a WEP key or WPA key). A network
key helps prevent unknown intruders from connecting to this network,

Type the key, and then click Connect.

aalll

Network key: | sssscsssce

|

Confirm network key: ] sssessscee

|

[ Connect ] [ Cancel ]

When the highlighted part shows “Connected”, it indicates the connection is successful.

11! Wireless Network Connection 5

Network Tasks

Choose a wireless network

ﬂ Refresh network list Click an item in the list below to connect to a wireless network in range or to get more
information.
<2 Set up a wireless network Q) Test Connected 3¢ (*
for a home or small office i
alll |-

' Security-enabled wireless network

Related Tasks ((i))

i) Learn about wireless
networking

(@)
Change the order of

preferred networks

3p Change advanced ((i))

settings
((i))
((i))

Wireless-Test1

Unsecured wireless network
ChinaNet-6fxg

i Security-enabled wireless network (WPA)
TP-LINK_SEBF4C

' Security-enabled wireless network (WPA2)
yhb

¥ Security-enabled wireless network (WPA2)
MERCURY_704936

' Security-enabled wireless netwark (WPA2)

Automatic ff =

]
alll
wall]
wall]

ailll g

Connect

19



r—

A Raink PODOOD *

= IP Address

= Mask

Advanced

Wireless Mode |2,4 GHz hd

Select Your Country's Region Code

2.4GHz |0: CH1-11 i

Apply

4.1.5 About
This screen mainly displays the version information of the UI’s different programs as well asits
copyright statement.

About X
Version
Utility 4.1.7.0 Date 2012-04-24
Driver 3.2.9.0 Date 2012-04-17
SDK 1.1.7.0 Date 2012-04-24
M , I
[ ddammm 00-0F-54-0C-54-78
f (c) Copyright 2011, Ralink Technology, Inc.
2, Ralink All rights reserved.

4.1.6 Help

Click the help button to open the user manual.

20
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<% Ralink MEIEIELOTON w1 B

% Ralink WLAN Utility Help

T i
Hide Print  Options
Contents ] Index ] §earch] _":
Home = |E|
Introduction
Accessing Features
II g Connecting to a Wireless Network
Setting Up a Wireless Network
@ Connecting Using Wi-Fi Direct I nt r'D"
@ Setting Up a Profile _
@ Setting Up Wirsless Security Congratulatior
@ Screen Descriptions on your
@ Troubleshoating purchase
@ Appendix of the
Ralink
Wireless
Adapter.
Use the
Ralink i
1 Wil o 4l
<« 3

4.2 AP mode under XP

When you want to use the wireless adapter’s AP function, please right click the UI icon on the

taskbar of your computer desktop and select “Switch to AP Mode”.

Launch Config Likiliy
Use RaConfig as Configuration Lkliky
Bwitch to AP Mode |

Exit

In this mode, the wireless adapter acts as an AP to transmit wireless signal and create a wireless
network, while allowing other wireless clients to access this network.

As shown in the diagram below: The PC in the left has already accessed to the Internet by using
a wired network adapter, meanwhile, you install awireless adapter (take a USB wireless adapter as
an example) and its Ul on this computer, and set the adapter to AP mode.

By using the wireless adapters to scan the AP’S SSID to connect, the computers in the right can

also access to the Internet after successfully connected

21



4.2.1 AP Mode under Windows 7

1. Under Windows 7, wireless adapters are allowed to work in both STA and AP modes. Here, the
wireless adapter acts not only as a client, but also an AP to send wireless signal, which equals to an
amplifier. Right click the UI icon on the lower right corner of the computer desktop and select

“Switch to Client +AP Mode”.

Switch to Client + AP Mode
| Switch to AP Mode |

m -
15X L

l Launch Config Utility

2. You can change the SSID on the Config AP screen and control the number of the connected clients
by modifying the max number of peers. AP mode has only one encryption method which is WPA2-
AES by default and cannot be modified.

" RaUl Message

Please enter S5ID and Pre-Shared key.

0] |softap-06

WPA2Pre-Sharedkey — |==s=sse=

22



Appendix 1: Acronyms and Terms

WLAN Wireless Local Area Network

802.11 A family of specifications developed by the IEEE for WLAN technology.

802.11b An extension to 802.11 WLAN standard that provides up to 11 Mbps transmission in the 2.4
GHz ISM radio band. 802.11b uses DSSS modulation.

802.11g An extension to 802.11 WLAN standard that provides up to 54 Mbps transmission in the 2.4
GHz ISM radio band. 802.11b uses OFDM modulation and is backwards compatible with
802.11b.

802.11n higher transmission rate

WEP Wired Equivalent Privacy. A security protocol for WLANs defined in the IEEE 802.11

standard.
WPA Wireless Protected Access, adopts rotating keys.

RSN Robust Security Network, A substitute for WPA, and it adopts 802.1x standard andadvanced

encryption

ICS Microsoft Internet Connection Sharing enables multi-computer to share access to Internet via

one PC.

Appendix 2: FAQ

Q1: Microsoft ICS service is pending.
Al: If ICS service cannot be enabled after a long time, please re-switch from Station Mode to AP

Mode, if not successful, please restart the computer.

Q2: ICS is already bound by another network device.
A2: Microsoft ICS service can only combine one group of WAN and LAN. This message indicates

ICS may have been enabled by other network adapters. Please manually cancel ICS and re-switch to
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AP mode.
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Manually enable or cancel ISC.

Q3: Failed to enable ICS.

A3: Microsoft ICS service can only combine one group of WAN and LAN. This message indicates
ICS may have been enabled by other network adapters.

1. Please manually cancel or restart and cancel ICS, then re-switch to AP mode.

2. This dialogue box appears because virtual wi-fi miniport adapter can only be used by one wireless

network adapter at a time. Please disable any other non-the wireless network adapters and re-switch

to AP mode.

Q4: Under Windows 7, when I switch from station mode to AP mode, the screen flashes
“DisablingICS, please wait......”and immediately return to station screen.

A4: This is because you have disabled “Microsoft Virtual WiFi Miniport Adapter”, please re-enable
it and then switch to AP mode.

QS:Client cannot obtain IP when connected to soft AP of the wireless network adapter.
AS5: Manually set an IP address at the same net segment as that of the AP and the gateway and DNS

at the IP address of AP.Thus, communication can be achieved.

Q6: The SSID is not fully displayed on the wireless network list, what should I do?
A6: Keep the mouse on the displayed SSID for about 2 seconds, as the below picture shows, and
you’ll see the full SSID on the appearing box.
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Q7: Under Windows 2000 system, IP address cannot be obtained when it is switched to AP
Mode.

A7: Under Windows 2000 system, you have to manually configure sharing and then switch to AP.

And an IP address of 192.168.0.1 will be obtained.

Q8:Sometimes the UI cannot be moved by the mouse and also cannot be minimized,why?
A8:when you are performing some configurations or connections, the UI only activates the currently
operating window, other windows are locked and cannot be operated, but it will restore to

normal when you close or finish the current configuration and connection.

Q9: How to exit the UI?
A9: Right click the system tray icon and click “Exit” on the appearing dialog.

Launch Config Utility
UVse Zero Configuration as Configuration Utility

Switeh to AP Mode
..... liﬁi

Q10: Now that thethe wireless adapter’s driver can be installed without the Software CD, why
it still provide the CD?

Exit

A10: Some functions are missing for the drive integrated in the W326U adapter, and also the drive
does not support the WPS button and AP mode, however, by installing the drive on the CD, the
UI can be installed to fulfill these advanced features.

Q11: Why I cannot normally use the Drive integrated in W326U under MAC operating
system?

A11:W326U can only integrates the drive under Windows system, to use W326U under MAC

system, please insert the W326U to the computer with MAC OS; the system will identify the
adapter as a CD, pop this CD out, and then install the MAC drive included in the CD.
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FCC Warning

This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential installation.
This equipment generates, uses and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful interference
to radio communications. However, there is no guarantee that interference will not
occur in a particular installation. If this equipment does cause harmful interference to
radio or television reception, which can be determined by turning the equipment off
and on, the user is encouraged to try to correct the interference by one or more of the
following measures:

* Reorient or relocate the receiving antenna.

* Increase the separation between the equipment and receiver.

* Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

* Consult the dealer or an experienced radio/TV technician for help.

Caution: Any changes or modifications to this device not explicitly approved by
manufacturer could void your authority to operate this equipment.

This device complies with part 15 of the FCC Rules. Operation is subject to the
following two conditions: (1) This device may not cause harmful interference, and (2)
this device must accept any interference received, including interference that may
cause undesired operation.
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