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FCC COMPLIANCE STATEMENT

CAUTION: Changes or modifications not expressly approved could void your authority to use this
equipment

This device complies with Part 15 of the FCC Rules. Operation to the following two conditions: (1) This
device may not cause harmful interference, and (2) this device must accept any interference received,
including interference that may cause undesired operation.

FCC §15.105 Information to the user.

NoTE: This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant
to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates, uses and can radiate radio frequency energy
and, if not installed and used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a particular installation. If this
equipment does cause harmful interference to radio or television reception, which can be determined by turning
the equipment off and on, the user is encouraged to try to correct the interference by one or more of the
following measures:

—Reorient or relocate the receiving antenna.

—Increase the separation between the equipment and receiver.

—Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
—Consult the dealer or an experienced radio/TV technician for help.

FCC §15.706 Information to the user.

This equipment has been tested and found to comply with the rules for white space devices, pursuant to part 15
of the FCC rules. These rules are designed to provide reasonable protection against harmful interference. This
equipment generates, uses and can radiate radio frequency energy and, if not installed and used in accordance
with the instructions, may cause harmful interference to radio communications. If this equipment does cause
harmful interference to radio or television reception, which can be determined by turning the equipment off and
on, the user is encouraged to try to correct the interference by one or more of the following measures:

(1) Reorient or relocate the receiving antenna.

(2) Increase the separation between the equipment and receiver.

(3) Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

(4) Consult the manufacturer, dealer or an experienced radio/TV technician for help.

FCC RF Radiation Exposure Statement

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment.
Caution: Exposure to Radio Frequency Radiation

To comply with FCC RF exposure compliance requirements, for fixed configurations, a separation
distance of at least 30cm must be maintained between the antenna of this device and all persons.
This device must not be co-located or operating in conjunction with any other antenna or transmitter.
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1. System Introduction

1.1 Service Configure

The service configuration diagram using TVWS Gateway is shown below.
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1) TVWS Internet of Things Advantages

With the rapid activation of the Internet of Things recently, services that require
high-speed data communication such as video, Wi-Fi, and IP camera services are rapidly
increasing.

Although LTE, which is a wireless communication, is used in rural households, islands,
livestock farms, and fish farms, which are difficult to establish wired communication, there
is a burden of communication charges.

TVWS eliminates the burden of telecommunications charges in unlicensed bands and saves
time and money over wired communication.

2) Configure and leverage TVWS Gateway

The TVWS Gateway consists of master and slave equipment.

Where the master equipment needs to be wired to the TCP/IP network, and slave
equipment is installed in an area to supply Internet of Things services, and each device
communicates with a wireless TVWS signal.

Wi-Fi can be serviced by the master equipment, and the slave equipment can be serviced
by connecting cameras, Wi-Fi, temperature and humidity sensors, and water quality sensors.
loT sensors that can be used by connecting loT sensors that users want can be used
through loT WEB servers and |oT apps.
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1.2 Network Configure

The TVWS Gateway consists of 1:1 connections between one master equipment and one
slave equipment. Depending on the service area, 1:N can be configured to connect up to
9 slave equipment to 1 master equipment.

Multiple cameras and NVR can be connected to each slave device, and equipment from

other companies can be connected using the following ports.
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A network configuration diagram of the TVWS Gateway master equipment.
Please refer to the example below and check the network configuration as needed.
(Each port can be changed.)
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Network configuration diagram of TVWS Gateway slave equipment.

Please refer to the example below and check the network configuration as needed.

To connect equipment other than the equipment provided, refer to the NVR IP and port
in the figure below to change the settings of the equipment you want to connect to and
connect to the configuration of the slave equipment. (Each port can be changed.)
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1.3 TVWS Gateway
1.3.1 TVWS Gateway Equipment Introduction and Support Capabilities

Equipment introduction and functionality

* |EEE 802.11af modem support

* Access to the TV White Space database

* WEB Ul support

* LOS distance communication greater than 10 km
e (Can be installed outdoors (IP65 / -30°C to 60°C)
* Support for bonding of neighboring two channels (6+6MHz)
* Transmit power control function

* Long-range Point-to-Multi Point (PtMP) support
* Wi-Fi(IEEE 802.11n), BLE(v4.1) support

* Remote firmware update support

Precautions

This equipment must be installed by professionals and must comply with the regulations
of their country and region. In addition, depending on the surrounding wireless
environment, communication between equipment may not be possible without a TVWS
available channel.
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Equipment Specifications

Standards

Duplex

Channel bandwidth
Operating Frequency
Modulation Method
Maximum Data Rate (TCP)

Maximum Output Power

TX/RX Carrier

Output Spectrum Mask
Out of band launch.
Receipt Sensitivity

Maximum Access Devices
GPS

Operating Temperature
IP Rating

Electrostatic Discharge
Power Scheme
Operating Voltage

AC Power

Power Consumption
Size

Weight

HOUSING

Installation Method
LED

Antenna Port

Ethernet Ports

Standard / BW (Wi-Fi)
Operating Frequency

IEEE 802.17af

TDD

6MHz / 12 MHZ(support for bonding of neighboring two channels (6+6MHz))
470 — 698MHz

BPSK, QPSK, 16-QAM, 64-QAM, 256-QAM
19Mbps @6MHz BW

26Mbps @12MHz BW

27dBm+2dB @6MHz BW

17dB Gain Control @1dB step

1x1 SISO

55dBr @C.F£3.0MHz, 6MHz BW

< -428dBm @RBW 100kHz

-77dBm @MCS8(256-QAM 3/4)

-84dBm @MCS5(64-QAM 2/3)

-91dBm @MCS3(16-QAM 1/2)

-96dBm @MCS1(QPSK 1/2)

-98dBm @MCSO(BPSK 1/2)

9

built-in type

-30°C ~ 60°C @elevation 0 m

IP65

8kV air, 4kV contact

DC

DC 24V

AC220V/60Hz

35W

210mm x 300mm x 85mm

3.7kg

Die-Cast Aluminum

Wall or Pole ilnstallation

Status LED 4ea

TVWS ANT Port 1ea (N-Type(F) / 50 ohm)
Wi-Fi ANT Port 2ea (RP-SMA-Type(F) / 50 ohm)
BLE ANT Port 1Tea (RP-SMA-Type(F) / 50 ohm)
RJ45 Connector 2 Port (10/100Base-T)

WAN Port, LAN Port

802.11n / 20MHz

2412 ~ 2472MHz (Varies by region/country)
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1.3.2 TVWS Gateway Device Components

TVWS
Gateway
TVWS Gateway
'@
€
AC/DC Converter =1 1= _ ' III
220V to 24V ¢ Ealle=-. — =
Patch Anntena ’
(Site Specific - =
Selection) "
Wi-Fi Omni Antenna
(Site Specific FE-
Selection)
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1.3.3 TVWS Gateway Device Component Description
1) TVWS Gateway Device Top

B CLLLLLLL))
o &

L.

- TVWS: Port to which TVWS signals are sent and received (Type N connector)
- GPS : GPS built-in to receive location information of equipment
- Wi-Fi: Port where Wi-Fi signals are sent and received (RP-SMA type connector)

2) TVWS Gateway Device Bottom

DC: DC 24V and RS-485 communication signal connector
WAN : Ports used as WAN (RJ-45)

LAN : Port used as LAN (RJ-45)

BLE: Port that receives BLE signals (RP-SMA type connector)
LED: LED to check the status of the equipment

* PWR: Turn on when power is applied to the equipment

* WAN : Flashes when connecting an Ethernet cable to a WAN
* LAN : Flashes when connecting an Ethernet cable to a LAN port
* LINK : Flashing when master equipment and slave equipment communicate
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3) AC/DC Converter 220V to 24V

AC/DC Converter

- AC fnput
o gt
m—p

Frodect neme | TVWS GW PSU

Bated et vollage : 110 =200V, 50804
Bated it carrmnt : 1A

Bt inpat power - 150W

Bated oulpu volisge - DC 244

Rarird outpen curreed - 5,614

Qutput mwthid © comEae woitage
Raatedd munrim SpErITING VAT | B30
Allgwabie operating 1 mocritane - 30°C - ST

Pratectien | Over Vitlage, Over Tesp, Ower Losd, Shoet Clrowlt

Working Hurssddny | 1B68Waterpat;
T S

Rated input voltage: 110 ~ 220 VAC, 50 / 60 Hz
Rated input current: 1.2 A

Rated input power: 150W
Rated output voltage: 24 VDC
Rated output current: 5.63 A
Allowed operating temperature: -30°C to 60°C
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4) TVWS Patch Antenna

Electrical Specification

Frequency Range(MHz) 470-698 MHz
Gain(dBi) 8+0.5 dBi
Polarization Dual Slant V/H
Horizontal Beam width 80+12°
Vertical Beam width 75+£12°
Isolation >25 dB
Front to Back Ratio >13 dB
VSWR <2
Maximum Power Per Port 50 W
Impedance 50 Q
Lighting protection DC Ground

Mechanical Specification
Connector 2 x N Female
Height/width/depth 310x310x150 mm
Antenna Weight 2 kg
Radome color white

Radome material

UV Protection ABS

Operational Temperature

-40°C to +70°C (-32°F to +158°F)

Humidity

ETS 300 019-1-4, EN 302 085
(ANNEX A.1.1)
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5) Wi-Fi Omni Antenna

e

Electrical Specification
Frequency Range(MHz) 2400 ~ 2483.5 MHz
Band width 83.5 MHz
VSWR vertical.9 : 1
Gain 5+ 1 dBi
Impedance 50 Q
Polarization Linear

Mechanical Specification
Antenna Size (Length x Height) 194 x 13 mm
Connector RP-SMA Male
Radiator Material Copper
Operation Temperature -30°C to +70°C
Operation Humidity 10 ~ 90 (%)

— 14 —
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2. TVWS WEB Ul

2.1 PC Setting

This procedure changes the TCP/IP settings in Windows to allow access to equipment in
its initial state.

1) Click the Start Windows button and select Windows System > Control Panel.

2) Double-click the Network and Sharing Center icon in the Control Panel window.
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4) Right-click Ethernet, then select Properties.
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5), double-click on Internet Protocol version 4 (ip and tcp).
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6) Set 'Get IP address automatically' and 'Get DNS server address automatically' as follows,
then click the OK button.
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7) In the Ethernet Properties window, also click the OK button.

8) Press the Windows Launcher button, then click the command prompt for the Assistant
in all programs to execute it (press the window button and R on the keyboard, enter cmd,
and click the OK button).
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9) When the PC and master equipment are connected, type 'ping 192.168.100.1', press
Enter and check the response message. (Master Equipment LAN Port to Ethernet Cable PC)

10) When the PC and slave equipment are connected, type 'ping 192.168.1.1", press Enter
and check the response message. (LAN port of slave equipment or PoE LAN port to
Ethernet cable PQC)
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2.2 TVWS WEB Ul
2.2.1 Connection Method

1) After confirming that there is no problem with the ping test, enter '192.168.100.1:8800'
in the Internet address window to access the WEB page of the master device.

2) After confirming that there is no problem with the ping test, enter '192.168.1.1:8800" in
the Internet address window to access the WEB page of the slave device.

e ®) htp.n 92 168700 1/ogi-binluc) -3 uu B

.t VWS - LD
Innonet TVWS

Authorization Required

Plaase ardior youl ussmame and passwoid
Usermnamsa

Faasistrd

& Login 2 Hesat

Posreredd by LuCl Truek { 190801 _1413) Open\Wirt Basmier Breaker 14.07

2.2.2 VWS WEB Ul Tab
The WEB Ul of the TVWS equipment consists of Status, System, Network, Logout.

Innonet TVWS Status ~ System ~ Network~ Logout
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2.2.3. Status
- Status consists of four tabs.

1) Overview
- The Status Overview of the Equipment is divided into System, Memory, Network, and

DHCP Leases.
Status : Displays information about the name of the equipment, model, firmware version,

Linux kernel version, synchronized time, equipment running time, and average load amount

of equipment.

Status

* Memory : Information about the total available memory, free memory, cache, and buffer

of the equipment is displayed.

bl
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Network : Network information of the equipment is displayed.

Metwork

[Pvd WaN Siatus 2 Type: state
wignly Address: 192 163 100100
Nebmask: 2552552585 0
Galeway: 192 168 1001
DNS1: 8888
Conmnected: 3d 10h 35m 145

IPvE WAN Sialus :
g ol connecied

Active Connections 1y 1@1‘5,&_59'&;_

DHCP Leases : The DHCP information assigned by the equipment is displayed.

DHCP Leases
Hostname IPwd-Address MAC-Address
[ 192,166 1 127 b 02600 00 8b

DHCPvE Leases

Hostname IPvh - Address Do

There are no active 193585

Leasetime remalning

Th 20m 19¢

Leassatime remaining
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2) System Log
- You can monitor system logs, which disappear when you reboot the equipment with
volatile logs.

System Log
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3) Kernel Log
- The logs distributed to the console allow you to monitor the debugging logs in the
kernel, which disappear when you reboot the equipment with a volatile log.

Kernel Log
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4) Realtime Graphs

- Realtime Graphs displays real-time graphs such as equipment load and traffic. You

can
select each tab to see the corresponding graph.

Realtime Load
¥ rivute i ) becord atberwil
1 Whimite Load: 178 Aevrage 118 Peah: 145
5 Minute Load- ©437 Avermge: B80T Peskc 53
15 Miniwie Load: 075 Avermge 075 Pegkc 375
Realtime Connections

Thom pie grds O Foirile Fudd CLEREy RISl Mlasrl CSSWCieRs

Active Connechions

I%

Lt T Pemkz 1
meE Bywupge 11 Peak: 17
by 4 Bwiagh 3 Pesk ']
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2.2.4. System
- Divided into System, Administration, Backup/Flash Firmware, Reboot

1) System

- System Properties: You can change the time information and log settings of the

equipment.

* Local Time : Check the current equipment setting time. The Sync with browser button
allows synchronization with the browser you are connected to.

* Hostname : You can set the name of the equipment.

* Timezone : You can set the time zone for the equipment. The initial value is Asia/Seoul.

W]
4
m

;|

a"

a
;]
i)
1
"
g

- Time Synchronization

Enable NTP Client : Activate the NTP client of the equipment.

* Provide NTP server : Activates the NTP server through the current equipment vision.
* NTP server candidates : Set the list of NTP servers to connect to.

o Synchiono ation
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2) Administration

- change the password and remote SSH settings of the Router Password device.

* Password : Enter the password you want to change.

* Confirmation : Enter the password you want to change once more.

Router Password

Changas the administrator password for accessing the device

Fassword

Confirmation A

- SSH Access

* Interface : Set up an interface to allow SSH connections.

* Port : Set the port to use for SSH connections.

* Password authentication : Use the password when accessing SSH.

* Allow root logins with password : Allow root account access when SSH is accessed.
» Gateway ports : Set a port that allows SSH access on the external network.

* SSH-Keys : Set the public key to use for SSH.
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3) Backup / Flash Firmware

SaH Access

Oropbaar gfiurs S5H nevwodk shal access

Dropbear Instanca

littarfmce

Fasavvord authisnlicatian

Al (st luging it

pEcgEnd

Tl Add

S5H-Kays

Hony oo can paxt puidc S5 Ky (o

@ Listen only on fhe pivan mteclace or, § unspeciied. on all

& Spadhes e iseneg port of thn Drocoear memancs
S Pt authaniceion

i kT B Lagn Wil pasiword

| @ Alyw remole hosis % corme io focel S5H orwaeded por

e pv bir| for S5H public-bey mshenticabos

Damta

- Backup/ Restore You can back up, restore, or update new firmware settings for the

equipment.

Reset to defaults :
Restore backup : Restore settings using the backup file you downloaded.

Backup ! Restore

CHrk "Oensrmle arehiee’ b dbwriead a far archiva of tha curant configuration ks To regel the frmmwais i

wilhy sguaphls enagas

Dbz btk

Rrset bo defaufts

[l Genertls archib

Download backup : Download the current settings as a backup file.
Change all settings to preferences.

Tir rerpnne configuinithon Sle vou-can igasad & pravioisly sndeatind tcaug archive hers

HESlOTe Daciq

I Upload schive

& “Parlmmy rssad” (only poesiiily
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- Flash new firmware image

* Keep settings :
* Image :

Maintain existing settings after firmware update.
Select the firmware update file, then click the Flash image button to proceed

with the firmware update. Be careful not to lose power during firmware updates. After
the firmware update is complete, the equipment will reboot.

Flash new firmware image

Upload a sysupgrads-

compalibls firmears imans)
K tirs
Imag =T
4) Reboot
- You can reboot the

compatible image hars to melaca the ranning firmears. Chaok "Keep seftings

12 ralam MAe-Clrmam Conmm@uraan (re -||Iil-"- ar '.I[ YT

equipment remotely. Pressing Perform reboot will reboot the

equipment immediately, and will take you to the login page after the operation is

complete.

MediaTek TVWS

System

Reboot

¢ SATEAG TRImT o R deals
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2.2.5. Network
- Interfaces, Firewall, Diagnostics, Wireless/DB, Status/Settings, DDNS, Offset, loTZ L&A
&Lt

ol
=

1) Interfaces

- You can set up a network of equipment and assign IPs. The default network is divided
into WAN and LAN. The WAN assigns the interface from which the equipment supplies
the Internet, and the LAN assigns the interface from which the equipment supplies the
Internet. You can set Protocol, IPv4 address, etc. through the LAN and WAN Edit, and you
can add any user interface by clicking the Add new interface button.

Interface Cvandaw
] ] furtinges

LN Upthme: 3d 12 34m 17

MAC Address: 0000 43 00,0450 e - . 3
L) s BT ti

— T 1447 MB (EBETT Phes
1Pl 192 164

wan MAC. Adtman: D028 00-00 1 " o " -

A B Pk
Mhini_plm ket TX: D068 (5

Global natwork options

INNONET Co., Ltd.



Common Configuration — General Setup
Status : You can check the interface status of the WAN network.

Protocol : You can apply the protocol to the WAN interface. Use DHCP client for

flexible IP assignments and Static address for static IPs.

When setting the protocol to Static address, you can enter the setting value below.

IPv4 address : Set the static IP.
IPv4 netmask : Set up Netmask.
IPv4 gateway : Set the Gateway IP.

Commaon Configuration

A3 T

Status 4 Uptime: 3d 12h 43m 27=
br-lan MAC-Address: 0000 43:00-04.98
RX: 10.04 MB [(6T076 Pids )
TX: 11.19 MB (BBTAET Phis
IPwd: 192 168.1.1/24

Protocol
1Pvd addrass
IPv4 netmask

IPvd gateway

IPv4 broadcast : Set the Broadcast IP.

Use custom DNS servers : Set up a DNS server.

IPv6 assignment length : Sets the length of Prefix for IPv6.
IPv6 address : Set an IPv6 address.

IPv6 gateway : Set the IPv6 gateway address.

IPv6 routed prefix : Set the IPv6 routed prefix address.
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[Pvidl broadcas)

Use custom DNS servers .88 il

IPvE assignment length {malled

£ Assign a part of given length of every public |PyE-prefix to this interface

Py addrass
1Py gateway

IPvE routed piefix

@ Public prefix routed to this device for disiribution to chents

Common Configuration — Advanced Settings

Bring up on boot : Set the network to turn on at boot time.

Use builtin IPv6-management : Enables built-in IPv6 management.
Override MAC address : Overwrite the MAC address of the network.
Override MTU : Use the User Settings MTU.

Use gateway metric : Establish metrics gateway.

Commeon Configuration

General Setup Advanced Settings Physical Settings Firewall Settings

Bring up on boot

Use buitin IPvE-management
(verride MAC addrass
Cwerride MTU

Usa gateway matric
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- Common Configuration — Physical Settings
* Bridge Interface : Set the network to a bridge.

* Interface : Assign an interface to the network. For bridge networks, you can select

multiple interfaces.

Common Configuration

General Setup Advanced Settings Ph Firewall Settings
Bridge Intefaces @ oeslss a bridge over spacfied interfacs(s)
Enable STE i Enables the Spanning Tree Protocol on this bridge
Imerface | * Ethemst &dapi:
i
= 2}

- Common Configuration — Firewall Settings
* Create/Assign firewall-zone : Select firewall rules to apply to your network.

Commaon Configuration

Czanoral Solug Advancad Salfing Phyaicol Setlings

Creals f Assign frewall-zons
% e W s flan: 2 &)

& Choote the frevall fone you waid 1o assign lo this inlerface Saled ungpecfied ko remove the interface from the associnlar

rome of I out the creats flald o deline & new 2one and Bttach the inlerface 1o &

-DHCP Server — General Setup

* Ignore interface : Disable DHCP for the network.

e Start : Sets the starting range of floating IPs allocated by the DHCP server.
* Limit : Set the end range of floating IPs allocated by the DHCP server.

* Leasetime : Set the expiration date of the floating allocation IP.
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DHCP Server

3 [ Advanced Settings PvE Settings
Ignore interface i Disable DHCP for this interface
Start

& Lowest leased address as offset from the network address

Lmit

i@ Maximum number of lessed addresses

Leasatima

i Explry time of lzased addresses, minimum 5 2 minutes ( 3z )

DHCP Server — Advanced Settings

The menu is displayed only when DHCP Server is enabled.

Dynamic DHCP : Ensure that unregistered clients are also assigned flexible IP.
Force : Service persists even if another DHCP server is found on the network.
IPv4-Netmask : Overwrite the Netmask passed to the client.

DHCP-Option : Sets DHCP-related options.

OHCP Server

Ganeral Setue bsanoed Safiing 1Pv6 Sattirags

Oynamic OHCE B @ Dynamically allocats DHCP sddressss for chents, If disablisd, only clients having static lsasse will be served
[ @ Force DHCP an this netwark even if anather sanver i detectsd

[P d-Meatmas)

g Jeamride he netmask sent 1o chents. Normally i & caltulatsd fram the subnet thit |5 served

DHCP-CpBans

D Dafine: pddditional OHTP opBona. bor axiemple " & 182 383,201, 133 182, 2 .1 " which advertises diferanl DNS séerversfo

clisntz

DHCP Server — IPv6 Settings

Router Advertisement-Service : Set RA Service related options.

DHCPv6-Service : Set DHCPv6-Service related options.

NDP-Proxy : Sets NDP-Proxy related options.

DHCPv6-Mode : Sets DHCPv6-Mode related options.

Always default router : This setting always notifies you that it is the default router.
Announced DNS servers : Set up a DNS server.

Announced DNS domains : Set the DNS domain.
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DHCP Server

Genaral Setup Advanced Settings IPvE Settings

Router Advertisement-Service

DHCPvE-Servics

NDP-Proocy

ODHCPve-Mods

Always announce default
router

Annocunced DNS sarvers

Announced DNS domains

semver mode

sEmver mods

dizabled

stateless + stateful

O g Announce as default router even if no public prefic is available.
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2) Firewall

can set firewall settings, port forwarding, and rule settings for the equipment.

General Settings

Enable SYN-flood protection : Enable the firewall against SYN-Flood attacks.

Drop invalid packets : No invalid packets are received.

Input : Set the rules for packets that have the equipment as the destination.

Output : Set rules for packets sent from the equipment.

Forward : Set rules for packets passing through the equipment.

Zones

Firewall - Zone Settings

The frewall crestes rones over your netwark Interfaces 1o control
General Settings

Enable SYMN lood protection B3

Dirop invalid packets

Impta yocanl
it [
Foreard
Zones
Fone = anw{lin_gl. |ﬂpl_|1 I'_.‘urpl.n
T - L Fag s = [
W an 1
] Add

. Set the rules for the preset zone.

etk tradlie flaw

Forwand

Masqguerading

MES clamping

d] Edit | Dalate

;] Edil m| Dalats
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Port Forwards

Allows the user to set up port forwarding for the desired port.
Name : Rule name

Protocol : The protocol type to be applied.

External zone : Zone to be set to the outside (typically wan)
External port : External Port

Internal zone : Zone to be set inside (typically lan)

Internal IP address : Internal IP Address

Internal port : Internal Port

Firewall - Port Forwards

Poart forwarzding allees memote TMELARTS G
Port Forwards

Mama Masch Forward io

Hew port farsard

Ham Progoc Ervtamal Exdmmiat port Intmenal Intomal P sddresa . Inbemal

Emable  Sort
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3) Diagnostics

- Option to self-diagnose network health.

* Ping : Ping can be sent to the entered address to check the network connection with
the equipment.

» Traceroute : You can check the path to the entered address and the transfer delay.

* Nslookup : You can check the Name Server information associated with the entered

domain.

Diagnostics

Metwark Utilities

@ Plng 0l Traceroute 0 Mshiokup
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4) Wireless/DB

Set information necessary for operation such as Mode, MCS, Bandwidth of TVWS.
General Setup

Mode : You can set the master and slave modes.

MCS : You can set a configuration that combines spatial streams, modulation methods,
coding rates, etc.

Bandwidth : You can set the bandwidth.

Channel Manual Select : You can set the way in which available channels are assigned.
SSID : You can set the SSID of the equipment.

TxPower : You can set the output strength of fixed TW equipment.

Portable 100mW TxPower : You can set the output strength of mobile 100mW
equipment.

Portable 40mW TxPower : You can set the output strength of mobile 40mW equipment.
Channel : Channel Manual Select is activated and the channel can be set.

General Setup
Hardware Type HIGH_POWER_UHF
Mode SLAVE hd
MCS AUTO w
Bandwidth GhiHz o
Channel Manual Select OM w
551D TVWS
TxPower 25 dBm w
Fortable 100mWW TxPower 14 dBm W
FPortable 40mWW TxFower 14 dBm o
Channel 31 (575 MHz W
_ 38 —
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NMS Server : You can set the address of the NMS server to which you want to send
information about the equipment.

NMS Report Interval : You can set how often to report to the NMS server.

Channel Server : You can set whether to use the available channel optimization channel
optimization server.

Channel Server Domain : You can set the domain of the available channel optimization
server.

Channel Server Polling Period : You can set the available channel optimization server
registration message transmission frequency.

Channel Reallocation Polling Period : You can set the available channel optimization
server channel reallocation check message sending frequency.

Slave Location Report Period : (BIS) You can set the slave location information
transmission frequency.

Roaming Table Polling Period : (BIS) You can set how often roaming table request messages
are sent.

Roaming Table Clear : (BIS) You can set roaming table initialization.

Roaming ID (Bus Line) : (BIS) You can set roaming table route information.

NMS Server it 180 11

NMS Repor Interval v

Channel Server Disabie .
Channel Server Domain

Channel Server Polling
Feriod[min]

Channel Reallocation Folling
Periodmin]

o

Slave Location Report
Feriod[sec)

Roaming Table Polling
Periodimin]

Roaming Table Clear N | \d

Roaming 1D (Bus Ling)
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Database stores information to identify users in the RRA prior to being assigned

available channels, which should not be modified by users should not be modified by

users.

Database

Darriain

Maobile Slave

Flxed Slave Number

DB Access Time

Tx Power Type

Deavice Type

Device Scheme

Usa Devica Type Ext

Ownar - Full Name

Owner - Kind

Oparator - Full Name

Operator - Straet

Operator - Locality

Opearator - Region

Operator - Post Code

Operator - Country

Operator - Tal

Operator - Email

Prasani
Mon
2355

ixed
;IA lj
Manual
WNOT LISF
Innonet
Innanst
Besbwon-o 11-gil 7
Songpa-gu

Chll

136

KR
02-406-884
csimimnonet net
- 40 —
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5) Status/Settings

TVWS Status

View the available channels, reception, and output strength of the TVWS.

TVWS Status : You can check the available channels assigned to the current equipment
and the sensitivity of the equipment.

RSSI Alarm Threshold(Min, Max) : You can set the lowest and highest values of the
sensitivity of the alarm (T.D.B.).

TVWS TSSI : You can check the output value of the equipment.

TSSI Alarm Threshold(Min, Max) : You can set the lowest and highest values of the
output to be alarmed (T.D.B.).

WiFi#1,2 TSSI : The Wi-Fi output of the machine can be checked (T.D.B.).

IP Address : You can set the internal IP of the equipment.

WAN Network Config : Check whether WAN I[P has been changed and set.

TVWS Sleep Mode : You can set the slip mode of the equipment (T.D.B.).

TVWS STATUS/SETTINGS

Status/Settings

Sleep Mode Control

TVWS Sleep Moda
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TVWS Settings
TVWS TX : You can control the output of the equipment.
WIFI : You can control the WIFI output of the equipment.
LNA Bypass Control : Depending on TVWS reception, you can control the amplifier that
amplifies the signal.
LNA Bypass Mode : Control the amplifier that amplifies the TVWS signal.
Slave Location Recheck : Check the location of the cruise ship can be set (T.B.D.).
Slave Notification Interval : Set the positioning cycle for cruise ships (T.B.D.).
Ext USB Port : You can control whether or not to use the USB output.

TVWS STATUS/SETTINGS

Status/Settings

LA Bypass Contral

LMNA Bypacs Mode

Sitave Localion Rachack
Slave Nolficalion intenval
Ext 12V Enabde

Ext USE Port
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HPA Update

* Download File Path : You can set the file path for the HPA firmware.

TVWS STATUS/SETTINGS

Status/Settings

HPA1 Status : View firmware information for the HPA.
HPA1 F/W : firmware updates can be made by setting it up.

TVWS Status TVWS Setlings

Donwload file path

HPA1 Status

HFA1 FAWY

6) DDNS

- You can set up a domain to access the equipment.

TVWS DDNS

DDNS

DONS Domain
Update Enabis
DDNS Server

Cumanl WAN IFP Adidress
DONS Command Siafus

Connechion Slatus

hitp:/fserverhpamcu303_toood bin

Ver_1.3.00

NORMAL

0.0.0.0

HFA Update
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7) Offset
- Adjust the output value by channel by changing the offset of the equipment.

Offset

Otiset for Channel & Temperature

chidx - 6BMHzZ
choz chil chid chis chi6 chof chiog chig
] (a I i o
chix - 6MHz
chik ch1 chi? ch13 wh14 ch1s ch16 chi? chig ch1g
[¥] ] ¥, s L 2 i 4
ch2x - 6MHz
chl chi#l cha2 chzd chad chis chal chZ? chad chd
1 L 1 ] L
chadx - GMHz
ch3D ch¥ chiZ ch3) chM chls chlb chi? chlg chid
i I
chax - GMHz
chd =1 ch42 chdd chdd ch4s chab ch4? chds ch4s
i 3 2 1 i
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8) loT
- You can set the server to monitor the status of loT equipment and the frequency to

upload.

loT

ol

loT

Sansor Stahus
Server fips
ol Upload Penod 10 M b

2.2.6. Logout

- Log out the WEB page of the equipment.

Innonet TVWS Status System ~ Network ~ Logout
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2.3 Wi-Fi Setting

You can access the Wi-Fi WEB page to change your password settings. The Wi-Fi WEB
setting screen requires wireless connection with the Wi-Fi, laptop, and mobile phone of the
TVWS equipment to use the WEB page.

1) Use your laptop or mobile phone to find and connect Wi-Fi of your backpack Wi-Fi.

2) Open the WEB browser, type the IP (192.168.25.1) of the Wi-Fi WEB page in the
address bar, type Password, and press Enter to access the WEB page.
(ID= root / Password= fts)

Authorization Required
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3) On the Network tab at the top of the Wi-Fi WEB Ul, select Wifi.

Opann

Status

SV ERI

4) In the Wireless Overview, view the SSID, verify that the Wi-Fi signal you connected to is

correct, and click the edit you marked.

Opoenivn

Wireless Overview

e Genaric MACROTV1 B0 11bgn (radicd)
’ i i it gy 8

[ I

D T ; [ PR
LRRT f yptimas B

Assoclated Stations

L A Addhiess Fod Adibees bag= i Moise HE Hats
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5) Select the Wireless Security tab in the Interface Configuration at the bottom to select
the WPA2-PSK and set the desired password for the key. Click the green arrow on the
right side of the key to see the password you are typing. Click the Save & Apply button
to apply the settings.

OpaniWn

Wireless Network: Master "TVWS-WIFI-TEST™ (wian0)

RSy W —"
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6) If you try to connect the Wi-Fi of your backpack Wi-Fi using your laptop or mobile
phone again, and you are prompted for a password, enter the password you set to
connect.

NS -WIFI-TEST

/F—; INNOMET-C-418

INMOMNET-C-41
fE {

r.:.- .

637 BE SoE LR
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3. Maintenance

3.1 Maintenance System
Maintenance is carried out with the following system.

Mo
=8}
ot

1) A service user reports a complaint due to an inconvenience while using the service.
2) When a complaint is received, it notifies the occurrence of a complaint and identifies

the problem.
3) If it can be resolved remotely, support it remotely to resolve complaints.

4) If you need to visit the site, ask the facility team to visit the site.
5) The facility team visits the site to resolve the complaint.
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3.2 Failure Check and Action

If you experience any inconvenience while using the service, please check the following
situations first.

If you are not aware of any inconvenience after checking the following clarification and
confirmation, please contact A/S at 070-7734-9970.

1) In case the master equipment does not have Wi-Fi

- Verify that your Internet modem is functioning normally.

- Ensure that the Power and WAN LEDs of the master equipment are illuminated.

- Under Master Equipment, check for Wi-Fi signals. (The Wi-Fi signal may be weak or not
catchable indoors.)

2) In the case that the Wi-Fi of the slave equipment

- Ensure that the power and link LEDs of the slave equipment are illuminated.

- Under Slave Equipment, check for Wi-Fi signals. (The Wi-Fi signal may be weak or not
catchable indoors.)

3) If the camera connected to the slave equipment does not come out

- Ensure that the camera power (12V or 24V) is supplied to the power box.

- Ensure that the LAN port of the slave equipment and the LAN port of the camera are
connected.

- Make sure that the camera's connection ports are intact.

- Connect to the slave equipment and ping test with the camera to check for
abnormalities.
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3.3 How to Verify Equipment Operation
Before installing the Equipment, you should check and follow the instructions below.

(1) Height above average terrain (HAAT). Below 602 MHz antenna shall not exceed 250
meters or 500 meters in less congested areas.

All other bands not to exceeds 250 meters.

The HAAT is calculated by the White Space database (§73.684(d) ).

For HAAT greater than 250 meters the following A-F procedures below are required:

(2) The installing party must contact a White Space database, identify all TV broadcast
station contours that would be potentially affected by operation at the planned HAAT and
EIRP.

(3) Notification -The installing party must notify each of these licensees and provide
geographic coordinates, relevant technical parameters and contact information.

(4) Start operations, No earlier than four calendar days after the notification in paragraph
(g)(1)(ii)(B) above

(5) Upon request, the installing party must
provide affected licensee the time periods of operations.

(6) Conduct a new notification if increasing its power level, moving more than 100 meters
horizontally from its location, or making an increase in the HAAT or EIRP that results in an
increase in the minimum required separation distances from co-channel or adjacent
channel TV station contours.

(7) All notifications required by this section must be in written form (including email).
To be kept by the White Space device operator for its records and supplied to the
Commission upon request.
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You can check the operation of the equipment using the Terra Term program.

From the menu bar at the top, select Menu, and select New Link.
The master enters IP 192.168.100.1, service SSH, TCP port 2249.
The Slave enters IP 192.168.1.1, service SSH, TCP port 2249.
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If you select OK, a security warning window appears, and select Continue.
Then enter your username and password (user name root, password: innonet160905)
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3.3.1 IP Verification of Equipment
Type 'ifconfig'

The master displays 192.168.100.1 in br-lan, and the slave displays 192.168.1.1. When

DHCP

is assigned to the WAN port of the master, eth1 displays the IP. (ex: 192.168.1.155)
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3.3.2 Checking the mode of the equipment and TVWS SSID
Type 'iwconfig'
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3.3.3 Verify and Modify Port Forwarding Table (Master Equipment)
In the WEB Ul of the master appliance, select from the Parent Network tab -> Firewall ->

Port Forward.

Innonet TVWS

Firewall

Kamal Wersion 1.1 14

Lical Time ‘Wed Feb 10 0558 48 2021

Llptarme 3d 6h 5Tm 13a

Load Avarage 098 076,075

Write the information you want to add sequentially in the Newport forward column, add

it, and reboot the equipment.

Firewall - Port Ferwards

Port Forwards

o bntmrimi et e g apeiic SIETpGIEn 1 SAE W

Mams Maech 00 Fgwwen {10 Enabiby St
Verm i hormmtid ] 4 = =3 ']
1 il
8
wk SLAVE =i

@ Name of device and settings to be port
forward

@ Protocol method

(® External network

@ External Port Settings

® Internal network

® Address of Internal IP
@ Internal Port Settings
Added

© Save & Apply

INNONET Co., Ltd.



3.3.4 Verify and modify port forwarding tables (slave equipment)

Because TVWS G/W does not support NAT features, slave equipment also requires port
forwarding.

On the slave appliance, type 'lIs' to verify that portconfig exists and enter 'vi
/etc/config/portconfig’

You can see that 80 ports of Camera 1 IP 192.168.1.108 are port-forwarded to 10001. 554
port is 20001 port and you can see that it is port forwarding.

To modify port forwarding, press the 'i' key to convert to the input state of the vi editor,
press the 'esc' key to release the input state, and type "wq' to save and exit the editor. If
you have nothing to modify or want to leave the editor, type 'q!" and it will leave without

saving it.
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3.3.5 Check equipment rssi — iwpriv wlan. entering zero British stat
To check the RSSI and MCS of the equipment, enter 'iwpriv wlan0 stat'.
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3.3.6 Verify Equipment Throughput

iperf requires a server and a client. Entering 'iperf —s —i1' means that the equipment
entered will become the iperf server and display the value every second. By typing 'iperf —
c 192.168.100.1 —i1', it means that the equipment entered will become an iperf client and
display what was sent to the server IP 192.168.100.1 every second. By default, the
appliance is supposed to run the iperf server process, so you only need to enter the

client. You can enter 'ps' to verify that the 'iperf —s' process is working.
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