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Product Highlights

1.1 Product Features

Multiple Access Codes & Monitoring

Store up to 150 Access Codes for family, friends and guests, as well as monitor
entry and exit records.

Auto-Lock

With Auto Lock enabled, Homki will automatically auto-lock the door based
on your customized time setting. You no longer have to worry about forget-
ting to lock the door.

Backup keys and charging port

The door can be opened with physical backup keys. There is also a type-c
connectionsocket for emergency power backup to access the keypad in case
your smart lock runs out of Battery.

App control

Your phone is your key, download Tuya mobile app that allows you to lock and
unlock doors with a simple icon tap. Homki allow you to add permanent and
temporary users, as well as set access schedules for specific days and times.
Make sure your smart lock records activity logs so you can go back in time to
see who entered or exited your home and when.

Anti-peep keypad

High security, when someone tries to snoop your password, you can enter
random numbers before and after the correct password to confuse the
judgment. No need to worry about information leakage or changing your
password.

One-Touch Locking

When you are in a hurry to go out, long press any key for 2 seconds to manual-
ly lock it, reducing unnecessary waiting time.



Product Overview

2.1 Product Overview - Outside
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2.2 Product Overview - Inside
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2.3 Understanding Your New Lock

After the installation of your new Homki, understanding some key functions
of operating your smart lock is important. The following guides will walk you
through resetting a lock, adding Access Codes, deleting Access Codes ,and
also how to configure your app function. For any questions you can always
visit http://homki.afterservice.vip for assistance.

Don't forget that Tuya works best with our iOS and Android™ app. Please
download the app by visiting the link below.

LA Download on the GETITON
S App Store ® Google Play

https://www.tuya.com/product/app-
management/all-in-one-app

2.4 v button

During the password input process, press theV button once to delete the last
entered password number. After deleting all of them, if you are in the add
mode, you can exit this mode. After all the entered numbers are deleted, press
the « button three times and the screen will turn off.

2.5 Volume change

Press “33 « " on the lock to toggle volume

2.6 Reset Button

Push the reset hole for 5 seconds on the back panel of the Homki-001 to
perform your reset. See below to see which Reset Process applies for you.
Once the smart lock has been reset, all the data previously stored will be
deleted.



2.7 Rebooting Your Lock

To Reboot, find the type-c charging port located on the bottom of the exterior
side of Homki-001. Plug in the type c charging cable to charge the device

2.8 Low Battery

When the battery voltage is lower than 4.8V, press the keypad panel, the voice
prompts "low battery, please replace the battery", and the backlight flashes
rapidly for 1 second. Before the password is unlocked, the voice prompt "low
battery, please replace the battery", and then unlock.

2.9 Changing The Battery

Under normal use, the Homki-001 battery will last up to a year. Please check
battery levels regularly and change your batteries when the low battery notifi-
cation is issued. For best practice, always use new batteries by a major brand.

Open the battery compartment cover and insert four (4) new AA alkaline
batteries as shown.

Screw
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2.10 Unlock verification failure alarm

When the wrong single password is entered 5 times in a row, the Bluetooth
lock will sound an alarm, and the system will prompt the interface to be
locked for 3 minutes.

2.11 Lock tongue retractable stuck alarm

When the lock tongue is stretched and stuck, the Bluetooth lock will try to
lock/unlock twice in a row, and if it fails, it will emit a continuous alarm sound.

2.12 Anti-lock function

The electronic anti-lock key of the rear lock, dial the switch, and voice broad-
cast "the door is locked"; when non-admin users verify the unlocking, the
voice broadcast "the door is locked".

To Unlock Anti-lock function:

1. When the administrator verifies that the door is opened, the voice broad-
cast "anti-lock has been released";

2. Use the APP to open the door and unlock it.

Anti-Lock Function




Using Your Smart Lock

3.1 Configuring Access

The Default Access Code is 123456

Your new Homki-O01 access code can be any combination of 6 to 8 digits.
Onece a new access code is entered, the default access code of 123456 would
be deleted. A Maximum of 8 sets of access codes can be stored for use.

How to use the keypad

There are a total of ten(10) number buttons on the keypad as shown in the
example image to the left.

The button on the bottom is the One-Touch Locking button. You will be press-
ing this button when you are ready to leave home

The v/ button is the confirm button. You will be pressing this button when
you enter your codes.

3.2 Adding an Access Code

Long press ¥ button in the keypad then verify the administrator password
and adding User Password

3.3 Deleting an Access Code

Long press the ¥V button in the keypad then verify the administrator, long
press the « button again to delete the access code

Locking and Unlocking

Homki-001 can be unlocked using 1 of 3 ways - via your stored access code,
smartphone with blue-tooth, or with the physical key supplied with your lock.



4.1 Locking / Unlocking using Access Codes

Enter your 6 to 8 digit Access Code followed by the v button. Press Logo icon
anytime to reset if you entered the wrong digit.

If the Access Code entered is correct, the door will unlock. If the Access Code
entered is incorrect, Lockly will flash red light

4.2 Locking / Unlocking using App

You must have the Tuya iOS or Android™ app installed in order to lock and
unlock with Smartphone. Please download the app by visiting the link below
or search “Tuya” from the correct app store.

e -

< Smart Lite £

https://www.tuya.com/product/
app-management/all-in-one-app

# Download on the
[ ¢ App Store
GETITON

*® Google Play

App unlock/lock: Slide the key icon on the APP to switch the lock/unlock.



4.3 Loking / Unlocking using Physical Key

To unlock your lock using the physical key (included), insert your key and turn
clockwise or counter clockwise to lock or unlock the door.

APP Operation Guide

5.1 APP Pairing

After adding an administrator to the lock, press 22 + on the lock, enter the
administrator password, Open the Smart Life APP to enter the network
configuaration mode



5.2 Change administrator password

Enter 11 v on the lock keypad, the original password <« new password <« new
password «

Select the lock on the App -> Click "Members" -> Click "Administrator
Password" -> Clear the password content -> Enter a new administrator
password -> Click "Save".

5.3 Delete users password

In the App, select the lock that needs to be deleted by the phone administra-
tor, click Settings, and then click Delete.

5.4 Add users password

To add custom password [Note: must be operated on the lock edge]
Click "Get Password" on the App -> Select the password type: Custom -> Select
the validity period -> Click Set Password -> Enter the password to be added

To add permanent/period/single/cycle password [Note: not require oper-
ation on the edge of the lock]

Click "Get Password" on the App -> select the password type: permanent/peri-
od/single/clear/cycle -> click to get password

5.5 Change users password

(Note: must be operated on the lock edge)

Select the lock on the app -> click "Members" -> click the password you want
to change -> click the password -> enter the new password.

5.6 Delete users password

To clear password (Note: must be operated on the lock edge]

On the App, click "Password Management" -> click the password you want to
delete -> click Delete.

-10-



5.7 Rename password

Click "Password Management" on the App -> click the password that needs to
be renamed -> click the name -> enter the new name.

5.8 Change password validity period

(Note: must be operated on the lock edge)

Click "Password Management" on the App -> click the password whose validi-
ty period needs to be changed -> click the validity period -> enter a new validi-
ty period -> click Save.

5.9 View operation history

Select the door lock on the App, and click the operation record to view it.

Note: When there is no wifi gateway, the unlock record of the password can
only be viewed after unlocking through the App.

Click a password on the App, click the operation record, and view all records of
this password.

6.1 Cleaning

Making sure your Homki-001 is clean is best practice to ensure optimal
product use. Follow
the DOs and DON'Ts below.

-



-Rinse the touchscreen with
warm water prior to cleaning.

-Don't use abrasives, high alk
aline cleaners, or gasoline to

clean your lock.
-Use the application of soap
with a damp, lukewarm cloth. -Don't apply cleaning deter-
gent directly in sunlight or at
-Air dry or wipe dry with a soft high temperatures.
microfiber cloth to avoid
scratches. -Don't leave cleaning deter-
gent on the display keypad for
long periods of time - wash

immediately.

-Don't use scrapers, squeegees
or razors.

fety P ons

7.1 Safety Precautions

Please read all instructions carefully. Remind all Homki-001 users of the safety
precautions.

- Do not attempt to disassemble the smart lock by yourself. It can cause
product damage, void warranty, and cause injuries.

- Do not use any inappropriate tools that can cause damages or malfunction
to your lock.

- Always make sure your door is securely closed and locked when you leave
your house to prevent unwanted entry.

- Always dispose of used batteries according to your local laws. DO NOT
BURN.

2-



FCC Warning:

This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions: (1) This device may not cause harmful interference,

and (2) this device must acceptany interference received, including interfer-
ence that may cause undesired operation.

NOTE 1:

This equipment has been tested and found to comply with the limits for a
Class B digital device, pursuant to part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates, uses and can radiate radio
frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause.

harmful interference to radio or television reception, which can be detemined
by turning the equipment off and on, the user is encouraged to try to correct
the interference by one or more of the following measures:

- Reorient or relocate the receiving antenna.
- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to
which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

NOTE 2:

Any changes or modifications to this unit not expressly approved by the party
responsible for compliance could void the user's authority to operate the
equipment.FCC Radiation Exposure Statement

The Secure Link Wi-Fi Hub complies with FCC radiation exposure limits set
forth for an uncontrolled environment. It should be installed and operated
with minimum distance 20cm between the radiator & your body.

FCCID:2A8TGHOMKI-01
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