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1.Appearance

Power LED WPS LED
Internet LED 5G LED
LAN LED 2.4G LED
Figure 1-1
° o o fam Fomn P Fome -

—————— rovoossape Pt

LAN Ports
Reset WAN Port ——— DCin

WPS Button/WiF| Button

Figure 1-2

2.Packing List

HNK wifi router

Power adapter
Ethernet cable

Quick Installation Guide
User manual

X X X X X

3.Connect the Router

1. Before you start, please turn off your modem if any, and remove the backup battery
if it has one.

2. Connect the modem to the router’ s WAN port with an Ethernet cable.

3. Turn on the modem, and then wait about 2 minutes for it to restart.

4. Connect the power adapter to the router.

5. Verify the power LED on the top panel is solid on (green) .

6. Connect your computer or smartphone to the wifi named HNK-RAX1500 or
HNK-RAX1500-5Ghz.

Figure 3-1

Note: If your internet connection is through an Ethernet cable directly from the wall
instead of through a DSL / Cable /Satellite modem, connect the Ethernet cable to the
router's WAN port, and then connect the power adapter to the router and turn on the router.



4 Wizard Page

4.1 Wizard Page
Browser Type 192.168.0.1 , automatically jump to the configuration wizard page (NO
password in default)

Figure 4-1

4.2 WAN Connection Settings

There are several connection types to choose: Static IP, DHCP and PPPoE. If you are
unsure of your connection method, please contact your Internet Service Provider.

Note: If using the PPPoE option, you will need to remove or disable any PPPoE client
software on your computers.

4.2.1 DHCP Settings

Configure Your Internet Connection

) (

Internet RAX1501 Wi-Fi Client

Please select your Internet connection type below:

DHCP Connection (Dynamic IP Address)

Choose this option if your Internet connection automatically provides you with an IP
Address. Most Cable Modems use this type of connection

Userr dC ion (PPPOE)

Choose this option if your Internet connection requires a username and password to
get online. Most DSL modems use this connection type of connection.

Static IP Address Connection
Choose this option if your Internet Service Provider provided you with IP Address
information that has to be manually configured

Back Next

Figure 4-2

4.2.2 PPPoOE Settings

Configure Your Internet Connection

Internet RAX1501 Wi-Fi Client

Please select your Internet connection type below:

DHCP Connection (Dynamic IP Address)

Choose this option if your Intemet connection automatically provides you with an IP
Address. Most Cable Modems use this type of connection.

# | Username/Password Connection (PPPoE)

Chooese this option if your Internet connection requires a usemame and password to
get online. Most DSL modems use this connection type of connection.

Static IP Address Connection
Choose this option if your Internet Service Provider provided you with P Address
information that has to be manually configured

Back Next

Figure 4-3

Internet RAX1501 Wi-Fi Client

To setup this Internet connection, you will need to have a User Name from your Internet
Service Provider. If you do not have this information, please contact your ISP.

Username:

Password:

Figure 4-4



4.2.3 Static IP Settings

Configure Your Internet Connection

Internet RAX1501 Wi-Fi Client

Please select your Intemet connection type below:

DHCP Connection (Dynamic IP Address)

Choose this option if your Internet connection automatically provides you with an IP
Address. Most Cable Modems use this type of connection.

u assword C ion (PPPOE)

Choose this option if your Internet connection requires a userame and password to
get online. Most DSL modems use this connection type of connection

¥ | Static IP Address Connection

Choose this option if your Internet Service Provider provided you with IP Address
information that has to be manually configured

Back Next

Figure 4-5

Static IP

Internet RAX1601 Wi-Fi Client

To sat up this conncetion you will need to have a complete list of IP information by your
Internet Service Pravider If you have a Static IP connection and da not have this
information, please contact your ISP

IP Address:

Subnet Mask:
Gateway Address:
Primary DNS Address:

Secondary DNS Address:

Back

Figure 4-6

4.3 Wireless SSID and Password Settings

After configuring the static IP access method, please click “Next” to complete the

wireless SSID configuration and wireless password settings.

Wi-Fi Settings

Internet RAX1501 Wi-Fi Client

To setup @ Wi-Fi network you will need to give your Wi-Fi network a name(SSI0) and
password

Wi-Fi Network Nama: HNK-RAX1500

Wi-Fi Password:  hnk12345

Figure 4-7
4.4 Admin Password Settings

After configuring the wifi, click “Next” to set the user (Admin) password, and then

click “Next” to save the configuration.

Device Admin Password

Internet RAX1501 WI-Fi Cliant
By defaull, your new device does nol have a password conbigured for sdminstralor acoess
to the Web-based configuration ulility. To secure youwr new device, please oreale a password
bestowr

Device Admin Password:

Confirm Davics Admin Pazsward:

Password Strength;  Low

Figure 4-8



Summary

Internet RAX1501 Wi-Fi Client

Below is a summary of your Wi-Fi security and device password settings. Please make a
note of your settings and click "Next"

Connection Type: Dynamic |P (DHCP)
Wi-Fi Network Name: HNK-RAX1500
Wi-Fi Password: hnk12345
Device Admin Password: hnk12345

Back Next

Figure 4-9

5.Web Management Landing Page

5.1 Management Page Login

After completing the configuration wizard, please enter 192.168.0.1 in the browser to
log in to the router management page.

Admin Password: The Device admin Password you set on Wizard Page.

Model Name RAX1501 Hardware Version. H1 Firmware Version 1.1.1

HNK

Admin Fassword:

Leg In

Figure 5-1

6.Home Page

Home page information is displayed.
HNK

@ Internet Connected

any i in B Bagram ko mons inlormaton

Internet
Cable Statun. Conracied.
Connection Type
Network $tatun. crvecied

MAEC Addrwas DC 4EF40E F350

Detauit Gatwway:

Primary DNS Server
‘Secondary NS Sarver: ot Avadatse

Gofo sttrgs (5

Figure 6-0

6.1 Internet Information Display Page

Internet connection status and connection information.

HNK

@ Internet Connected

P ———

v
Internet
Catsle Seatus Convecst
Connection Ty P
Networs St Cannected
Connmction Uptime: [ Dy & beoxs 12 M 35 S

Figure 6-1



6.2 WiFi Information Display Page

6.2.1 Router Mode

Home>>RAX1500

Display Extender IPv4 mac address and wireless SSID.

HNK

@ Internet Connected

v
RAX1500 is router mode
TPyl Netwerh Wi-FI

MAL Agdress St 00 Ersbled

Router IP Addreas: 1! WEF] Hame | S0} AKX 150

Sutiner Mags

sl Go'fo satings
Figure 6-2

6.2.2 Repeater Mode
Display the Extender IPv4 mac address and the uplink router’ s wireless SSID.

HNK

@ Internet Connected

v
RAX1500 is router mode
TPyl Netwerh Wi-FI

MAL Agdress St 00 Ersbled

Router IP Addreas: 1! WEF] Hame | S0} AKX 150

Sutiner Mags

sl Go'fo satings
Figure 6-3

6.3 Connected Clients Information Display Page
Connected Clients information display page: It shows Connected Clients information.

HNK

@ Internet Connected

Connected Clients

Figure 6-4



7.Function Configuration Complete 2.4G advanced configuration, such as channel, security mode, 802.11

7.1 WIFI Setting mode.
Use this section to configure the wireless settings for your Router. Please note that
settings made in this section may also need to be synchronized on your Wireless Client.

HNK

2AGHE

Wireless " ‘ S —

Settings => Wireless Guest Jone

Smart Connect

Woriasy

Figure 7-3

N _ Complete 5G advanced configuration, such as channel, security mode, 802.11
R mode.

Figure 7-1 s

7.1.1 WIFI 2.4G Setting and 5G Setting
Configure the router 2.4G or 5G WIFI SSID and password.

Advanced Setngs
Setings >> Wireless Guest Zone Save

Semart Connmet
24GHT

Figure 7-4

Asawced Sefegs

BGHz

Figure 7-2

Click on Settings >> Wireless. Turn off the status button of Smart Connect. Then you can configure
the router 2.4G or 5G WIFI SSID and password.Click on Settings >> Wireless. Turn off the status button
of Smart Connect. Then you can configure the router 2.4G or 5G WIFI SSID and password.



7.1.2 Smart Connect

After the smart connection is closed, the extender 2.4G WIFI and the 5G WIFI can
be searched on the terminal wireless device respectively, and there are two wireless bands
to be displayed on the page.

Settings >> Wireless Guest Zone Sav

Smart Conmect

Figure 7-5

When Smart Connect feature is on, your wireless device can find one wireless SSID,
and it will automatically match the 2.4G or 5G band WIFI according to the connection
signal strength.

Wireless

Settings >> Wireless Guest Zooe Save

Smart Connect

Advarced Semrgs

Figure 7-6

7.1.3 Guest Zone
This feature lets you enable and configure a Wi-Fi Guest Zone. It allows you to create
a separate network for your guests to secure the main network.

Guest Zone

Settings >> Wireless >> Guest Zone WE]

Time Limit

Figure 7-7

7.2 Internet Function Configuration

Use this section to configure your Internet Connection type. There are several connec-
tion types to choose: Static IP, DHCP and PPPoE. If you are unsure of your connection
method, please contact your Internet Service Provider.

Note: If using the PPPoE option, you will need to remove or disable any PPPoE client
software on your computers.

HNK

@ Internet Connected

n iy dem i Se disgram for more information

Figure 7-8



7.2.1 IPV4 Settings

Use this section to configure your Internet Connection type. There are several connec-
tion types to choose: Static IP, DHCP, PPPoE. If you are unsure of your connection
method, please contact your Internet service provider.

Note: If using the PPPoE option, you will need to remove or disable any PPPoE client
software on your computers.

HNK

Internet

Settings >> Internet >> [Pvd (1=

Figure 7-9

7.2.2 IPV6 Settings
All of your IPv6 Internet and network connection details are displayed on this page.
IPv6

Settings >> Internet >> IPvE 1Pyt Save

1Pyl DNS Sedtings

LAN IPvé Address Settings

Figure 7-10

7.2.3 Host Name
Set Internet connection type as dhcp.

Internet

Settings >> Internet >> [Pvd

Figure 7-11
Advanced settings.

Internet

Settings >> Internet >> [Pvd

Figure 7-12

Browser Type http://rax1501/
Login to the router administration page.

HNK

Admin Pas

Figure 7-13

Advanced Setwgs

word



7.3 Network Function Configuration

Use this section to configure the network settings for your devices. You can enter a
name for your device in the management link field and use the link to access web Ul in a
web browser. Recommend changing the management link if there are more than one

device within the network.
HNK

@ Internet Connected

arry flem in Me diagram for more information

[

v

Figure 7-14

7.3.1 Network Settings
Set LAN |IP Address, Subnet Mask, Enable DNS Relay.

Network

Settings >> Network

Metwork Semngs

Figure 7-15
7.3.2 DHCP Server
Settings>>Network>>Advanced Settings>>DHCP Server
Set DHCP Server IP address range, lease duration.

DHCP Server

e 1921680 | 1 to 1921680 254

DHCR Leass Time 1440 minutes

Figure 7-16

7.3.3 Network Advanced Settings
Set LAN advanced settings, UPnP function.

Advanced Settings

Figure 7-17
7.4 ModeSet Configuration
Settings>>ModeSet
You can set it to be a router or a repeater mode.
HNK
@ Internet Connected
4
Figure 7-18

ModeSet

You can set various modes of the router, Repeater

Settings >> ModeSet

Existing Network

Connection Router
Repeater

Router

Figure 7-19

~



Select the router 2.4G or 5G WIFI SSID and enter the signal extension password.

ModeSet

You can sel various modes of te rotern, Repeater

ModeSet

“You can sel vartious modes of the router, Repeatir
Seftings >> ModeSet

Existing Network .
Settings >> ModeSet

Conneciion. Repaatar
Existing Metwark
Wi Name (SS10) Sean

Connection: Repuater

Password

WIFIName (SSID) | TPALINK_S850-56 ra Scan
Password | a1234567
Figure 7-20

Figure 7-22
Click the scan function after entering the page to scan the uplink router wireless.

8.Features Setting
8.1 Q0S

Connected clients can be assigned Internet access priority. Click and drag the client
cards into slots.

@ Internet Connected
HEE g 7
' Emc- [ 0 Ay )
JLL-TP-Link-24G m..,?
ENg =
G T Figure 8-1
i EmG T .
i il BN =i Home>>Connected Clients
Create a new QOS rule in connected clients list.
Figure 7-21



8.2.1 Website Filter

Edit Rule The website filter feature allows you to set rules that you can restrict access to a
specified web address (URL) or block specified keywords in the URL. You can use
Website Filter to restrict access to potentially harmful and inappropriate websites.

Website Filter

Features >> Firewall Settings >> Website Filter Advanced Pvé Rules | IPvE Rules
DENY clhents scoew ts ONLY thews silen
g {wer basdh com) '

A | Remaning 23

Figure 8-5
8.2.2 IPv4 Rules
The IPv4 rule section is an advanced feature used to deny or allow traffic from passing
QoS Engine through the device.

You can see the connected clients in the QoS rules list.

Cannectad chents can be assigned Inlemet access procty, Chek and drag chent cards ik open slots

Firewall Settings

The I s =

i an advance festure used o denry of allow traffic kom passing though the devies

Features >> QoS Engine

Han IPAGdrHL MACASdss DownlesdRate{ops) Datts Features >> Firewall Settings >> IPv4 Rules Advanced | Website Filer | IPv6 Rules
bt oo iz ¥ Turn (Ped Filtering ON and DENY rules listed
X Name. Source 1P Dwstinason P Frotcol Port Range Edt Dewts
Figure 8-3

Add Fude Femaining 24

8.2 Firewall Settings
In this page, you can set the firewall status, remote management, WAN Ping, website

filter, IPv4 Rules and IPv6 Rules. Figure 8-6

Marage

@ Internet Connected

Click on any item n the diagram fof mose information

Figure 8-4

1M1 —



Create a new rule.

8.2.4 Remote Management
Open Firewall Status>>Save>>IPv4 Rules>> Add Rule

HTTP Remote Management

Firewall Settings

Create New Rule

Features >> Firewall Settings >> Advanced Websile Filer | [Pvé Rules | [Pyl Rufes Save
) Figure 8-10
Figure 87 8.2.5 WAN Ping
8.2.3 IPv6 Rules
The IPv6 will also be supported by your router's built-in firewall. Some applications Firewall Settings

or clients may require special adjustments for better performance or extra protection.

Firewall Settings

Anti Do attack:

Features >> Firewall Settings >> IPv6 Rules ddb@oced | Wiebshe Fiier | 1Ped Fues =i Remote Management - J
Mz taure # Deatnanan @ Prosseot Por Range Ean e s080
Figure 8-8 Figure 8-11
Create a new rule. .
Open Firewall Status>>Save>>IPv6 Rules>> Add Rule 8.3 Port Mapping
Create New Rule ONREY O VLTS
@ Internet Connected
Chick on any Aem in the diagram for mons infomaton
Figure 8-9 Figure 8-12

Features >> Firewall Settings >> Advanced Webske Filer | 1Pwd Bules | 1By Bules Save



8.3.1 Port Forwarding

Your router helps to share a single IP address assigned by your ISP among several
clients in your home. Port forwarding allows traffic requests from a specified application
to be directed to a specified client inside.

Port Forwarding

a e B

Features >> Port Forwarding Dk Minual Server Save

seana = Locsir Uor pert G Ovese

Adifule | Remaneg 32

Figure 8-13
Create a new port forwarding rule.

Create New Rule

Figure 8-14

8.3.2 DMz
Your router's high-performance firewall feature continuously monitors Internet traffic,
protecting your network and connected devices from malicious Internet attacks.

DMZ

Features »> DMZ Mirha Server | Porl Fovanding Savo

Figure 8-15

DMZ

Features >> DMZ MENE ‘irtual Server | Port Forwansing Save

Figure 8-16

8.3.3 Virtual Server

Your router helps to share a single IP address assigned by your Internet service
provider among several clients in your home. Virtual servers are preset port mappings for
popular services, like a web or e-mail server, that route traffic to a specified client inside.

Virtual Server

Features >> Virtual Server
s dame  Lsen®  Prowesl Exwmas Pon

Addfue | Remanng 12

Figure 8-17

reate a new virtual server rule.

Creale New Rule

Figure 8-18



Create New Rule

Figure 8-19

8.4 DDNS
Dynamic Domain Name Service(DDNS) allows your router to associate an easy-to-re-
member domain name such as [YourDomainName].com with the regularly changing IP
address assigned by your Internet Service provider. This feature is helpful when running a
virtual server.

bk

@ Internet Connected

Click an any dem in e disgram for maote inSormabon

Figure 8-20

Dynamic DNS

Features >> Dynamic DNS

Figure 8-21

9. Management Page

9.1 Time and Schedule

9.1.1 Time

Your router's internal clock is used for data logging and schedules for features. The
date and time can be synchronized with a public time server on the Internet, or set
manually.

Time

Management >> System Time

Time Configuration

Automatic Time Configuration

Figure 9-1

9.1.2 Schedule
Some features, such as the firewall and website filters, can be turned on or off based
on a schedule. One common use of schedules is to control access to the Internet by a
specified device during specified time periods.
Schedule

Management >> Schedule

M| Hermanng 1

Figure 9-2



Figure 9-3

9.1.3 Led Time

Your router's internal clock is used for data logging and schedules for features. The
date and time can be synchronized with a public time server on the Internet, or set
manually.

Led Time

Management >> Led Time Dime Scheduie Savwn

ted Time Configuration

Figure 9-4

9.2 System Log

On-board diagnostics run continually in the background to monitor the health of your
router. The results are recorded in the system log if it is enabled. This info can be used to
diagnose common problems or help Customer Support resolve issues more quickly.

System Log

Management >> System Log .
Log Settings

i Sysiern Log

Syalog Settings

Figure 9-5

9.3 Admin Page Settings
To set the administrator password, you need to enter the original password for verifica-
tion; then enter a new administrator password and verify it again.

@ Internet Connected

Chck on sy flem m e dagram lor more informaton

Figure 9-6
Admin

Management >> Admin Sysiem Sme

Admin Pasywerd

Figure 9-7



After modifying the administrator password, the browser will jump to the login page. 9.4.2 Load Settings from Local Hard Drive
Enter the administrator password to login Import the configuration file to the Router to quickly configure the router or restore
configuration information.

w1501

HHK Al A i e e o 1 Management >> System
System
Ao Pavnwerd
Save Settings To Local Hard Drive. Save
Lag In Load Settings From Local Hard Drive Select File
Restore To Factory Default Settings: Restore Factory
Figure 9-8

Figure 9-11
9.4 System Page Setup

9.4.3 Restore to Factory Default Settings
System Clear all router configuration and restore the router settings to factory default.

Management >> System Agmin Management >> System

System

System

Scwi P Save Seftings To Local Hard Drive Save

Hestorn Fackry

Load Settings From Local Hard Drive: Select File
Auto Reboot Configuration
= Restore To Factory Default Settings: Restore Factory
et
Figure 9-12

Figure 9-9
9.4.4 Reboot the Device

9.4.1 Save Settings to Local Hard Drive Reboot the Router.

Export the configuration file to the local PC for saving, so that you can quickly
restore the configuration information.

Auto Reboot Configuration

Reboot The Device Reboot
Management >> System i
System
Figure 9-13
Save Settings To Local Hard Drive Save
Load Settings From Local Hard Drive: Select File
Restore To Factory Default Seftings Restore Factory
Figure 9-10



9.5 Upgrade Page Settings
HNK

@ Internet Connected

Figure 9-14

9.5.1 Firmware Information Display
Display current firmware version information.

Your router can automabally detect firmware updates, bul requires your authornzation o instal them
It s abso possible to check for new firmmware manual

ly, upgrade firmware from a local file

Management >> Upgrade

Firmware

Cuament Firmware Yers

Current Fumware Dale: 2020-11

2
Check flor New Fimware

Upgrade Manually

Upgrade Fimmwvare Select File

Figure 9-15

Upgrade

9.5.2 Online Firmware Upgrade Settings

This page will display your current firmware version. Click on the ‘Check for New
Firmware’ button for detecting the latest firmware version. If have, you can upgrade your

firmware to the latest version. Otherwise the page will prompt that the firmware is the latest
version.

Management >> Upgrade

Firmware

Current Finmware Versio

Curmenl Firmware Date: 2020-11-21

Ctueck for New Firnmware

Figure 9-16
9.5.3 Local Firmware Upgrade Settings
Select the Router's local firmware configure file to upgrade.

Upgrade Manually

Uparade Firmware: Select File

Figure 9-17
9.6 Statistics Page

This page gives you various router statistics about data sent and received through
the Internet, wired network (LAN), and wireless networks.

Statistics

Management >> Statistics

Clenr
[T
100 Kis

75 KBS
S0 KB

25 KBS

Figure 9-18



10.Hardware

10.1 LED Indicator
> The power light is steady green: The device is on.
> The 2.4G light is steady green: 2.4G Wi-Fi band available.
> The 5G light is steady green: 5G Wi-Fi band available.
> The USB light is steady green: U disk has been inserted.

> The Internet light is steady green: WAN port has been connected with network cable.

> The Internet light blinks green: WAN port has data transmission.

10.2 WPS Button
1.Press the "WPS" button on the panel to start WPS (limited time is 120 seconds),
then press the router wps function.
2.0pen the WPS function on your mobile phone, Wait for the connection between
mobile phone and router.

10.3 RESET Pinhole
When the power is on, sting the router's "Reset" pinhole for 10 seconds to restore
the factory settings.

10.4 SAMBA functions
Locally verified are Kingston (DTSE9 G2) USB drives and SEAGATE hard drives
1. Insert the USB disk into the USB port of the AX1500,Wait for the USB indicator
light to turn green.
2. Press WIN+R on the keyboard to pop up the Quick Run input box, type
\\192.168.0.1, where the IP address is the router address (default route IP: 192.168.0.1),
and click OK.

= Run

——

Type the name of a pregram, folder, document, or Internet
resource, and Windows will open it for you.

L

Open:  [W192.168.0.1]

EP This task will be created with administrative privileges.

Figure 10-1

Cancel Browse...

3. If the following error message is displayed (if no error message is displayed, go
to Step 4), open task Manager, click Programs and Functions, and then click Enable/dis-
able firewall function, select SMB1.0/CIFS File Sharing support, and click OK. After the
application succeeds, restart the PC.

11192.168.0.1

@ 11192.168.0.1

You can't connect to the file share because it's not secure. This share requires the obsolete
SME1 pretecol, which is unsafe and could expose your system to attack.

Your system requires SMB2 er higher. For more info on resolving this issue, see:
https://go.microsoft.com/fwlink/linkid=832747

Figure 10-2

[ 28 Contred Pasal Rame o x

4 B+ ContioiPanel » A3 Control Panal Bems v & »

Gie [St Yuw Jool

Figure 10-3

Uninstall or change a program

T uninstall s progeam, valect # From the st and then click Usinstall, Change. or Bepair

Goganize = -9
Hama : L 3
B o BEGEL IR ]
W ERTRE VW

Figure 10-4
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Voew

“ © 4 (@ » ConelPanel » & Control Panel Beers + Poograms and Features
Fle [t View Tool | I Windows Festures (=T
Cortsel PunelHeme | Tusm Windows featires on or off ]
oo a select ts eheek bex. ]
theck b par L Change, e Fesain,
Turn ¥ festures o
LY T Wi e 0O -
4 (W] | Prist and Documant Sarvces
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input box for account and password will pop up.
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Figure 10-8

Frequently Asked Questions:
Unable to open the router's administrative interface:
> Make sure the computer is "Obtain an IP address automatically".
> Make sure the computer is connected when the router is wireless.
> Please turn off and reopen the browser, or try a different browsers (such as Firefox
or Google).
> Please try another computer.
> |f operations above still can not solve the problem, please restore the factory settings
and re-operation.

How to restore the router to factory settings:

> When the power is on, sting the router's "Reset" pinhole for 10 seconds to restore
the factory settings.



11. Contact Us

Method 1: Log in to the App Store or Google Store, search for "HNK Router",
download and install the APP.
Method 2: Scan the QR code below to download and install the APP.

24hour Online
After-Sales Service
Scan QR Code To Visit

https://hnk.afterservice.vip

FCC WARNING: This equipment may generate or use radio frequency energy.
Changes or modifications to this equipment may cause harmful interference unless
the modifications are expressly approved in the instruction manual. The user could
lose the authority to operate this equipment if an unauthorized change or modification
is made.

This device complies with part 15 of the FCC Rules. Operation is subject to the
following two conditions: (1) This device may not cause harmful interference, and (2)
this device must accept any interference received, including interference that may
cause undesired operation.

This equipment complies with RF radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with a minimum
distance of 20 centimeters between the radiator and your body

NOTE: This equipment has been tested and found to comply with the limits for a Class
B digital device, pursuant to part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential installation.
This equipment generates, uses and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful interference
to radio communications. However, there is no guarantee that interference will not
occur in a particular installation. If this equipment does cause harmful interference to
radio or television reception, which can be determined by turning the equipment off
and on, the user is encouraged to try to correct the interference by one or more of the
following measures:

» Reorient or relocate the receiving antenna.

* Increase the separation between the equipment and receiver.

» Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

+ Consult the dealer or an experienced radio/TV technician for help.

* The rating information is located at the bottom of the unit.
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HUIZHOU MTN WEIYE TECHNOLOGY DEVELOPMENT CO.,LTD.
Address: NO.2 Huitai Road,Huinan High-tech Industrial Park,Huiao
Avenue,Huizhou City,Guangdong Province,China

Tech Support :Support@hnknet.com

Copyright©2021SHENZHEN ZK TECHNOLOGY CO., LTD.
ALL right reserved.

The content of this document maybe updated from time to time
due to product version upgrades or other reasons.





