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1. Product Features

1. A8l L& eI 8l. AR 8. & T APP 7T 4.
1. The wunlocking functions include: fingerprint unlocking, key
unlocking, and Bluetooth APP unlocking.

2. ZE#KX: B/ R/ FARKX, Sk,
2. Triple modes: channel/anti—lock/normal mode, switch at will.

3. KL EREA, Type—C B EHE BRI AETIE D,
3.Low voltage alarm function, Type—-C emergency power supply or
charging interface.

4. REIARE, [afag 3| P EKE,
4.Back locking function,Privacy is strictly protected.

5. EEHEER, NE. AT, BFHF,
5.Suitable for residential areas, apartments, offices, office
buildings, etc.
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2.0peration Instructions
1. 3TTFAFMET. BHRERWIFiI. 24z,

1. Turn on your phone's Bluetooth, mobile network or WiFi, and positioning.

2. /£ App store R A BB F_CHRMAA” FFT E APP 3,
2. Search for "Tuya Smart" in the App store or application store, download the
APP and install it.

3. AFhT M E R,

3. Register and log in using your mobile phone number

4, B IR AR REAR B RE] BB/ ART CNBEF” sk, Ak
ok B2 % T, APP & B8 TR & B od (Fe) o &d (FEAR) &4, RIE APP
RFZARAMFAER . CEA: FmiE TIRE& G Bi5m 8 HBUHRIRAE ).

4. Click the "Tuya Smart" interface to add a device. Find "Camera/Lock" and record
"Door Lock Bluetooth". Click it, then touch the fingerprint head to wake up
Bluetooth. After the APP searches for the Bluetooth device, click (Add) = click

(+icon) to connect, follow the APP prompts to complete the addition and use.

(Note: After adding a Bluetooth device, the lock end automatical ly cancels the

exper ience mode).

5. FmER TG (BEBFARE);
AR EHES EHRE (BLER) B &5EF () SFEFm 85k RITH AL
K EHLFEN RF[BFNULFRTRAME), Ao AE, FEEBPT I 48
5. Add the administrator's fingerprint (do this next to the lock);
Member management = click My (fingerprint icon) = click (Add) = start adding
= the fingerprint head |ights up blue and press the fingerprint head to enter
the fingerprint (follow the prompts on the phone). After adding successful ly,

the fingerprint can be unlocked.

6. AhmEB R P AR (BAEFBARME);

AR EES mE (FEAR) 2 EE ORI R) ALK MAKRS (REZFHI
B, ZFTUTRRAE) dFEAEEFLAERA D 2EF (BRE) 2 5FH XXXX 89 (F54
EAR) = 5F () TR 5K 2 BIT AR Sk ER RN (ARBF M
B TRTRAE), BARAG, FEECRE LR A,

6. Add fingerprints of common users (do this next to the lock);

Member Management = Click (+icon) = click (Add member) = enter name = enter
account (this item can be left blank if you do not need to unlock the phone)
= select ordinary member for family role = click (Save) = click the
(fingerprint icon) of XXXX = click (Add) = start adding = the fingerprint
head lights up blue and press the fingerprint head to enter the fingerprint



(fol low the prompts on the phone). After adding successfully, the fingerprint

or password can be used to unlock the door.

7. Mrrdgs (BEB 5 AR
AR EES EE XXX 89 (B BAR) = 5E (2RIBEIEE) > (REBEFMEFRT
BAE), MIEmAG, 1GEBPTT A4, 28 : BRERE —ANEHE R 4845,

7. Delete fingerprint (do this next to the lock);
Member management = click the (fingerprint icon) of XXXX = click (the
fingerprint to be deleted) = (follow the prompts on the phone), after the
deletion is successful, the fingerprint will no longer be able to unlock. Note:

The lock must retain an administrator fingerprint.

8. ZLAZFHi
RESZAEFHeE FREFR). E&: HERXT RS,
8. Remote unlocking
Settings = Remote Unlocking, click (turnon icon). Note: Remote unlocking is only

possible when connected to a gateway.

9. Nai&F=:
I8 FAFF & K% S F .
MM8FMEEET: FFRB%EDEFi.
9. Door lock volume:
Door lock navigation mute: Turn off the buzzer navigation.

Door lock navigation volume is normal: turn on buzzer navigation

10, 7 #HAE X
BES IR EEF (
P &8 R P A8 SO AT
Hio

10. Do Not Disturb Mode

Settings = Do Not Disturb Mode = Click (On) = Time Settings (set according to

your own schedule). During the set time, ordinary user fingerprints cannot

F) SRR E GRIEA THELMR), AR 6
, AR AGEA ALTT B, E @ R/ L R F AU AR T AT

unlock the door, only management fingerprints can unlock the door, and ordinary

members/administrators can unlock the door using mobile phone Bluetooth.
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3. Other instructions

1. Fhedesc: EEERY (BRI EEEHETRT):
1. Add fingerprint: The connection is successful (the fingerprint headlight lights up
blue to indicate prompt);

2. 55, FHLAPP I 4
I (B BH—F, W/ECKITAREERTRT).
K (B M B, FECKIT AR & 48T 48, APP FF 4 K M 8i5m AT 4R T) o
2. Unlock by fingerprint or mobile phone APP
Success (the buzzer beeps once and the fingerprint headlight flashes green to
indicate prompt).
Failed (the buzzer beeps twice, the fingerprint headlight flashes red as a prompt,
and there is no prompt on the lock side if the APP unlocking fails).

3. f&®: &, FAL APP FaiRTE (BB EF—F, WMECKNIREERTH NI
LATAR T o

3. Low battery: After the fingerprint or mobile phone APP is successfully unlocked
(the buzzer beeps, the fingerprint head flashes green and then red).

4, BT REETIBEHTAH, FIEZEBERBEX QNP
4. In the factory state, any fingerprint can unlock the door, and the experience

mode is automatically cancel led after the mobile phone is connected to the lock.
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4. Technical Parameters
AR X &k
v dE o A Type-C/ 5V 2A
/K= 20 #
REREEE ARPEE A 2. 5VE0. 2
CAYESNES A2 3.4 4.2V
b iR <90 =%
IHEdiR <500 &%
FF 4 B 4] ~1.5 #
name Parameter Description

Power supply interface

Type—-G/ 5V 2A
type

Number of fingerprints

20 pieces

Low battery alarm

Alkal ine battery 2.5V*

Voltage range

Lithium battery 3.4 o
4.2V

Standby current

<90 microamperes

Working current

<500 mA

=~1.5 seconds

Unlocking time

This device complies with part 15 of the FCC Rules. Operation is subject to the following
two conditions: (1) this device may not cause harmful interference, and (2) this device
must accept any interference received, including interference that may cause undesired
operation.

Any changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate the equipment.

NOTE: This equipment has been tested and found to comply with the limits for a Class B



digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. This
equipment generates, uses and can radiate radio frequency energy and, if not installed
and used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a
particular installation.

If this equipment does cause harmful interference to radio or television reception,
which can be determined by turning the equipment off and on, the user is encouraged
to try to correct the interference by one or more of the following measures:

-- Reorient or relocate the receiving antenna.

-- Increase the separation between the equipment and receiver.

-- Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

-- Consult the dealer or an experienced radio/TV technician for help.

To maintain compliance with FCC' s RF Exposure guidelines, This equipment should be
installed and operated with minimum 20cm distance between the radiator and your

body: Use only the supplied antenna.



