
SHENZHEN ANYTEC TECHNOLOGY CO.,LTD

2.911 (d)(5)(i) Equipment Type Attestation v1.2

Section 2.911(d)(5)(i) Certification – Equipment Type

Company name: SHENZHEN ANYTEC TECHNOLOGY CO.,LTD
Address: 401, Building C, ICC Industrial City, Kaicheng 2nd Road, Hangcheng Street, Baoan District,

Shenzhen, China
Product Name:Smart Watch
FCC ID: 2A2WF-H76PLUS
Model(s):H76PLUS, HM21, HM22, HM23, HM25, HM26, HM27, HM28, HM29, HM30, HM31, HM32,

HM33, HM35, HM36, HM37, HM38, HM39, HM50, HM51, HM52, HM53, HM55, HM57,
HM59, HM60, HM61, HM62, HM63, HM65, HM66, HM67, HM69, HM70, HM71, HM72,
HM73, HM75, HM77, HM79, HM80, HM81, HM82, HM83, HM85, HM87, HM89, HM90,
HM91, HM92, HM93, HM95, HM97, HM99, HM68B, HM08C

2.911(d)(5)(i) Equipment Type

We, [SHENZHEN ANYTEC TECHNOLOGY CO.,LTD] (“the applicant”) certify that the equipment for
which authorization is sought through certification is not:

 Prohibited from receiving an equipment authorization pursuant to § 2.903; of the FCC rules.
 Identified as an equipment type in the “Covered List” NOTE 1

Yours sincerely,

Name: Ivy Fu Date: 2023.03.15

Title and Company name: Manager/SHENZHEN ANYTEC TECHNOLOGY CO.,LTD

NOTE 1

“Covered List”; is the List of Equipment and Services Covered By Section 2 of The Secure Networks Act, available at
https://www.fcc.gov/supplychain/coveredlist
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