EcoFlow Inc.

Section 2.911(d)(5)(i) Certification — EquipmentType

Company name:EcoFlow Inc.

Address:RM 401,Plant #1,Runheng Industrial Zone, FuhaiStreet,Bao'anDistrict,Shenzhen 518000,
China

Product Name: EcoFlow Smart Home Panel 3 (32 Circuits)

FCCID:2A2P9-EFSHP32

Model(s): EF-SHP-32

2.911(d)(5)(i) EquipmentType

We, [ EcoFlow Inc.] (“the applicant”) certify that the equipment for which authorization is sought through
certification is not:
e Prohibited from receiving an equipment authorization pursuant to 8 2.903; of the FCC rules.
e Identified as an equipment type in the “Covered List"°"F*

[ EcoFlow Inc.] (“the applicant”) certifies that the equipment for which authorization is sought does not
include cybersecurity or anti-virus software produced or provided by Kaspersky Lab, Inc. or any of its
successors and assignees, including equipment with integrated Kaspersky Lab, Inc. (or any of its
successors and assignees) cybersecurity or anti-virus software pursuant to DA-24-886 and KDB
986446 D01 Covered Equipment Guidance section B(2a).

Yours sincerely,

U,z,k{] Gotn
Name:Vicky Guan Date: 6/27/2025

Title and Company name: Manager /EcoFlow Inc.

NOTE 1

“Covered List”; is the List of Equipment and Services Covered By Section 2 of The Secure Networks Act, available at
https://www.fcc.gov/supplychain/coveredlist
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