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1. Install wireless NVR

1-1. Device Connection

(1) Connect the mouse and monitor to the NVR host

(2) Connect the NVR to the router or switch

(3) Power on the NVR host and camera (please use the manufacturer’s power supply)
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1-2. When the device is connected and powered on, After successful booting, the camera
image will automatically be displayed on the monitor. (Default password: 888888)

User Name]

password

Forget Password?

Notice:

A: When the device leaves the factory, the camera and the wireless NVR host have been paired.
If you need to re-pair or add a new camera to the wireless NVR, Please refer to FAQ 3: Add a
new camera to NVR.

B: The optimal wireless distance between the camera and NVR is within 30 meters.

C: The lower right corner of the display shows >, Indicates connected to the Internet;
show & Please check your network connection.
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2. NVR Remote Access
Step 1. SriHome App Installation

Method 1: Scan the QR code to download “SriHome” App.
Method 2: Search“SriHome”on Google Play or iOS App Store.

Android

Step 2. Register & Login SriHome App

Step 3. Add the Device to App

8:30
Device

You can scan the
QR code or input the
Device ID manually

O Input device name to search device

Input the device's ID
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The label is attached on
3-1 3-2 the NVR

No device list, please add one!

Not: For App remote access, the NVR must be connected to network.



FAQ

FAQ1: How To Share The Device With Other Users

The device supports multi-user viewing. Download SriHome App to register an account, and then the
administrator can share permissions to watch.

1. Administrator operation: Administrator logs in to SriHome App, click Settings button->Visitor
Management->Add->Select operator/visitor->Scan QR code New user App ID QR code (Figure 6)

-> Remarks name -> Next step is completed (Figure 1-Figure 3)

2. Authorized users: Return to the APP monitoring interface and scroll down to refresh to view the
monitoring.
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Video Closure

Note: When a blurry or black screen appears,
please tum off hardware decoding

Hardware decoding
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FAQ2: NVR hard disk installation

If the product you purchased does not come with a hard drive, please purchase a 3.5-inch
hard drive by yourself, (maximum support is 16T)

Note: Please do not connect the NVR to the power supply before installing the hard disk.

Install HDD for NVR
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(1) Loosening the screws on the panel's rear and side.
(2) Remove the cover from the NVR.

(3) Insert a hard drive with a SATA interface.

(4) Connect the data cable and power cable to HDD.
(5) Fasten the screws on the bottom to fix the HDD.
(6) Re-install the cover of the NVR and fasten screws.



FAQ3: How to add a new camera to Wireless NVR

A Warning: When adding a device, do not delete the camera currently in use.
After deletion, you need to pair it again.
Method 1: Scan the QR code to pair and add

30 seconds after the camera is powered on, it will emit continuous "beep" network configuration
prompts. After hearing the prompts, follow the following steps:

(1). Click the icon in the lower left corner of the monitoring display.
(2). Click "Add" on the right side of the device list and select "QR Code"

@ Select IPC connection method

X

(3). Aim the camera lens at the QR code and keep a distance of 20-60cm. After the camera recognizes
the QR code, the camera will make a "ding" sound, indicating that pairing is in progress. Wait about

10 seconds and hear the second beep to indicate successful pairing.

(Note: Do not close the QR Code window, otherwise the camera pairing will be unsuccessful)
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Note: If the camera does not emit continuous "beep" network configuration prompts 30 seconds after the
camera is powered on, please press and hold the camera's "Reset" button for 5 seconds until you hear a
long beep to restore factory settings. Then follow the above steps to re-add the device.




Method 2: Search and add

Supports adding SriHome IP cameras with RJ45 Net-ports below 5MP.

First, connect the camera and NVR to the same local network, select "Search" -> Double-click the
camera that needs to be added in the available device list-> Enter camera password

(default password: 888888), click Add and confirm.

Add IPC

Available device st

19216814 002280
19216816 00:2028E5ED
192.168.1.10 00:20285FES5E0
192168112 00:202BFESSED
192168115 00:202BFE5SE0

19216818 00:242BFESSED

FAQ4: SriHome APP access prompts no permission

Click the main menu in the lower left corner > Device Maintenance > Restore > Select
"Others" > Click OK to restore.

Restore

Restore.

Reboot




FAQ5: Retrieve Password

Login panel > Forgot password > Click Retrieve password > Check the recovery key on your bound
email account > Enter the key number, and your password will be displayed on the login panel.

User Name|

Retrieve password

d Tip

‘Send successfully,please confirm the recovery.

Re keyin the mobile phone mailbor.

s nail

Retrieve password
Random number 43501922
Recovery key

Select Ratrive Password and check your recovery email

account for the recovery key

Retrieve password

Random number 43501922
Recovery key | *xxx

Password:
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This device complies with part 15 of the FCC Rules. Operation is subject to the
condition

that this device does not cause harmful interference (1) this device may not cause
harmful

interference, and (2) this device must accept any interference received, including
interference that may cause undesired operation.

Any changes or modifications not expressly approved by the party responsible for
compliance

could void the user’s authority to operate the equipment.

NOTE: This equipment has been tested and found to comply with the limits for a
Class B

digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to
provide

reasonable protection against harmful interference in a residential installation. This
equipment generates, uses and can radiate radio frequency energy and, if not installed
and used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a
particular installation.

If this equipment does cause harmful interference to radio or television reception,
which can be determined by turning the equipment off and on, the user is encouraged
to

try to correct the interference by one or more of the following measures:

-- Reorient or relocate the receiving antenna.

-- Increase the separation between the equipment and receiver.

-- Connect the equipment into an outlet on a circuit different

from that to which the receiver is connected.

-- Consult the dealer or an experienced radio/TV technician for help.

To maintain compliance with FCC” s RF Exposure guidelines, This equipment
should

be installed and operated with minimum distance between 20cm the radiator your
body:

Use only the supplied antenna.
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